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APPENDIXB VOLUME 2 TEST PROCEDURES

B.2. Volume 2 Framework Control Interfaces
This volume consists of manual test cases, which verify requirements related to SCA Framework Control Interfaces.

B.2.1. OE_TC 024 - DomainManager :: registerDeviceManager

Test Case Number: OE_TC 024
DomainManager:: registerDevice Manager()

Requirements

SCAV2.2.2Tag SCAW2.2.2 Text
OEQ732 The register DeviceManager operation shall raise the CF Invalid Profile exception when the device manager’s DCD file and
the DCD’s referenced files donot exist.
References
Document Name Versiorn/Date Location (Pages, Section)

Software Communications Architecture (SCA) \ersion2.2.2 15May 2006 Pages 3-32thru 3-50, Section 3.1.3.2.3

SCA AppendixD: Domain Profile \ersion2.2.2 15May 2006 Page D-48, SectionD.7.
Test Objective

This test case verifies OE0732. The objective of this test is to verify that an InvalidProfile exception is raised by the DomainManager
when a DeviceManager’s DCD file or any file referenced within the DCD file does not exist.

Places to Verify
Devices, DeviceManager

IDL References
Operations
void registerDeviceManager (in CF:DeviceManager deviceMgr)
raises (CF:InvalidObjectReference, CF:lInvalidProfile, CF:DomainManager::RegisterError);
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Preconditions
e All OE source files are available.

Test Description

A. Verify that the DomainManager’s register DeviceManager operation throws the InvalidProfile exception if it cannot find the DCD file.
(OE0732)
1. Pass: The InvalidProfile exception is thrown.
2. Fail: The InvalidProfile exception is not thrown.

B. Verify that the DomainManager’s registerDeviceManager operation throws the InvalidProfile exception if it cannot find a file referenced
by the DCD file. (OE0732)
1. Pass: The InvalidProfile exception is thrown.
2. Fail: The InvalidProfile exception is not thrown.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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After running JTAP’s DomainManager registerDeviceManager InvalidProfile test, perform manual steps 1 through 3.

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC 024

Steps

Expected Results

Actual Results

Comments | TestResult

A. Verify that the DomainManager’s registerDeviceManager operationthrows the InvalidProfile exception if it cannot findthe DCD file.(OE0732)

1. Locate the code forthe
DomainManager and its
registerDeviceManager operation
Recordthename of thefile.

The code is found.

File containing the operation may
look like the following:

void registerDeviceManager (in
DeviceManager deviceMgr)
raises (InvalidObjectReference,
InvalidProfile, registerError);

2. In the register Device Manager code
locatewherethe* dcdxmlis NOT
found. Verify thatthe code raises the
InvalidProfile exception.

Pass: The InvalidProfile exception is
raised. (OE0732)

Fail: The exceptionis NOT raised.
(OE0732)

B. Verify that the DomainManager’s registerDeviceManager operationthrows the InvalidProfile exception if it cannot findafile referencedby the DCD file.

(OE0732)

3. Locate the registerDeviceManager
codewherea file referenced by the
DCD file is NOT found.

Verify thatthe code raises the
InvalidProfile exception.

Pass: The InvalidProfile exception is
raised. (OE0732)

Fail: The exceptionis NOT raised.
(OE0732)

End of Test
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TestRecording Log— OE_TC _024
Step 1 Step 2 Step 3
(source codefile) (Exceptionraised?) (Exception raised?)
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Test Summary - OE _TC 024
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0732

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.2. OE_TC_026 - DomainManager :: installApplication raises ApplicationAlreadylInstalled

Test Case Number: OE_TC 026
Domain Manager:: installApplication()

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ722 The installApplication operation shall raise the A pplicationAlreadyInstalled exception when the s oftwareassembly element id attribute of the
referenced application is the same as a previously registered application.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-43, Section3.1.3.2.3.6.3.5
Page 3-34, Section 3.1.3.2.3.3.13

Test Objective

This test case verifies OEQ722. The objective of this test is to verify that application installations are properly tracked by the
DomainManager, that an attempt to install an already installed application is properly detected and that the appropriate exception is raised.

Places to Verify
Domain Manager

IDL References

Operations

void installApplication (in string profileFileName)
raises (CF:InvalidProfile, CF:InvalidFileName, CF::DomainManager::ApplicationinstallationError,
CF:DomainManager:: ApplicationAlreadylinstalled);

Preconditions
e The source code files for the DomainManager are available.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Test Description

A. Verify that the OE maintains a record of installed applications. (OEQ0722)
1. Untested: No application can be installed.
2. Fail: The OE does not keep a record of installed applications.

B. Verify that an attempt to install one of the applications already installed will be detected by the OE. Verify that this results in the
ApplicationAlreadylInstalled exception being thrown. (OE0722)
1. Pass: Anattempt to install an already installed application results in the ApplicationAlreadylnstalled exception being thrown.
2. Fail: Anattempt to install an already installed application results in no exception being raised
3. Fail: Anattempt to install an already installed application results in some exception other than the ApplicationAlreadylnstalled

exception being raised.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 026
Steps | Expected Results | Actual Results | Comments | TestResult

A. Verifythatthe OEmaintains arecordof installedapplications. (OE0722)

1. Reviewthesource codeforthe OE | The installApplication operation is
installApplication() operation. implemented in the source code.

2. Verify that the OE supportsthe Untested: No application canbe
installation ofwaveformapplications. | installed. (OE0722)

3. Verify that thecoderetainsa list: | Defined member attribute The DomainManager stores
applicationFactories,containingthe | applicationFactories. the listof applicationsas a list
Application Factories that have been ofapplication factories, since
installed. Fail: The OEdoesnotkeeparecord the application factory

of installed applications. (OE0722) actually createsthe

application.

4. Verify that a successful A successful install Application()
installApplication() operation will operation will add the application/
add tothe applicationFactories application factory tothe
sequence. applicationFactories sequence.

B. Verifythatan attempttoinstall one of the applications already installedwill be detected by the OE. Verify that this results inthe
ApplicationAlreadyInstalledexceptionbeing thrown. (OE0722)

5. Verify that the install Application() | Pass: The applicationFactories
operation iterates through theexisting | sequence, stored in the Domain
applicationFactories sequence. Manager, is checked to determine if
the name of analready installed
application matches the input
parameter. (OEQ722)

Fail: The applicationFactories
sequence, stored in the Domain
Manager, is not checked to determine
if the name ofanalready installed
application matches the input
parameter. (OEQ722)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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OE_TC_026

Steps

Expected Results

Actual Results

Comments TestResult

6. Verify that the install Application()
operationwill raise the
applicationAlreadylnstalled
exceptionif it finds a match among
the existing applicationFactories
sequence.

Pass: Anattemptto install an already
installed application results in the
ApplicationAlreadyinstalled
exception being thrown.

Fail: An attemptto install an already
installed application results in some
other exception being raised (not the
ApplicationAlreadyinstalled
exception).(OEQ722)

End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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TestRecording Log— OE_TC_026

Step 1&2 Step 3 Step 4 Step 5 Step 6
(Source code found) (Application Factory list (Applications / Application (Iterates thrulist) (Exception raised)
maintained) Factories getadded)
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Test Summary OE_TC 026
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0722

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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B.2.3. OE_TC_033 - DeviceManager Register

Test Case Number: OE_TC 033
CF::DeviceManager

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0473 The device manager upon start up shall registeritself with a domain manager.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) \ersion2.2.2 15May 2006 Page3-52, Section 3.1.3.24.5
SCA AppendixD: Domain Profile Version2.2.2 15May 2006 Page D-48-53, SectionD.7
Test Objective

This test case verifies OE0473. The objective of this test is to verify that all device managers register with a domain manager when
the device manager starts.

Places to Verify
DeviceManagers

IDL References

Operations
void registerDeviceManager (in DeviceManager deviceMgr) raises (InvalidObjectReference, InvalidProfile, RegisterError );

Preconditions

e The source code files are available.
e The Domain Profile files are available

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Test Description

A. From the DCD files provided, determine the number of device managers and their names. (OE0473)
1. Untested: No DCD files are provided.
B. For each device manager found in step A, perform the following:
1. Locate the source code for the device manager (OE0473).
a. Pass: The source code is located.
b. N/A: The source code is not located.
2. Verify that the registerDeviceManager operation of the domain manager is invoked during the device manager’s startup (OE0473).
a. Pass: The registerDeviceManager operation is invoked.
b. Fail: The registerDeviceManager operation is not invoked.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.

SCAv2.2.2MOESTD v33A APPNDX-B2

OE_TC_033

Steps

Expected Results

Actual Results

Comments

A. Fromthe DCD files provided, determine the number of device managers andtheir names. (OE0473)

1. Locate the DCD file for each
device managerand record the name
ofeachdevice manager.

Untested: No DCD files are
provided. (OE0473)

A devicemanager’s id and
name are defined in the
DCDfile as in thefollowing
example:
<deviceconfiguration
id="DCE:12345678-2222-
4444-7777-098765432111"
name="SomeManager">

</deviceconfiguration>

B. Foreachdevice manager foundinstepA, performthe following:

1. Locate the source code for the device manager (OE0473).

2. Locate thesource code for the
device managerand record the name
ofthe file.

Pass: Thesource code is located.
(OE0473)

Fail: The source codeis not located.
(OE0473)

The developmentengineer,
if available, is the best source
for this information.

2. Verifythatthe registerDeviceManager operation of the domain manager is invoked during the device manager’s startup (OE0473).

3. Locate the creation and
initialization code forthe device
manager.

Pass: Thestartupcode is located.
(OE0473)

Fail: The startup code is not located.
(OE0473)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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OE_TC_033

Steps

Expected Results

Actual Results

Comments TestResult

4. Verify that the creation or
initialization code invokesthe
registerDeviceManager operation of
the domain manager.

Pass: TheregisterDeviceManager
operation is invoked properly.
(OE0473)

Fail: The registerDeviceManager
operation is notinvoked properly
(OE0473)

If the device manager
inherits fromanother class,
this may bedifficultto
detemine.

5. Verify that the input parameter is

Pass: Theinput parameter is the

the device manager object. device managerobject. (OE0473)
Fail: The input parameter is notthe
device managerobject. (OE0473)
End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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TestRecording Log— OE_TC 033

Stepl Step2 Step3 Step4 Step5
(device manager name) (Source codefile) (startup code (registerDeviceManager is (parameter is the device
located) invoked) manager reference)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Test Summary OE_TC 033
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0473

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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B.2.4. OE_TC_034 - DeviceManager Register and the DCDfile

Test Case Number: OE_TC 034
CF::DeviceManager

Requirements

SCAWV2.2.2Tag SCAW2.2.2 Text
OE0466 The readonly identifier attribute shall contain the instance-unique identifier for a Device Manager
OE0467 The identifier shall be identical to the deviceconfiguration elementid attribute of the Device Manager's Device Configuration Descriptor
(DCD)file.
OE0474 A Device Manager shall use the information in the Device Manager’s DCD for determining:

1. Servicestobedeployed for this Device Manager (for example, 1og(s)),

2. Devicesto be created for this Device Manager (when the DCD deployondevice elementis not specified thenthe DCD
componentinstantiation element is deployed on the same hardware device as the Device Manager),

3. Devices to be deployed on (executing on) anotherdevice,

4. Devices to be aggregated to another device,

5. Mountpointnames for FileSystems,

6. The DeviceManager’s identifier attribute value which is the DCD’s id attribute value,and

7. The DeviceManager’s label attribute value, which is the DCD’s name attribute value.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2, FINAL/ 15 May 2006 Page 3-51, Section3.1.3.2.4.4.1;
Page 3-52, Section3.1.3.2.4.5
SCA AppendixD: Domain Profile version2.2.2, FINAL/ 15 May 2006 Page D-48
Test Objective

This test case verifies OE0466, OE0467, and OEQ474. The objective of this testis to verify that the Device Manager’s identifier is
unique and is retrieved from the Device Manager’s DCD. It will also verify that the other information from the DCD is used correctly
to determine Services, Devices, mount point, and attributes of a Device Manager. Note that an id attribute in the DCD is required to be a
DCE UUID. This test will verify that also.

Notice that requirement OE0474 has seven pieces of information it lists as coming from the DCD. These pieces of information are
numbered in the requirement. Any references to a specific piece of information will be followed by the requirement tag, a hyphen and
its number within the requirement. However, this notation is to assist backtracking to the sub-paragraph of the requirement and
nothing more. Any failure of any of these hyphenated requirement numbers is a failure of OE0474.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-21 of B-288



JTNC Testand Evaluation Laboratory

Places to Verify
DeviceManager

IDL References
None.

Preconditions

e Domain Profile test is passed.
e All the Domain Profile files are available.
e The OE source code files are available.

Test Description
A. ldentify all the DCD files for the OE and record them.(OE0466, OE0467, OE0474)

1. Untested: There are no DCD files.

For each DCD file, perform the following:

B.
C.

Record the id and name of the deviceconfiguration element. (OE0474-6, OE0474-7)
Verify that the id is a valid, unique DCE UUID. (OE0466)

1. Pass: Theidisavalid DCE UUID

2. Fail: Theid is not a valid DCE UUID.

. Identify the source code for the Device Manager. (OE0466, OE0467, OE0474)

1. Pass: Source code is provided.
2. Fail: Nosource code is provided.

Verify in the source code that the identifier attribute is set to the id from the DCD (OE0467, OE0474-6).

1. Pass: The identifier attribute is set to the id from the DCD.

2. Fail: The identifier attribute is not set to the id from the DCD.

Verify in the source code that the label attribute is set to the name from the DCD. (OE0474-7)

1. Pass: The labelattribute is set to the name from the DCD.

2. Fail: The label attribute is not set to the name from the DCD.

Verify in the source code that the Servicesto be deployed are extracted from the DCD. (OE0474-1)
1. Pass: The Servicesto be deployed are extracted from the DCD.

2. Fail: The Services to be deployed are not extracted from the DCD.

Verify in the source code that the Devices to be created are extracted from the DCD. (OE0474-2)

SCAv2.2.2 MOESTD v3.3A APPNDX-B2
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1. Pass: The Devicesto be created are extracted from the DCD.
2. Fail: The Devices to be created are not extracted from the DCD.
I. Verify in the source code that the Devices to be deployed on another device are extracted from the DCD. (OE0474-3)
1. Pass: The Devicesto be deployed on another device are extracted from the DCD.
2. Fail: The Devices to be deployed on another device are not extracted from the DCD.
3. N/A:There are no Devices deployed on another device.
J. Verify in the source code that the Devices to be aggregated on another device are extracted from the DCD. (OEQ0474-4)
1. Pass: The Devicesto be aggregated on another device are extracted from the DCD.
2. Fail: The Devices to be aggregated on another device are not extracted from the DCD.
3. N/A:There are no aggregated Devices.
K. Verify in the source code that the mount point names for FileSystems are extracted from the DCD. (OE0474-5)
1. Pass: The mount point names for FileSystems are extracted from the DCD.
2. Fail: The mount point names for FileSystems are not extracted from the DCD.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.
OE TC 034

Steps Expected Results Actual Results Comments

Test
Result

A. Identifyall the DCD files for the OEandrecordthem.(OE0466, OE0467, OED474)

1. Locate the DCD filesandrecord | The DCD files are found.
theirnames.
Untested: Thereareno DCD files
(i.e. thereareno Device Managers)
.(OE0466, OE0467, OE0474)

For each DCD file perform the following:

B. Recordthe idandname of the deviceconfigurationelement. (OE0474-6, OE0474-7)

2. Recordtheid and name of the Pass: Theid and nameare present, The id and name can befound
deviceconfiguration element. (OE0474) as inthis example:
Fail: The id is missing. (OE0474) <deviceconfiguration
id="DCE:12345678-1234-
Fail: The name is missing. 1234-1234-123456789012"
(OE0474) name="someDeviceManager">
</deviceconfiguration>

C. Verifythattheidisavalid, unique DCEUUID. (OE0466)
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OE_TC_034

Steps

Expected Results

Actual Results

Comments

Test
Result

3. Verify that theid isa DCEUUID.

Theid is a DCEUUID.,
Pass: Theid isa UUID. (OE0466)

Fail:the id is nota valid UUID.
(OE0466)

The DCEUUID formatstarts
with thecharacters " DCE:" and
is followed by the printable
formofthe UUID,a colon, and
adecimal minor version
number, forexample:
"DCE:700dc518-0110-11ce-
ac8f-0800090b5d3e:1". The
decimal minorversion number

4. Ifthereis morethan 1 Device
Manager, verify thatthese ID’s are
unique.

Pass: Theids are unique. (OEQ466)

Fail: An id is duplicated. (OE0466)

D. Identify the sourcecode for the Device Manager. (OE0466, OE0467,

OED474)

5. Locate the source code for the
Device Manager

Pass: Device Manager source code
is found. (OE0466, OE0467,
OE0474)

Fail: No Device Manager source
codeis found. (OE0466, OE0467,
OE0474)

6. Locate the creationand
initialization code forthe Device
Manager.

Pass: Device Manager source code
is provided. (OE0466, OE0467,
OE0474)

Fail: No Device Manager source
codeis provided. (OE0466, OEQ467,
OE0474)

Mostof this testing will involve
the startup of the Device

E Verifyinthesourcecode that the label attribute is set to the name fromthe DCD. (OE0474-7)
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OE_TC_034

Steps

Expected Results

Actual Results

Comments

Test
Result

7. Locate the codeto setthe value of
the identifier attribute and verify that
the value is retrieved fromthe DCD.

Pass: The identifier attribute data is
retrieved fromthe DCD. (OE0474)

Fail: The identifier attribute datais
not retrieved fromthe DCD.
(OE0474)

F. Verifyinthesourcecode thattl

he label attribute is set to the name fromthe DCD. (OE0474-7)

8. Locate the codeto setthe value of
the label attribute andverify that the
value is retrieved fromthe DCD.

Pass: The label attribute data is
retrieved fromthe DCD. (OE0474)

Fail: The label attribute datais not
retrieved fromthe DCD. (OE0474)

G. Verifyinthesourcecode thatt

he Servicesto be deployedare extracted fromthe DCD. (OE0474-1)

9. Locate the code that deploys
Services and verify that the Services
are retrieved fromthe DCD.

Pass: The Services areretrieved
fromthe DCD. (OE0474)

Fail: The Services arenotretrieved

fromthe DCD. (OE0474)

H. Verifyinthesourcecode that the Devicesto be createdare extracted

fromthe DCD. (OE0474-2)

10. Locate the codeto create
Devices and verify that the Devices
to be created retrieved fromthe
DCD.

Pass: The Devicestobecreated are
retrieved fromthe DCD. (OE0474)

Fail: The Devicestobecreated are
not retrieved fromthe DCD.

(OE0474)

I.  Verifyinthesourcecode that the Devicesto be deployedon another device areextracted fromthe DCD. (OE0474-3)
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OE_TC 034
Test
Steps Expected Results Actual Results Comments Result
11. Locate the codeto deploy Pass: The Devicesare retrieved
Devices onanother deviceand fromthe DCD. (OE0474)
verify thatthe Devicesare retrieved
fromthe DCD. Fail: The Devicesare notretrieved

fromthe DCD. (OE0474)

N/A: No Devices are deployed on
another device. (OE0474)

J. Verifyinthesourcecode that the Devicesto be aggregatedon another device are extracted fromthe DCD. (OE0474-4)

12. Locate the codetoaggregate Pass: The Devicesare retrieved
Devices and verify thatthe Devices | fromthe DCD. (OE0474)

are retrieved fromthe DCD.
Fail: The Devicesare notretrieved
fromthe DCD. (OE0474)

N/A: No Devices are aggregated.
(OE0474)

K. Verifyinthesourcecode that the mount point names for FileSystems are extractedfromthe DCD. (OE0474-5)

13. Locate thecodetoset thevalue | Pass: The mountpointnames for

ofthe mount pointnames for FileSystems areretrieved fromthe
FileSystems and verify thatthe value | DCD. (OE0474)
is retrieved fromthe DCD.

Fail: The mountpointnames for
FileSystems are notretrieved from
the DCD. (OE0474)

End of Test
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TestRecording Log— OE_TC 034

TestStep 1% Device Manager 2" Device Manager 3 Device Manager 4" Device Manager

Step 1 (DCD file names)

Step 2 (id and name)

Step 3 (UUID)

Step 4 (unique ID’s)

Step 5 (source code)

Step 6 (initialization code)

Step 7 (identifier attribute)

Step 8 (label attribute)

Step 9 (Services retrieved)

Step 10 (Devicesretrieved)

Step 11 (deployed Devices)

Step 12 (aggregate Devices)

Step 13 (mount points retrieved)
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Test Summary OE_TC 034
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany asscociated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OED466

OR0467

OBD474

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.25. OE_TC 051 - DomainManager :: unregisterService

Test Case Number: OE_TC 051
DomainManager:unregisterService

Requirements

SCAW.2.2Tag SCAWV2.2.2Text
OEQ0327 The unregisterService operation shall remove the unregisteringService entry specified by the input name parameter fromthe domain
manager.
References
Document Name Versiorn/Date Location (Pages, Section)

Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-48, Section3.1.3.2.3.6.8

SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Page C-21
Test Objective

This test case verifies requirement OE0327. The objective of this test is to verify that the unregisterService operation removes the
unregisteringService entry specified by the input name parameter from the DomainManager.

Places to Verify
DomainManager

IDL References

void unregisterService
(in Object unregisteringService, in string name)
raises (InvalidObjectReference, UnregisterError);

Preconditions
e The Domain Manager source code files are available.
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Test Description

A. Locate the unregisterService operation DomainManager source code. (OE0327)
1. Pass: The operation unregisterService is found.
2. Fail: The operation unregisterService is not found.
B. Verify that the input name parameter identifies the unregisteringService entry. (OE0327)
1. Pass: The unregisteringService entry is identified by the input name parameter.
2. Fail: The unregisteringService entry is not identified by the input name parameter.
C. Verify that the unregisteringService entry is removed from the DomainManager. (OEQ0327)

1. Pass: The object reference of the unregisteringService entry is removed from the domain manager.

2. Fail: The object reference of the unregisteringService entry still exists in the domain manager.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2 MOESTD v3.3A APPNDX-B2

OE_TC_051

Steps

| Expected Results

| Actual Results

Comments

| TestResult

A. Locate the unregisterService operation DomainManager source code. (OE0327)

1. Locate the Domain Manager
sourcecode.

Pass: the Domain Manager
sourcecodeis found. (OE0327)

Fail: the Domain Manager
sourcecodeis notfound.
(OEQ327)

2. Locate the unregisterService
codewithin the Domain
Manager’s source code and
record thefile name.

Pass: theunregisterService
sourcecodeis found. (OE0327)

Fail: theunregisterService
sourcecodeis notfound.
(OE0327)

The application software engineer can be of
assistance in locating the source code.

B. Verifythatthe input name parameteridentifies the unregisteri

ngService entry. (OE0327)

3. Verify that the input name
parameter identifies the
unregisteringService entry.

Pass: TheunregisteringService
entry is identified by the input
name parameter. (OE0327)

Fail: The unregisteringService
entry is notidentified by the
inputname parameter. (OE0327)

C. Verifythatthe unregisteringService entry is removed from the DomainManager. (OE0327)
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OE_TC_051

Steps

Expected Results

Actual Results

Comments TestResult

4. Verify that the
unregisteringService entry is
removed fromthe
DomainManager.

Pass: Theobjectreference of the
unregisteringService entry is
removed fromthe domain
manager. (OE0327)

Fail: The objectreference of the
unregisteringService entry still
exists in the domain manager.
(OE0327)

End of Test
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TestRecording Log— OE_TC 051

Stepl Step2 Step3 Step4
(source code found) (unregisterService source coce file (input name parameter) (removal of object reference)
name)

TestSummary OE_TC 051
Once testing is complete for every component of the OE under test, report the testresult as follows:
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Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0327

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.6. OE_TC_052 - DomainManager :: unregisterService client-side

Test Case Number: OE_TC 52
Domain Manager Operations::unregisterService

Requirements

SCAv2.2.2MOESTD v33A APPNDX-B2

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ0328 The unregisterService operation shall release (client-side CORBA release) the unregisteringService fromthe domain manager.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) \ersion2.2.2 15May 2006 Page 3-48, Section3.1.3.2.3.6.8.3

Test Objective

This test case verifies OE0328. The objective of this is to verify that the unregisterService operation releases the service on the client-

side from the DomainManager.

Places to Verify
Domain Manager

IDL References
Exceptions

exception InvalidObjectReference { string msg };

exception UnregisterError {
CF:ErrorNumberType errorNumber;
string msg; };

Operations

void unregisterService (
in Object unregisteringService, in string name)

raises (InvalidObjectReference, UnregisterError);
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Preconditions
e The source code files for the domain manager are available.

Test Description

A. Verify that the DomainManager unregisterService operation releases the unregisteringService. (OE0328)
1. Pass: The unregisteringService is released from the CORBA environment.
2. Fail: The unregisterService operation does not release the unregisteringService from the CORBA environment.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-37 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 052

Steps | Expected Results | Actual Results | Comments | TestResult
A. Verifythatthe DomainManager unregisterService operation releases the unregisteringService. (OE0328)
1. Locate the unregisterService Pass: Source code located.
operation in the domain manager (OE0328)
source code.
Recordthe source code filename in Untested: Source code not located.
the testlog. (OE0328)
2. Verify that the DomainManager Pass: the service storage _var is set

unregisterService operation either(1) | to nil, (OE0328)
sets the service storage_vartonilto | OR
release the referenceor (2) manually | Pass: thereference is manually

releases the reference released. (OE0328)
(CORBA:::release) whenit is not

storedina_var. Fail: The unregisterService
Recordtheresultin thetestlog. operation does notrelease the

unregisteringService. (OE0328)

End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-38 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

TestRecording Log— OE_TC_052
Step 1 Step 2 Step 2
(Source code filename) (Sets _vartonil) (Manually release)

Test Summary - OE _TC 052
Once testing is complete for every component of the OE under test, report the testresult as follows:
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Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested:  Condition whichis nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested,or N/A):

OE0328

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-40 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

B.2.7. OE_TC_053 - DomainManager :: unregisterDeviceManager

Test Case Number: OE_TC 053
DomainManager::unregister DeviceManager

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0274 The unregister DeviceManager operation shall release all device(s) and service(s) associated with the device manager thatis being
unregistered.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-43, Section 3.1.3.2.3.6.4.3
Test Objective

This test case verifies OE0274. The objective of this test is to verify that the unregisterDeviceManager operation releases all device(s) and
service(s) associated with the device manager that is being unregistered. Even though devices and services are found in the Device
Configuration Descriptor file, it is not necessary to identify them. Reviewing the source code is sufficient to verify that the devices and
services are release from the associated device manager.

Places to Verify
DomainManager, DeviceManagers

IDL References

Operations
void unregisterDeviceManager (in CF::DeviceManager deviceMgr)
raises (CF:InvalidObjectReference, CF::UnregisterError);

Exceptions
exception InvalidObjectReference {
string msg; };
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exception UnregisterError {
CF::ErrorNumberType errorNumber;
string msg; };

Preconditions
e All of the source code files of the Core Framework are available.

Test Description

A. Locate all implementations of the unregisterDeviceManager operation in the CF source code. (OE0274)

1. Pass: Animplementation of the unregister DeviceManager operation is found.

2. Fail: An implementation of the unregisterDeviceManager operation is not found.
B. Verify that the unregister DeviceManager operation releases all devices from the device manager. (OE0274).

1. Pass: The unregisterDeviceManager operation releases all devices associated with the device manager being unregistered.

2. Fail: The unregisterDeviceManager operation does not release a device associated with the device manager being unregistered.
C. Verify that the unregisterDeviceManager operation releases all services from the device manager (OE0274).

1. Pass: The unregisterDeviceManager operation releases all services associated with the device manager being unregistered.

2. Fail: The unregisterDeviceManager operation does not release a service associated with the device manager being unregistered.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_053

Steps

|  Expected Results | Actual Results

Comments

| TestResult

A. Locate all implementations of the unregisterDeviceManager operationin the CFsource code. (OE0274)

1. Identify and record the source
codefile(s) thatimplements the
unregisterDeviceManager
operation.

Pass: The sourcecode
implementing the
unregisterDeviceManager
operation s located.
(OE0274)

Fail: The source codeis not
located. (OE0274)

An Integrated Development

Environment (IDE) is the best tool for

this search.

void unregisterDeviceManager
(in DeviceManagerdeviceMgr)
raises (InvalidObjectReference,
UnregisterError);

B. Verifythatthe unregisterDeviceManager operationreleasesall devices fromthe device manager. (OE02

74).

2. Verify thatthe
unregisterDeviceManager
operation locates the Device
Manager identified in the input
parameter to
unregisterDeviceManager.

3. Verify thatthe Device
Manager’s record of all the
device(s) associated to the Device
manager is located.
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OE_TC _053
Steps |  Expected Results Actual Results Comments TestResult
4. Verify that the Pass: The Each device manager contains
unregisterDeviceManager unregisterDeviceManager complete knowledge of a set of

operation releases all devices
associated with the device
manager thatis being
unregistered.

operation releases all devices
associated with the device
manager being unregistered.
(OE0274)

Fail: The
unregisterDeviceManager
operationdoes notreleaseall
devicesassociated withthe
device managerthatis being
unregistered. (OE0274)

devices.

C. Verifythatthe unregisterDeviceManager operationreleasesall servicesfromthe device manager (OE0274).

5. Verify thatthe Device
Manager’s record ofall the
service(s) associated with the
Device manager is located.

6. Verify that the
unregisterDeviceManager
operation releases all service(s)
associated with thedevice
manager.

Pass: The
unregisterDeviceManager
operation releases all service
associated with the device
manager being unregistered.
(OE0274)

Fail: The
unregisterDeviceManager
operationdoes notreleaseall
services associated with the
device managerthatis being
unregistered. (OE0274)

Each device manager contains
complete knowledge of a set of
services.

End of Test
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TestRecording Log— OE_TC 053

Stepl Step4 Step6
(list of source code files) (releases all devicesassociated with the (releases all services associated with the
unregistering device manager — Y/N?) unregistering device manager — Y/N?)
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Test Summary OE_TC 053
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0274

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.8. OE_TC_054 - Domain Manager logs defined in DMD file

Test Case Number: OE_TC 054
Domain Manager

Requirements
SCAV2.2.2Tag SCAV2.2.2 Text
OEQ217 The logs utilized by the DomainManager implementation shall be defined in the DMD.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) | Version2.2.2 15May 2006 Page 3-35thru 3-36, Section 3.1.3.2.3.5
SCA AppendixD: Domain Profile Revision 2.2.2 Page D-54 thru D-55, Section D.8
Test Objective

This test case verifies OE0217. The objective of this test is to verify that all logs used by the DomainManager are defined in the
DMD.

Places to verify
DomainManager and DMD

IDL References
None.

Preconditions

e The domain profile files are available.
e The DomainManager source code files are available.

Test Description

A. Verify that the domain manager uses one or more logs. (OE0217)
1. N/A:The domain manager does not use a log.
B. Verify that each log used by the domain manager is in the domain manager’s DMD file. (OE0217)
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1. Pass: Every log used by the domain manager is described in the DMD file.
2. Fail: One or more logs used by the domain manager are not described in the DMD file.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-48 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.

OE TC 04
Steps |  Expected Results | Actual Results | Comments | TestResult
A. Verifythatthe domain manager uses oneor more logs. (OE0217)
1. Locate the DMD file for the Pass: The DMD is found. As a DMDis required for a domain
domain manager oftheOEand | (OEQ217) manager, and a domain manager is required
record its name. forthe OE, this step should never fail.
Fail: No DMD exists. (OE0217)
2. Bxamine the DMD andrecord | N/A:no logentries arein the The logserviceis identified by a type of
the log services that it uses. DMD. (OEQ217) “log”.The entry should look like:
<services>
<service>
<usesidentifier>LogService
</usesidentifier>
<findby>
<domainfinder name="x00"
type="log"/>
</findby>
</service>
'<'/'services>

The name is what we need to record. They
may have multiple log services.

B. Verifythat eachlog usedby the domain manager is in the domain manager’s DMD file. (OE0217)
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OE_TC 054
Steps Expected Results Actual Results Comments TestResult
3. Locate the DomainManager’s | Pass: Thelogservice canbe The DomainManager hasseveral
codethat outputs log messages identified. (OE0217) requirements to output log records;
and identify the log service. therefore, there should be code to output
Fail: The log service cannotbe records. The operationsinvolvedare:
identified. (OE0217) write_record

write_records

Note also that they may have their own log
implementation that hides the OMG

lightweight log fromthe developer’s code.

4. Locate theinstantiationofthe | Pass: Thelogservice isthelog
log serviceand verify that its service specified in the DMD.
name is thename found instep2. | (OE0217)

Fail: The logserviceis notthe
log service specified in the
DMD. (OE0217)

End of Test
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TestRecording Log— OE_TC _054

Step 1 (DMDfile)

Step 2 (Log services)

Step 3(logservicename)

Step 4 (Log service is fromDMD)
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Test Summary OE_TC 054
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0217

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.9. OE_TC_055 - DomainManager :: unregisterService raises UnregisterError

Test Case Number: OE_TC 055
DomainManager:unregisterService raises UnregisterError

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OEQ337 The unregisterService operation shall raise the UnregisterError exception when an intemal error exists which causes an unsuccessful
unregistration.
OE0202 The error number shall indicate a CF ErrorNumberType value.
References
Document Name Versiorn/Date Location (Pages, Section)
Page 3-48, Section3.1.3.2.3.6.8.5
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-33, Section3.1.3.2.3.3.8
Page 3-33, Section 3.1.3.2.3.3.1
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 C-17and C-18
Test Objective

This test case verifies OE0337 and OE0202. The objective of this testis to verify that DomainManager’s unregisterService operation
will raise an UnregisterError exception when an unsuccessful unregistration occurs. This UnregisterError exception provides
information about the error, such as the error number, which is a CF ErrorNumberType value.

Places to Verify
DomainManager

IDL References

Data

enum ErrorNumberType { CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY,
CF_ECANCELED, CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG, CF_EINPROGRESS,
CF_EINTR,CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG,
CF_ENFILE, CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS,
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CF_ENOTDIR, CF_ENOTEMPTY, CF_ENOTSUP ,CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE ,
CF_EROFS, CF_ESPIPE, CF_ESRCH, CF_ETIMEDOUT ,CF_EXDEV };

Exceptions

exception UnregisterError
{CF:ErrorNumberType errorNumber; string msg;};

Operations

void unregisterService (
in Object unregisteringService,
in string name
)
raises (CF:InvalidObjectReference,
CF:DomainManager:UnregisterError);

Preconditions
e The source code files are available.

Test Description

A. Verify that the source code for the unregisterService operation and UnregisterError exception code are found. (OE0337)
1. Pass: The source code is found.
2. Fail: The source code is not found.
B. Verify that the UnregisterError exception will be raised if an error is caught. (OE0337)
1. Pass: The UnregisterError exception is raised for an error condition.
2. Fail: The UnregisterError exception is not raised for an error condition.
C. Verify the presence of an error number with a CF ErrorNumberType value for this exception. (OE0202)
1. Pass: The UnregisterError exception provides an error number with a CF ErrorNumberType value for the error condition.
2. Fail: The UnregisterError exception does not provide an error number with a CF ErrorNumberType value for the error condition.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_055

Steps | Expected Results | Actual Results | Comments | TestResult

A. Verifythatthe source code for the unregisterService operation and UnregisterError exception code are found. (OE0337)

1. For the DomainManager’s Pass: The unregisterService To locatetheright code, the OE
unregisterService operationandthe | operationand the UnregisterError software engineer can be of
UnregisterError exception,locate | exception source codeare located assistance. Samples:
the source codefile(s) andrecord and the locationsare recorded in
the directory pathandsourcecode | the TestRecording Log. (OE0337) voidunregisterService
file name(s). (in Object
Fail: The unregisterService unregisteringService, in string name)
operation and the UnregisterError raises
exceptionsource code are not (InvalidObjectReference,
located. End thetest. (OE0337) UnregisterError);

exception UnregisterError
{CF::ErrorNumberType
errorNumber; stringmsg; };

B. Verifythatthe UnregisterError exception will be raisedifan erroris caught (OE0337)

2. BExamine the source code fiksand | Pass: Whenan internal error is
verify thatwhenaninternalerroris | caught, the unregisterService

caught, theunregisterService operation will raisethe
operationwill raise the UnregisterError exception.
UnregisterError exception. (OE0337)

Fail: Whenaninternal error is
caught, the unregisterService
operationwill notraisethe
UnregisterError exception.
(OEQ337)

C. Verifythe presenceof anerrornumberwith a CF ErrorNumber Type value for this exception. (OE0202)
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OE_TC_055
Steps Expected Results Actual Results Comments TestResult
3. Determine if theexception Pass: Theexceptionincludesan
includes anerror number error number (errorNumber) of
(errorNumber) of the type ErrorNumberType. (OE0202)
ErrorNumberType.

Fail: The exceptiondoes not
include an error number
(ErrorNumber) of

ErrorNumberType. (OE0202)

End of Test
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TestRecording Log— OE_TC_055

Step 1 (file name Step 2 Step 3 Step 4
location) (UnregisterError (Correcttype) (value/argument)
exception)
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Test Summary OE_TC 055
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failure of any associated criteriaresults in a failure of the requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0337

OE0202

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.10. OE_TC _056 - Domain Manager services defined in DMD file

Test Case Number: OE_TC 056
DomainManager

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OE0218 The domain manager shall begin to use a service specified in the DMD once the service is successfully registered with the domain manager
via the registerDeviceManager or registerService operations.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-36, Section3.1.3.2.3.5
SCA AppendixD: Domain Profile Version2.2.2 15May 2006 Page D-54, SectionD.8.1
Test Objective

This test case verifies requirement, OE0218. The objective of this test case is to verify that the domain manager will only allow a service
listed in the DomainManager Configuration Descriptor(DMD) file to be made available for use after it has been successfully registered by the
registerDeviceManager or registerService operations.

Places to Verify
DomainManager

IDL References

Exceptions

exception InvalidObjectReference { string msg; };

exception DeviceManagerNotRegistered {};

exception RegisterError { CF::ErrorNumberType errorNumber; string msg; };
exception InvalidProfile { };

Operations
void registerService (in Object registeringService, in CF::DeviceManager registeredDeviceMgr, in string name )
raises (CF:InvalidObjectReference,

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-59 of B-283



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

CF:DomainManager::DeviceManagerNotRegistered,
CF:DomainManager::RegisterError);
void registerDeviceManager (in CF::DeviceManager deviceMgr)
raises(CF:InvalidObjectReference, CF:InvalidProfile, CF::DomainManager::RegisterError);

Preconditions
e The source code files of the Core Framework, including the domain manager, are available.

Test Description

A. Ildentify the services from the DomainManager Configuration Descriptor(DMD) xml file. (OE0218)
1. N/A: There are no services listed in the DMD file.
B. Verify that the registerService and registerDeviceManager operations exist in the domain manager source code. (OE0218)
1. Untested: The registerService operation does not exist in the domain manager source code.
2. Untested: The registerDeviceManager operation does not exist in the domain manager source code.
For each service listed in the DMD, perform the following step(s):
C. Verify that the domain manager only allows a service, which is listed in the DMD to be available for use after it has been successfully,
registered by either the registerService or register DeviceManager operations. (OE0218)
1. Pass: The domain manager only allows a service listed in the DMD to be used after it has been successfully registered by either the
registerService or registerDeviceManager operations.
2. Fail: The domain manager allows a service listed in the DMD to be used before it has been successfully registered by either the
registerService or registerDeviceManager operations.
3. Fail: The domain manager does not make the service available for use after the service has successfully registered with the domain
manager.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

SCAv2.2.2MOESTD v33A APPNDX-B2

2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 056
Steps Expected Results Actual Results Comments TestResult
A. Identifythe senvicesfromthe DomainManager Configuration Descriptor (DMD) xml file. (OE0218)
1. Identify the servicesthat the N/A: No services are listed in the <services>
Domain Manageruses fromthe DMDfile. Thetestends here. <service>

DMD file. List theservices from
the DMDfile.

(OE0218)

<usesidentifier>xxx
</usesidentifier>
<findby>
<domainfinder type="log
name="yyy">
</domainfinder>
</findby>
</serice>
</services>

B. Verifythatthe registerDeviceManager and registerService operations exist inthe domain manager source code. (OE0218)

2. Verify in thedomain manager
source codethat the registerService
operation exists.

List thesource codefiles ofthe
registerService operation.

Untested: TheregisterService
operation does notexist inthe
domain manager source code.
(OE0218)

Untested: The
registerDeviceManager operation
does not existin thedomain
manager source code. (OE0218)

3. Verity in the domain manager
source codethat the
registerDeviceManager operation
exists. Listthesource codefiles of
the register DeviceManager
operation.

For each senvicelistedin the DMD, perform the following step(s):

C. Verifythatthe domain manageronly allows aservice, whichiis listedin the DMD to be available for useafter it has been successfully, registeredby either

the registerService or registerDeviceManager operations. (OE0218)
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OE_TC_056

Steps

Expected Results

Actual Results

Comments

TestResult

4. ldentify the location in the

domain manager source code where

the registerServiceand
registerDeviceManager operations

performtheregistration of services.

The registerServiceand
registerDeviceManager operations
are located in the domain manager
sourcecode.

This isnota pass/fail step, but
usually a domain manager
performs the registerService
and/or registerDeviceManager
operations before it checks that
the DMDserviceis registered
and enables it for use.

5. Verify thatlogic exists in the

domain manager source code, which

checks thatthe service specified in
the DMDhas beenregistered by
either the registerService or
registerDeviceManager operations

before the domain manager makes it

availablefor use.

Pass: The domainmanager only
allows a service listed in the DMD
to be used after it hasbeen
successfully registered by either
the registerService or
registerDeviceManager
operations.(OE0218)

Fail: The domain manager allows
aservicelistedin the DMDtobe
used before it has been
successfully registered by either
the registerService or
registerDeviceManager operations.
(OE0218)

Fail: The domain manager does
not make the service available for
use aftertheservicehas
successfully registered with the
domain manager. (OE0218)

It may be helpful tosearch for
the words, domainfinderor
findby, since the domain
manager may use these elements
ofthe Domain Profile to locate
the DMDservicein the
registered services (a possible,
but notthe only way).

It may also behelpful to search
forthe term, log, since in most
Core Frameworks thelog is
listed as one of the services in the
DMD file.

End of Test.
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TestRecording Log— OE_TC_056

Step 1 Step 2 Step 3 Step 4 Step 5
(List of services fromthe | (File name of registerService (File name of (registerService (logic exists in DM source code to
DMDfile.) operation or “Untested” if it registerDeviceManager registerDeviceManager ops checkthatthe DMD serviceis
doesn’t exist) operation or “Untested” if it are located in DM source registered before being made
doesn’t exist) code.) available for use)
(YIN?) (Pass/Fail?)
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Test Summary OE_TC_056
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany assaciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhichis nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE00218

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.11. OE_TC _057 - DomainManager :: installApplication raises ApplicationInstallationError

Test Case Number: OE_TC 057
DomainManager:installApplication raises ApplicationinstallationError

Requirements

SCAV2.2.2Tag SCAV2.2.2Text
OE0200 The error number shall indicate a CF ErrorNumberType value.
OEQ0261 The installApplication operation shall, upon unsuccessful application installation, writea FAILURE_ALARM log record toa domain
managers log.
OE0268 The installApplication operation s hall raise the A pplicationinstallationError exception when the installation of the application file(s) was not
successfully completed.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-33, Section3.1.3.2.3.3.1
Page 3-42thru43, Section 3.1.3.2.36.3
Test Objective

This test case verifies OE0200, OE0261 and OE0268. The objective of this testis to verify the error handling of the domain
manager’s installApplication operation when installation of the application’s files does not succeed. Furthermore, verify the exception
contains an error number of the type CF::ErrorNumberType.

Places to Verify
DomainManager

IDL References
Data

enum ErrorNumberType { CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY,
CF_ECANCELED, CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG,
CF_EINPROGRESS, CF_EINTR,CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE,
CF_ENAMETOOLONG, CF_ENFILE, CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM,
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CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR, CF_ENOTEMPTY, CF_ENOTSUP ,CF_ENOTTY, CF_ENXIO, CF_EPERM,
CF_EPIPE,CF_ERANGE , CF_EROFS, CF_ESPIPE, CF_ESRCH, CF_ETIMEDOUT ,CF_EXDEV };

Exception
exception ApplicationinstallationError { ErrorNumberType errorNumber; string msg; };

Operations

void installApplication (in string profileFileName )
raises (CF:InvalidProfile,
CF:InvalidFileName,
CF:DomainManager::ApplicationinstallationError,
CF::DomainManager::ApplicationAlreadylnstalled);

Preconditions
e The OE source code files are available.

Test Description

A. Locate the DomainManager. (OE0200, OE0261, OE0268)
1. Fail: No DomainManager can be located.
B. Verify that the installApplication operation detects installation failures of an application’s files.(OE0200, OE0261, OE0268)
1. Fail: Installation failures are not detected.
C. Verify thata FAILURE ALARM log record is written to the domain manager’s log when the installApplication operation detects
installation failures of an application’s files. (OE0261).
1. Pass: A FAILURE_ALARM record is written to the domain manager’s log.
2. Fail: No FAILURE ALARM record is written to the domain manager’s log.
D. Verify that the ApplicationInstallationError exception is raised when the installApplication operation detects installation failures of an
application’s files. (OE0268)
1. Pass: The ApplicationinstallationError exception is raised.
2. Fail: The ApplicationinstallationError exception is not raised.
E. Verify that the ApplicationinstallationError exception error number is a CF::ErrorNumberType. (OE0200)
1. Pass: The error number is a CF::ErrorNumberType.
2. Fail: The error number is not a CF::ErrorNumberType.
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OE_TC_057

Steps

| Expected Results

| Actual Results | Comments | TestResult

A. Locate the domain manager. (OE0200, OE0261, OE0268)

1. Locate the domain manager’s source
code.

Pass: Thedomain manager code is
located. (OE0200, OE0261, OE0268)

Fail: The domain manager code is not
located. (OE0200, OE0261, OE0268)

The systemengineercanbe
of greatassistance in
locating this code.

2. Locate the installApplication
operation in the domain manager
source code and record the file name(s).

Pass: TheinstallApplication operation
is found in the domain manager’s
code. (OE0200, OE0261, OE0268)

Fail: The installApplication operation
is not found in the domain manager’s
code. (OE0200, OE0261, OE0268)

B. Verifythatthe installApplication operation detects installation failures of

an application’s files.(OE0261, OE0268)

3. Locate the code withinthe
installApplication operation that
actually installs the application files.

Pass: Theinstall code s located.
(OE0261, OE0268)

Fail: The install codeis not located.
(OE0261, OE0268)

4. Verify the source code checks for
failures related toinstalling the
application’s files.

Pass: The code checks forinstallation
errors. (OE0261, OE0268)

Fail: The code checks for installation
errors. (OE0261, OE0268)

an application’s files. (OE0261).

C. Verifythata FAILURE ALARMIog recordis written to the domain manager’s log when the installApplication operation detects installationfailures of
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OE_TC_057
Steps Expected Results Actual Results Comments TestResult
5. Verify in thesource codethata Pass: A record is writtento the
FAILURE_ALARM logrecordis domain manager’s log. (OE0261)

written to the domain manager’s log.
Fail: A recordis not writtento the

domain manager’s log. (OE0261)
D. Verifythatthe ApplicationInstallationErrorexceptionis raissdwhen the installApplication operation detects installation failures of an application’s files.
(OED268)
6. Verify in thesource code thatan Pass: Theexception s raised.
ApplicationinstallationError exception | (OE0268)
is raised.

Fail: The exceptionis notraised.
(OE0268)

E Verifythatthe ApplicationInstallationError exceptionerror numberis a CF::ErrorNumberType. (OE0200)

7. Determineiftheexceptionincludes | Pass: Theexception includes anerror
an error number (errorNumber) ofthe | number (errorNumber) of
type ErrorNumberType. ErrorNumberType. (OE0200)

Fail: The exceptiondoes notinclude
an error number (ErrorNumber) of
ErrorNumberType. (OE0200)

End of Test
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TestRecording Log— OE_TC_057

Step 2
(File containing the
installApplication code)

Step 4
(check for installation
failure)

Step 5
(FAILURE_ALARM
logged)

Step 6
(ApplicationinstallationError
exception)

Step 7
(ErrorNumberType)

Notes
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Test Summary OE_TC 057
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0200

OE0261

OE0268

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.12. OE_TC _065 - DomainManager :: registerService

Test Case Number: OE_TC 065
DomainManager:registerService

Requirements
SCAV2.2.2Tag SCAV2.2.2 Text

OE0314 The registerService operation shall associate the input registeringService parameter with the input registeredDeviceMgr parameter
in the domain manager, whenthe registeredDeviceMgr parameter indicates a device manager that is registered with thedomain
manager.

References

Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-46, Section 3.1.3.2.3.6.7.3

Test Objective

This test case verifies OE0314. The objective of this test case is to verify that the registerService operation associates its registeringService
parameter with the device manager with which it is registered. The registered device manager that the registeringService must be associated
with is indicated by the registeredDeviceMgr parameter.

Places to Verify
DomainManager

IDL References

Operations

void registerService (
in Object registeringService,
in CF::DeviceManager registeredDeviceMgr,
in string name)

raises ( CF:InvalidObjectReference,
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CF::DomainManager::DeviceManagerNotRegistered,
CF::DomainManager::RegisterError);

Preconditions

e The Domain Manager source code files of the Core Framework are available.

Test Description

A.

Locate the registerService operation in the domain manager source code (OE0314).

1. Pass: The registerService operation is found.

2. Fail: The registerService operation is not found.

Verify that the registerService operation confirms that the registeredDeviceMgr parameter exists in the registered device managers of the

domain manager. (OEQ314)

1. Pass: The registerService operation confirms that the registeredDeviceMgr parameter exists in the registered device managers of the
domain manager.

2. Fail: The registerService operation does not confirm that the registeredDeviceMgr parameter exists in the registered device
managers of the domain manager.

Verify that the registerService operation associates the registeringService parameter with the device manager indicated by the

registeredDeviceMgr parameter. (OE0314)

1. Pass: The registerService operation associates the registeringService parameter with the device manager indicated by the
registeredDeviceMgr parameter.

2. Fail: The registerService operation does not associate the registeringService parameter with the device manager indicated by the
registeredDeviceMgr parameter.
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Semi-automated Test Steps

After running JTAP’s DomainManager registerService unregisterService test, perform manual steps 1 through 3.

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 065

Steps | Expected Results | Actual Results | Comments | TestResult
A. A. Locate the registerService operation inthe domain manager source code (OE0314).
1. Searchthe domain manager Pass: TheregisterService source In many cases, therewill be a base
sourcecodeand locate all codeis found. Continuethetest. class virtual function and another
implementations of the (OEQ0314). registerService operation, whichis
registerService operation. Listthe the actual implementation that the
file name that containsthe Fail: The registerServicesource domain manager uses.
registerService operation. codeis notfound. (OEQ314).

B. Verifythatthe registerService operation confirms that the registeredDeviceMgr parameter exists in the registered device managersof the domain
manager. (OE0314)

2. Verify in the sourcecodethatthe | Pass: TheregisterService The registered device managers of the
registerService operation perfomsa | operation confirms thatthe domain manager are listed in the
checktoconfirmthatthe registeredDeviceMgr parameter domain manager’s deviceManagers
registeredDeviceMgr parameter exists in the registered device attribute.

exists in the registered device managers of the domain manager.

managers of the domain manager. (OE0314).

Fail: The registerService
operationdoes notconfirmthat
the registeredDeviceMgr
parameter exists inthe registered
device managers of the domain
manager. (OE0314)
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OE_TC_065

Steps

| Expected Results | Actual Results

Comments

| TestResult

C. Verifythatthe registerService operation associatesthe registeringService parameter with the device manager indicated by the registeredDevice Mgr

parameter. (OE0314)

3. Verity thatin thesource code of
the domain managerthatthe
registerService operation contains
logic toassociate the service
represented by the
registeringService parameter to the
device managerrepresented by the
registeredDeviceMgr parameter.

Pass: The registerService
operation associates the
registeringService parameter with
the device manager indicated by
the registeredDeviceMgr
parameter. (OE0314)

Fail: The registerService
operation does notassociate the
registeringService parameter with
the device manager indicated by
the registeredDeviceMgr
parameter. (OE0314)

One possible placetofinda clueof
how theassociation between the
registered services and device
managers is made is to check the
unregisterDeviceManager operation.

End of Test
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TestRecording Log— OE_TC_065

Step 1 Step 2 Step 3
(List of file(s) that contain the (registerService operation confirms that the (registerService operation associates the registeredDeviceMgr
registerService operation) registeredDeviceMgr parameter exists in domain parameter with the service represented by the registeringService
manager’s registered device managers.) parameter)
(Pass/Fail?) (Pass/Fail?)
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Test Summary OE_TC_065
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure of any associated criteriaresults in a failure ofa requirement.
Untested: Conditionwhichis nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEQ0314

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.13. OE_TC 073 -DomainManager :: registerService

Test Case Number: OE_TC 073
DomainManager:registerService

Requirements

SCAW2.2.2Tag SCAWV2.2.2Text
OEQ725 The registerService operation shall register the new service, indicated by the input registeringService parameter, when the previously registered
service has the same name and type as the newservice and the reference to the registered service refers to a nonexistent object.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-46, Section3.1.3.2.3.6.7.3
Test Objective

This test case verifies OEQ725. The objective of this testis to verify that if a new service has the same name and type asa previously
registered service, but the object of the registered service does not exist, then the new service will be registered.

Places to Verify
DomainManager

IDL References

Operations

void registerService ( in Object registeringService, in CF:DeviceManager registeredDeviceMgr, in string name )
raises (CF:InvalidObjectReference, CF::DomainManager::DeviceManagerNotRegistered, CF::DomainManager::RegisterError);

Preconditions
e The DomainManager source code files are available.

Test Description

A. Locate the source code for the registerService operation in the DomainManager (OE0725).
1. Untested: The registerService operation source code cannot be found.
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B. When the name and type of the service matches a current entry, verify that the object of the current entry is checked for existence and, if
the object is nonexistent, verify that the new service is registered (OE0725).
1. Pass: The new service is registered when the current service object does not exist.
2. Fail: The current object is not checked for existence.
3. Fail: The new object is not registered when the current object does not exist.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 073
Steps | Expected Results | Actual Results | Comments | TestResult
A. Locate the source code for the registerService operation in the DomainManager (OE0725).
1. Locate the registerService The registerService operation is
operation in the source codeand located.

record thefile and line number.
Untested: TheregisterService
operation source codeis not
found.(OEQ725)

B. Whenthe name andtype of the senvice matchesacurrententry, \erify that the object of the current entry is checked for existence and, if the object is
nonexistent, verify that the newserviceis registered (OE0725).

2. Verify that the registerService Pass: A search formatching name
operation performs a search for and typeis found. (OEQ725)
matching service name and type.

Fail: No search for matching name
and typeis performed.(OEQ725)
3. Verify that,ifa matchis found, the | Pass: Thecurrententry is checked

currententry is checked for forexistence.(OEQ725)

existence.
Fail: The currententry is not checked
forexistence.(OEQ725)

4. Verify that if the object does not Pass: Thenew service is registered.

exist thatthenew serviceis (OEQ725)

registered.
Fail: The new service is not
registered. (OEQ725)

End of Test
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TestRecording Log— OE_TC 073

Step 1 Step 2 Step 3 Step 4
(File and line number) (matching name and type search) (existence check) (newserviceregistered.)
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Test Summary OE_TC 073
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0725

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-81 of B-283



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

B.2.14. OE_TC 074 - ApplicationFactory :: create

Test Case Number: OE_TC 074
ApplicationFactory:create

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ0184 The create operation shall create the specified event channel if the event channel does notexist.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-27, Section 3.1.3.2.2.5.1 (create)
Page 3-29, Section 3.1.3.2.2.5.1.3(actual requirement)
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-21, C-22, C-23.
SCA AppendixD: Domain Profile Version2.2.2 15May 2006 Page D-43.
Test Objective

This test case verifies requirement OE0184. The objective of this test is to verify that if the specified event channel does not already
exist, then the create operation will create the specified event channel.

Places to Verify
CF ApplicationFactory

IDL References

Data

typedef sequence <Device AssignmentType> Device AssignmentSequence;
typedef sequence <DataType> Properties;

Operations

CF::Application create (
in string name,
in CF::Properties initConfiguration,
in CF::DeviceAssignmentSequence device Assignments)
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raises (CF::ApplicationFactory::Create ApplicationError,
CF:ApplicationFactory::Create ApplicationRequestError,
CF::ApplicationFactory:InvalidinitConfiguration); };

Preconditions
e The source code file(s) for the ApplicationFactory’s create operation are available.

Test Description

A. Identify the source code file(s) for the ApplicationFactory’s create operation as it relates to the existence or non-existence of the event
channel. (OE0184).

1. Locate that the ApplicationFactory’s create() operation source exists.
a. Pass: The ApplicationFactory’s source code file(s) for create() is found.
b. Untested: The ApplicationFactory’s source code file(s) for create() is not found.
B. Analyze the source code implementation of create to determine that when the specified event channel does not already exist, the create
operation will create the specified event channel. (OE0184).
1. Pass: The create operation creates the specified event channel if the event channel does not already exist.
2. Pass: The create operation does not create the specified event channel if the event channel already exists.
3. Fail: The create operation does not create the specified event channel if the event channel does not already exist.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC 074

Steps

| Expected Results | Actual Results

| Comments | TestResult

A. ldentifythe sourcecode file(s)for the ApplicationFactory’s create operationas it relates to the existence or non-existence of the eventchannel. (OE0184).

1. Locate the source code file orfiles
forthe create operation within
ApplicationFactory.

Pass: The source codefile(s) for
create() is found. (OE0184)

Untested: The source code file(s) for
create() is notfound. (OE0184)

B. Analyze thesourcecode implementationof create to determine that when the specifiedevent channel does not al ready exist, the create operation will

create the s pecifiedevent chanrel. (OE0184).

2. Analyzethesource code
implementation to determine that
when the specified event channel
does not already exist, the create
operation will create the s pecified
event channel.

Pass: The create operation creates the
specified event channel if the event
channel does notalready exist.
(OE0184)

Fail: The create operation doesnot
createthe specified event channel if the
event channel doesnotalready exist.
(OE0184)

End of Test
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TestRecording Log— OE_TC 074

Step 1 Step 2
(Source code file name(s)) (Ifeventchannel notexist, create event
channel?)
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Test Summary OE_TC 074
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0184

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.15. OE_TC _090 - DeviceManager :: getComponentimplementationid

Test Case Number: OE_TC 090
DeviceManager::getComponentimplementationld

Requirements

SCAV2.2.2Tag SCAW2.2.2 Text
OEQ0504 The getComponentlmplementationld operation shall return the SPD implementation element’s id attribute that matchesthe SPD
implementation element used to create the component identified by the input componentinstantiationld parameter.
OE0505 The getComponentimplementationld operation shall return an empty string when the input componentinstantiationld parameter does not
match theid attribute of any SPD implementation element used to create the component.

References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-57/ Section3.1.3.24.6.6.4
SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 Page C-34
SCA AppendixD: Domain Profile \ersion2.2.2 15May 2006
Test Objective

This test case verifies requirement OE0504 and OE0505. The objective of this test is to verify that the
getComponentimplementationld operation returns the SPD implementation element’s id attribute that matched the element used to
create the component identified by the input parameter. Furthermore, this test verifies that the returned value of the
getComponentimplementationld operation is an empty string when the input parameter does not match any SPD implementation
element used to create the component.

Places to Verify
DeviceManager
IDL References

Operations
string getComponentimplementationld ( in string componentinstantiationid );
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Preconditions

e All the Domain profile files are available
e The DeviceManager source code files are available.

Test Description
These steps are to be performed for the DeviceManager(s)

A.

B.

Verify that the getComponentimplementationld operation is implemented. (OE0504, OEQ505)
1. Fail: No getComponentimplementationld operation exists for the DeviceManager.
Identify the mechanism by which the SPD implementation elements are input into the getComponentimplementationld operation.
(OE0504, OE0505)
1. Parsing of the IDL within the embedded system is one possible option.
2. Pre-parsing of the IDL to create a table is another possible option.
3. Fail: Hard-coded checks within the getComponentimplementationld operation.
Verify that the getComponentimplementationld operation compares the input componentinstantiationld string with values obtained from
the SPD or input table. (OE0504, OE0505)
1. Pass: The getComponentimplementationld operation performs comparisons of the input componentinstantiationld string.
2. Fail: The getComponentimplementationld operation does not perform comparisons of the input componentinstantiationld string.
Review the logic in the getComponentimplementationld operation as a result of the comparison above.
1. Verify that getComponentimplementationld operation properly handles the case for which a match is found. (OE0504)
a. Pass: The returned SPD implementation element’s id matches the one used to create the component identified by the input
parameter.
b. Fail: The returned SPD implementation element’s id does not match.
2. Verify that the getComponentimplementationld operation returns an empty string when no match is found. (OE0505)
a. Pass: Anempty string is returned when no match is found.
b. Fail: No match is found but the string is not empty.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_090

Steps | Expected Results | Actual Results | Comments | TestResult

These steps are to be performedfor the DeviceManager(s).

A. Verify that the getComponentlmplementationld operation is implemented. (OE0504, OEN505)

1. Verify that the Fail:No
getComponentimplementationld getComponentimplementationld
operation is implemented. operation exists for the Device

Manager. (OE0504, OE0505)

B. Identify the mechanism by which the SPD implementationelements are input into the getComponentlmplementationld operation. (OE0504, OE0505)

2. ldentify the SPD implementation Fail: No SPD implementation
elements forthe DeviceManager. elements. (OE0504, OE0505)

3. Identify the mechanismby which Parsing of the IDL withinthe
the SPD implementationelementsare | embedded systemis one possible

inputintothe option. Pre-parsing of the IDLto
getComponentimplementationld createatable is another possible
operation. option.

Fail: No mechanismis found for the
SPD implementation elements to be
inputintothe
getComponentimplementationid
operation. (OE0504, OE0505)

C. Verifythat the getComponentl mplementationld operationcompares the input componentlnstantiationld string with values obtained fromthe SPD or input
table. (OE0504, OED505)
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OE_TC_090

Steps

Expected Results

Actual Results

Comments TestResult

4. Verify that the
getComponentimplementationlid
operation compares the input
componentinstantiationld string with
values obtained fromthe SPD or input
table.

Pass: A comparisonis performed
between the input parameter and the
SPD elements withinthe
getComponentimplementationld
operation. (OE0504, OE0505)

Fail: No comparison is performed
between the input parameter and the
SPD elements withinthe
getComponentimplementationld
operation. (OE0504, OE0505)

D. Reviewthe logicin the getComponentlmplementationld operation as a result of the comparisonabove.

1. Verify that getComponentimplementationld operation properly handles the case for which a match is found. (OE0504)

5. Verify that the
getComponentimplementationld
operation returns the SPD
implementation element’s id attribute
when a matchis found.

Pass: The
getComponentimplementationid
operation returns the SPD

implementation element’s id attribute
when a matchis found. (OE0504)

Fail: The
getComponentimplementationld
operation does notretumthe SPD
implementation element’s id attribute
when a match is found. (OE0504)

2. Verifythatthe operationreturns an empty stringwhen no match is found. (OE0505)
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OE_TC_090

Steps

Expected Results

Actual Results

Comments TestResult

6. Verify that the operation returnsan
empty string when no match is found.

Pass: Anempty string is returned
when nomatch s found. (OE0505)

Fail: Something other than anempty
string is returned when no match is
found. (OE0505)

End of Test
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TestRecording Log— OE_TC_090

Operation implemented
Step 1

SPD Implementation Elements
Steps2and3

Compares
componentinstantiationld
Step 4

Returns id attribute string when
amatch is found
Step 5

Returns empty stringwhenno
match is found
Step 6
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Test Summary-OE_TC 090
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested,or N/A):
OE0504
OE0505 _

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.16. OE_TC 108 - Application :: releaseObject releasesall objects

Test Case Number: OE_TC 108
Application::releaseObject

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0137 The applicationshall release all object referencesto the components making up the application.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-23thru 3-24, Section 3.1.3.2.1.6.1.3
Test Objective

This test case verifies OE0137. The test will verify that the releaseObject operation of an instantiation of the Application class releases all
object references to the components, which make up an application. In this test case, Application will refer to an instantiation of the
Application class.

Places to Verify
Application

IDL References
Operations

void releaseObject () raises (CF:LifeCycle::ReleaseError);

Preconditions
e Source code files with the releaseObject operation for the Application under testare available.

Test Description

For the releaseObject operation within the Application under test:
A. Locate the source code for the releaseObject operation. (OE0137)
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1. Pass: The releaseObject operation removes all references to a component.
2. Pass: The releaseObject source code is found.
B. Verify that the releaseObject operation removes all references to a component after it releases them. (OE0137)
1. Fail: The releaseObject operation does not remove all references to a component.
2. Pass: The releaseObject operation removes all references to a component.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
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2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 108
Steps | Expected Results | Actual Results | Comments | TestResult
A. Locate the source code for the releaseObject operation (OE0137)
1. Locate the source code for the Untested: No releaseObject The releaseObject operation
releaseObject operation inthe operation is found in the Application is part of the Lifecycle class,
Application classand record thefile class. (OE0137) which is inherited by the
name. Resource, Device, and
End thetest. Application classes. We are

only interested in the
Application classfor this test.

B. Verifythatthe releaseObject operationremowes all references to components after it releases them. (OE0137)

2. Verify thatall objectreferencesare | Fail: Allobjectreferences arenot
released during theinvocationofthe | released during the invocation of the
component’s releaseObject. component’s releaseObject.
(OE0137)

Pass: Allobject references are
released during the invocation of the
component’s releaseObject.
(OE0137)

The Application should be
maintaining a list of the
components ofan
application.We are verifying
thatthe components are
removed from this list.

End of Test
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TestRecording Log— OE_TC 108

Stepl

(Application::releaseObject file)

Step2
(releaseObject object references released)
(yes/no)
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Test Summary OE_TC 108
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich s nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEQ137

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.17. OE_TC _112 - DeviceManager’s execparam properties

Test Case Number: OE_TC 112
DeviceManager

Requirements

SCAv2.2.2MOESTD v33A APPNDX-B2

SCAW.2.2Tag SCAW.2.2Text
OEQ0756 The device manager shall pass the componentinstantiation element “execparam” propetties that have values as parameters.
OEQ0754 The device manager shall pass “execparam” parameters’ IDs and valuesas string values.
References
Document Name Version/Date Location (Pages, Section)

Software Communications Architecture (SCA)

Version2.2.2 15May 2006

Page 3-53, Section 3.1.3.2.4.5

SCA AppendixD: Domain Profile

Version2.2.2 15May 2006

Page D-22, Section D.4.1.1.6;
Page D-51, SectionD.7.1.4.1.6

SCA AppendixC: Core FrameworkIDL

\ersion2.2.2 15May 2006

Pages C-1through C-2, Section C.1

Test Objective

This test case verifies OE0754, and OEQ756. The objective of this test is to verify that the DeviceManager(s) correctly provides the
execparam properties as a parameter to the ExecutableDevice::execute operation, when deploying services. The execparam should

contain 1Ds and values of type string.

Places to Verify

DeviceManager, DomainManager, and Devices

IDL References

Data
struct DataType { stringid;

any value; };
typedef sequence <DataType> Properties;
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Operations

CF:ExecutableDevice ::ProcessID_Type execute (
in string name,
in CF::Properties options,
in CF::Properties parameters )
raises (CF::Device:InvalidState,
CF:ExecutableDevice::InvalidFunction,
CF:ExecutableDevice::InvalidParameters,
CF::ExecutableDevice::InvalidOptions,
CF:InvalidFileName,
CF:ExecutableDevice::ExecuteFail

);

Preconditions
e The OE source code that contains the ExecutableDevice::execute operation is available.
e The Domain Profile files that contain the DeviceManager and execparam are available.
e The Domain Profile test has passed.

Test Description

A. Determine if the DeviceManager calls the ExecutableDevice::execute operation. (OEQ754, OEQ756)
1. Pass: The DeviceManager calls the ExecutableDevice::execute operation.
2. Untested: The DeviceManager does not call any ExecutableDevice: :execute operation.
B. Verify that the DeviceManager passes the execparam IDs and values as strings. (OE0754)
1. Pass: The DeviceManager passes the execparam IDs and values as strings.
2. Fail: The DeviceManager does not pass the execparam IDs and values as strings.
C. Identify where the componentinstantiation element is parsed from the XML, and verify that this is supplied as execparam properties.
(OE0756)
1. Pass: The componentinstantiation element is supplied to the ExecutableDevice::execute operation as execparam properties.
2. Fail: The componentinstantiation element is not supplied to the ExecutableDevice::execute operation as execparam properties.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2 MOESTD v3.3A APPNDX-B2

OE TC 112
Steps | Expected Results | Actual Results | Comments | TestResult
A. Determine ifthe DeviceManager calls the ExecutableDevice: :execute operation. (OE0754, OE0756)
1. Search inthe source code for Pass: The DeviceManagercalls the May need Developer support
where the DeviceManager callsthe | ExecutableDevice::execute to verify where

ExecutableDevice::execute
operation.

operation. (OEQ754, OE0756)

Untested: The DeviceManager does
not callany
ExecutableDevice::execute
operation. (OEQ754, OEQ756)

DeviceManager calls the
ExecutableDevice::execute
operationto deploy services.

Note:

Search for “execute”. Look in
files whose filenames contain
avariation of thename
“DeviceManager”.

There may bemultiple
DeviceManager files (red,
black, etc.).

B. Verifythatthe Device Manager passes the execparam IDs and values as

strings. (OE0754)

2. Verify thatthe execparam, which
is passedtothe
ExecutableDevice::execute operation
as thethird parameter, is of type
CF::Properties.

Pass: Parameter passed to
ExecutableDevice::execute operation
is of type CF::Properties.

Fail: Parameterpassedto
ExecutableDevice::execute operation
is not of type CF::Properties.
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OE_TC 112
Steps Expected Results Actual Results Comments TestResult
3. Verify thatthe execparam, which | Pass: The DeviceManagerpasses the
is passedtothe execparam IDs and values as strings

ExecutableDevice::execute operation
as a parameter, contains IDs and
values as strings.

to the ExecutableDevice: :execute
operation. (OEQ754)

Fail: The DeviceManager does not
pass the execparamIDs and values as
stringstothe

ExecutableDevice: :execute
operation. (OEQ754)

C. Identify where the componentinstantiation element’s componentproperties are parsed from the XML, and verify that this is suppliedas execparam

properties. (OE)756)

4. Verify thatthe
componentinstantiation element’s
componentpropertiesare supplied to
the ExecutableDevice: :execute
operation as execparam properties.

Pass: The componentinstantiation
element’s componentproperties are
suppliedtothe
ExecutableDevice::execute operation
as execparam properties. (OEQ756)

Fail: The componentinstantiation
element’s componentproperties are
not suppliedtothe
ExecutableDevice::execute operation
as execparam properties. (OEQ756)

This stepistoensure thatthe
parameter contains data
parsed fromthe XML.

End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB2, Page B-102 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

TestRecording Log— OE_TC 112

Stepl Step2 Step3 Step4
(Location ofthe source codecallinthe | (The execparamis of type CF::Properties | (The execparam contains IDsand (The execparam is
DeviceManager’s execute operation ) —Y/IN) values as strings — Y/N) componentinstantiation element — Y/N)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-103 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

TestSummary OE_TC 112
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0754

OEO0756

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.18. OE_TC 113 -DomainManager :: registerDevice

Test Case Number: OE_TC 113
DomainManager:registerDevice

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ719 The registerDevice operation shall establish any pending connections from previously registered device managers when the registering
device completesthese connections.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-39, Section3.1.3.2.3.6.2.3
Test Objective

This test case verifies OE0719. The objective of this test is to verify that the DomainManager’s registerDevice operation establishes
connections that are pending. Pending connections are broken connections as a result of unregisterDevice operations. If the new device that is
being registered meets the criteria of the needs of the pending connection then the new device will complete the connection. A pending
connection can exist when a new device is registered and its connection counterpartis not yet existent in the domain.

Places to Verify
DomainManager

IDL References

Operations

void registerDevice (
in CF::Device registeringDevice,
in CF::DeviceManager registeredDeviceMgr )

raises (CF:InvalidObjectReference, CF:lInvalidProfile,
CF::DomainManager::DeviceManagerNotRegistered,
CF:DomainManager::RegisterError);
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Preconditions
e The OE source code files having the DomainManager’s registerDevice operation are available.
e The radio set deploys devices.

Test Description

A. Verify that the DomainManager’s registerDevice operation is implemented. (OE0719)
1. Pass:The DomainManager’s registerDevice operation is implemented.
2. Fail: The DomainManager’s registerDevice operation not implemented.
B. Verify that the DomainManager’s registerDevice operation establishes connections that are pending. (OE0719)
1. Pass: The DomainManager’s registerDevice operation establishes pending connections.
2. Fail: The DomainManager’s registerDevice operation does not establish pending connections.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N

IA.
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2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_113

Steps Expected Results

Actual Results

Comments

TestResult

A. Verify that the DomainManager’s registerDevice operation is

implemented. (OE0719)

1. Find theimplementation of the | Pass: The registerDevice
DomainManager’s operation implementation is
registerDevice operation. Record | found(OEQ719)

the file name(s).
Untested: TheregisterDevice
operation implementation is not
found.(OEQ719)

Search on key word “registerDevice”

void
CF_DomainManager_impl.::registerDevice

CF::Device_ptr pRegisteringDevice,
CF::DeviceManager_ptr
pRegisteredDevMgr,
CORBA::Environment& env
)

B. Verifythatthe DomainManager’s registerDevice operation es

tablishes connections that are pending. (OE0719)

2. Verify in thesource code that
pending connectionsare Pass: The registerDevice
established. operation establishes pending
connections. (OE0719)

Fail: The registerDevice
operation does notestablish
pending connections. (OEQ719)

Allconnectionsin a “pending” state for the
registering device’s DeviceManager are
established by the registerDevice
operation.

Record the names of any helper operations
usedto implementthe pending
connectionsfunctionality.

End of Test
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TestRecording Log— OE_TC 113
Stepl Step 2
(Files having registerDevice operation) (Helper function names)
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TestSummary OE_TC 113
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure ofa requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0719

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.19.

Test Case Number:OE_TC 116
Framework Control Interfaces

Requirements

OE_TC 116 - Framework Control Interfaces

SCAv2.2.2MOESTD v33A APPNDX-B2

SCAWV2.2.2Tag SCAWV2.2.2Text
OE0120 Framework Control Interfaces shall be implemented using the CF IDL presented in AppendixC.
References
Document Name Version/Date Location (Pages, Section)

Software Communications Architecture (SCA)

Version2.2.2 15May 2006

Pages 3-20, Section 3.1.3.2

SCA AppendixC: Core Framework DL

Version2.2.2 15 May 2006

All

SCA AppendixC: Core FrameworkIDL Attachment 1

Version2.2.2 15 May 2006

All

C++ Language Mapping

Version 1.2, OMGDocument Number:
formal/2008-01-10

Page 5, Section4.1

Test Objective

This test case verifies OE0120. The objective of this test is to verify that the Framework Control Interfaces are implemented using the
CF.idl as presented in Appendix C. The CF.idl implements the CF module. The CF.idl supplies the following interfaces:

Interface Table
Interface Interfaces Inherited Interface Interfaces Inherited

AggregateDevice None FileSystem None

Application Resource LifeCycle None

ApplicationFactory None LoadableDevice Device

Device Resource Port None

DeviceManager PropertySet, PortSupplier PortSupplier None

DomainManager PropertySet PropertySet None

ExecutableDevice LoadableDevice Resource LifeCycle, TestableObject, PropertySet, PortSupplier
File None ResourceFactory None

FileManager FileSystem TestableObject None
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Places to Verify
Developer IDL and source code

IDL References
None

Preconditions

e The CF source code files are available.
e The developer’s equivalent of the CF.idl file is available.
e Afile comparison utility, that outputs the differences between two files, is available.

Test Description

A. Locate the CF.idl used by the developer and verify that it matches the CF.idl from attachment 1 to Appendix C of the SCA. (OE0120)
1. Pass: The CF.idlsupplied by the developer matches the CF.idl in attachment 1.
2. Fail: No CF.idl is supplied.
3. Fail The CF.idl supplied by the developer does not match the CF.idl in attachment 1.
B. Verify that the skeleton code for Framework Control Interfaces was generated from the CF.idl. (OE0120)
1. Pass: The skeleton code was generated from the CF.idl.
2. Fail: The skeleton code was not generated from the CF.idl.
C. Verify that each CF interface implemented by the OE inherits from the base classes in the skeleton code generated from the CF.idl.
(OE0120)
1. Pass:AllCF interfaces inherit from the base classes generated from the CF.idl.
2. Fail: At least one CF interface does not inherit from the base classes generated from the CF.idl.
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Manual Test Steps

Notes: 1) Test Result will include Pass, Fail, Untested, or N/A.
2) The Test Recording Log is intended to record data for each step that requires recording of data.
3) This test should be run concurrently with OE_TC _062.
OE TC 116
| Actual Results |

A. Locate the CF.idl usedby the developer anderify that it matches the CF.idl fromattachment 1 to Appendix C of the SCA. (OE0120).

Steps | Expected Results Comments | TestResult

1. Locate the CF.idI supplied by the
developerand record its location.

Pass: The CF.idlis located.
(OE0120)

Fail: The CF.idlis notlocated.
(OED120)
Pass: Thedeveloper supplied CF.idl

2. Usinga diff tool, compare the Whitespacedifferences do

CF.idIsupplied with the SCA CF.idl
fromattachment 1 of appendixC of
the SCA

and the SCA CF.idl match.
(OE0120)

Fail: The CF.idl files do not match.

(OE0120)

not constitute a failure.
Rearrangement of the CF.idl
also may not constitute a
failure. Any differences
found need to be analyzed
to determineif they may
causea functional
difference inthe resulting
code.

B. Verifythatthe skeleton code for Framework Control Interfaces (Application, ApplicationFactory, DeviceManager,and DomainManager) was generated

fromthe CF.idl. (OE0120)

3. Search the supplied source code
headerfiles for “namespace CF”and
verify thatit is found.

Pass: “namespace CF”’is found.

(OE0120)

Fail: “namespace CF” is not found.

(OE0120)

ForC++amoduleinanidl
translates toa namespace.
ForJavait wouldbea
package. For Ada it would
be a package. Thesearch
stringwillhavetobe
modified appropriately.

For each interface from the Interface table in the Test Objective section, performthe following steps:
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OE_TC_116

Steps

Expected Results

Actual Results

Comments

TestResult

4. Search for “class <interface

name>" in the appropriate header
files.

Pass: “class<interface name>"1s
found. (OE0120)

Fail: “class <interface name>" is not
found. (OE0120)

As anexample, forthe
deviceinterface, search for
“class device”.

ForJava, aninterface maps
toasignatureandan
operation interface. For
Ada, aninterfacemapstoa
child package. Thesearch
stringwillhavetobe
modified appropriately.

5. Ifan interface inherits from
another interface, then verify thatit is
asubclass oftheinterfaceit inherits.

Pass: Theinterface does not inherit
and itis not a subclass. (OE0120)

Pass: Theinterface does inheritand
the class is a subclass. (OE0120)

Fail: The interface inherits but the
classis nota subclass. (OE0120)

i:ai I: The interface does notinherit
but theclass is a subclass. (OE0120)

As anexample, device
inherits fromresource,so
the codeshould look like:

class Device: publicvirtual
Resource

Java “extends”a class. Ada

implementsit as a “new” of
the interfaceit inherits. The

searchstringwill have tobe
modified appropriately.

C. Verifythateach CFinterface implementedby the OE inherits fromthe base classes in the skeletoncode generated fromthe CF.idl. (OEOD

120)

6. Identify every component of the
OE thatimplementsa CF interface

Components thatimplement CF
interfacesare identified.

The Spectratodl is of great
assistance in performing this
identification.

7. Verify that the component
interface implementation inherits
fromthe base classesgenerated from
the CF.idl.

Pass: Theinterface implementation
inherits fromthe base classes.
(OE0120)

Fail: The interface implementation
does not inherit fromthe base
classes.(OE0120)

Steps4and5 verify thatthe
baseinterfaces are
implemented using theidl.
This step verifiesthatevery
device, resource, etc.
inherits fromthebase
interfaces.

End of Test
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TestRecording Log— OE_TC 116

Stepl
(CF.idllocation)

Step2
(matches)

Step3
(IDL module maps properly —
headerfile name)

Step4
(IDL interface maps properly)

Step5
(IDL interface inherits

properly)

Step6
(Components identified)

Step7
(base classes inherited)
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Test Summary OE_TC 116
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s)(X). Failure of any associated critenia results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0120

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.20. OE_TC 121 - ApplicationFactory :: create does property comparisons

Test Case Number: OE_TC 121
ApplicationFactory:create

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OEQ707 The create operation shall performthe comparison ofallocation properties of the application to those of each candidate device, according to
the allocation property’s action element, for those application component properties whose Kindtype is allocation and whose action element
is not external.

References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-27 through 3-31, Section 3.1.3.2.2.5.1.3
SCA AppendixC: Core Framework|DL Version2.2.2 15May 2006 Pages C-2,C-20
SCA AppendixD: Domain Profile \ersion2.2.2 15May 2006 Page D-19through D-27, Section D.4.1
Test Objective

This test case verifies OE0707. The objective of this test is to verify that property comparisons are performed in accordance with the
data in the Domain Profile files. The possible values for the action element, other than external, are in the following table.

Value | Meaning Value | Meaning Value Meaning
eq equalto gt greaterthan ge greaterthanor equal to
ne not equalto It less than le less than orequal to

Places to Verify
ApplicationFactory

IDL References

Data

struct DataType {
string id;
any value;

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-117 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

}

typedef sequence <DataType> Properties;

struct DeviceAssignmentType {
string componentld;
string assignedDeviceld;

k

typedef sequence <Device AssignmentType> Device AssignmentSequence;

Operations

CF::Application create (in string name, in CF::Properties initConfiguration, in CF::Device AssignmentSequence device Assignments )
raises (CF::ApplicationFactory::Create ApplicationError,
CF::ApplicationFactory::Create ApplicationRequestError,
CF::ApplicationFactory::InvalidinitConfiguration)

Preconditions

e The Domain profile files are available.
e The ApplicationFactory source code files are available.

Test Description

A. Locate the source code that parses the Domain Profile files. (OE0707)
1. Untested: Domain Profile files are not parsed.
B. Determine how the allocation property kindtype and action elements are saved. (OEQ707)
1. Untested: The kindtype and action elements are not saved.
C. Locate the source code for the ApplicationFactory create operation. (OEQ707)
1. Untested: No source code for the ApplicationFactory create operation is available.
D. Verify that the create operation performs a comparison of properties, based on the action element of the property. (OEQ707)
1. Pass: Comparisons are performed properly.
2. Fail: No comparisons are performed.
3. Fail: Comparisons are not based on the action element.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2 MOESTD v3.3A APPNDX-B2

OE_TC_121

Steps |

Expected Results | Actual Results

Comments

| TestResult

A. Locate the source code that parsesthe DomainPrdfilefiles.(OE0707)

1. Locate the source code that
parsesthe Domain Profile files and
record thefile name.

The source codethat parses the
Domain Profile files is found.
(OEQ707)

Untested: Thesource codethat
parsesthe Domain Profilefiles is
not found. (OEQ707)

This codemay notbe delivered. On

some SDR’s this is done externally to
the SDR. In this case,determine how
the data parsed extemally is retrieved

B. Determinehowthe allocation property kindtype andactionelements are saved. (OE0707)

2. Determine how and record
where the kindtype and action
elements of the allocation
properties are saved.

How and where the kindtype and
actionelementsoftheallocation
properties are saved is determined.

Untested: How and wherethe
kindtypeand action elementsof
the allocation properties are saved
cannotbedetermined. (OE0707)

The developer’s engineer may have to
supply this information.

C. Locate the source code for the ApplicationFactory create operation. (OE0707)

3. Locate the source code for the
create operation of the
ApplicationFactory and record the
file name.

Untested: No source codeforthe
create operation can be found.
(OE0707)

D. Verifythatthe create operationperformsacomparison of properties, using the dataas savedin step2. (OE0707)
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OE_TC_121

Steps

Expected Results

Actual Results

Comments

TestResult

4. Verify that the create operation
does a comparison of the allocation
properties.

Pass: A comparisonofthe
allocation properties is performed.
(OE0707)

Fail: A comparisonofthe
allocation properties is not
performed (OEQ707)

Step 2 recorded where this data was
saved.

5. Verify that the create operation
uses the action type to determine

Pass: Theactiontypeis usedto
deteminethetype of comparison

The possible actiontypes are in the
table in the Test Objective. Step 2

how to do the comparison. done. (OEQ707) recorded where this information was
saved.
Fail: The actiontype isnotusedto
deteminethetype of comparison
done. (OEQ707)
End of Test
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TestRecording Log— OE_TC 121
Step2 Step3 Step4 Step5
(property name and action type) (create operation source code file) (Comparison performed) (action type used)
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TestSummary OE_TC 121
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0707

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.21. OE_TC 122 - DomainManager :: uninstallApplication raises ApplicationUninstallationError

Test Case Number: OE_TC 122
DomainManager:uninstallApplication raises ApplicationUninstallationError

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OEQ0309 The uninstallApplication operation shall raise the ApplicationUninstallationError exception when an internal error causes an unsuccessful
uninstallation of the application.
OE0203 The error number shall indicate a CF ErrorNumberType value.
OEQ301 The uninstallApplication operation shall, upon unsuccessful uninstall of an application, writea FAILURE_ALARM log record to a domain
managers log.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-45, Section 3.1.3.2.3.6.6.3;
Page 3-45, Section 3.1.3.2.3.6.6.5;
Page 3-34, Section 3.1.3.2.3.3.9;
Page 3-94, Section3.1.3.6.1.3
SCA AppendixC: Core FrameworkIDL Version2.2.2 15May 2006 Page C-3, C-17, C-20, Section C.1
Test Objective

This test case verifies requirement OE0301, OE0309 and OE0203. The objective of this testis to verify that the uninstallApplication
operation provided by the domain manager writes a FAILURE ALARM log record to a domain manager’s log and raises the
ApplicationUninstallationError exception when aninternal error prohibits the successful uninstallation of the application. The
exception should also be accompanied with a CF::ErrorNumberType value (OE0203).

Places to Verify
DomainManager
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IDL References

Data

enum ErrorNumberType {
CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD,CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO,CF_EISDIR,CF_EMFILE,CF_EMLINK, CF_EMSGSIZE, CF_ ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
CF_ENOTEMPTY,CF_ENOTSUP,CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS,
CF_ESPIPE,CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV};

Exceptions
exception ApplicationUninstallationError {CF:ErrorNumberType errorNumber; string msg;};

Operations

void uninstallApplication( in string applicationld )
raises (CF::DomainManager::Invalidldentifier, CF:DomainManager::ApplicationUninstallationError);

Preconditions
e The domain manager source code files of the Core Framework are available.

Test Description

A. ldentify the implementations of the uninstallApplication operation in the domain manager. (OE0301, OE0309)
1. Fail: The uninstallApplication operation does not exist in the domain manager source code.
For every implementation of the uninstallApplication operation in the domain manager, perform the following steps:
B. Verify that the uninstallApplication operation writes a FAILURE_ALARM log record to a domain manager's log when the operation
cannot successfully uninstall the application. (OE0301)
1. Pass: The uninstallApplication operation writes a FAILURE_ALARM log record to a domain manager log when the operation
cannot successfully uninstall the application.
2. Fail: The uninstallApplication operation does not write a FAILURE_ALARM log record to a domain manager log when the
operation cannot successfully uninstall the application.
C. Verify that the uninstallApplication operation raises the ApplicationUninstallationError exception when the operation encounters an
internal error that causes an unsuccessful uninstallation of the application. (OE0309)
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1. Pass: The uninstallApplication operation raises the ApplicationUninstallationError when the operation encounters an internal error
that causes an unsuccessful installation of the application.
2. Fail: The uninstallApplication operation does not raise the ApplicationUninstallationError when the operation encounters an internal
error that causes an unsuccessful uninstallation of the application.
D. Verify that the error number that accompanies the ApplicationUninstallationError exception is a CF::ErrorNumberType value. (OE0203)
1. Pass: The ApplicationUninstallationError provides an error number with a CF::ErrorNumberType value for the error condition.
2. Fail: The ApplicationUninstallationError exception does not provide an error number with a CF::ErrorNumberType value for the

error condition.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_122

Steps

Expected Results

Actual Results

Comments | TestResult

A. Identify the implementations of the uninstallApplication operation in the domain manager. (OE0301, OE0309)

1. Examine the source code of the
domain manager within the Core
Framework and identify the
implementations of the
uninstallApplication operation. List
the source code files ofthe
implementation of the
uninstallApplication operation.

Fail: The uninstallApplication
operationdoes notexist inthe
domain manager source code.
(OE0301, OEQ309)

For every implementation of the uninstallApplication operation in the domain manager, performthe following steps:

B. Verifythatthe uninstall Application operationwrites a FAILURE ALARMIog recordtoadomain manager'slogwhen the operationcannot successfully
uninstall theapplication. (OE0301)

2. BExamine the source codeofthe
uninstallApplication operationand
verify thata FAILURE_ALARM log
record is writtentoa domain
manager log when the operation
cannotsuccessfully uninstall the
application.

Pass: TheuninstallApplication
operationwrites a

FAILURE _ALARM logrecordtoa
domain manager logwhenthe
operation cannat successfully
uninstall theapplication. (OE0301)

Fail: The uninstallApplication
operation does notwrite a
FAILURE_ALARM logrecordtoa
domain manager logwhenthe
operation cannat successfully
uninstall theapplication. (OE0301)

C. Verifythatthe uninstall Application operationraises the ApplicationUninstallationEr ror exception when the operation encounters an internal error that
causes an unsuccessful uninstallation of the application. (OE0309)
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OE_TC 122
Steps Expected Results Actual Results Comments TestResult
3. Bxamine the source code of the Pass: The uninstallApplication
uninstallApplication operationand operation raises the

verify thatthe
ApplicationUninstallationError
exceptionis raised whenthe
operation encounters an intemal emor
thatcauses an unsuccessful
uninstallation of theapplication.

ApplicationUninstallationError when
the operation encounters anintemal
error that causes an unsuccessful
uninstallation of the application.
(OE0309)

Fail: The uninstall Application
operation does notraise the
ApplicationUninstallationError when
the operation encounters an intemal
error that causes an unsuccessful
uninstallation of the application.
(OE0309)

D. Verifythatthe error number that accompanies the ApplicationUninstallationError exceptionis a CF::Erro

rNumberType value. (OE0203)

4. Determineif the exception
includes anerror number
(ErrorNumber) of the type
CF::ErrorNumberType.

Pass: Theexceptionincludesan
error number (ErrorNumber) of
ErrorNumberType. (OE0203)

Fail: The exceptiondoes notinclude
an error number (ErrorNumber) of
ErrorNumberType. (OE0203)

End of Test
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TestRecording Log— OE_TC 122

Stepl Step2
(List thesource codefile(s)of | (uninstallApplication
the uninstallApplication op. writes
operation.) FAILURE_ALARM
log when operation
fails.)

(Pass/Fail?)

Step3
(uninstallApplication operation raises the
ApplicationUninstallationError exception when internal
error occurs.)
(Pass/Fail?)

Step4
(The exception includes an errornumber of
the type: CF::ErrorNumberType.)
(Pass/Fail?)
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Test Summary OE_TC 122
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):
OE0301
OE0309

OE0203

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.22. OE_TC_124 - DomainManager :: registerDevice raises RegisterError

Test Case Number: OE_TC 124
DomainManager:registerDevice raises RegisterError

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0258 The registerDevice operation shall raise the RegisterError exception when an internal error exists which causesan unsuccessful
registration.
OE0201 The error number shall indicate a CF ErrorNumberType value.
OE0248 The registerDevice operation shall write a FAILURE_ALARM log record toa domain manager log when the RegisterError exception is
raised.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-39, Section 3.1.3.2.3.6.2.3
Page 3-40, Section3.1.3.2.3.6.2.5
Page 3-33, Section3.1.3.2.3.3.7
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-17thruC-19
Test Objective

This test case verifies OE0248, OE0258 and OE0201. The objective of this test is to verify that the RegisterError is raised when an internal
error causes an unsuccessful registration during the DomainManager: :registerDevice operation, and verify that the error number value in the
exception is of the type ErrorNumberType. This test case also verifies OE0248, which means a FAILURE_ALARM record is written to the
domain manager log when the RegisterError exception is raised.

Places to Verify
Domain Manager

IDL References

Data
enum ErrorNumberType {
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CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED, CF_ECHILD,
CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR, CF_EINVAL, CF_EIO,
CF_EISDIR, CF_EMFILE,CF_EMLINK, CF_EMSGSIZE, CF_ ENAMETOOLONG, CF_ENFILE, CF_ENODEV, CF_ENOENT,
CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR, CF_ENOTEMPTY, CF_ENOTSUP,
CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE, CF_ESRCH, CF_ETIMEDOUT,
CF_EXDEV };

Exceptions

exception RegisterError { ErrorNumberType errorNumber; string msg; };
exception InvalidObjectReference { string msg; };

exception InvalidProfile { };

exception DeviceManagerNotRegistered { };

Operations

void registerDevice (in Device registeringDevice, in DeviceManager registeredDeviceMgr)
raises (InvalidObjectReference, InvalidProfile, DeviceManagerNotRegistered, RegisterError);

Preconditions
e The source code of the Core Framework is available.

Test Description

A. Identify the source code files that implement the DomainManager ::registerDevice operation. (OE0258)
1. Untested: The source code files having the implementation of registerDevice are not available.
For each DomainManager:: register Device operation found within the OE under test, perform the following steps:
B. Verify that the registerDevice operation raises the RegisterError exception when an internal error causes an unsuccessful registration.
(OE0258)
1. Pass: The registerDevice operation raises the RegisterError exception.
2. Fail: The registerDevice operation does not raise the RegisterError exception.
C. Verify that the error number that accompanies the exception is an ErrorNumberType value. (OE0201)
1. Pass: The RegisterError exception provides an error number with an ErrorNumberType value for the error condition.
2. Fail: The RegisterError exception does not provide an error number with an ErrorNumberType value for the error condition.
D. Verify thata FAILURE ALARM log record is written to the domain manager’s log when the RegisterError exception is raised.
(OE0248).
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1. Pass: A FAILURE ALARM record is written to the domain manager’s log.
2. Fail: NoFAILURE ALARM record is written to the domain manager’s log.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 124
Steps | Expected Results | Actual Results | Comments | TestResult

A. Identifythe source code files that implement the DomainManager :: register Device operation. (OE0258)

1. Performa keyword search for

registerDevice operationonall Untested: The sourcecodefiles May needthehelpofthe

source code provided by the having the implementation of software engineer to locate

developer. Record the file name. registerDevicearenotavailable. the source codefiles
(OE0258) directories.

B. Verifythatthe registerDevice operationraises the RegisterError exceptionwhen an internal error causes an unsuccessful registration. (OE0258)

Pass: The registerDevice operation
raises the RegisterError exception.
(OE0258)

2. BExamine the registerDevice
operationwherea Device is
registered and determinethat the
RegisterErrorexceptionis raised
when aninternal error existscauses
an unsuccessful registration.

Fail: The registerDevice operation
does not raise the RegisterError
exception. (OE0258)

C. Verifythatthe error number that accompanies the exceptionis an ErrorNumberType value. (OE0201)

3. Determineiftheexception Pass: Theexceptionincludes an
includes anerror number error number (errorNumber) of
(errorNumber) of the type ErrorNumberType. (OE0201)
ErrorNumberType.

Fail: The exceptiondoes not
include anerror number
(errorNumber) of
ErrorNumberType. (OE0201)

D. Verifythata FAILURE ALARMIog recordis written to the domain manager’s log when the RegisterError exception is raised. (OE0248).
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OE_TC_124

Steps

Expected Results

Actual Results

Comments

TestResult

4. Verify in thesource codethata
FAILURE_ALARM logrecordis
written to the domain manager’s log.

Pass: A FAILURE_ALARM record
is written to the domain manager’s
log. (OE0248)

Fail: A FAILURE_ALARM record
is not written to the domain
manager’s log. (OE0248)

End of Test
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TestRecording Log— OE_TC 124

Stepl Step2 Step3 Step4
(source file name) (exception (error number) (FAILURE_ALARM
raised— record)
Y/N)
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Test Summary OE_TC 124
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0258

OE0201

OE0248

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.23. OE_TC 125 - ApplicationFactory :: create raises Create ApplicationError

Test Case Number: OE_TC 125
ApplicationFactory:create raises CreateApplicationError

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OEQ0197 The create operation shall raise the CreateApplicationError exception when the create request is valid but the application cannotbe
successfully instantiated due to internal processing error(s).

OE0152 The error number shall indicate a CF ErrorNumberType value.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-26, Section3.1.3.2.2.3.2,
Page 3-31, Section3.1.3.2.2.5.1.5

SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 Pages C-3to C-4, SectionsC-22to C-23

Test Objective

This test case verifies OE0197 and OEQ0152. The objective of this test is to verify that the ApplicationFactory create operation raises
the CreateApplicationError exception when a create requests is valid but the application cannot be instantiated due to internal
processing error(s). Furthermore, the test case verifies that the exception contains a message and an error number of the type
CF:ErrorNumberType.

Places to Verify
ApplicationFactory

IDL References

Data

enum ErrorNumberType {
CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO,CF _EISDIR,CF_EMFILE,CF_EMLINK, CF_EMSGSIZE, CF_ ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-137 of B-288



JTNC Testand Evaluation Laboratory

SCAv2.2.2 MOESTD v3.3A APPNDX-B2

CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE,

CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV };

Exceptions

exception Create ApplicationError {
CF::ErrorNumberType errorNumber;
string msg; };
Operations
CF::Application create (
in string name,
in CF::Properties initConfiguration,
in CF::DeviceAssignmentSequence device Assignments )
raises (CF::ApplicationFactory::Create ApplicationError,
CF::ApplicationFactory::Create ApplicationRequestError,
CF::ApplicationFactory::InvalidinitConfiguration); };

Preconditions
e The ApplicationFactory source code files are available.

Test Description

A. Identify the source code files that implement the ApplicationFactory create operation. (OE0152, OE0197)

1. Untested: The ApplicationFactory create operation source code files are not available.
For each ApplicationFactory create operation found within the OE under test do the following steps:

B. Verify that the ApplicationFactory create operation raises the CreateApplicationError exception when the create request is valid but the

application cannot be instantiated due to internal processing errors (OEQ0197).
1. Pass: The create operation raises the CreateApplicationError exception.
2. Fail: The create operation does not raise the CreateApplicationError exception.

C. Verify that the error number that accompanies the exception is a CF::ErrorNumberType value. (OE0152)
1. Pass: The CreateApplicationError exception provides an error number with a CF::ErrorNumberType value for the error condition.
2. Fail: The CreateApplicationError exception does not provide an error number with a CF::ErrorNumberType value for the error

condition.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB2, Page B-138 of B-288



JTNC Testand Evaluation Laboratory

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_125

Steps | Expected Results | Actual Results Comments | TestResult
A. Identifythe source code files that implement the ApplicationFactory create operation. (OE0152, OE0197)
1. Performa keyword search for The directories are recorded. May needthehelp of the

createoperationonall
ApplicationFactory source code
provided by the developer.

Untested: No results fromkeyword
search. Thereis noimplementation
ofthe ApplicationFactory create

operation found. (OE0152, OEQ197)

software engineer to locate the
source codefiles directories.

2. BExamine the source codefiles
returned in Step 1and search for
create operation implementation.
Record file names of the source code
where create operation
implementations were found.

The implementations of the create
operation are identified in the source
code, and thefile names of the
source codeare recorded.

For each ApplicationFactory create operationfoundwithin the OEunder test do the following steps

B. Verifythatthe ApplicationFactory create operation raises the Create ApplicationError exceptionwhen the create request is validbut the application cannct

be instantiated due to internal processing errors (OE0197).

3. Searchwithinthe create
operation for where the
CreateApplicationError exception is
mentioned.

Identify in the source code where
create operation raises the
CreateApplicationError exception.

For each instance wherethe CF::Create ApplicationErrorexception is raiseddostep4
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OE_TC_125

Steps

Expected Results

Actual Results

Comments

TestResult

4. Determinethat
CreateApplicationError exception is
raised when the create request is
valid buttheapplication cannot be
instantiated dueto internal
processing error(s).

Pass: Thecreate operation raises
the CF:: CreateApplicationError
when the create requestis valid but
the application cannot be instantiated
due tointernal processing errors.
(OE0197)

Fail: The create operation doesnot
raise the CF::
CreateApplicationError whenthe
createrequestis valid butthe
application cannotbe instantiated
due tointernal processing errors.
(OE0197)

There are two other exceptions
which areallowed toberaised
duringthe create operation.
Both arerelated tothe
validation ofinput parameters.
The
CreateApplicationRequestError
exception must be raised “when
the input CF
DeviceAssignmentSequence
parameter contains one (1) or
more invalid application
componenttodevice
assignment(s).”

The InvalidinitConfiguration
exception must be raised “when
the input initConfiguration
parameter is invalid.”

Allother reasonsfor raisingan
exceptionduring the create
operation shall be considered
internal processing errors and
requirethe exception of this test
casetoberaised.

C. Verifythatthe error number that accompanies the exceptionis a CF::ErrorNumber Type value. (OE0152)

5. Determineif the exception
includes anerror number
(errorNumber) of the type

Pass: Theexceptionincludesan
error number (errorNumber) of
ErrorNumberType. (OE0152)

ErrorNumberType.
Fail: The exceptiondoes not
include anerror number
(errorNumber) of
ErrorNumberType. (OE0152)
End of Test
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TestRecording Log— OE_TC 125

Stepl Step2 Step4 Step5 Notes
(Directory name location) (Source file name) (Exception raised) (Correcterror number
Y/N type)
Y/N
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Test Summary OE_TC 125
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0197

OE0152

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-143 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

B.2.24. OE_TC_126 - DomainManager :: registerDeviceManager raises RegisterError

Test Case Number: OE_TC 126
DomainManager:registerDeviceManager raises RegisterError

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE(0241 The register DeviceManager operation shall raise the RegisterError exception when an intemal error exists which causes an unsuccessful
registration.
OE0201 The error number shall indicate a CF ErrorNumberType value.
OE0233 The registerDeviceManager operation shall, uponunsuccessful device manager registration, write a FAILURE_ALARM logrecordtoa
domain manager’s Log.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-36 through 3-39, Section
3132361
Page 3-33, Section 3.1.3.2.3.3.3.7
SCA AppendixC: Core Framework DL \ersion2.2.2 15May 2006 C-17 thruC-19
Test Objective

This test case verifies OE0233, OE0241 and OE0201. The objective of this test is to verify that the RegisterError is raised when an internal
error exists causing an unsuccessful registration during the registerDeviceManager operation, and to verify that the error number value in the
exception is of the type ErrorNumberType. This test also verifies that a FAILURE_ALARM log record is written to a domain manager’s log
when the RegisterError exception is raised.

Places to Verify
Domain Manager

IDL References

Data
enum ErrorNumberType {
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CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED, CF_ECHILD,
CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR, CF_EINVAL, CF_EIO,
CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ ENAMETOOLONG, CF_ENFILE, CF_ENODEV, CF_ENOENT,
CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR, CF_ENOTEMPTY, CF_ENOTSUP,
CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE, CF_ESRCH, CF_ETIMEDOUT,
CF_EXDEV };

Exceptions

exception InvalidObjectReference { string msg; };

exception InvalidProfile { };

exception RegisterError { ErrorNumberType errorNumber; string msg; };

Operations

void registerDeviceManager ( in CF::DeviceManager deviceMgr )
raises (CF:InvalidObjectReference, CF:InvalidProfile, CF::DomainManager::RegisterError);

Preconditions
e The source code of the Core Framework is available.

Test Description

A. ldentify the source code files that implement the registerDeviceManager operation. (OE0201, OE0233, OE0241)
1. Untested: The source code files having the implementation of registerDeviceManager are not available.
For each registerDeviceManager operation found within the OE under test, perform the following steps:
B. Verify that the registerDeviceManager operation raises the RegisterError exception when an internal error causes an unsuccessful
registration. (OE0241)
1. Pass: The register DeviceManager operation raises the RegisterError exception.
2. Fail: The registerDeviceManager operation does not raise the RegisterError exception.
C. Verify that the error number that accompanies the exception is an ErrorNumberType value. (OE0201)
1. Pass: The RegisterError exception provides an error number with an ErrorNumberType value for the error condition.
2. Fail: The RegisterError exception does not provide an error number with an ErrorNumberType value for the error condition.
D. Verify thata FAILURE ALARM log message is sent to a domain manager’s log when the RegisterError exception is raised. (OE0233)
1. Pass: A FAILURE ALARM log message is sent to a domain manager’s log.
2. Fail: AFAILURE_ALARM log message is not sent to a domain manager’s log.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_126

Steps | Expected Results | Actual Results | Comments | TestResult

A. Identifythe source code files that implement the registerDeviceManager operation. (OE0201, OE0233, OE0241)

1. Performa keyword search for Untested: Thesource code files May needthe help of the
registerDeviceManager operationon | having theimplementation of software engineer to locate the
allsource code provided by the registerDeviceManager are not source codefiles directories.
developer. Examine these source available. (OE0201, OE0233,

codefiles forthe OE0241)

registerDeviceManager operation
implementation. Record thefile
name(s).

For each registerDeviceManager operation foundwithinthe OEunder test, performthe following steps

B. Verifythatthe registerDeviceManager operationraises the RegisterError exceptionwhen an internal error causes an unsuccessful registration. (OE0241)

2. Search withinthe The source codewhere
registerDeviceManager operation registerDeviceManager registers a
where the device manager, its device manager, its device(s), and its
device(s), and its services are services is identified.

registered.

3. Verify thatthe RegisterErroris Pass: The registerDeviceManager
raisedwhenaninternal error causes | operation raises the RegisterError
an unsuccessful registration. exception. (OE0241)

Fail: The registerDeviceManager
operationdoes notraise the
RegisterErrorexception. (OEQ241)

C. Verifythatthe error number thataccompanies the exceptionis an ErrorNumberType value. (OE0201)
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OE_TC_126

Steps

Expected Results

Actual Results

Comments

TestResult

4. Determineif the exception
includes an error number of
ErrorNumberType.

Pass: Theexceptionincludesan
error number ofErrorNumberType.
(OE0201)

Fail: The exceptiondoes notinclude
an error number of
ErrorNumberType. (OEQ201)

D. Verifythata FAILURE ALARMIog message is sent to a domain manager’s log when the RegisterError exception is raised. (OE0233)

5. Verify that if the RegisterError
errorexceptionis raised,a
FAILURE _ALARM logrecordis

written toa domain manager’s log.

Pass: AFAILURE_ ALARM Ilog
record is writtento a domain
manager’s log. (OE0233)

Fail: AFAILURE_ALARM log
record is notwrittentoa domain
manager’s log. (OE0233)

FAILURE_ALARM s log

End of Test
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TestRecording Log— OE_TC 126

Stepl Step3 Step4 Step5
(source file name) (exceptionraised— (error number translated to (FAILURE_ALARM
Y/N?) ErrorNumberType— Y/N?) log written— Y/N?)
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Test Summary OE_TC 126
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0241

OE0201

OE0233

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.25. OE_TC_127 - DomainManager :: registerService raises RegisterError

Test Case Number: OE_TC 127
DomainManager:registerService raises RegisterError

Requirements

SCAV2.2.2Tag SCAV2.2.2Text
OEQ317 The registerService operation shall, upon unsuccessful service registration, writea FAILURE_ALARM log record toa domain
managers log.
OEQ0326 The registerService operation shall raise the RegisterE rror exception when an internal errorexists which causes an unsuccessful
registration.
OE0201 The error number shall indicate a CF ErrorNumber Type value.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-46, 3-47, Section 3.1.3.2.3.6.7
Page 3-33, Section3.1.3.2.3.3.7
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-17 thru C-20
Test Objective

This test case verifies OE0317, OE0326 and OE0201. The objective of this test is to verify that when an internal error exists which causes an
unsuccessful registration during the registerService operation,a FAILURE_ALARM log record is written to the domain manager’s log, the
RegisterError exception is raised and the error number value in the exception is of the type ErrorNumberType.

Places to Verify
Domain Manager

IDL References

Data

enum ErrorNumberType {

CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY,CF_ECANCELED, CF_ECHILD,
CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR, CF_EINVAL, CF_EIO,
CF_EISDIR,CF_EMFILE,CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,CF_ENODEV, CF_ENOENT,
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CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR, CF_ENOTEMPTY, CF_ENOTSUP,
CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE, CF_ESRCH, CF_ETIMEDOUT,
CF_EXDEV };

Exceptions
exception RegisterError { ErrorNumberType errorNumber; string msg; };

Operations

void registerService (in Object registeringService, in DeviceManager registeredDeviceMgr, in string name)
raises (InvalidObjectReference, DeviceManagerNotRegistered, RegisterError);

Preconditions
e The source code of the Core Framework is available.

Test Description

A. Identify the source code files that implement the registerService operation.
1. Untested: The source code files having the implementation of registerService are not available. (OE0326)
For each registerService operation found within the OE under test, perform the following steps:
B. Verify that the registerService operation raises the RegisterError exception when an internal error occurs. (OE0326)
1. Pass: The registerService operation raises RegisterError exception.
2. Fail: The registerService operation does not raise RegisterError exception.
C. Verify that the error number that accompanies the exception is an ErrorNumberType value. (OE0201)
1. Pass: The RegisterError exception provides an error number with an ErrorNumberType value for the error condition.
2. Fail: The RegisterError exception does not provide an error number with an ErrorNumberType value for the error condition.

D. Verify thata FAILURE ALARM log message is sent to the domain manager’s log recording the unsuccessful service registration.
(OE0317)
1. Pass: A FAILURE ALARM log message is sent to the domain manager’s log.
2. Fail: AFAILURE ALARM log message is not sent to the domain manager’s log.
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registerService operation on the Core
Framework source code provided by
the developer.

OE TC 127
Steps Expected Results Actual Results Comments | TestResult
A. Identifythe source code files that implement the registerService operation.
1. Performa keyword search for Untested: Thesource cocke files May needthe help of the

having the implementation of
registerService are notavailable.
(OE0326)

software engineer to locate
the source codefiles.

2. BExamine the source code files
returned in Step 1and search for
registerService operation
implementation. Recordthefile
name.

The registerService operation for
each implementation is identified
and recorded.

For each registerService operationfoundwithin the OEunder test, performthe following steps:

B. Verifythatthe registerService operation raises the RegisterError exception when an internal error occurs. (OE0326)

3. Search withinthe registerService
operation is used to register a service
fora specific device manager with
the domain manager.

The source codewhere
registerService registers a service for
a specificdevice manager with the
domain manager is identified.

4. Determinethat the RegisterError
is raised when an internal error exists
which causes an unsuccessful
registration.

Pass: The registerService operation
raises the RegisterError. (OE0326)

Fail: The registerService operation
does not raise the RegisterError.
(OE0326)

C. Verifythatthe error number thataccompanies the exceptionis an ErrorNumberType value. (OE0201)
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OE_TC_127

Steps

Expected Results

Actual Results

Comments

TestResult

5. Determineif the exception
includes anerror number
(errorNumber) of the type
ErrorNumberType.

Pass: Theexceptionincludes an
error number (errorNumber) of
ErrorNumberType. (OE0201)

Fail: The exceptiondoes not
include anemror number
(errorNumber) of
ErrorNumberType. (OE0201)

D. Verifythata FAILURE ALARMIog message is sent to the domain manager’s log recording the unsucces

sful serviceregistration. (OE0317)

6. Determine thata

FAILURE _ALARM log message is
sentto the domain manager’s log
recording the unsuccessful service
registration.

Pass: A FAILURE_ALARM log
message is senttothedomain
manager’s log. (OE0317)

Fail: AFAILURE_ALARM log
messageis not sentto the domain
manager’s log. (OE0317)

Endof Test
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TestRecording Log— OE TC 127

Step2 Step4 Step5 Step6
(source file name) (exception (ErrorNumberType-Y/N?) (FAILURE_ALARM
raised-Y/N?) log message sent-
Y/N?)
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Test Summary OE_TC 127
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0317

OE0326

OE0201

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.26. OE_TC 128 -DomainManager :: unregisterDeviceManager raises UnregisterError

Test Case Number: OE_TC 128
DomainManager:unregisterDeviceManager raises UnregisterError

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OEQ0278 The unregisterDeviceManager operation shall, uponunsuccessful unregistration of a device manager, writea FAILURE_ALARM log
record toa domain manager's log.
OE0285 The unregister DeviceManager operation shall raise the UnregisterError exception when an internal error exists which causesan
unsuccessful unregistration.
OE0202 The error number shall indicate a CF ErrorNumberType value.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-43, Section 3.1.3.2.3.6.4;
Page 3-44, Section 3.1.3.2.3.6.4.5
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-3, C-19through C-20
Test Objective

This test case verifies OE0278, OE0285 and OE0202. The objective of this testis to verify that when an internal error causes an
unsuccessful unregistration (1) the unregisterDeviceManager operation writes a FAILURE_ALARM log record to a domain
manager’s log, (2) the unregisterDeviceManager operation raises the UnregisterError exception, (3) there is an error number as part of
the raised exception, which is of the type CF::ErrorNumberType.

Places to Verify
DomainManager

IDL References

Data
enum ErrorNumberType {
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CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS,
CF_ESPIPE,CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV};

Exceptions

exception UnregisterError {
ErrorNumberType errorNumber;
string msg;
b

Operations

void unregisterDeviceManager (
in CF::DeviceManager deviceMgr

)

raises (CF:InvalidObjectReference, CF::DomainManager:UnregisterError);

Preconditions
e The source code of the Core Framework is available.

Test Description

A. ldentify the source code files that implement the unregisterDeviceManager operation. (OE0285, OE0278)
1. Pass: The source code file(s) of the unregisterDeviceManager operation are identified.
2. Fail: The source code file(s) of the unregisterDeviceManager operation are not identified.

For each unregisterDeviceManager operation found within the OE under test, perform the following steps:

B. Verifythata FAILURE ALARM log message is written to the domain manager’s log record upon unsuccessful unregistration of a
device manager. (OE0278)
1. Pass: A FAILURE ALARM log message is written to the domain manager’s log.
2. Fail: AFAILURE ALARM log message is not written to the domain manager’s log.

C. Verify that the unregister DeviceManager operation raises the CF::UnregisterError when an internal error exists which causes an
unsuccessful unregistration. (OE0285)
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1. Pass: The unregisterDeviceManager operation raises CF::UnregisterError.
2. Fail: The unregisterDeviceManager operation does not raise CF::UnregisterError.
D. Verify that the exception includes an error number (errorNumber) of the type ErrorNumberType. (OE0202)
1. Pass: The exception includes an error number (errorNumber) of ErrorNumberType.
2. Fail: The exception does not include an error number (errorNumber) of ErrorNumberType.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
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OE TC 128
Steps | Expected Results | Actual Results | Comments | TestResult
A. Identifythe source code files that implement the unregister DeviceManager operation. (OE0285, OE0278)
1. Performa keyword search for Pass: The source codefile(s) ofthe May needthehelp of the

unregisterDeviceManager operation
on allsource code provided by the
developer.

Recordthefile name.

unregisterDeviceManager operation
are identified. (OE0285, OE0278)
Fail: The sourcecode file(s) of the
unregisterDeviceManager operation
are notidentified. (OE0285,
OEQ278)

software engineer to locate
the source codefiles.

B. Verifythata FAILURE ALARMIog message is s ent to the domain manager’s log record upon unsuccessful unregistrationof a device manager.

(OEN278)

2. Determine thata

FAILURE _ALARM log messageis
writtento thedomain manager’s log
record that records the unsuccessful
unregistration of a device manager.

Pass: A FAILURE_ALARM log
messageis writtentothe domain
manager’s log with theunsuccessful
unregistration of a device manager.
(OE0278)

Fail: AFAILURE ALARMIlog
message is not written to the domain
manager’s log with theunsuccessful
unregistration of a device manager.
(OE0278)

C. Verifythatthe unregisterDeviceManager operationraises the CF::Un

unregistration. (OE0285)

registerError when aninternal errore

xists which causes an unsuccessful

3. Search withinthe Identified the
unregisterDeviceManager operation | unregisterDeviceManager operation
forwherethe CF::UnregisterError | source codewhere the

exception is mentioned.

unregisterDeviceManager operation
raises the CF::UnregisterError
exception.
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OE_TC 128
Steps Expected Results Actual Results Comments TestResult
4. Determinethat Pass: The unregister DeviceManager
CF::UnregisterError is raisedwhen | operation raises the

an internal error exists which causes
an unsuccessful unregistration.

CF::UnregisterError. (OE0285)

Fail: The unregister DeviceManager
operation does notraise the
CF::UnregisterError. (OE0285)

D. Verifythatthe error number that accompanies the exceptionisa CF:

:ErrorNumberType value. (OE0202)

5. Determineiftheexception
includes an error number

Pass: Theexceptionincludesan ernor
number (errorNumber) of

(errorNumber) of the type ErrorNumberType. (OE0202)

ErrorNumberType.
Fail: The exception does notinclude
an error number (errorNumber) of
ErrorNumberType. (OE0202)

End of Test
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TestRecording Log— OE_TC 128

Step1l Step?2 Step4 Step5 Notes
(source file name) (log message: Y/N) (exceptionraised: (error number:
Y/N) Y/N)
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Test Summary OE_TC 128
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):
OE0278
OE0285

OE0202

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.27. OE_TC_129 - DomainManager :: unregisterDevice raises UnregisterError

Test Case Number: OE_TC 129
DomainManager:unregisterDevice raises UnregisterError

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0290 The unregisterDevice operation shall, upon unsuccessful unregistration of a device, write a FAILURE_ALARM log record toa domain
managers log.
OEQ0297 The unregisterDevice operation shall raise the UnregisterError exception when an internal errorexists which causes an unsuccessful
unregistration.
OE0202 The error number shall indicate a CF ErrorNumberType value.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) \ersion2.2.2 15May 2006 Page 3-44-10 3-45, Section 3.1.3.2.36.5.3and 5
SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 Pages C-3andC-4; C-20
Test Objective

This test case verifies OE0297, OE0202 and OE0290. The objective of this test is to verify that, when an internal error causes an
unsuccessful unregistration, (1) the unregisterDevice operation raises the UnregisterError exception (2) there is an appropriate error
number that is of the type CF::ErrorNumberType, and (3) a FAILURE ALARM log record is sent to the domain manager’s log.

Places to Verify
DomainManager, unregister Device operation

IDL References

Data

enum ErrorNumberType {
CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY,CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK,CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
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CF_ENOTEMPTY,CF_ENOTSUP,CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS,
CF_ESPIPE,CF_ESRCH, CF_ETIMEDOUT,CF_EXDEV};
Exceptions
exception UnregisterError {
ErrorNumberType errorNumber;
string msg; };
Operations
void unregisterDevice (
in CF::Device unregisteringDevice)
raises (CF:InvalidObjectReference, CF::DomainManager::UnregisterError);

Preconditions
e The DomainManager source code of the Core Framework is available.

Test Description

A. Identify the Domain Manager’s source code files that implement the unregister Device operation. (OE0290, OE0297)
1. Untested: The Domain Manager’s source code files of the unregisterDevice operation are not available.
For each unregisterDevice operation found within the OE under test, perform the following steps:
B. Verify that the unregisterDevice operation raises the CF::UnregisterError when an internal error exists which causes an unsuccessful
unregistration. (OE0297)
3. Pass: The unregisterDevice operation raises CF::UnregisterError.
4. Fail: The unregisterDevice operation does not raise CF::UnregisterError.
C. Verify that the error number that accompanies the exception is a CF::ErrorNumberType value. (OE0202)
1. Pass: The exception includes an error number (errorNumber) of ErrorNumberType.
2. Fail: The exception does not include an error number (errorNumber) of ErrorNumberType.
D. Verifythata FAILURE_ALARM log record is sent to the domain manager’s log upon unsuccessful unregistration of a device. (OE0290)
1. Pass: AFAILURE ALARM logrecord is sent to the domain manager’s log.
2. Fail: AFAILURE ALARM logrecord is not sent to the domain manager’s log.
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Semi-automated Test Steps
After running JTAP’s DomainManager unregisterDevice InvalidObjectReference test, perform manual step 6.

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 129

Steps Expected Results Actual Results Comments

Test
Result

A. Identifythe source code files that implement the unregister Device operation. (OE0297)

1. Performa keyword search for Untested: The sourcecodefiles of May needthehelp ofthe
unregisterDevice operationonall the unregisterDevice operation are software engineer to locate
source code provided by the not available. (OE0297) the source codefiles.
developer.

2. BExamine the source code files The unregisterDevice operation for

returned in Step 1 and search for each implementation is identified and

unregisterDevice operation recorded.

implementation. Record thefile

name.

For each unregisterDevice operation foundwithinthe OEunder test, perform the following steps:

B. Verifythatthe unregisterDevice operationraises the CF::Unregister Error when an internal error exists which causesan unsuccessful unregistration.
(OED297)

3. Searchwithinthe Identified the source codewherethe

unregisterDevice operation forwhere | CF::UnregisterError exceptionis

the CF::UnregisterErrorexception | mentioned.

is mentioned.

4. Determinethat Pass: The unregisterDevice

CF::UnregisterError is raisedwhen | operation raises the

an internal error exists which causes | CF::UnregisterError. (OE0297)

an unsuccessful unregistration.

Fail: The unregisterDevice
operation does notraise the
CF::UnregisterError. (OE0297)
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OE_TC_129

Steps

Expected Results

Actual Results

Test

Comments Result

C. Verifythatthe error number that accompanies the exceptionis a CF::ErrorNumberType value. (OE0202)

5. Determineif the exception
includes anerror number
(errorNumber) of the type
ErrorNumberType.

Pass: Theexceptionincludesan eror
number (errorNumber) of
ErrorNumberType. (OE0202)

Fail: The exception does notinclude
an error number (errorNumber) of
ErrorNumberType. (OE0202)

D. Verifythata FAILURE ALARMIog recordis sent to the domain manager’s log upon unsuccessful unregistration of a device. (OE0 290)

6. Determine that
FAILURE_ALARM log record sent
to thedomain manager’s log that
records the unsuccessful
unregistration ofa device.

Pass: A FAILURE_ALARM log
record sentto the domain manager’s
log with the unsuccessful
unregistration of a device. (OE0290)

Fail: AFAILURE_ALARM log
record notsent to the domain
manager’s log with the unsuccessful
unregistration of a device. (OE0290)

End of Test
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TestRecording Log— OE TC 129

Step2 Step4 Step5 Step6 Notes
(source file name) (exception (error number) | (FAILURE_ALARM
raised) log record)
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Test Summary OE_TC 129
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):
OE0290
OE0297__

OE0202__

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.28. OE_TC_132-DomainManager :: installApplication raises InvalidFileName

Test Case Number: OE_TC 132
DomainManager:installApplication raises InvalidFileName

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OE0269 The installApplication operation shall raise the CF InvalidFileName exception when the input SAD file or any of the SAD’s referenced
filenames do notexistin the file systemidentified by the absolute path of the input profileFileName parameter.
OE0270 The installApplication operation shall loga FAILURE_ALARM log record to a domain manager's Log with a message consisting of
"installApplication::invalid file is xxX", where "xxx" is theinput or referenced filename, when the CF InvalidFileName exception occurs.
OE0599 The error number shall indicate a CF ErrorNumberType value.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-42, Section 3.1.3.2.3.6.3.5,
Page 3-93, Section 3.1.3.6.4
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 C-3to C-4,C-23
Test Objective

This test case verifies OE0269, OE0270 and OE0599. The objective of this test is to verify that the DomainManager installApplication
operation raises the InvalidFileName exception when the input SAD file or any of the SAD’s referenced filenames do not exist in the file
system identified by the absolute path of the input profileFileName parameter. Also, verify that DomainManager installApplication operation
logs a FAILURE ALARM log record to the DomainManager’s log with an appropriate detailed message containing the filename that caused
the InvalidFileName to be raised. Finally, verify the exception contains an error number of the type CF::ErrorNumberType.

Places to Verify
DomainManager

IDL References

Data
enum ErrorNumberType {
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CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR,CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE,
CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV };

Exceptions

exception InvalidFileName {
CF:ErrorNumberType errorNumber;
string msg; };

exception InvalidProfile{};

exception ApplicationInstallationError {
ErrorNumberType errorNumber;
string msg; };

exception ApplicationAlreadylnstalled{};

Operations

void installApplication (in string profileFileName )
raises ( CF:InvalidProfile, CF:InvalidFileName,
CF::DomainManager::ApplicationinstallationError,
CF:DomainManager::ApplicationAlreadylnstalled);

Preconditions
e The DomainManager source code files are available.

Test Description

A. ldentify the source code files that implement the DomainManager installApplication operation. (OE0269, OE0270, OE0599)
1. Untested: The DomainManager installApplication operation source code files are not available.

For each DomainManager installApplication operation found within the OE under test do the following steps

B. Verify that the DomainManager installApplication operation raises the CF::InvalidFileName when the input SAD file or any of the
SAD’s referenced filenames do not exist in the file system identified by the absolute path of the input profileFileName parameter.
(OE0269).
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1. Pass: The installApplication operation raises the InvalidFileName exception when the input SAD file or any of the SAD’s referenced
filenames do not exist.

2. Fail: The installApplication operation does not raise the InvalidFileName exception when the input SAD file or any of the SAD’s
referenced filenames do not exist.

C. Verifythata FAILURE ALARM log record is written to the domain manager’s log with a message consisting of
“installApplication::invalid file is xxx", where "xxx" is the input or referenced filename, when the installApplication operation raises the
InvalidFileName exception. (OEQ0270)

1. Pass: A FAILURE ALARM record is written to the domain manager’s log with the above-mentioned circumstances.

2. Fail: No FAILURE ALARM record is written to the domain manager’s log with the above-mentioned circumstances.
D. Verify that the error number that accompanies the exception is a CF ErrorNumberType value. (OE0599)

1. Pass: The rmdir exception provides an error number with a CF ErrorNumberType value for the error condition.

2. Fail: The rmdir exception does not provide an error number with a CF ErrorNumberType value for the error condition.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Falil, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_ 132

Steps

Expected Results

Actual Results

| Comments

| TestResult

A. Identifythe source code files that implement the DomainManager install Application operation. (OE0269, OE0270, OE0599)

1. Performasearchfor
installApplication operationonall
DomainManager source code
provided by the developer

Untested: No results fromsearch.
(OE0269, OE0270, OE0599)

directories.

May needthehelp ofthe
software engineer to locate
the source codefiles

2. BExamine the source codefiles
returned in Step 1andsearch for
installApplication operation
implementation. Record thefile
name.

The filename of the
installApplication operation for each
implementation is identified and
recorded.

For each DomainManager install Application operation foundwithin the OEunder test do the following steps

B. Verifythatthe DomainManager installApplication operation raises the CF:: InvalidFileName when theinput S AD file or any of the S AD’s referenced
filenames do not exist in thefile systemidentified by the absolute path of the input profileFileName parameter. (OE0269)

3. Search within the
installApplication operation for
where the CF::InvalidFileName
exception is mentioned.

Identified the source code where
installApplication operation raises
the CF::InvalidFileName.
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OE_TC 132
Steps Expected Results Actual Results Comments TestResult
4. Verify that CF::InvalidFileName | Pass: The installApplication Note that since there are two
is raised whentheinput SAD file operation raises the reasonsfor raising the

does not existin thefile system
identified by the absolute path of the
input profileFileName parameter.

CF::InvalidFileName whenthe input
SAD file does not exist. (OE0269)

Fail: The install Application
operation does notraise the
CF::InvalidFileName when the input
SAD file does not exist. (OE0269)

exception:

e when theinputSAD
file does notexist OR

e when anyofthe SAD’s
referenced filenames do
not exist

This exceptionmay be

raised in morethanone

place withinthe

installApplication

operation.

5. Verify that CF::InvalidFileName
is raised when any ofthe SAD’s
referenced filenames do notexist in
the file systemidentified by the
absolute path of theinput
profileFileName parameter.

Pass: The installApplication
operation raises the
CF::InvalidFileName whenany of
the SAD’s referenced filenames do
not exist. (OE0269)

Fail: The install Application
operation does notraise the
CF::InvalidFileName whenany of
the SAD’s referenced filenames do
not exist. (OE0269)

C. Verifythata FAILURE ALARMIog recordis written to the domain manager’s log with a message consisting of "'installApplication::invalidfileis xxx',
where ""xxx"" is the input or referencedfilename, when the installApplication operation raises the InvalidFileName exception. (OE0270)

6. Verify in thesource codethata
FAILURE_ALARM logrecordis
written to the domain manager’s log
when the InvalidFileName exception
is raised.

Pass: A record is written to the
domain manager’s log. (OE0270)

Fail: A record is not written to the
domain manager’s log. (OE0270)
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xxx 1

Fail: The logmessageis notin the
proper format. (OE0270)

OE_TC 132
Steps Expected Results Actual Results Comments TestResult
7. Verify that log message consistsof | Pass: Thelog message is in the
"installApplication::invalid file is proper format (OE0270)

D. Verifythatthe error number that accompanies the exceptionis a CF ErrorNumber Type value. (OE0599)

8. Verify ifthe exceptionincludes an
error number (errorNumber) of the

Pass: The exceptionincludes an
error number (errorNumber) of

type ErrorNumberType. ErrorNumberType. (OE0599)
Fail: The exception does not include
an error number (errorNumber) of
ErrorNumberType. (OE0599)

End of Test
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TestRecording Log— OE_TC 132

Step2 Step4 &5 Step6 &7 Step8 Notes
(Implementation’s (Exceptionraised) | (Properlogrecordwrittento | (Correcterror number type)
sourcefile name) DMs log)
Y/N Y/N Y/N
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Test Summary OE_TC 132
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X). Failure of any associated criteriaresults in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0269

OEQ0270

OEO0599

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.29. OE_TC _154 - DomainManager :: registerDeviceManager sendsevent to ODM

Test Case Number: OE_TC 154
DomainManager:registerDevice Manager

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OE0234 The register DeviceManager operation shall send a DomainManagementObjectAddedEventType event to the Outgoing Domain
Management event channel upon successful registration of a device manager.
OE0234-C041 The producerld is the identifier attribute of the domain manager.
OEQ0234-C042 The sourceld is the identifier attribute of the registered device manager.
OE0234-C043 The sourceNane is the label attribute of the registered device manager.
OE0234-C044 The sourcelOR is the object reference for the registered device manager.
OE0234-C045 The sourceCategoryis “DEVICE MANAGER”.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-36 through 3-37, Section 3.1.3.2.3.6.1
Pages 3-4, Section3.1.2.3.2.1.6
Test Objective

This test case verifies OE0234 and OE0234-C041 through OE0234-C045. The objective of this test is to verify that the
registerDeviceManager operation sends a DomainManagementObjectAddedEventType to the Outgoing Domain Management event channel
upon successful registration of a device manager. In addition, this test will verify that the DomainManagementObjectAddedEventType event
sent by the registerDeviceManager operation contains the appropriate data for producerld, sourceld, sourceName, sourcelOR and
sourceCategory.

Places to Verify
DomainManager::register DeviceManager
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IDL References

Data

struct DomainManagementObjectAddedEventType {
string producerld;
string sourceld;
string sourceName;
SourceCategoryType sourceCategory;
Object sourcelOR,;
3
Operations

void registerDeviceManager (in DeviceManager deviceMgr)
raises (InvalidObjectReference, InvalidProfile, RegisterError);

Preconditions
e The DomainManager:registerDeviceManager source code files are available.

Test Description

A. Locate the source code for the DomainManager::registerDeviceManager operation. (OE0234)
1. Pass: The source code for the DomainManager: :register DeviceManager operation is found.
2. Untested: The source code for the DomainManager ::registerDeviceManager operation in not found.
B. Verify that the registerDeviceManager operation sends a DomainManagementObjectAddedEventType event to the Outgoing Domain
Management event channel upon successful registration of a device manager. (OE0234)
1. Pass: The registerDeviceManager operation sends a DomainManagementObjectAddedEventType event to the Outgoing Domain
Management event channel upon successful registration of a device manager.
2. Fail: The registerDeviceManager operation does not send a DomainManagementObjectAddedEventType event to the Outgoing
Domain Management event channel upon successful registration of a device manager.
C. Verify that the DomainManagementObjectAddedEventType event sent by the registerDeviceManager operation contains the appropriate
types for producerld, sourceld, sourceName, sourcel OR and sourceCategory.
1. Verify that the producerld is the identifier attribute of the domain manager. (OE0234-C041)
a. Pass: The producerld is the identifier attribute of the domain manager.
b. Fail: The producerld is not the identifier attribute of the domain manager.
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2. Verify that the sourceld is the identifier attribute of the registered device manager. (OE0234-C042)
a. Pass: The sourceld is the identifier attribute of the registered device manager.
b. Fail: The sourceld is not the identifier attribute of the registered device manager.

3. Verify that the sourceName is the label attribute of the registered device manager. (OE0234-C043)
a. Pass: The sourceName is the label attribute of the registered device manager.
b. Fail: The sourceName is not the label attribute of the registered device manager.

4. Verify that the sourcelORis the object reference for the registered device manager. (OE0234-C044)
a. Pass: The sourcelOR is the object reference for the registered device manager.
b. Fail: The sourcelOR is not the object reference for the registered device manager.

5. Verify that the sourceCategory is “DEVICE. MANAGER”. (OE0234-C045)
a. Pass: The sourceCategoryis “DEVICE MANAGER”.
b. Fail: The sourceCategory is not “DEVICE. MANAGER”.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC 154

Steps

Expected Results

Actual Results

Comments | TestResult

For each domain manager, if more than one exists, do the following steps :

A. Locate the source code for the DomainManager registerDeviceManager operation. (OE0234)

1. Performa search onthe source code for the
implementation of the DomainManager
registerDeviceManager operation and record
the source codefile name.

Pass: The source code for the
DomainManager registerDeviceManager
operation is found. (OE0234)

Untested: Thesource codeforthe
DomainManager registerDeviceManager
operation in not found. (OE0234)

B. Verifythatthe registerDeviceManager operationsends a DomainManagementObjectAddedEventType event to
channel upon successful registrationof a device manager.(OE0234)

the Outgoing Domain Management event

2. Verify thatthe register DeviceManager
operationsendsa
DomainManagementObjectAddedEventType
event to the Outgoing Domain Management
event channel upon successful registration of a
device manager.

Pass: TheregisterDeviceManager
operationsendsa
DomainManagementObjectAddedEventTy
pe eventto the Outgoing Domain
Management event channel upon successful
registration of a device manager. (OE0234)

Fail: The registerDeviceManager operation
doesnot senda
DomainManagementObjectAddedEventTy
pe eventtothe Outgoing Domain
Management event channel upon successful
registration of a device manager. (OE0234)

DefaultIncomingand
Outgoing Domain
Management channels
are created by the
Domain Manager.

C. Verifythatthe DomainManagementObjectAddedEventType event sentby the registerDeviceManager operation contains the appropriate data for
producerld,sourceld, sourceName, source IOR andsourceCategory.
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OE_TC 144
Steps Expected Results Actual Results Comments TestResult
3. Verify that the producerld is the identifier Pass: The producerld is the identifier Failure of this criterion
attribute ofthe domain manager. attribute ofthe domain manager. (OE0234- OEQ0234-C041 means
C041) failure of the requirement
OE0234.

Fail: The producerld is notthe identifier
attribute ofthe domain manager. (OE0234-
C041)

4. Verify that the sourceld is the identifier
attribute ofthe registered device manager.

Pass: The sourceld is the identifier attribute
ofthe registered device manager. (OE0234-
C042)

Fail: The sourceld is notthe identifier
attribute ofthe registered device manager.
(OE0234-C042)

Failure of this criterion
OE0234-C042 means
failure of the requirement
OE0234.

5. Verify that the sourceName is the label
attribute ofthe registered device manager.

Pass: The sourceName is the label attribute
ofthe registered device manager. (OE0234-
C043)

Fail: The sourceNameis notthe label
attribute ofthe registered device manager.
(OE0234-C043)

Failure of this criterion
OE0234-C043 means
failure of the requirement
OE0234.

6. Verify that the sourcelOR s the object
reference for the registered device manager.

Pass: The sourcelOR is the object reference
forthe registered device manager.
(OE0234-C044)

Fail: The sourcelOR s notthe object
reference for the registered device manager.
(OE0234-C044)

Failure of this criterion
OE0234-C044 means
failure of the requirement
OE0234.

7. Verify that the sourceCategory is
“DEVICE_ MANAGER”.

Pass: The sourceCategory is
“DEVICE._MANAGER”. (OE0234-C045)

Fail: The sourceCategory is not
“DEVICE MANAGER”. (OE0234-C045)

Failure of this criterion
OE0234-C045 means
failure of the requirement
OE0234.

End of Test
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TestRecording Log— OE_TC 154

Step 1 Step 2 Step 3 Step 4 Step 5 Step 6 Step 7
(source codefile name) (sendsevent) (domain manager (device manager (device manager (device manager (DEVICE _
Y/N identifier) identifier) label) objectreference) MANAGER)
Y/N Y/N Y/N Y/N Y/N
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TestSummary OE_TC 154
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure ofa requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0234

OE0234-C041
OE0234-C042
OE0234-C043
OEQ0234-C044
OE0234-C045

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.30. OE_TC 157 - DomainManager :: registerDeviceManager establishes connections

Test Case Number: OE_TC 157
DomainManager:registerDevice Manager

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0226 The register DeviceManager operation shall establish any connections forthe device manager indicated by the input deviceMgr parameter,
which are specified in the connections element of the device manager’s Device Configuration Descriptor (DCD) file, that are possible with
the currentsetof registered devices and services.

OE0226-C040 Connectionsnot currently possible are left unconmnected pending future device/ service registrations.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-37, Section 3.1.3.2.3.6.1.3;
Test Objective

This test case verifies requirement OE0226 and criterion OE0226-C040. The objective of this test is to verify that the
registerDeviceManager operation establishes connections for the device manager in the input deviceMgr parameter. The device
manager’s DCD file specifies the connections for the DeviceManager. Also, verify that if the connection is not currently possible then
the connection is left unconnected with no error.

Places to Verify
DomainManager

IDL References

Operations

void register DeviceManager (in CF::DeviceManager deviceMgr)
raises (CF:InvalidObjectReference,CF:InvalidProfile, CF::DomainManager::RegisterError);
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Preconditions

e Each DeviceManager hasa corresponding DCD file
The registerDeviceManager operation implementation(s) source code file(s) are available.

Test Description

Note: In the referenced SCA Specification v2.2.2, there is a Figure 3-15 which contains a sequence diagram for the processing associated
with the registerDeviceManager operation. The requirement being tested here, OE0226, is addressed in the optional steps 11 through 14 and
15 through 18 in the diagram. Steps 11 through 14 are optional for each Device, provided the Device requires a service and the service exists
in the domain. Steps 15 through 18 are optional, provided the device manager is using a service and the service exists in the domain.

For each DomainManager within the OE under test, perform the following steps:
A. Locate the source code for the DomainManager registerDeviceManager operation. (OE0226)
1. Pass: The source code for the DomainManager registerDeviceManager operation is found.
2. Untested: The source code for the DomainManager registerDeviceManager operation is not found.
B. Verify that the registerDeviceManager operation uses the connections specified in the device manager’s DCD file, that are possible with
the current set of registered devices and services. (OE0226)
1. Pass: The registerDeviceManager operation uses the connections specified in the device manager’s DCD file that are possible with
the current set of registered devices and services.
2. Fail: The registerDeviceManager operation does not use the connections specified in the device manager’s DCD file that are possibk
with the current set of registered devices and services.
For each instance of a connection that is possible with the current set of registered devices and services, perform the following steps:
C. Verify that the registerDeviceManager operation establishes the connection. (OE0226)
1. Pass: The registerDeviceManager operation establishes the connection. (Skip step D and look at the next possible connection).
D. Ifthe previous step does not Pass, verify that the registerDeviceManager operation leaves the connection unconnected (pending future
device / service registrations). (OE0226, OE0226-C040)
1. Pass: The registerDeviceManager operation leaves the connection unconnected and performs no error processing.
2. Fail: The registerDeviceManager operation does not leave the connection unconnected or performs some error processing.
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After running JTAP’s DomainManager registerDeviceManager unregisterDeviceManager test case, verify in the log file that possible
connections are made (OE0226), perform manual steps 1-4 to test the criterion OE0226-C040.

Manual Test Steps

Notes: 1. Test Result will include Pass, Falil, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_157

Steps

Expected Results

Actual
Results

Comments

TestResult

For each DomainManager within the OEunder test

A. Locate the source code for the DomainManager registerDeviceManager operation. (OE0226)

1. Performa search onall source code provided
by the developer for theimplementation ofthe
DomainManager registerDeviceManager
operation and record the source code file name.

Pass: The source code for the DomainManager
registerDeviceManager operation is found.
(OE0226)

Untested: Thesource code forthe
DomainManager registerDeviceManager
operationis notfound. (OE0226)

B. Verifythatthe registerDeviceManager operationuses the connections s pecifiedin the device manager’s DCD file that are pos sible with the current s et of

registereddevices andservices. (OE0226)

2. Verify within the registerDeviceManager
operation thatthe operation uses a collection of
deviceand service connections derived fromthe
inputdeviceMgr parameter object’s DCD files.

Pass: The registerDeviceManager operation uses
a collection of device and service connections
derived fromthe input deviceMgr parameter
object’s DCD files. (OE0226)

Fail: The registerDeviceManager operation does
not use a collection of device and service
connectionsderived fromthe input deviceMgr
parameter object’s DCD files. (OE0226)

The code should use the input
objecttogetalist or
collection of connections. It
would then loop though the
connections, actingoneach
one.

Connects thatare possible are
tested in Step 3below.
Connectionsthatare not
possibleare tested in Step 4
below.
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OE_TC_157

Steps

Expected Results

Actual
Results

Comments

TestResult

For each instance of a connection that is possible with the current setof registered devices andservices, perform the fol lowing steps:

C. Verifythatthe registerDeviceManager operationestablishes the connection. (OE0226)

3. Verify within the registerDeviceManager
operation that the connection is established.

Pass: The registerDeviceManager operation
establishes the connection. (OE0226)

Foragivenconnection
candidate, if this step passes,
thenskipstep4andlookat
the next connection candidate,

D. Ifthe previous stepdoes not Pass, erify that the registerDeviceManager operation leaves the connection unconnected pending future device /service

registrations. (OE226, OE0226-C040)

4. Verify within the registerDeviceManager
operation that the connection is left unconnected
(pending future device/service registrations), and
withouterror.

Pass: If no connectionis possible, the
registerDeviceManager operation leaves the
connection unconnected and withouterror.
(OE0226-C040)

Fail: If no conrectionis possible, the
registerDeviceManager operation does not leave
the connection unconnected and withouterror.
(OE0226, OE0226-C040)

The portion of the criteria that]
states “pending future
device/service registrations” is
not testable since it assumes
future behavior of the system.

Failure of this criterion
OE0226-C040 means failure
of the requirement OE0226.

End of Test
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TestRecording Log— OE_TC 157

Stepl Step2 Step3 Step4
(locate registerDeviceManagersource | (use deviceMgrto get list of connections) |  (connect to thosethatare possible) (don’tconnectto those thatare not
code) possible)
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Test Summary OE_TC 157
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0226

OE0226-C040

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.31. OE_TC 158 - DomainManager :: unregisterDeviceManager

Test Case Number: OE_TC 158
DomainManager::unregisterDevice Manager

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OE0279 The unregister DeviceManager operation shall send a DomainManagementObjectRemovedEventType event to the Outgoing Domain
Management event channel, upon successful unregistration of a device manager.
OEQ0279-C059 The producerld is the identifier attribute of the domain manager.
OEQ0279-C060 The sourceld is the identifier attribute of the unregistered device manager.
OE0279-C061 The sourceNane is the label attribute of the unregistered device manager.
OE0279-C062 The sourceCategoryis “DEVICE MANAGER”.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-43through 3-44, Section 3.1.3.2.3.6.4
Pages 3-4, Section3.1.2.3.2.15
Test Objective

This test case verifies OE0279 and OE0279-C059 through OE0279-C062. The objective of this test is to verify that the
unregisterDeviceManager operation sends a DomainManagementObjectRemovedEventType to the Outgoing Domain Management event
channel upon successful unregistration of a device manager. In addition, this test will verify that the
DomainManagementObjectRemovedEventType event sent by the unregisterDeviceManager operation contains the appropriate data for
producerld, sourceld, sourceName and sourceCategory.

Places to Verify
DomainManager unregisterDeviceManager

IDL References

Data

struct DomainManagementObjectRemovedEventType{
string producerld; string sourceld; string sourceName; SourceCategoryType sourceCategory;

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-190 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

%

Operations
void unregisterDeviceManager (in DeviceManager deviceMgr)

raises (InvalidObjectReference, UnregisterError);

Preconditions

e The DomainManager source code files are available.

Test Description

A.

Locate the source code for the DomainManager unregisterDeviceManager operation. (OE0279)
1. Pass: The source code for the DomainManager unregisterDeviceManager operation is found.
2. Untested: The source code for the DomainManager unregister DeviceManager operation in not found.
Verify that the unregister DeviceManager operation sends a DomainManagementObjectRemovedEventType event to the Outgoing
Domain Management event channel upon successful unregistration of a device manager. (OE0279)
1. Pass: The unregisterDeviceManager operation sends a DomainManagementObjectRemovedEventType event to the Outgoing
Domain Management event channel upon successful unregistration of a device manager.
2. Fail: The unregisterDeviceManager operation does not send a DomainManagementObjectRemovedEventType event to the
Outgoing Domain Management event channel upon successful unregistration of a device manager.
Verify that the DomainManagementObjectRemovedEventType event sent by the unregisterDeviceManager operation contains the
appropriate data for producerld, sourceld, sourceName and sourceCategory.
1. Verify that the producerld is the identifier attribute of the domain manager. (OE0279-C059)
a. Pass: The producerld is the identifier attribute of the domain manager.
b. Fail: The producerld is not the identifier attribute of the domain manager.
2. Verify that the sourceld is the identifier attribute of the unregistered device manager. (OE0279-C060)
a. Pass: The sourceld is the identifier attribute of the unregistered device manager.
b. Fail: The sourceld is not the identifier attribute of the unregistered device manager.
3. Verify that the sourceName is the label attribute of the unregistered device manager. (OE0279-C061)
a. Pass: The sourceName is the label attribute of the unregistered device manager.
b. Fail: The sourceName is not the label attribute of the unregistered device manager.
4. Verify that the sourceCategory is “DEVICE MANAGER”. (OE0279-C062)
a. Pass: The sourceCategory is “DEVICE MANAGER”.
b. Fail: The sourceCategory is not “DEVICE MANAGER”.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_158

Steps

| Expected Results

| ActualResults | Comments | TestResult

A. Locate the source code for the DomainManager unregister DeviceManager operation. (OE0279)

1. Performa search onall source code
provided by the developer forthe
implementation of the DomainManager
unregisterDeviceManager operationand
record the source code file name.

Pass: The source code for the
DomainManager unregisterDeviceManager
operation is found. (OE0279)

Untested: Thesource code forthe
DomainManager unregisterDeviceManager
operation in not found. (OE0279)

B. Verifythatthe unregisterDeviceManager operationsends a DomainManagementObjectRemovedEventType event to the Outgoing Domain Management
event channel upon successful unregistrationof a device manager.(OE0279)

2. Fromthe source code file recorded in the
previous step Verify thatthe
unregisterDeviceManager operation sends a
DomainManagementObjectRemovedEventTy
pe eventto the Outgoing Domain Management
event channel upon successful unregistration of
adevice manager.

Pass: TheunregisterDeviceManager operation
sendsa
DomainManagementObjectRemovedEventTyp
e event to the Outgoing Domain Management
event channel upon successful unregistration of
a device manager. (OE0279)

Fail: The unregister DeviceManager operation
doesnotsenda
DomainManagementObjectRemovedEventTyp
e event to the Outgoing Domain Management
event channel upon successful unregistration of
adevice manager. (OE0279)

DefaultIncoming
and Outgoing
Domain
Management
channek are created
by the Domain
Manager.

C. Verifythat the DomainManagementObjectRemovedEventType event sentby the unregisterDeviceManager operation contains the appropriate data for
producerld,sourceld, sourceName andsourceCategory.

1. Verifythatthe producerldis the identifier attribute of the domain manager.(OE0279-C059)
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OE_TC_158
Steps Expected Results Actual Results Comments TestResult
3. Verify that the producerld is the identifier Pass: The producerld is the identifier attribute Failure of this
attribute ofthe domain manager. ofthe domain manager. (OE0279-C059) criterion OEQ279-

Fail: The producerld is not the identifier
attribute ofthe domain manager. (OE0279-
C059)

C059 means failure
ofthe requirement
OEQ279.

2. Verifythatthe sourceldis theidentifier attribute of the unregistered device manager

. (OED279-C060)

4. Verify that the sourceld is the identifier
attribute ofthe unregistered device manager.

Pass: The sourceld is the identifier attribute of
the unregistered device manager. (OE0279-
C060)

Fail: The sourceld is not the identifier attribute
ofthe unregistered device manager. (OE0279-
C060)

Failure of this
criterion OE0279-
C060 means failure
ofthe requirement
OE0279.

3. Verifythatthe sourceNameis the label attribute of the unregistered device manager.

(OED279-C061)

5. Verify that the sourceName is the label
attribute ofthe unregistered device manager.

Pass: The sourceName is the label attribute of
the unregistered device manager. (OE0279-
C061)

Fail: The sourceName is not the label attribute
ofthe unregistered device manager. (OE0279-
C061)

Failure ofthis
criterion OE0279-
C061 means failure
ofthe requirement
OE0279.

4. Verifythatthe sourceCategoryis “DEVICE_MANAGER”. (OE0279-C062)

6. Verify that the sourceCategory is
“DEVICE_ MANAGER”.

Pass: The sourceCategory is
“DEVICE MANAGER”. (OE0279-C062)

Fail: The sourceCategoryis not
“DEVICE MANAGER”. (OE0279-C062)

Failure ofthis
criterion OEQ279-
C062 means failure
ofthe requirement
OE0279.

End of Test
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TestRecording Log— OE_TC 158

Stepl Step2 Step3 Step4 Step5 Step6
(source codefile name) (sendsevent) | (domain manager (device manager (device manager (DEVICE_
Y/N identifier) identifier) label) MANAGER)
Y/N Y/N Y/N Y/N
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Test Summary OE_TC 158
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0279

OE0279-C059
OE0279-C060
OE0279-C061
OE0279-C062

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-195 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

B.2.32. OE_TC 162 - ApplicationFactory :: create deallocates capacity on devices

Test Case Number: OE_TC 162
ApplicationFactory:create

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ708 The create operation shall deallocate any capacity allocations on devices that do not satisfy the application components allocation
requirements or that are not utilized due to an unsuccessful application creation.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-27 through 3-29, Section 3.1.3.2.2.51.3
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Page C-2, C-23
Test Objective

This test case verifies OEQ0708. The objective of this test is to verify that the create operation shall deallocate any capacity allocations on

devices that do not satisfy the application components allocation requirements or that are not utilized due to an unsuccessful application
creation.

Places to Verify
CF:Application create

IDL References

Data
struct DataType {
string id;
any value;};
typedef sequence <DataType> Properties;

Operations

CF:Application create
(in string name,
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in CF::Properties initConfiguration,
in CF:DeviceAssignmentSequence deviceAssignments )
raises ( CF::ApplicationFactory::Create ApplicationError,
CF::ApplicationFactory::CreateApplicationRequestError,
CF:ApplicationFactory::InvalidlnitConfiguration);

boolean allocateCapacity ( in CF::Properties capacities )
raises (CF::Device:InvalidCapacity, CF:Device:InvalidState);

Preconditions
e All the ApplicationFactory source code files are available.

Test Description

A. Locate all implementations of CF::Application create operation. (OE0708)
1. Pass: Implementations of CF::Application create are found.
2. Fail: No implementations of CF::Application create are found.
B. Verify that the capacity allocations are deallocated if that device cannot meet application components allocation requirements. (OEQ0708)
1. Pass: The capacity allocations are deallocated if the device fails to meet the application components application requirements.
2. Fail: The capacity allocations are not deallocated if the device fails to meet the application components application requirements.
C. Verify that the capacity allocations are deallocated if the creation of an application fails. (OE0708)
1. Pass: Capacity allocations are deallocated if creation of an application falils.
2. Fail: Capacity allocations are not deallocated if creation of an application fails.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 162
Steps | Expected Results | Actual Results | Comments | TestResult

A. Locate all implementations of CF::Application create operation. (OE0708)
1. Performasearchofthesource | Pass:Implementations of This should never FAIL since the
codeforallimplementations of CF::Application create are found. create operation is the only way to
CF::Application create and record | (OEQ708) instantiate an application on a radio.
the file name(s).

Fail: No implementations of CF::Application*

CF::Application create are found. CF__ApplicationFactory_impl::create

(OE0708)

const CORBA::Char* name,

const CF::Properties&
InitConfiguration,

const
CF::DeviceAssignmentSequence&
DeviceAssignments,

CORBA::Environment& env

B. Verifythatthe capacity allocations are deallocatedif that device cannot meet the application components application requirements. (OE0708)

2. Verify that the capacity Pass: The capacity allocations are
allocations are deallocated ifthat | deallocated if that device cannot Lookfor
device cannotmeettheapplication | meet the application components CreateApplicationRequestError
componentsapplication application requirements. exception. Itis raised when the input
requirements. (OEQ0708) CF DeviceAssignmentSequence
parameter contains one or more
Fail: The capacity allocationsare invalid application componentto
not deallocated if that device deviceassignments. When this
cannotmeettheapplication exceptionis raised, theapplication will
componentsapplication clean up.

requirements. (OE0708)

C. Verifythatthe capacity allocations are deallocatedif the creationof an applicationfails. OE0708)
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OE_TC 162
Steps Expected Results Actual Results Comments TestResult
3. Verify that capacity allocations | Pass: Capacity allocations are Each assignment forces a component
are deallocated if the applications | deallocated if the applications instantiation to a specified device.
createfails. createfails. (OEQ708)
Lookforthe
Fail: Capacity allocations are not CreateApplicationError exception.
deallocated if the applications This occurs when the create requestis
createfails. (OE0708 valid butthe application cannot be
successfully instantiated dueto
internal processing error(s).
End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-199 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

TestRecording Log— OE_TC 162

Stepl Step?2 Step3
(CF::Application create() file names) (CreateApplicationR | (CreateApplicationEr
equestError rorexceptionis
exception s raised — raised— Y/N?)
Y/N?)
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Test Summary OE_TC 162
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0708

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-201 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

B.2.33. OE_TC _164 - ApplicationFactory :: create establishes connections for named applications

Test Case Number: OE_TC 164
CF:ApplicationFactory:create

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text

OEQ710 The create operation shall establishconnections for an application which are specified in the SAD domainfinder element.

References
Document Name Version/Date Location (Pages, Section)

Software Communications Architecture (SCA) \ersion2.2.2 15May 2006 Pages 3-27 through 3-31, Section 3.1.3.2.2.5.1.3

SCA AppendixC— IDL Version2.2.2 15May 2006 Pages C-2,C-22and C-23

SCA AppendixD — Domain Profile Version2.2.2 15May 2006 Pages D-40, SectionD.6.1.5.1

Pages D-43, SectionD.6.1.5.1.1.5

Test Objective

This test case verifies OEQ0710. The objective of this test is to verify that Operating Environment(OE) provides the functionality in the
CF::ApplicationFactory create operation to establish all of the connections for an application. The connections for the application being
instantiated are specified by the application’s SAD file, specified in the domainfinder element.

Places to Verify
CF::ApplicationFactory create

IDL References

Data
struct DataType {
string id;
any value;};
typedef sequence <DataType> Properties;
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Operations

CF::Application create
('in string name,
in CF::Properties initConfiguration,
in CF:DeviceAssignmentSequence deviceAssignments )
raises (
CF:ApplicationFactory::CreateApplicationError,
CF::ApplicationFactory::Create ApplicationRequestError,
CF:ApplicationFactory::InvalidlnitConfiguration);

Preconditions
e All the ApplicationFactory source code files are available.

Test Description

A. Verify the CF::ApplicationFactory create operation will establish connections specified by an application’s SAD file. (OE0710)
1. Pass: The create operation establishes connections specified in the application’s SAD file.
2. Fail: The create operation does not establish connections specified in the application’s SAD file.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 164
Steps | Expected Results | Actual Results | Comments | TestResult

A. Verifythe CF::ApplicationFactory create operationwill establish connections specified by an application’s SAD file.(OE0710

1. Locate and record thefile The create operation is located.
names where all instances of
CF::ApplicationFactory create
are implemented.

2. Locate inthe Pass: Source code wherethe
CF::ApplicationFactory create | SAD files domainfinder is
source codewhere information | processedis found. (OEQ710)
fromthe SAD files
domainfinderis processed. Fail: Source code wherethe SAD
files domainfinderis processed is
not found. (OEQ710)

3. Verify thatall the Pass: Allconnectionsthatcanbe
connections that canbe specified in an application’s SAD
specified in an application’s file are established. (OEQ710)
SADfile are established.

Fail: Not all connections that can
be specified in an application’s
SAD file are established.
(OEQ710)

End of Test
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TestRecording Log— OE_TC_164
Stepl Step2 Notes
(CF::ApplicationFactory create() file name) (connectionsestablished: Y/N)
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Test Summary OE_TC 164
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0710

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.34. OE_TC _165 - ApplicationFactory :: create defines an order for initialization

Test Case Number: OE_TC 165
ApplicationFactory:create

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ0174 The create operation shall, in order, initialize all application resources, then establish connections for those resources, and finally configure
the application comporent indicated by the assemblycontroller elementin the SAD.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-15, Figure 3-8; Pages 3-27 through 3-29,
Section3.1.3.2.2.5.1.3
SCA AppendixD: Domain Profile Version2.2.2 15May 2006 Pages D-33 thru D-34, Section D.6.1; Page D-40,
SectionD.6.1.4
Test Objective

This test case verifies OE0174. The objective of this test is to verify the order in which the create operation will perform some of its
tasks. Specifically it requires all resources to be initialized, then all connections to be made, and finally, the component to be
configured. The assembly controller is always required because all external requests of runTest, start, stop, configure, and query are
delegated through it to the proper application.

Places to Verify
ApplicationFactory:create

IDL References

Operations

Application create (in string name, in Properties initConfiguration, in Device AssignmentSequence deviceAssignments)
raises (CreateApplicationError, CreateApplicationRequestError, InvalidinitConfiguration);

Preconditions
e The CF source code files are available.
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Test Description

A. Locate all occurrences of the implementation of the CF::ApplicationFactory::create() operation. (OE0174)
1. Untested: No implementations of the CF::ApplicationFactory::create() operation can be found.
For each instantiation of the CF::ApplicationFactory::create() operation perform the following:
B. Locate the initialization of application resources.
C. Verify that all application resources are initialized before any connections are attempted. (OE0174).
1. Pass: Allapplication resources are initialized before any connections are attempted.
2. Fail: One or more application resources are not initialized before any connections are attempted.
D. Verify that all connections are completed before the application component is configured. (OEQ174).
1. Pass: Allconnections are completed before the application component is configured.
2. Fail: One or more connections are not completed before the application component is configured.
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Semi-automated Test Steps
After running JTAP’s ApplicationFactory create PseudoWaveform test, perform manual steps 1 through 6.

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 165
Steps | Expected Results | Actual Results | Comments | TestResult

A. Locate all occurrences of the implementation of the CF::ApplicationFactory::create() operation. (OE0174)

1. Searchthe source code for all Untested: the create operation
occurrences of the cannotbefound. (OE0174)
CF::ApplicationFactory::Create
operationand record the files in
which it is found.

For each instantiation of the CF::ApplicationFactory::create() operation perform the fol lowing:

B. Locate the initialization of applicationresources.

2. Locate wherethe create operation | The invocation of the initialize
initializes theapplication resources | operation s found.

(invokes the Lifecycle::initialize
operation).

C. Verifythatallapplicationresources areinitialized before any connections are attempted. (OE0174).

3. Verify that the initialize operation | Pass: No connectPort operationsare

is invoked for all resources before invoked beforethe initialize
any port::connectPort invocations operation is invoked. (OEQ174)
occur.

Fail: One or more connectPort
operations are invoked before the
initialize operation is invoked.
(OE0174)

D. Verifythatall connections are completedbefore the application component is configured. (OE0174).
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OE_TC_165

Steps

Expected Results

Actual Results

Comments

TestResult

4. Locate the port::connectPort
invocationsfor the resources.

The invocation of the connectPort
operation is found.

5. Locate wherethe
assemblycontrollerelementin the
SAD s processed and determine if
the componentinstantiationref is
saved.

Pass: The componentinstantiationref
is saved. (OE0174)

Fail: The componentinstantiationref
is not saved. (OEQ174)

The assemblycontrol ler
elementis required and it
requiresa
componentinstantiationref.

6. Verify that all the connectPort
operations are invoked before the
PropertySet::configure operation of
the component identified in the
SAD’s assembly controller element
is invoked.

Pass: All connectPort operations are
invoked before the configure
operation is invoked. (OEQ174)

Fail: One or more connectPort
operations are invoked after the
configure operation is invoked.
(OE0174)

The
componentinstantiationref
pointsto the object whose
configure operation will be
invoked.

End of Test
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TestRecording Log— OE_TC_165
Stepl Step3 Step5 Step6
(ApplicationFactory::create files) (initialization first) (componentinstantiationref) (connectPort before configuration)
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Test Summary OE_TC_165
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0174

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.35. OE_TC _166 - DomainManager :: registerDevice verifies input parameters

Test Case Number: OE_TC 166
DomainManager:registerDevice

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ715 The registerDevice operation shall verify that the input parameters, registeringDevice and registeredDeviceMgr, are not nil CORBA object
references.
References
Document Name Versiorn/Date Location (Pages, Section)

Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-39, Section3.1.3.2.3.6.2.3

SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Page C-19, SectionC.1
Test Objective

This test case verifies OEQ715. The objective of this test is to verify that the registerDevice operation validates its parameters
(registeringDevice and registeredDeviceMgr) are not nil CORBA object references.

Places to Verify
DomainManager registerDevice

IDL References

Operations
void registerDevice (in CF::Device registeringDevice, in CF::DeviceManager registeredDeviceMgr)
raises (CF:InvalidObjectReference, CF:InvalidProfile, CF:DomainManager::DeviceManagerNotRegistered,
CF:DomainManager::RegisterError);
Preconditions
e The DomainManager registerDevice source code files are available.
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Test Description

A. Locate the source code for the DomainManager registerDevice operation. (OEQ715)
1. Pass: The source code for the DomainManager register Device operation is found.
2. Failed: The source code for the DomainManager register Device operation in not found.
B. Confirm that the registerDevice operation verifies that the CF::Device registeringDevice parameter is not a nil CORBA object reference.
(OE0715)
1. Pass: The registerDevice operation verifies that the parameter CF::Device registeringDevice is not a nil CORBA object reference.
2. Fail: The registerDevice operation does not confirm that the parameter CF::Device registeringDevice is not a nil CORBA object
reference.
C. Confirm that the registerDevice operation verifies that the CF::DeviceManager registeredDeviceMgr is not a nil CORBA object
reference. (OE0715)
1. Pass: The registerDevice operation verifies that the parameter CF::DeviceManager registeredDeviceMgr is not a nil CORBA object
reference.
2. Fail: The registerDevice operation does not confirm that the parameter CF::DeviceManager registeredDeviceMgr is not a nil
CORBA object reference.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2MOESTD v33A APPNDX-B2

OE_TC_166

Steps

Expected Results

Actual
Results

Comments Test Result

A. Locate the source code for the DomainManager registerDevice operation. (OE0715)

1. Performa search on source code for the
implementation of the DomainManager
registerDevice operation and record the
source codefile name.

Pass: The source code for the
DomainManager registerDevice operation
is found. (OE0715)

FAIL: The sourcecodeforthe
DomainManager registerDevice operation
in not found. (OEQ715)

B. Confirmthatthe registerDevice operation erifies that the CF::Device registeringDevice parameter is notanil CORBA object reference. (OE0715)

2. Confirmthatthe registerDevice operation
verifies that the CF::Device
registeringDevice parameteris nota nil
CORBA object reference.

Pass: TheregisterDevice operation
confirms thatthe parameter CF::Device
registeringDevice isnota nil CORBA
objectreference. (OEQ715)

Fail: The registerDevice operation doesnot
confirmthatthe parameter CF::Device
registeringDevice is nota nil CORBA
objectreference. (OEQ715)

If(CORBA::is_nil(registeringD

C. Confirmthatthe registerDevice operation \erifies that the CF::DeviceManager registeredDevice Mgr parameter is not a nil CORBA object reference.

(OE0715)

3. Confirmthatthe registerDevice operation
verifies that the CF::Device
registeredDeviceMgr parameter is not a nil
CORBA objectreference.

Pass: TheregisterDevice operation
confirms that the parameter CF::Device
registeredDeviceMgr is not a nil CORBA
objectreference. (OEQ715)

Fail: The registerDevice operation doesnot
confirmthatthe parameter CF::Device

If(CORBA::is_nil(registeredDe
viceMgn){
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OE_TC_166

Steps Expected Results JOLEL Comments Test Result

Results
registeredDeviceMgr is not a nil CORBA
objectreference. (OEQ715)

End of Test
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TestRecording Log— OE_TC_166

Step 1 Step 2 Step 3
(source codefile name) (registeringDevice checked fornil) (registeredDeviceMgr checked for nil)
Y/N
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Test Summary OE_TC 166
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0715

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.36. OE_TC_167 - DomainManager :: registerDevice returnswithout error if device exists

Test Case Number: OE_TC 167
DomainManager:registerDevice

Requirements

SCAW2.2.2Tag SCAWV2.2.2Text
OE0716 The registerDevice operation shall retum without exception and not register a new device when that device, indicated by the input
registeringDevice parameter, has the same identifier attribute as a previously registered device and the reference to the registered device refers
to an existing object.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) | Version2.2.2 15 May 2006 Pages 3-39through 3-41, Section 3.1.3.2.3.6.2
SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 Page C-19
Test Objective

This test case verifies OEQ716. The objective of this test is to verify that the registerDevice operation will not throw an exception and not
register a new device, when that device is a duplicate and the reference refers to an existing object. The registerDevice operation registers a
Device for a specific device manager with the DomainManager.

Places to Verify
DomainManager

IDL References

Operations
void registerDevice (
in CF::Device registeringDevice,
in CF::DeviceManager registeredDeviceMgr

)

raises ( CF:InvalidObjectReference, CF:InvalidProfile,
CF:DomainManager::DeviceManagerNotRegistered,
CF::DomainManager::RegisterError);
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Preconditions
e The DomainManager source code files are available.

Test Description

A. ldentify the source code files that implement the DomainManager register Device operation. (OE0716)

1 Pass: The source code for the registerDevice operation is found.
2. Untested: The source code for the registerDevice operation is not found.

B. Verify that the registerDevice operation will not throw an exception and not register a new device when thatdevice, indicated by the
input registeringDevice parameter, has the same identifier attribute as a previously registered device and the reference to the registered
device refers to an existing object. (OEQ716)

1. Pass: The registerDevice operation does not throw an exception and does not a register a new device.
2. Fail: The registerDevice operation throws an exception and/or registers a new device.
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Notes: 1. Test Result will include Pass, Falil, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_167

Steps

| Expected Results

| Actual Results | Comments | TestResult

A.

Identify the source code files that implement the registerDevice operation. (OE)716)

1. Performa keyword
searchonthesource code
provided by the developer
forthe implementation of
the registerDevice
operation. Record the source
file name.

Pass: The registerDevice
operation exists in the
source code. (OEQ716)

Untested: The
registerDevice operation
does not existin thesource
code. (OEQ716)

An Integrated Development Environment (IDE) is the best
tool for this search.

BExample:

void CF__DomainManager_impl::registerDevice

(

B. Verifythatthe registerDevice operation will not throwan exceptionandnot register anewdevice when that device, indicated by the input
registeringDevice parameter, has the same identifier attribute as a previously registered device andthe referencetothe registereddevice referstoan

existing object. (OEN716)

2. Locate wherethe
registerDevice operation
usestheinput
registeringDevice parameter
to register a Device.

The input registeringDevice
parameter is located.

Bxample:

registeringDeviceID = registeringDevice-
>identifier(CF_ENV_SINGLE_ARG_PARAMETER);

3. Verify thatthe coce is
checking for the existence
of objectreference.

The code checks that the
objectreferenceis valid.

Bxample:

if (CORBA ::is_nil(registeringDevice) || 'passNarrowTest)
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OE_TC 167
Steps Expected Results Actual Results Comments TestResult
Pass: The registerDevice
4. Verify that the operation does not throw an check ifdeviceisalready registered:

registerDevice operation
will not throwan exception
and does notregister a new
devicewhenthatdevice,
indicated by the input
registeringDevice
parameter, has the same
identifier attributeas a
previously registered device
and the reference tothe
registered device referstoan
existing object.

exceptionanddoes nota
register a new device.
(OE0716)

Fail: The registerDevice
operation throws an
exceptionand/or registers a
new device. (OEQ716)

CF_Mutex:Guard registerDeviceGuard
(_deviceMutex);

DeviceMap::iteratorcurDevice =
_theRegisteredDevices find(registeringDevicelD);

check forduplicate; if notadd registered Device
_theRegisteredDevice[registeringDevicelD] =
CF::Device::_duplicate(registeringDevice);

SPD implementation id first
CORBA ::String_var implementationID=
getComponentimplementationld(registeringDevicel D.in());

End of Test
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TestRecording Log— OE_TC 167

Stepl

(source codefile name)

Step4
(Is an Exceptionthrown - Y/N?)
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Test Summary OE_TC 167
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0716

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.37. OE_TC_168 - DomainManager :: registerDevice registersif device doesn't exist

Test Case Number: OE_TC 168
DomainManager:registerDevice

Requirements

SCAW2.2.2Tag SCAWV2.2.2Text
OEQ717 The registerDevice operation shall register the new device indicated by the input registeringDevice parameter, whenthe previously
registered device has thesame identifier attribute as the newdeviceand the reference tothe registered device refers toa nonexistent
object.
OE0718 The registerDevice operation shallwrite an ADMINISTRATIVE_EVENT log record when referenceto the registered device refers
to a nonexistentobject.
References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) | Version 2.2.2 15 May 2006 Pages 3-39through 3-41, Section 3.1.3.2.3.6.2
SCA AppendixC: Core Framework IDL Version 2.2.2 15 May 2006 Page C-19
Test Objective

This test case verifies OE0717 and OE0718. The registerDevice operation should implement a check for registering a device with a
previously registered identifier. The registerDevice operation should register the device indicated if the identifier attribute has not been
previously registered or if it has been previously registered and the reference is to a nonexistent object. The test also verifies that an
ADMINISTRATIVE_EVENT log record is written to the log when the reference to the registered device refers to a nonexistent object.

Places to Verify
Domain Manager

IDL References

Operations
void registerDevice (
in CF::Device registeringDevice,
in CF::DeviceManager registeredDeviceMgr)
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raises ( CF:InvalidObjectReference, CF:InvalidProfile,
CF:DomainManager::DeviceManagerNotRegistered,
CF::DomainManager::RegisterError);

Preconditions
e The DomainManager source code files are available.

Test Description

A. Locate the source code for the DomainManager registerDevice operation. (OEQ0717, OE0718)

1. Pass: The source code for the registerDevice operation is found.

2. Untested: The source code for the registerDevice operation is not found.

B. Verify the DomainManager registerDevice operation registers the new device indicated by the input registerDevice parameter, when the
previously registered device has the same identifier attribute as the new device and the reference to the registered device refersto a
nonexistent object. (OEQ717)

1. Pass: The registerDevice operation registers the new device indicated by the input registerDevice parameter, when the previously
registered device has the same identifier attribute as the new device and the reference to the registered device refers to a nonexistent
object.

2. Fail: The registerDevice operation does not register the new device indicated by the input registerDevice parameter, when the
previously registered device has the same identifier attribute as the new device and the reference to the registered device refersto a
nonexistent object.

3. Fail: The registerDevice operation registers the new device indicated by the input registerDevice parameter, when the previously
registered device has the same identifier attribute as the new device and the reference to the registered device refers to an existent
object.

C. Verify that the DomainManager registerDevice operation writes an ADMINISTRATIVE_EVENT log record when reference to the
registered device refers to a nonexistent object. (OE0718)

1. Pass: The registerDevice operation writes an ADMINISTRATIVE_EVENT log record when reference to the registered device refers
to a nonexistent object.

2. Fail: The registerDevice operation does not write an ADMINISTRATIVE_EVENT log record when reference to the registered
device refers to a nonexistent object.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 168
Steps |  ExpectedResults |  Actual Results | Comments | TestResult
A. Locate the source code for the DomainManager registerDevice operation. (OE0717, OE)718)
1. Performasearchonallsource | Pass: The sourcecodefor the An Integrated Development Environment
code provided by the developer DomainManager (IDE) is the besttool forthis search. The
forthe implementation of the registerDevice operation is operation may look like this:
DomainManager registerDevice | found.(OE0717)
operation and record the source void
codefile name. Untested: Thesource code for DeviceManager_Servant::registerDevice
the DomainManager (CF::Device_ptrregisteringDevice
registerDevice operation is not CF_ENV_ARG_DECL)
found.(OEQ717)

B. Verifythe DomainManager register Device operation registers the newdevice indicated by the input registerDevice parameter, when the previ ously
registereddevice has the same identifier attribute as a previously registered device andthe reference to the registered device refers to anonexistent object.

(OB0717)
2. Locate wherethe Pass: The source code where the
registerDevice operation validates | registerDevice operation
the input parameter validates the input parameter
registeringDevice againstalready | registeringDevice against
registered Devices. already registered Devicesis

found.(OEQ717)

Fail: The source code where the
registerDevice operation
validates the input parameter
registeringDevice against already
registered Devices is not found.
(OEQ717)
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OE_TC_168

Steps

Expected Results

Actual Results

Comments TestResult

3. Locate wherethe
registerDevice operation verifies
the already registered Deviceis a
non-existent object.

Pass: Thesource code where the
registerDevice operation verifies
the already registered Device is a
non-existentobject is found.
(OEQ717)

Fail: The source code where the
registerDevice operation verifies
the already registered Deviceis a
non-existent object is not found.
(OEQ717)

4. Verify the registerDevice
operation will register the device
indicated by the registeringDevice
parameter.

Pass: The registerDevice
operation registers the device
indicated by the
registeringDevice parameter.
(OEO0717)

Fail: The registerDevice
operationdoes notregister the
deviceindicated by the
registeringDevice parameter.
(OEQ717)

C. Verifythatthe DomainManager register Device operation writesan ADMINISTRATIVE_EVENT log recordwhen reference to the registereddevice
refers toanonexistent object. (OE0718)
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OE_TC_168
Steps Expected Results Actual Results Comments TestResult
5. Verify that the registerDevice | Pass: The registerDevice
operation writes an operation writes an

ADMINISTRATIVE_EVENT
log record whenthe referenceto
the registered devicereferstoa
nonexistentobject.

ADMINISTRATIVE_EVENT
log record whenreferencetothe
registered device referstoa
nonexistentobject. (OEQ718)

Fail: The registerDevice
operation does notwrite an
ADMINISTRATIVE_EVENT
log record whenreferencetothe
registered device referstoa
nonexistent object. (OEQ718)

End of Test
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TestRecording Log— OE TC 168

Step2 Step3 Step4 Step5
(inputis validated against (recognizes thatregistered Deviceis | (registersthe deviceindicated by the input) (writes log record aboutthis event) Y/N
registered Devices) Y/N non-existent) Y/N Y/N
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Test Summary OE_TC 168
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0717

OEQ718

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-231 of B-288



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

B.2.38. OE_TC 189 - Application Delegates Implementation of Resource operations

Test Case Number: OE_TC 189
Application

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text
OEQ127 The application s hall delegate the implementation of the inherited Resource operations (runTest, start, stop, configure, and query)tothe
Application Resource componentidentified by the application’s SAD assemblycontroller element (Assembly Controller).
OE0128 The application s hall propagate exceptions raised by the application’s Assembly Controller’s operations.
OE0129 The initialize operation shall not be propagated to the application’s componentsor its Assembly Controller.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-22 through 3-23, Section 3.1.3.2.1.5
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Page C-14, C-15, C-16, C-24
Test Objective

This test case verifies OE0127, OE0128, and OE0129. The objective of this testis to ensure that the Application interface properly
passes requests to the assembly controller for the runTest, start, stop, configure, and query operations. It also verifies that exceptions
are properly passed back through the Application interface from the runTest, start, stop, configure, and query operations. This test also
ensures that exceptions from the Application interfaces initialize operation are not propagated to the application’s components.

Places to Verify
Application interface.

IDL References

Data

exception UnknownTest();

exception UnknownProperties (CF::Properties invalidProperties;);

exception StartError { CF::ErrorNumberType errorNumber; string msg;};
exception StopError {CF::ErrorNumberType errorNumber; string msg;};
exception InvalidConfiguration {string msg; CF::Properties invalidProperties;};
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exception PartialConfiguration {CF::Properties invalidP roperties; };
exception InitializeError {CF::StringSequence errorMessages;};

Operations

void runTest (in unsigned long testid, inout CF::Properties testValues)
raises (CF::TestableObject::UnknownTest, CF::UnknownProperties);
void start () raises (CF::Resource::StartError);
void stop () raises (CF::Resource::StopError);
void configure (in CF::Properties configProperties)
raises (CF::PropertySet:InvalidConfiguration, CF::PropertySet::PartialConfiguration);
void query (inout CF::Properties configProperties) raises (CF::UnknownProperties);
void initialize () raises (CF::LifeCycle:InitializeError);

Preconditions
e The Application interface source code files are available.

Test Description

A. Verify that the application delegates the implementation of the inherited Resource operations (runTest, start, stop, configure, and query) to
the Application Resource component identified by the application’s SAD assemblycontroller element (Assembly Controller). (OE0127)
1. Untested: It cannot be determined how the application obtains a reference to the assemblycontroller element that Resource operations
will be delegated to.
2. Untested: The application’s implementation of inherited Resource operations (runTest, start, stop, configure, and query) cannot be
located.
3. Pass: The application’s implementation of inherited Resource operations (runTest, start, stop, configure, and query) delegates to the
Application Resource component identified by the application’s SAD assemblycontroller element (Assembly Controller).
4. Fail: The application’s implementation of inherited Resource operations (runTest, start, stop, configure, and query) does not delegate
to the Application Resource component identified by the application’s SAD assemblycontroller element (Assembly Controller).
B. Verify that the application propagates exceptions raised by the application’s Assembly Controller’s operations. (OE0128)
1. Pass: The application’s implementation of inherited Resource operations (runTest, start, stop, configure, and query) propagates
exceptions received from the assemblycontroller element (Assembly Controller).
2. Fail: The application’s implementation of inherited Resource operations (runTest, start, stop, configure, and query) does not
propagate exceptions received from the assemblycontroller element (Assembly Controller)
C. Verify that the application’s initialize operation is not delegated to the application’s components or its Assembly Controller. (OE0129)
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1. Untested: The application’s initialize operation cannot be located.
2. Pass: The application’s initialize operation is not delegated to the application’s components or its Assembly Controller.
3. Fail: The application’s initialize operation is delegated to the application’s components or its Assembly Controller.
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2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_189

Steps

Expected Results

Actual Results

| Comments | TestResult

A. Verifythatthe application delegatesthe implementation of the inherited Resource operations (runTest, start,stop, configure, and query) to the
Application Resource component identified by the application’s SAD assemblycontroller element (Assembly Controller). (OE0127)

1. Determine how the Application
interface obtains a referencetothe
assemblycontrollerelementas
specified in the SAD.

Untested: It cannat be determined
howthe Application obtains a
reference to the assemblycontroller
elementthat Resource operations
will be delegated to. (OE0127)

This isusedtodetermine
that Resource operationsare
being properly delegated to
the assemblycontroller
element.

2. Locate the Application runTest
operation.

Untested: The Application’s runTest

operation cannat be located.
(OE0127)

3. Verify that the runTest operation
delegates the implementationto the
assemblycontrollerelement.

Pass: The runTestoperation
delegates to the assemblycontroller
element. (OEQ127)

Fail: The runTest operation does not
delegate tothe assemblycontroller
element. (OE0127)

This should bean
invocation of the
appropriate method onthe
reference tothe
assemblycontrollerelement.

4. Locate the Application start
operation.

Untested: The Application’s start

operation cannat be located.
(OE0127)

5. Verify that the start operation
delegates the implementationto the
assemblycontrollerelement.

Pass: The start operation delegates
to theassemblycortroller element.
(OE0127)

Fail: The start operation does not
delegate to the assemblycontroller
element. (OE0127)

This should bean
invocation of the
appropriate method onthe
reference tothe
assemblycontrollerelement.

6. Locate the Application stop
operation.

Untested: The Application’s stop
operation cannat be located.
(OE0127)
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OE_TC_189

Steps

Expected Results

Actual Results

Comments

TestResult

7. Verify that the stop operation
delegates the implementationto the
assemblycontrollerelement.

Pass: The stop operation delegates to
the assemblycontrollerelement.
(OE0127)

Fail: The stop operationdoes not
delegate to the assemblycontroller
element. (OE0127)

This shouldbean
invocation of the
appropriate method onthe
reference tothe

assemblycontrollerelement.

8. Locate the Application configure
operation.

Untested: The Application’s
configure operation cannot be
located. (OE0127)

9. Verify that the configure operation
delegates the implementationto the

assemblycontrollerelement. element. (OEQ127) appropriate method onthe
reference tothe
Fail: The configure operation does assemblycontroller element.
not delegatetothe
assemblycontrollerelement.
(OEQ127)

Pass: The configure operation
delegates to the assemblycontroller

This shouldbean
invocation of the

10. Locate the Application query
operation.

Untested: The Application’s query
operation cannat be located.
(OE0127)

11. Verify that the query operation
delegates the implementation to the
assemblycontrollerelement.

Pass: The query operation delegates
to theassemblycortroller element.
(OE0127)

Fail: The query operation does not
delegate to the assemblycontroller
element. (OEQ127)

This shouldbean
invocation of the
appropriate method onthe
reference tothe

assemblycontroller element.

B. Verify that the application propagates exceptions raised by the application’s Assembly Controller’s operations. (OE0128)
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OE_TC_189

Steps

Expected Results

Actual Results

Comments

TestResult

12. Verify that the runTest operation
propagates exceptionsraised by the
application’s assemblycontroller
element.

Pass: The application’s
implementation of runTest
propagates exceptionsreceived from
the assemblycontroller element.
(OE0128)

Fail: The application’s
implementation of runTest does not
propagate exceptions received from
the assemblycontrollerelement.
(OE0128)

Same as location
deteminedin step 2.

Exceptionsthrown by the
assemblycontroller element
should either not be caught
orshould bere-thrown.

13. Verify that the start operation
propagates exceptionsraised by the
application’s assemblycontrol ler
element.

Pass: The application’s
implementation of start propagates
exceptionsreceived fromthe
assemblycontrollerelement.
(OE0128)

Fail: The application’s
implementation of start doesnot
propagate exceptions received from
the assemblycontrollerelement.
(OE0128)

Same as location
deteminedin step4.

Exceptionsthrown by the
assemblycontroller element
should either not be caught
orshould bere-thrown

14. Verify that the stop operation
propagates exceptionsraised by the
application’s assemblycontroller
element.

Pass: The application’s
implementation of stop propagates
exceptionsreceived fromthe
assemblycontrollerelement.
(OE0128)

Fail: The application’s
implementation of stop does not
propagate exceptions received from
the assemblycontrollerelement.
(OE0128)

Same as location
deteminedin step 6.

Exceptionsthrown by the
assemblycontroller element
should either not be caught
orshould bere-thrown
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OE_TC_189

Steps

Expected Results

Actual Results

Comments

TestResult

15. Verify that the configure
operation propagates exceptions
raised by the application’s
assemblycontrollerelement.

Pass: The application’s
implementation of configure
propagates exceptionsreceived from
the assemblycontroller element.
(OE0128)

Fail: The application’s
implementation of configure does not
propagate exceptions received from
the assemblycontrollerelement.
(OE0128)

Same as location
deteminedin step 8.

Exceptionsthrown by the
assemblycontroller element
should either not be caught
orshould bere-thrown

16. Verify that the query operation
propagates exceptionsraised by the
application’s assemblycontrol ler
element.

Pass: The application’s
implementation of query propagates
exceptionsreceived fromthe
assemblycontrollerelement.
(OE0128)

Fail: The application’s
implementation of query does not
propagate exceptions received from
the assemblycontrollerelement.
(OE0128)

Same as location
detemined in step 10.

Exceptionsthrown by the
assemblycontroller element
should either not be caught
orshould bere-thrown

C. Verifythat the application’s initialize operationis not delegated to the application’s components or its Assembly Controller. (OE0129)

17. Locate the Application’s initialize
operation.

Untested: Theapplication’s initialize
operation cannat be located.
(OE0129)
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OE_TC_189

Steps

Expected Results

Actual Results

Comments TestResult

18. Verify that the initialize operation
is not delegated to the application’s
componentsor its Assembly
Controller.

Pass: Theapplication’s initialize
operationis notdelegated tothe
application’s components or its
Assembly Controller.(OE0129)

Fail: The application’s initialize
operationis delegated tothe

application’s components or its
Assembly Controller.(OE0129)

End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB2, Page B-239 of B-288



JTNC Testand Evaluation Laboratory

SCAv2.2.2 MOESTD v3.3A APPNDX-B2

TestRecording Log— TE OE_TC 189

Stepl-11
(Resource operations delegated)

Stepl1-16
(Assembly Controllerexceptions propagated)

Stepl7-18
(App’s initialize exceptions not propagated)
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Test Summary OE_TC 189
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0127

OE0128

OE0129

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.39. OE_TC_224 - DeviceManager Attributes

Test Case Number: OE_TC 224
DeviceManager attributes

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text

OE0468 The readonly label attribute shall contain the device manager's label.

OE0469 The readonly fileSys attribute shall contain the FileSystemassociated with this device manager.

OE0470 The readonly deviceConfigurationProfile attribute shall containa profile element (Profile Descriptor) with a file reference to the device
manager’s Device Configuration Descriptor (DCD) file.

OE0471 The readonly registeredDevices attribute shall contain a list of devices that have registered with this device manager or a sequence length of
zero if no devices have registered with the device manager.

OE0472 The readonly registeredServicesattribute shall contain a list of servicesthat have registered with this device manageror a sequence length of
zero if no serviceshave registered with the device manager.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Page 3-51t03-52, Section 3.1.3.2.4.4.2 thru Section
3132446
Test Objective

This test case verifies OE0468, OE0469, OE0470, OE0471, and OE0472. The obijective of this test is to verify a deviceManager interface’s
label, fileSys, deviceConfigurationProfile, registeredDevices and registeredServices read-only attributes.

Places to Verify

Device Manager interface’s source code

IDL References

Data

readonly attribute string label;

readonly attribute FileSystem fileSys;

readonly attribute string deviceConfigurationProfile;
readonly attribute DeviceSequence registeredDevices;
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readonly attribute ServiceSequence registeredServices;

Preconditions
e The DeviceManager interface source code files are available.

Test Description

A. Locate all implementations of the DeviceManager interface. (OE0468, OE0469, OE0470, OE0471, OE0472)
1. Fail: There are no implementations of the DeviceManager interface.
2. Pass: Device source code is found.
For each implementation of the DeviceManager interface found, perform the following:
B. Verify that a readonly “label” attribute exists containing the name of the DeviceManager (OE0468)
1. Pass: The attribute exists and contains the name of the DeviceManager.
2. Fail: The attribute does not exist.
3. Fail: The attribute is not readonly.
4. Fail: The attribute does not contain the name of the DeviceManager.
C. Verify that a readonly “fileSys” attribute exists containing the FileSystem associated with the DeviceManager. (OE0469)
1. Pass: The “fileSys” attribute exists and contains the name of the FileSystem associated with the DeviceManager.
2. Fail: The attribute does not exist.
3. Fail: The attribute is not readonly.
4. Fail: The attribute does not contain the name of the FileSystem associated with the DeviceManager.
D. Verify that a readonly “deviceConfigurationProfile” attribute exists containing a profile descriptor with a file reference to the DCD file
associated with the DeviceManager. (OE0470).
1. Pass: The “deviceConfigurationProfile” attribute exists and contains a profile descriptor with a file reference to the DCD associated
with the DeviceManager.
Fail: The attribute does not exist.
Fail: The attribute is not readonly.
Fail: The attribute does not contain a file reference to the DCD associated with the DeviceManager.
Fail: The DeviceManager’s DCD file name is not stored in the “deviceConfigurationProfile” variable.
E. Verlfy that a readonly “registeredDevices” attribute exists containing a list of the devices that have registered with the DeviceManager.
(OE0471)
1. Pass: The attribute exists and contains a list of the devices that have registered with the DeviceManager.
2. Fail: The attribute does not exist.
3. Fail: The attribute is not readonly.

GA W
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4.
5.

Fail: The attribute does not contain a list of the devices that have registered with the DeviceManager.
Fail: The attribute sequence length is not O (zero) when no devices have registered.

F. Verify that there exists a readonly “registeredServices” attribute that contains a list of the services that have registered with the
DeviceManager. (OE0472)

1.

2
3.
4.
5

Pass: The attribute exists and contains a list of the services that have registered with the DeviceManager.
Fail: The attribute does not exist.

Fail: The attribute is not readonly.

Fail: The attribute does not contain a list of the services that have registered with the DeviceManager.
Fail: The attribute sequence length is not 0 (zero) when no services have registered.
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OE_TC 224

Steps

Expected Results

Actual Results

Comments | TestResult

A. Locate all implementations of the DeviceManager interface. (OE0468, OE0469, OE0470,OE04 71, OE0472)

1. Locate allimplementationsofthe
DeviceManager interface in the
sourcecode.

Pass: DeviceManager source code is
found. (OE0468, OE0469, OE0470,
OE0471, OE0472)

Fail: No DeviceManager source
codefound. (OE0468, OE0469,
OE0470, OE0471, OE0472)

For each implementation of the DeviceManager interface found

B. Verifythatareadonly label attribute exists containing the name of the DeviceManager (OE0468).

2. Verify thatthere is a readonly
attribute named “label” thatis a
string variable.

Pass: A readonly string variable
named “label” exists. (OE0468)

Fail: A string variablenamed “label”
does not exist. (OE0468)

Fail: A string variable named “label”
is not readonly. (OE0468)

Inaclassthe valueofa
readonly attributeis stored
and canberetrieved, butis
usually only setat thetime
ofthe classconstruction.

3. Verify that the attribute named
“label” containsthe device’s label.

Pass: A string variable named
“label” containsthe device’s label.
(OE0468)

Fail: A string variable named “label”
does not contain the device’s label.
(OE0468)

C. Verifythatareadonly fileSys attribute exists containing the FileSystemassociatedwith the DeviceManager. (OE0469)
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OE_TC_224

Steps

Expected Results

Actual Results

Comments

TestResult

4. Verify thatthere is a readonly
attribute named “fileSys” that is a
string variable.

Pass: A readonly string variable
named “fileSys” exists. (OE0469)

Fail: A string variable named
“fileSys” doesnotexist. (OE0469).

Fail: A string variable named
“fileSys”is notreadonly. (OE0469)

5. Verify that the attribute named
“fileSys” contains the path to the
FileSystemassociated with the
DeviceManager.

Pass: A string variable named
“fileSys” contains the path to the
FileSystemassociated with the
DeviceManager. (OE0469)

Fail: A string variable named
“fileSys” doesnot contain the path to
the FileSystemassociated with the
DeviceManager. (OE0469)

DeviceManager. (OE0470).

D. Verifythatareadonly “deviceConfigurationProfile” attribute exists containing a profile descriptor with a fi

lereferenceto the DC D file associatedwith the

6. Verify thatthere is a readonly
attribute named
“deviceConfigurationProfile” that is
astring varable.

Pass: A readonly string variable
named “device ConfigurationProfile”
exists.(OE0470)

Fail: A string variable named
“deviceConfigurationProfile” does
not exist. (OE0470)

Fail: A string variable named
“deviceConfigurationProfile” is not
readonly. (OE0470)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB2, Page B-246 of B-288



JTNC Testand Evaluation Laboratory

SCAv2.2.2MOESTD v33A APPNDX-B2

OE_TC 224
Steps Expected Results Actual Results Comments TestResult
7. Verify that the variable named Pass: A string variable named
“deviceConfigurationProfile” “deviceConfigurationProfile”

containsa profile descriptor witha
file referencetothe DCD file
associated with the DeviceManager.

containsa profile descriptor witha
file referencetothe DCD file
associated with the DeviceManager.
(OE0470)

Fail: A string variable named
“deviceConfigurationProfile” does
not contain a profile descriptor witha
file referencetothe DCD file
associated with the DeviceManager.
(OED470)

E Verifythatareadonly registeredDevices attribute exists containingal

ist of the devices that hawe registeredwith the Devi ceManager. (OE0471)

8. Verify thatthere is a readonly
attribute named “registeredDevices”
thatis a sequence of strings.

Pass: A readonly variable named
“registeredDevices”’, consisting ofa
sequence of strings, exists. (OE0471)

Fail: A variable named
“registeredDevices”, consistsofa
sequence of strings, does notexist.
(OE0471)

Fail: A string variable named
“registeredDevices” is notreadonly.
(OE0471)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB2, Page B-247 of B-288



JTNC Testand Evaluation Laboratory

SCAv2.2.2 MOESTD v3.3A APPNDX-B2

OE_TC_224

Steps

Expected Results

Actual Results

Comments

TestResult

9. Verify that the variable named
“registeredDevices” contains a list of
devicesthat have registered with the
DeviceManager.

Pass: A vanablenamed
“registeredDevices” contains a list of
devicesthat haveregistered with the
DeviceManager. (OE0471)

Fail: A variable named
“registeredDevices” does not contain
a list of devices that have registered
with the DeviceManager. (OE0471)

10. Verify thatwhen no devices
haveregistered with the
DeviceManager, the sequence narred
“registeredDevices” is zero length.

When no devices hawe registered
with the DeviceManager:

Pass: A sequence named
“registeredDevices” has zero length.
(OE0472)

Fail: A sequencenamed
“registeredDevices” does nothave
zero length. (OE0472)

F. Verifythatthereexists a readonly registeredServices attribute that contains a list of the servicesthat have registeredwith the DeviceManager.(OE0472)

11. Verify thatthere isa readonly
attribute named “registeredServices”
thatis a sequence of strings.

Pass: A readonly variable named
“registeredServices”, consisting of a
sequence of strings, exists. (OE0472)

Fail: A variable named
“registeredServices”, consists ofa
sequence of strings, does notexist.
(OED472)

Fail: A string variable named

“registeredServices”is notreadonly.
(OE0472)
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OE_TC_224

Steps

Expected Results

Actual Results

Comments

TestResult

12. Verify that the variable named
“registeredServices” containsa list of
services that have registered with the
DeviceManager.

Pass: A vanablenamed
“registeredServices” containsa list of
services that have registered with the
DeviceManager. (OE0472)

Fail: A variable named
“registeredServices” does not contain
a list of services that have registered
with the DeviceManager. (OE0472)

13. Verify thatwhennoservices
haveregistered with the
DeviceManager, the sequence narred
“registeredServices”is zero length.

When noservices hawve registered
with the DeviceManager:

Pass: A sequence named
“registeredServices” has zero length.
(OED472)

Fail: A sequencenamed
“registeredServices” does nothave
zero length. (OE0472)

End of Test
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TestRecording Log— OE_TC 224

Step2 Step3 Step4 &5 Step6 & 7 Step8-10 Step11-13 Notes
(labelattribute exists | (labelattribute names (fileSysattribute | (deviceConfiguration | (registeredDevices | (registeredServices
) adevice) exists and names a Profile attribute has list of registered | has list of registered
FileSystem) containsa file ref) devices) Services)
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Test Summary OE_TC 224
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0468

OE0469

OEO0470

OE0471

OE0472

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.2.40. OE_TC 233- Application Attributes

Test Case Number: OE_TC 233
Application attributes

Requirements

SCAW2.2.2Tag SCAWV2.2.2Text
OE0121 The readonly profile attribute shall contain a profile element (Profile Descriptor) with a file reference to the application’s SAD file.
OEQ122 This readonly name attribute shall contain the name of the created application.
OE0123 The componentNamingContexts attribute shall contain the list of components’ Naming Service Context within the application for those
componentsusing CORBA Naming Service.
OE0124 The componentProcessidsattribute shall contain the list of components’ process IDs within the Application for components that are
executingonadevice.
OEQ0125 The componentDevices attribute shall contain a list of devices, which each component either uses, is loaded on or is executed on.
OE0126 The componentimplementations attribute shall contain the list o f components” SPD imp lementation IDs within the application for those
componentscreated.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15 May 2006 Pages 3-22, Section 3.1.3.2.1.4.1 thru Section
3132146
SCA AppendixC: Core FrameworkIDL Version2.2.2 15 May 2006 Pages C-28thru C-29
Test Objective

This test case verifies OE0121, OEQ0122, OEQ0123, OE0124, OE0125, and OE0126. The test objective is to verify the attributes profile, name,
componentNamingContexts, componentProcesslds, componentDevices and componentimplementations of an implemented Application.
Attributes will be verified for type, content, and availability.

Places to Verify
All implementations of the Application interface.

IDL References

Data
readonly attribute string profile;
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readonly attribute string name;

readonly attribute CF::Application::ComponentElementSequence componentNamingContexts;
readonly attribute CF::Application::ComponentProcessldSequence componentProcesslds;
readonly attribute CF::Device AssignmentSequence componentDevices;

readonly attribute CF::Application::ComponentElementSequence componentimplementations;

Preconditions
e The Application interface source code files are available.

Test Description

A. Locate all implementations of the Application interface. (OE0121, OE0122, OE0123, OE0124, OE0125, OE0126)
1. Fail: There are no implementations of the Application interface.
For each implementation of the Application interface, locate the code that defines the Application class and perform the following:
B. Verify that the readonly profile attribute contains a profile element (Profile Descriptor) with a file reference to the application’s SAD file.
(OE0121)
1. Pass: The profile attribute is a readonly string that contains a profile element (Profile Descriptor) with a file reference to the
application’s SAD file.
Fail: The profile attribute does not exist.
Fail: The profile attribute is not a string.
Fail: The profile attribute is not readonly.
Fail: The profile attribute does not contain a profile element (Profile Descriptor) with a file reference to the application’s SAD file.
C. Verlfy that the readonly name attribute contains the name of the created application. (OE0122)
1. Pass: The name attribute is a readonly string that contains the name of the created application.
2. Fail: The name attribute does not exist.
3. Fail: The name attribute is not a string.
4. Fail: The name attribute is not readonly.
5. Fail: The name attribute does not contain the name of the created application.
D. Verify that the readonly componentNamingContexts attribute contains the list of components’ Naming Service Context within the
application for those components using CORBA Naming Service. (OE0123)
1. Pass: The readonly componentNamingContexts attribute contains the list of components” Naming Service Context within the
application for those components using CORBA Naming Service.
2. Fail: The componentNamingContexts attribute does not exist.
3. Fail: The componentNamingContexts attribute is not a CF::Application:: ComponentElementSequence type.

IR
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4.
5.

Fail: The componentNamingContexts attribute is not readonly.
Fail: The componentNamingContexts attribute does not contain a list of components’ Naming Service Contexts.

E. Verify that the componentProcesslds attribute contains the list of components’ process IDs within the Application for components that are
executing on a device. (OE0124)

1.

AN

Pass: The componentProcessIds attribute contains the list of components’ process 1Ds within the Application for components that are
executing on a device.

Fail: The componentProcesslds attribute does not exist.

Fail: The componentProcesslds attribute is not a ComponentProcessldSequence type.

Fail: The componentProcesslds attribute is not readonly.

Fail: The componentProcesslds attribute does not contain a list of components’ process IDs.

F. Verlfy that the componentDevices attribute contains a list of devices, which each component either uses, is loaded on or is executed on.
(OE0125)

1.

2
3.
4.
5

Pass: The componentDevices attribute contains a list of devices, which each component either uses, is loaded on, or is executed on.
Fail: The componentDevices attribute does not exist.

Fail: The componentDevices attribute is not a CF::Device AssignmentSequence type.

Fail: The componentDevices attribute is not readonly.

Fail: The componentDevices attribute does not contain a list of devices, which each component either uses, is loaded on, or is
executed on.

G. Verify that the componentlmplementations attribute contains the list of components’ SPD implementation IDs within the application for
those components created. (OE0126)

1.

agrwD

Pass: The componentImplementations attribute contains the list of components’ SPD implementation IDs within the application for
those components created.

Fail: The componentimplementations attribute does not exist.

Fail: The componentimplementations attribute is not a CF::Application::ComponentElementSequence type.

Fail: The componentimplementations attribute is not readonly.

Fail: The componentImplementations attribute does not contain the list of components’ SPD implementation IDs within the
application for those components created.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2 MOESTD v3.3A APPNDX-B2

OE_TC_233

Steps

| Expected Results

| Actual Results | Comments | TestResult

A. Locate all implementations of the Applicationinterface.(OE0122, OE0123, OE0124, OE0125, OE0126)

1. Locate and record files that implement
the Application interface.

Fail: Therearenoimplementationsof the Application
interface.

For each implementation of the Application interface, locate the code that defines the Application classand performthe following:

B. Verifythatthe readonly profileattribute contains a profile element(Profile Descriptor)with afile reference to the appli cation’s S AD file. (OF0121)

2. Verify that the profile string attribute
exists.

Pass: The profileattribute does exist. (OE0121)

Fail: The profile attribute does not exist. (OE0121)

3. Verify that the profile attribute is a
string.

Pass: The profileattributeis a string. (OE0121)

Fail: The profile attribute is nota string. (OE0121)

4. Verify the profile attribute is readonly.

Fail: The profile attribute is readonly. (OE0121)

Fail: The profile attribute is not readonly. (OE0121)

5. Verify that the profile attribute contains
a profile element (Profile Descriptor) with
a file referenceto the application’s SAD
file.

Pass: The profileattribute that containsa profile
element (Profile Descriptor) with a file reference to the
application’s SADfile. (OE0121)

Fail: The profile attribute does not contain a profile
element (Profile Descriptor) with a file reference to the
application’s SADfile. (OE0121)

This valueis
implementation
dependent. It is likely
thatit will be passed
to the constructor or
an initialization
method of the
Application class
fromthe
ApplicationFactory

C. Verifythatthe readonly name attribute contains the name of the created application. (OE0122)
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OE_TC 233
Steps Expected Results Actual Results Comments TestResult
6. Verify that the name string attribute Pass: The namestring attribute exists. (OEQ122)
exists.
Fail: The nameattribute doesnotexist. (OE0122)
Fail: The name attribute is nota string. (OE0122)
7. Verify that the name attribute is Pass: The nameattribute is has no publicly accessible
readonly. set operation for it. (OE0122)
Fail: The name attribute has a set operation thatis
publicly accessible. (OE0122)
8. Verify that nameattributeissettothe | Pass: Thenameattributeis settothename of the This valueis
name of the application. application. (OE0122) implementation
dependent. It is likely
Fail: The name attribute is notsettothe name ofthe thatit will be passed
application. (OEQ122) to the constructor or
an initialization
method of the
Application class
fromthe

ApplicationFactory.

D. Verifythatthe readonly componentNamingContexts attribute contains thelist of components’ Naming Service Contextwithin the application for those
components using CORBA Naming Service. (OE0123)

9. Verify that the Pass: The componentNamingContexts attribute exists
componentNamingContexts attribute and is of type ComponentElementSequence. (OE0123)
exists andis of type

ComponentElementSequence. Fail: The componentNamingContexts attribute does not

exist. (OE0123)

Fail: The componentNamingContexts attribute is nota
CF::Application::ComponentElementSequence type.
(OE0123)

10. Verify that the Pass: The componentNamingContexts attribute has no
componentNamingContexts attribute is publicly accessible set operation for it. (OE0123)
readonly, i.e. thereis no publicly
accessible setoperation for it. Fail: The componentNamingContexts attribute has a
publicly accessible operation set operation. (OE0123)
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OE_TC 233
Steps Expected Results Actual Results Comments TestResult
11. Verify that Pass: The componentNamingContexts attribute This valueis

componentNamingContexts attribute
containsa list of components Naming
Service Contexts.

containsa listof components Naming Service Contexs.
(OE0123)

Fail: The componentNamingContexts attribute does not
containa listof components Naming Service Contexts.
(OE0123)

implementation
dependent. It is likely
thatit will be passed
to the constructor or
an initialization
method of the
Application class
fromthe
ApplicationFactory.

E Verify that the componentProcesslds attribute contains thelist of components’ process IDs withinthe Application for components that are executingon a

device. (OE0124)

12. Verify that the componentProcesslds
attributeexistsand is of type
ComponentProcessldSequence.

Pass: The componentProcessldsattribute existsand is
oftype ComponentProcessldSequence. (OE0124)

Fail: The componentProcesslds attribute does not exist.
(OEQ124)

13. Verify that the componentProcesslds
attribute is readonly, i.e. thereis no
publicly accessible set operation for it.

Pass: The componentProcessldsattribute thereis no
publicly accessible set operation for it. (OE0124)

Fail: The componentProcesslds attribute has a publicly
accessible setoperation. (OE0124)

14. Verify that componentProcesslds
attribute contains a list of component’s
processID’s.

Pass: The componentNamingContexts attribute
containsa listof component’s process IDs.(OE0124)

Fail: The componentNamingContexts attribute does not
containa listof component’s process IDs. (OE0124)

This valueis
implementation
dependent. It is likely
thatit will be passed
to the constructor or
an initialization
method of the
Application class
fromthe
ApplicationFactory.

F. Verifythat the componentDevices attribute contains a list of devices, which eachcomponenteither uses, is loadedon or is e xecutedon. (OE0125)
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OE_TC 233
Steps Expected Results Actual Results Comments TestResult
15. Verify that the componentDevices Pass: The componentDevices attribute exists and is of
attribute existsand is of type type DeviceAssignmentSequence. (OE0125)

DeviceAssignmentSequence.
Fail: The componentDevicesattribute doesnotexist.
(OE0125)

Fail: The componentDevices attribute is nota
CF::DeviceAssignmentSequence type. (OEQ125)
16. Verify that the componentDevices Pass: The componentDevices attribute there is no
attributeis readonly, i.e. thereis no publicly accessible set operation for it. (OE0125)
publicly accessible set operation for it.

Fail: The componentDevices attribute has a publicly
accessible setoperation for it. (OE0125)

17. Verify that componentDevices Pass: The componentDevicesattribute contains a listof This valueis
attribute contains a listof devices, which | devices, which each componenteither uses, is loaded implementation
each componenteither uses, is loadedon, | on, oris executed on. (OE0125) dependent. It is likely
oris executedon. thatit will be passed
Fail: The componentDevices attribute does not contain to the constructor or
a list of devices, which each component either uses, is an initialization
loaded on, or is executed on. (OE0125) method of the
Application class
fromthe

ApplicationFactory.

G. Verify that the componentImplementations attribute contains the listof components’ S PD implementation IDs within the application for those
components created. (OE0126)

18. Verify that the Pass: The componentimplementationsattribute exists
componentimplementations attribute and is of type ComponentElementSequence. (OE0126)
exists andis of type

ComponentElementSequence. Fail: The componentimplementations attribute does not

exist. (OEQ126)

Fail: The componentImplementations attribute is nota
CF::Application::ComponentElementSequence type.
(OE0126)
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OE_TC 233
Steps Expected Results Actual Results Comments TestResult
19. Verify that the Pass: The componentimplementationsattribute has no

componentimplementations attribute is publicly accessible set operation for it. (OE0126)
readonly, i.e. thereis no publicly
accessible setoperation for it. Fail: The componentimplementations attribute has
publicly accessible a set operation. (OE0126)

20. Verify that Pass: The componentimplementations attribute This valueis
componentimplementations attribute containsa listofcomponents’ SPDimplementation implementation
containsa list of components’ SPD IDs. (OE0126) dependent. It is likely
implementation IDs. thatit will be passed
Fail: The componentImplementations attribute does not to the constructor or
containa listof components’ SPD implementation IDs. an initialization
(OE0126) method of the
Application class
fromthe

ApplicationFactory.

End of Test
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TestRecording Log— OE_TC 233

Stepl Step2-5 Step6-8 Step9-11 Step12-14 Step15-17 Step18-20
(Files implementing (Valid (Valid name (Valid (Valid (Valid (Valid component
Application interface) profile attribute) componentNamingContexts componentProcesslds componentDevices Implementations
attribute) attribute) attribute) attribute) attribute)
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Test Summary OE_TC 233
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0121

OE0122

OE0123

OE0124

OE0125

OE0126

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.41. OE_TC 236 - ApplicationFactory Attributes

Test Case Number: OE_TC 236
ApplicationFactory attributes

Requirements

SCAWV2.2.2Tag SCAWV2.2.2Text

OEQ0153 The name attribute shall be identical to the softwareassembly element name attribute of the application’s Software Assembly Descriptor file.

OEQ0154 The readonly softwareProfile attribute shall containa profile element (Profile Descriptor) with a file reference to the application’s SADfile.

OEQ155 The readonly identifier attribute shall contain the unique identifier for an ApplicationFactory instance.

OEQ0156 The identifier shall be identical to the softwareassembly element id attribute of the application factory’s So fiware Assembly Descriptor file.
References

Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-27, Section 3.1.3.2.2.4.1
through Section3.1.3.2.24.3

SCA AppendixC: Core Framework DL Final/ 15May 2006, Version 2.2.2 Page C-22

SCA AppendixD: Domain Profile Final/ 15May 2006, Version 2.2.2
Test Objective

This test case verifies OE0153, OE0154, OE0155 and OEQ156. The objective of this test is to verify the ApplicationFactory attributes
name, identifier and softwareProfile are correctly defined. The test verifies that the name attribute is identical to the softwareassembly
element name attribute of the application’s SAD. It verifies that the softwareProfile attribute contains a profile element with a file
reference to the application’s SAD. It also verifies that the identifier attribute contains the unique identifier for an ApplicationFactory
instance and that it be identical to the softwareassembly element id attribute of the application factory’s SAD.

Places to Verify
All implementations of the ApplicationFactory interface.

IDL References

Data

readonly attribute string name;
readonly attribute string identifier;
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readonly attribute string softwareProfile;

Preconditions
e All source code files implementing the ApplicationFactory interface are available.
e The applications SAD file is available.

Test Description

A. Locate allimplementations of the ApplicationFactory interface. (OE0153, OE154, OE155, OE156)
1. Untested: There are no implementations of the ApplicationFactory interface.
For each implementation of the ApplicationFactory interface, locate the code that defines the ApplicationFactory class and perform the
following:
B. Verify the readonly name attribute is identical to the softwareassembly element name attribute of the application’s SAD file. (OE0153)
1. Pass: The readonly name attribute is identical to the softwareassembly element name attribute of the application’s Software
Assembly Descriptor file.
2. Fail: The name attribute is not identical to the softwareassembly element name attribute of the application’s Software Assembly
Descriptor file.
3. Fail: The name attribute is not readonly.
C. Verify the readonly softwareProfile attribute contains a profile element (Profile Descriptor) with a file reference to the application’s SAD
file. (OE0154)
1. Pass: The readonly softwareProfile attribute contains a profile element with a file reference to the application’s SAD file.
2. Fail: The softwareProfile attribute does not contain a profile element with a file reference to the application’s SAD file.
3. Fail: The softwareProfile attribute is not readonly.
D. Verify the readonly identifier attribute contains the unique identifier for an ApplicationFactory instance. (OE0155)
1. Pass: The readonly identifier attribute contains the unique identifier for an ApplicationFactory instance.
2. Fail: The identifier attribute does not contain the unique identifier for an ApplicationFactory instance.
3. Fail: The identifier attribute is not readonly.
E. Verify the identifier is identical to the softwareassembly element id attribute of the application factory’s SAD file. ( OE0156)
1. Pass: The identifier is identical to the softwareassembly element id attribute of the application factory’s SAD file.
2. Fail: The identifier is not identical to the softwareassembly element id attribute of the application factory’s SAD file.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_236

Steps

| Expected Results

Actual Results Comments | TestResult

A. Locate all implementations of the ApplicationFactory interface. (OE0153, OE0 154, OE0155, OE0156)

1. Performa keyword search for
ApplicationFactoryonall source
code provided by the developer.

The directories are recorded.

Untested: No results fromkeyword
search. Thereis noimplementation
ofthe ApplicationFactory interface.
(OE0153, OE0154, OE0155,
OEQ156)

2. BExamine the source codefiles
returned in Step 1andsearch for
location where the
ApplicationFactory classattributes
are defined. Record thefile names
forthe source code.

The implementations of
ApplicationFactoryare identified in
the source code, and the file nanes of
the source code are recorded.

For each ApplicationFactory interface foundwithinthe OEunder test do the following steps

B. Verifythe readonly name attributeis identical to the softwareassembly elementname attribute of the application’s SAD file. (OE0153)

3. Searchwithin ApplicationFactory
source code and verify that the name
string attribute exists.

Pass: Thenamestring attribute
exists.(OEQ153)

Fail: The nameattribute does not
exist. (OEQ153)

Fail: the nameattribute existsbutis
not a string. (OE0153)
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OE_TC_236

Steps

Expected Results

Actual Results

Comments TestResult

4. Verify the softwareassembly
elementname attribute of the
application’s SADfile is maintained
in the name attribute.

Pass: The softwareassembly element
name attribute of the application’s
SAD file is maintained in the name
attribute. (OEQ153)

Fail: The softwareassembly element
name attribute of the application’s
SADfile is notmaintained in the
name attribute. (OE0153)

5. Verify the nameattribute is
readonly.

Pass: The nameattributeis hasno
publicly accessible set operation for
it. (OE0153)

Fail: The nameattribute has a set
operation thatis publicly accessible.
(OE0153)

C. Verifythe readonly softwareProfile attribute contains a profile element (Profile Descriptor) with afile reference to the application’s SAD file. (OE0154)

6. Search within ApplicationFactory
source code and verify that the
softwareProfile string attribute exists.

Pass: ThesoftwareProfilestring
attribute exists. (OE0154)

Fail: The softwareProfile attribute
does not exist. (OE0154)

Fail: The softwareProfile attribute
exists butis notdeclared as a string.
(OE0154)

7. Verify thata file referencetothe
application’s SADfile is maintained
in the softwareProfile attribute.

Pass: The softwareProfile attribute
containsa profileelement with a file
reference to the application’s SAD
file. (OE0154)

Fail: The softwareProfile attribute
does not contain a profile element
with a file reference tothe
application’s SADfile. (OE0154)
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OE_TC_236

Steps Expected Results Actual Results Comments TestResult

8. Verify the softwareProfile Pass: The softwareProfile attribute is
attribute is readonly. has no publicly accessible set
operation for it. (OE0154)

Fail: The softwareProfile attribute
has a set operationthatis publicly
accessible. (OE0154)

D. Verifythe readonly identifier attribute contains the unique identifier for an ApplicationFactory instance. (OE0155)

9. Search within ApplicationFactory | Pass: Theidentifier string attribute
source code and verify that the exists.(OEQ155

identifier string attribute exists.
Fail: The identifier attribute doesnot
exist. (OE0155

Fail: The identifier attribute exists
butis notdeclared asastring.

(OE0155)
10. Verify thatthe identifier attribute | Pass: The identifier attribute is
value only appears oncein the uniqueand only appears once.
softwareassembly elementid ofthe | (OE0155)
ApplicationFactory’s SAD.
Fail: The identifier attribute is not
uniqueand appears morethan once.
(OE0155)
11. Verify the identifier attributeis | Pass: The identifier attribute is has
readonly. no publicly accessible setoperation

forit. (OE0155)

Fail: The identifierattribute hasa set
operationthatis publicly accessible.
(OE0155)

E Verifythe identifier is identical to the softwareassembly element id attribute of the application factory’s SAD file. (OE0156)
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OE_TC_236

Steps

Expected Results

Actual Results

Comments

TestResult

12. Verify by code inspection that the
identifier attribute is assigned the
value of the softwareassembly
elementid ofthe
ApplicationFactory’s SAD file.

Pass: The identifier attribute is
assigned the value of the
softwareassembly elementid of the
ApplicationFactory’s SAD file.
(OE0156)

Fail: The identifier attribute is
assigned a value other than the value
of the softwareassembly element id

ofthe ApplicationFactory’s SAD fik.

(OE0156)

End of Test
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TestRecording Log— OE_TC 236

Stepl Step2 Step3 Steps4 &5 Step6 Steps 7 & 8 Step9 Steps 10& 11 Step9
(Directoryname | (sourcefile | (Verifyname | (Verify name (Verify (\Verify (\Verify (Verify identifier (Verify
location) name) attribute exists) attribute softwareProfile | softwareProfile identifier attributeassigned) | identifier is
assigned) attribute exists) attribute attribute exists) unique)
assigned)
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Test Summary OE_TC 236
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0153

OE0154

OEO0155

OEO0156

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.2.42. OE_TC 285 - DeviceManager startup process

Test Case Number: OE_TC 285
DeviceManager startup process

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0481 The device manager shall use the comp onentinstantiation element’s SPD implementation code’s s tacksize and priority elements, when
specified, for the execute operation options parameters.
OE0482 The device manager shall initialize and then configure logical devices that are started by the device manager, after they have successfully
registered with the device manager.
OE0483 The device manager shall configure a DCD’s componentinstantiation element provided the componentinstantiation elementhas “configure”
readwrite or writeonly properties with values.

References
Document Name Version/Date Location (Pages, Section)
Software Communications Architecture (SCA) Version2.2.2 15May 2006 Pages 3-52t0 3-54, Section 3.1.3.2.4.5
Page 3-54, Figure 3-19.
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-31to C-33.
SCA AppendixD: Dormain Profile Version2.2.2 15May 2006 Pages D-9and D10, SectionD.2.1.6.3
Pages D-36to D-39, Section D.6.1.3.3
Test Objective

This test case verifies OE0481, OE0482, and OE0483. The objective of this test case is to verify that the Device Manager performs
certain parts of its start-up tasks as specified. The tasks to be verified are that the Device Manager

e parsesthe DCD and SPD files

e uses the componentinstantiation element’s SPD implementation code’s stacksize and priority elements, when specified, for the
execute operation options parameters, (corresponds to step 6 of the SCA Figure 3-19)

e initializes logical devices that are started by the Device Manager after they have successfully registered with the
DeviceManager, and (corresponds to step 9 of the SCA Figure 3-19)

e configures a DCD’s componentinstantiation element provided the componentinstantiation element has "configure™ readwrite or
writeonly properties with values. (corresponds to step 10 of the SCA Figure 3-19)

Note: the SCA Figure 3-19, the Device Manager startup scenario, appears on page 3-54 of the SCA Specification v2.2.2.
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Places to Verify
Source code of all Device Managers.

IDL References
Operation
void registerDevice (in CF::Device registeringDevice )
raises ( CF:InvalidObjectReference);
CF:ExecutableDevice ::ProcessID_Type execute ( in string name, in CF::Properties options, in CF::Properties parameters )
raises ( CF::Device:InvalidState, CF:ExecutableDevice::InvalidFunction, CF:ExecutableDevice::InvalidParameters,
CF:ExecutableDevice ::InvalidOptions, CF:InvalidFileName, CF:ExecutableDevice::ExecuteFail);
void initialize ()
raises ( CF:LifeCycle:InitializeError);
void configure (in CF::Properties configProperties )
raises ( CF::PropertySet:InvalidConfiguration, CF::PropertySet:PartialConfiguration);

XML References

componentinstantiation XML
<IELEMENT componentinstantiation
(usagename?
, componentproperties?
, findcomponent?
)>
<IATTLIST componentinstantiation
id ID #REQUIRED>
<IELEMENT usagename (#°CDATA)>
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<IELEMENT componentproperties
('simpleref | simplesequenceref | structref | structsequenceref )+ >
<IELEMENT findcomponent
( componentresourcefactoryref | namingservice )>
<IELEMENT componentresourcefactoryref
( resourcefactoryproperties? )>
<IATTLIST componentresourcefactoryref
refid CDATA #REQUIRED>

code XML
<IELEMENT code
(localfile
, entrypoint?
, stacksize?
, priority?
)>

<IATTLIST code

type CDATA #IMPLIED>
<IELEMENT localfile EMPTY>
<IATTLIST localfile

name CDATA #REQUIRED>
<IELEMENT entrypoint (#PCDATA)>
<IELEMENT stacksize (#PCDATA)>
<IELEMENT priority (#PCDATA)>

SCAv2.2.2 MOESTD v3.3A APPNDX-B2
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Preconditions

o All source code files for the DeviceManager must be available. Also all other source code files that are referred to (listed in
“include” statement) and/or are inherited by these components must also be available.

Test Description
A. Locate the source code that pertains to the DeviceManager(s) under test. (OE0481, OE0482, OE0483)

1. Untested: The full implementation is not provided.
2. Pass: Startup processing for the DeviceManager is located.
3. Fail: Startup processing for the DeviceManager is not located.

B. Verify that the DeviceManager retrieves each Devices SPD implementation code’s stacksize and priority element values, when specified,
and passes these values to the Devices as execute operation options (i.e. execparam: ID and format values). (OE0481)

1. Pass: The DeviceManager passes the appropriate execute parameters as expected
2. Fail: The DeviceManager does not pass the appropriate execute parameters as expected

Note: The values for these SPD elements are optional. However, at a minimum a check should be done to ensure that the core logic
necessary to pass these values, (1) should they be provided, (2) exists and (3) is correctly formulated for the DeviceManager under test.
Also note, that the XML provided could be in a pre-parsed state. A careful examination to ensure that the pre-parsed format preserves
these values (in the event they are provided) must be conducted and that the DeviceManager supplies these values.

C. Verify that only after the device has registered with the DeviceManager, that the DeviceManager initializes and then configures logical
devices as specified in its DCD. (OE0482)

1. Pass: The DeviceManager initializes and configures the Devices in the appropriate order when a logical device registers with the
DeviceManager.

2. Fail: The DeviceManager does not initialize or configure the Devices in the appropriate order or omits to perform one of these
functions when a logical device registers with the DeviceManager.

Note: The XML provided could be in a pre-parsed state. A careful examination to ensure that the pre-parsed format preserves these

values (in the event they are provided) must be conducted and that the DeviceManager uses these values.

D. Verify that the DeviceManager retrieves Devices configurable properties that are readwrite and writeonly as specified in the respective
SPD/SCD property files and uses these properties to configure the respective logical device. (OE0483)
1. Pass: The DeviceManager configures each Device specified in its DCD that has “configure” readwrite or writeonly property with
value.
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2. Fail: The DeviceManager does not fetch all of the properties for each of the respective levels that properties could be defined at (SPD
Implementation, SPD level, SCD Level) or does not override the value of a property correctly.

Note 1: The XML provided could be in a pre-parsed state. A careful examination to ensure that the pre-parsed format preserves these

values (in the event they are provided) must be conducted and that the DeviceManager uses these values.

Note 2: Properties could exist in three levels of the hierarchy. Please refer to Appendix D, section D.6.1.3.3 for the respective levels. The

appropriate implementation properties file must also be examined — only one implementation for a given componentinstantiation is

launched. Also note, that the rules which govern the union of the properties are also defined in Appendix D, section D.2.1.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 285
Steps | Expected Results | Actual Results | Comments | TestResult

A. Locate the source code that pertains to the DeviceManager(s) under test. (OE0481, OE0482, OE0483)

1. Locate allimplementationsofthe | Untested: Implementation of the

DeviceManager interface in the DeviceManager is not found.
source code. (OE0481, OE0482, OE0483)

2. Locate the DeviceManager’s Pass: Startup processing for the
startup processing. DeviceManager is found. (OE0481,

OE0482, OE0483)

Fail: Startupprocessing for the
DeviceManager is not found.
(OE0481, OE0482, OE0483)

3. Locate withinthe startup Pass: XML file processing for This may be performed
processing of the DeviceManager Devices is found within the startup onceforall Devicestobe
where XML filesare processedfor | processing for the DeviceManager. executed (thatis outsidea
Devices. (OE0481, OE0482, OE0483) Device processing loop) or
it may be performed for
Fail: XML file processing for each Device (inside the
Devices is notfound withinthe Device processing loop).

startup processing forthe
DeviceManager. (OE0481, OE0482,
OE0483)

B. Verifythatthe DeviceManager retrieves each Devices SPDimplementation code’s stacksize and priority elementvalues, when specified, and passes this to
the Devices as execute operationoptions (i.e. execparam: ID andformat values). (OE0481)
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OE_TC_285
Steps Expected Results Actual Results Comments TestResult
4. Verify thatthis processing Pass: Code indicating the processing The value for the SPD
includes code for retrieving each ofthe stacksize element andthe stacksize elementis
Device’s SPD implementation storing of its valueis found. optional.

code’s stacksize element value, when
specified.

(OE0481)

Fail: Code indicating the processing
ofthe stacksize element andthe
storing of its valueis not found.
(OED481)

However,ataminimuma
checkshouldbedore to
ensurethatthe core logic
necessary to pass this value,
(L) should it be provided,
(2) exists and (3) is correctly
formulated for the
DeviceManager undertest.

5. Verify thatthis processing
includes code for retrieving each
Device’s SPD implementation
code’s priority elementvalue, when
specified.

Pass: Code indicating the processing
ofthe priority element and the
storing of its value is found.
(OED481)

Fail: Code indicating the processing
ofthe priority element and the
storing of its value is not found.
(OE0481)

The value for the SPD
priority elementis optional.
However,at a minimuma
checkshouldbedore to
ensurethatthe core logic
necessary to pass this value,
(1) should it be provided,
(2) exists and (3) is correctly
formulated for the
DeviceManager undertest.

6. Locate withinthe startup
processing of the DeviceManager
where each Deviceis launched.

Pass: Theprocessing whereeach
Device is launched by the
DeviceManager is found. (OE0481)

Fail: The processing where each
Device is launched by the
DeviceManager is not found.
(OE0481)

This action is associated
with invocation of the
execute() operations.
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OE_TC_285

Steps

Expected Results

Actual Results

Comments

TestResult

7. Verify thatthis processing uses
the retrieved stacksize and priority
values as execute operation options

Pass: Theretrieved values for
stacksize and priority are used as
options for launching the Device.
(OE0481)

Fail: The retrieved valuesfor
stacksize and priority are notused as
options for launching the Device.
(OED481)

inits DCD. (OE0482)

C. Verifythatonly after the device has registeredwith the DeviceManager, that the DeviceManager initializes and then configures logical devices as specified

8. Locate within the startup
processing of the DeviceManager
where each Deviceis initialized and
configured.

Pass: Theprocessing whereeach
Device is initialized and configured
by the DeviceManager is found.
(OE0482)

Fail: The processing where each
Device is initialized and configured
by the DeviceManager is not found.
(OE0482)

Thesetwo actions are
associated with invocations
ofthe initialize() and
configure() operations.

9. Verify thatthis processing occurs
after the Device hasbeen launched
and it has beenregistered with the
DeviceManager.

Pass: Theinitialize and configure
processing occurs after the Device
has been launched and registered.
(OE0482)

Fail: The initialize and configure
processing does not occur after the
Device has been launched and
registered. (OE0482)

This actionshould occur
after the registerDevice()
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OE_TC_285

Steps

Expected Results

Actual Results

Comments

TestResult

10. Verify thatthe DeviceManager
initializes and configures logical
devicesas specified in its DCD.

Pass: The DeviceManager initializes
and configures logical devicesusing
information fromthe DCD file.
(OE0482)

Fail: The DeviceManager does not
initialize and configure logical
devicesusing information fromthe
DCD file. (OE0482)

D. Verifythatthe DeviceManager retrieves Devices configurable properties that are readwrite andwriteonly as s pecifiedin the respective SPD/SCD
property filesanduses these properties to configure the respective logical device. (OE0483)

11. (Basedonwhatwas foundin
step 3) Further locate wherethe
DCD’s componentinstantiation
elementis processed.

Pass: Theprocessing ofthe DCD’s
componentinstantiation element is
found. (OE0483)

Fail: The processing ofthe DCD’s
componentinstantiation element is
not found. (OE0483)

12. Verify thatthis processing
includes code for retrieving the
properties which have readwrite and
writeonly modewith their values, if
these properties are present.

Pass: Theprocessing ofthe DCD’s
componentinstantiation element
includes code for retrieving the
properties which have readwrite and
writeonly mode. (OE0483)

Fail: The processing ofthe DCD’s
componentinstantiation element does
not include code for retrieving the
properties which have readwrite and
writeonly mode. (OE0483)
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OE_TC_285
Steps Expected Results Actual Results Comments TestResult
13. (Based onwhatwas foundin Pass: The DeviceManagerusesthe
step 8) Verify thatthe readwrite and writeonly properties in

DeviceManager uses these properties
in the configure operation for the
respective logical device.

the configure operation for the
respective logical device. (OE0483)

Fail: The DeviceManager does not
use the readwrite and writeonly
properties in the configure operation
forthe respective logical device.
(OED483)

End of Test
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TestRecording Log— OE_TC 285

Steps 1 thru3 Steps 4 &5 Steps 6 & 7 Steps 8 thru 10 Steps 11thru 13
(Locate DeviceManager (stacksize & priority values (stacksize & priorityareused | (initializeand configure come (readwrite & writeonlyare
startup processing ) found) to launch Device) after executeand foundand used in configure)

registerDevice)
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Test Summary OE_TC 285
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0481

OE0482

OE0483

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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Test Case Title Vﬁl%pmlz 4 Page SS?T:L?E? Test Case Number
AEP Applications have no abnormal termination 5 31 B.5.4. OE _TC_021
AEP file mode creation masks 5 37 B.5.5. OE TC 044
AEP mandatory functions 5 142 B.5.18. OE TC 131
Aggregate Device 3 191 B.3.25. OE TC 096
AggregateDevice devices 3 12 B.3.2. OE_TC_022
AggregateDevice ::addDevice 3 20 B.3.3. OE TC 023
AggregateDevice ::addDevice FAILURE_ALARM 3 29 B.34. OE_TC_025
AggregateDevice ::addDeviceraises InvalidObjectReference 3 35 B.3.5. OE TC 027
AggregateDevice :: removeDevice 3 42 B.3.6. OE_TC_028
AggregateDevice :: removeDevice FAILURE ALARM 3 48 B.3.7. OE TC 029
AggregateDevice :: removeDevice raises InvalidObjectReference 3 54 B.3.8. OE _TC 030
Application:: releaseObjectreleases all objects 2 96 B.2.16. OE TC 108
Application Attributes 2 258 B.2.39. OE_TC_233
Application Delegates Implementation of Resource operations 2 237 B.2.38. OE TC 189
ApplicationFactory :: create 2 84 B.2.14. OE_TC_074
ApplicationFactory :: create deallocates capacity ondevices 2 201 B.2.32. OE TC 162
ApplicationFactory :: create defines anorder for initialization 2 212 B.2.34. OE_TC_165
ApplicationFactory :: create does property comparisons 2 119 B.2.20. OE TC 121
ApplicationFactory :: create establishes connections for named applications 2 207 B.2.33. OE _TC_164
ApplicationFactory :: create raises Create ApplicationError 2 138 B.2.23. OE TC 125
ApplicationFactory Attributes 2 258 B.2.41. OE_TC 236
Base Application Interfaces 1 263 B.1.35. OE TC 102
Base Device Interfaces 3 71 B.3.10. OE_TC _062
ComponentIdentifier’s execute parameter 5 200 B.5.22. OE TC 161
CORBA :: CosEventComm 5 52 B.5.8. OE_TC 063
CORBA :: Log Producer 5 15 B.5.2. OE TC 002
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Test Case Title Vﬁl?ﬁnlz " Page SS?‘::;': Test Case Number
CORBA :: NamingService 5 5 B.5.1. OE TC 001
Device :: adminState attribute changes 3 154 B.3.20. OE TC 088
Device :: adminState commandedto be LOCKED 3 91 B.3.12. OE_TC 080
Device :: allocateCapacity 3 6 B.3.1. OE TC 004
Device :: allocateCapacity 3 105 B.3.13. OE_TC_081
Device :: allocateCapacity BUSY 3 114 B.3.14. OE TC 082
Device :: allocateCapacity Failure 3 122 B.3.15. OE_TC_083
Device :: allocateCapacity raises exceptions 3 299 B.3.39. OE TC 229
Device :: allocateCapacity’s acceptable properties 3 217 B.3.28. OE_TC_118
Device :: deallocateCapacity 3 128 B.3.16. OE TC 084
Device :: deallocateCapacity raises InvalidCapacity 3 141 B.3.18. OE_TC_086
Device :: deallocateCapacity raises InvalidState 3 305 B.3.40. OE TC 230
Device :: deallocateCapacity usageState 3 134 B.3.17. OE TC 085
Device :: Logical Device - CORBA 3 177 B.3.23. OE TC 094
Device :: Logical Device - CORBA Register 3 184 B.3.24. OE_TC_095
Device :: Logical Device allocation properties 3 206 B.3.27. OE TC 098
Device :: Logical Device executable parameters 3 168 B.3.22. OE_TC_092
Device :: Logical Devices - CF Interfaces 3 198 B.3.26. OE TC 097
Device :: releaseObject 3 147 B.3.19. OE TC 087
Device :: releaseObject raises ReleaseError exception 3 162 B.3.21. OE TC 089
Device :: usageState 3 77 B.3.11. OE TC 079
Device Attributes 3 261 B.3.35. OE TC 218
Device operationalState 3 60 B.3.9. OE _TC 058
DeviceManager :: getComponentimplementationld 2 89 B.2.15. OE TC 090
DeviceManager Attributes 2 247 B.2.40. OE TC 224
DeviceManager Register 2 17 B.2.3. OE TC 033
DeviceManager Register and the DCD file 2 23 B.2.4. OE TC 034
DeviceManager startup process 2 277 B.2.42. OE TC 285
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Test Case Title Vﬁl?ﬁnlz " Page SS?‘::;': Test Case Number
DeviceManager’s execparamproperties 2 101 B.2.17. OE TC 112
Domain Manager logs defined in DM D file 2 49 B.2.8. OE TC 054
Domain Manager services defined in DMD file 2 61 B.2.10. OE_TC 056
Domain Profile 5 58 B.5.9. OE TC 070
Domain Profile files 5 114 B.5.17. OE TC 119
DomainManager ::installApplication raises ApplicationAlreadyInstalled 2 11 B.2.2. OE TC 026
DomainManager :: installApplication raises ApplicationlnstallationError 2 67 B.2.11. OE_TC_057
DomainManager ::installApplication raises InvalidFileName 2 172 B.2.28. OE TC 132
DomainManager :: registerDevice 2 107 B.2.18. OE _TC_113
DomainManager :: registerDevice raises RegisterError 2 132 B.2.22. OE TC 124
DomainManager :: registerDevice registers if device doesn't exist 2 230 B.2.37. OE _TC_168
DomainManager :: registerDevice returns without error if device exists 2 224 B.2.36. OE TC 167
DomainManager :: registerDevice verifies input parameters 2 218 B.2.35. OE TC 166
DomainManager :: registerDeviceManager 2 6 B.2.1. OE TC 024
DomainManager :: registerDeviceManager establishes connections 2 188 B.2.30. OE_TC_157
DomainManager :: registerDeviceManager raises RegisterError 2 146 B.2.24. OE TC 126
DomainManager :: registerDeviceManager sends eventto ODM 2 180 B.2.29. OE_TC_154
DomainManager :: registerService 2 73 B.2.12. OE_TC_065
DomainManager :: registerService 2 79 B.2.13. OE_TC_073
DomainManager :: registerService raises RegisterError 2 153 B.2.25. OE TC 127
DomainManager :: uninstallApplication raises ApplicationUninstallationError 2 125 B.2.21. OE _TC_122
DomainManager :: unregisterDevice raises UnregisterError 2 166 B.2.27. OE TC 129
DomainManager :: unregisterDeviceManager 2 43 B.2.7. OE TC 053
DomainManager :: unregisterDeviceManager 2 194 B.2.31. OE TC 158
DomainManager :: unregisterDeviceManager raises UnregisterError 2 159 B.2.26. OE TC 128
DomainManager :: unregisterService 2 32 B.2.5. OE TC 051
DomainManager :: unregisterService client-side 2 38 B.2.6. OE TC 052
DomainManager :: unregisterServiceraises UnregisterError 2 55 B.2.9. OE TC 055
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Test Case Title Vﬁl?ﬁnlz " Page SS?‘::;': Test Case Number
DTD files 5 108 B.5.16. OE TC 117
Event Service 5 23 B.5.3. OE TC 003
Exceptions fromthe Mounted FileSystem 4 18 B.4.2. OE _TC 040
ExecutableDevice :: execute 3 290 B.3.38. OE TC 227
BExecutableDevice :: execute raises exceptions 3 278 B.3.37. OE_TC_222
ExecutableDevice :: execute raises InvalidFileName 3 244 B.3.32. OE TC 135
ExecutableDevice :: terminate raises InvalidProcess 3 250 B.3.33. OE TC 145
ExecutableDevice Types 3 272 B.3.36. OE TC 221
File :: close 4 55 B.4.5. OE TC 067
File :: close raises FileException 4 60 B.4.6. OE TC 068
File :: read raises IOException 4 49 B.4.4. OE _TC 066
File :: setFilePointer raises FileException 4 66 B.4.7. OE TC 069
File :: sizeOf raises FileException 4 215 B.4.29. OE TC 147
File :: write raises IOException 4 208 B.4.28. OE TC 146
File Attributes 4 262 B.4.36. OE_TC 265
FileManager :: list 4 6 B.4.1. OE TC 031
FileManager :: mount 4 278 B.4.38. OE TC 276
FileManager :: mount raises InvalidFileName 4 194 B.4.26. OE TC 143
FileSystem:: copy 4 99 B.4.12. OE_TC_106
FileSystem:: copy raises InvalidFileName when inputs are invalid 4 148 B.4.20. OE TC 137
FileSystem:: copy raises InvalidFileName when inputs are the same 4 202 B.4.27. OE _TC_ 144
FileSystem:: create 4 106 B.4.13. OE TC 107
FileSystem:: create raises FileException 4 227 B.4.31. OE TC 149
FileSystem:: create raises InvalidFileName 4 165 B.4.22. OE TC 139
FileSystem:: exists 4 159 B.4.21. OE TC 138
FileSystem:: exists raises InvalidFileName 4 254 B.4.35. OE TC 159
FileSystem:: list raises FileException 4 87 B.4.10. OE TC 104
FileSystem:: list raises InvalidFileName 4 78 B.4.9. OE TC 103
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FileSystem:: mkdir 4 129 B.4.17. OE TC 114
FileSystem:: mkdir raises FileException 4 241 B.4.33. OE TC 151
FileSystem:: mkdir raises InvalidFileName 4 179 B.4.24. OE TC_141
FileSystem:: open raises FileException 4 233 B.4.32. OE TC 150
FileSystem:: open raises InvalidFileName 4 172 B.4.23. OE_TC_140
FileSystem:: query Input Parameter 4 269 B.4.37. OE TC 275
FileSystem:: remove raises FileException 4 93 B.4.11. OE_TC_105
FileSystem:: remove raises InvalidFileName 4 141 B.4.19. OE TC 136
FileSystem:: rmdir 4 135 B.4.18. OE TC 115
FileSystem:: rmdir raises FileException 4 247 B.4.34. OE TC 152
FileSystem:: rmdir raises InvalidFileName 4 187 B.4.25. OE TC 142
FileSystemcreate Responsibilities 4 286 B.4.39. OE TC 283
FileSystemFilename Lengths 4 38 B.4.3. OE_TC_060
FileSystem::copy raises FileException 4 221 B.4.30. OE TC 148
FileSystem’s CREATED TIME ID property 4 111 B.4.14. OE_TC_109
FileSystem’s LAST ACCESS TIME ID property 4 123 B.4.16. OE TC 111
FileSystem’s MODIFIED TIME ID property 4 117 B.4.15. OE_TC_110
Framework Control Interfaces 2 112 B.2.19. OE TC 116
Framework Services Interfaces 4 72 B.4.8. OE TC 091
General Rules : Higher Order Language 5 90 B.5.13. OE TC 099
Hardware Critical Interfaces 5 103 B.5.15. OE TC 101
Legacy Software interfaces 5 95 B.5.14. OE TC 100
LifeCycle ::initialize raises InitializeError 1 168 B.1.19. OE _TC 037
LifeCycle :: releaseObject 1 173 B.1.20. OE TC 038
LifeCycle :: releaseObject raises ReleaseError 1 179 B.1.21. OE TC 039
LoadableDevice :: load 3 256 B.3.34. OE TC 153
LoadableDevice :: load raises InvalidFileName 3 230 B.3.30. OE TC 133
LoadableDevice :: load raises LoadFalil 3 224 B.3.29. OE TC 130

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB2, Page B-286 of B-288




JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B2

Test Case Title Vﬁl?ﬁnlz " Page SS?‘::;': Test Case Number
LoadableDevice ::unload raises InvalidFileName 3 237 B.3.31L. OE TC 134
Mandatory interfaces ofthe AEP 5 43 B.5.6. OE TC 059
Minimum CORBA 5 47 B.5.7. OE_TC _061
Name Binding’s execute parameter 5 194 B.5.21. OE TC 160
Naming Context creation 5 186 B.5.20. OE TC 156
Naming Context’s execute parameter 5 180 B.5.19. OE TC_155
Networking AEP 5 208 B.5.23. OE TC 290
OMG Lightweight Log Service :: administrative_state 1 37 B.15. OE _TC 009
OMG Lightweight Log Service:: clear_log 1 131 B.1.14. OE _TC_018
OMG Lightweight Log Service :: destroy 1 139 B.1.15. OE TC 019
OMG Lightweight Log Service:: get_availability status 1 31 B.14. OE_TC_008
OMG Lightweight Log Service::get n_records 1 20 B.1.2. OE TC 006
OMG Lightweight Log Service :: get_operational_state 1 45 B.1.6. OE TC 010
OMG Lightweight Log Service:: get record id_from time 1 51 B.1.7. OE TC 011
OMG Lightweight Log Service :: LogFullAction 1 25 B.1.3. OE_TC_007
OMG Lightweight Log Service :: LogStatus 1 8 B.1.1. OE TC 005
OMG Lightweight Log Service :: retrieve_records 1 56 B.18. OE TC 012
OMG Lightweight Log Service :: retrieve_records_by level 1 67 B.1.9. OE TC 013
OMG Lightweight Log Service :: retrieve_records_by producer_id 1 78 B.1.10. OE_TC_014
OMG Lightweight Log Service :: retrieve_records_by producer_name 1 91 B.1.11. OE TC 015
OMG Lightweight Log Service :: write_record 1 117 B.1.13. OE_TC_017
OMGLightweight Log Service :: write_records 1 103 B.1.12. OE TC 016
Port :: connectPort 1 147 B.1.16. OE_TC_020
Port :: connectPort raises OccupiedPort 1 155 B.1.17. OE TC 032
Port :: disconnectPort 1 161 B.1.18. OE TC 035
PropertySet :: configure 1 212 B.1.27. OE TC 047
PropertySet :: configure property minimums 1 218 B.1.28. OE TC 048
PropertySet :: configure raises PartialConfiguration 1 225 B.1.29. OE TC 049
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Provided interfaces describedas provides ports 5 67 B.5.10. OE TC 075
Required interfaces described as uses ports 5 73 B.5.11. OE TC 076
Resource :: start raises StartError 1 231 B.1.30. OE_TC 050
Resource::stop 1 241 B.1.32. OE TC 071
Resource :: stop raises StopError 1 236 B.1.31. OE_TC_064
SCA APIs and non-IDL interfaces 5 79 B.5.12. OE TC 077
TestableObject:: runTestexception parameter 1 257 B.1.34. OE_TC_093
TestableObject:: runTest parameters 1 246 B.1.33. OE TC 072
TestableObject:: runTest returns results 1 195 B.1.24. OE TC 043
TestableObject:: runTest usestestld parameter 1 184 B.1.22. OE TC 041
TestableObject:: runTest usestestValues parameter 1 189 B.1.23. OE_TC_042
TestableObject:: runTest validates parameters 1 206 B.1.26. OE TC 046
TestableObject:: runTest validates testValues parameter 1 201 B.1.25. OE _TC 045
End of Table
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