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APPENDIXB VOLUME3 TEST PROCEDURES

B.3. Volume 3 Base Device Interfaces
This volume consists of manual test cases, which verify requirements related to SCA Base Device Interfaces.

B.3.1. OE_TC_004 - Device :: allocateCapacity
Test Case Number: OE_TC 004
Device::allocateCapacity

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0407 The allocateCapacity operation shall set the usageState attribute to ACTIVE, when capacity is being
usedand any capacity is still available for allocation (reference Figure 3-22).
References
Document Name Version/Date Location (Pages, Section)

Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-62, Section 3.1.3.3.1.5.1.3

SCA AppendixC: Core FrameworkIDL Version2.2.2 15May 2006 Page 28
TestObjective

This test case verifies OE0407. The test will verify that the allocateCapacity operation sets the usageState attribute to ACTIVE, when
capacity is being used and any capacity is still available for allocation.

Places to Verify
Devices

IDL References

Data

CF::Properties capacities;

Operations

boolean allocateCapacity (  in CF::Properties capacities )

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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raises (CF::Device:InvalidCapacity, CF::Device:InvalidState);

Preconditions
e All of the source code files with the Device allocateCapacity operations for the OE under testare available.

Test Description

For the Device allocateCapacity operation within the OE under test:
A. ldentify the source code files that implement the allocateCapacity operation.
B. Verify that the allocateCapacity operation sets the usageState attribute to ACTIVE, when capacity is being used and any capacity is still
available for allocation (OE0407).
1. Fail: The allocateCapacity operation sets the usageState attribute to ACTIVE, when capacity is being used and no capacities are
available for allocation.
2. Fail: The allocateCapacity operation sets the usageState attribute to ACTIVE, when capacity is not being used and all the capacities
are available for allocation.
3. Fail: The allocateCapacity operation sets the usageState attribute to ACTIVE, when capacity is not being used and any of the
capacities is available for allocation.
4. Pass: The allocateCapacity operation sets the usageState attribute to ACTIVE, when capacity is being used and any capacity is still
available for allocation.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.

OE TC 004
Steps | Expected Results | Actual Results | Comments |  TestResult
A. Identifythe source code files directories that implement the allocateCapacity operation.
1. Locate andrecord the The files arerecorded.
source codefiles that May need the help of the software
implement the Discontinuetest if engineer to locate the source codefiles
allocateCapacity operation | directories are missing. directories.
forthe OE under test.
B. Verifythatthe allocateCapacity operationsets the usageState attribute to ACTIVE, when capacity is being usedandany capacity is still available for
allocation (OE0407).

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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sets the usageState attribute
to ACTIVE, when capacity
is beingusedand any
capacity is still available for
allocation.

ACTIVE, when capacity is
beingusedandno
capacities areavailable for
allocation. (OE0407)

Fail: The allocateCapacity
operation sets the
usageState attribute to
ACTIVE, when capacity is
not being used andall the
capacities are available for
allocation. (OE0407)

Fail: The allocateCapacity
operation sets the
usageState attribute to
ACTIVE, when capacity is
not being used andany of
the capacities is available
forallocation. (OE0407)

Pass: The
allocateCapacity operation
sets the usageState attribute
to ACTIVE, when capacity
is beingusedand any
capacity is still available for
allocation. (OE0407)

OE_TC_004
Steps Expected Results Actual Results Comments TestResult
2. BExamine the sourcecode | Fail: The allocateCapacity Sample IDL code:
files and verify thatthe operation sets the .
allocateCapacity operation | usageStateattribute to boolean allocateCapacity (

in CF::Properties capacities

)

raises
(CF::Device::InvalidCapacity,
CF::Device::InvalidState);

End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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TestRecording Log— OE_TC_004

Stepl
(Source Code Directories)

Step2
(Source Code Files)

Step3
(FailedSource Code Files)

Test Summary OE_TC 004

Once testing is complete for every component of the OE under test, report the testresult as follows:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Pass: No failures detected

Fail: Failure(s) detected in Step(s) (X). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0407

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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B.3.2. OE_TC_022 - AggregateDevice devices

Test Case Number: OE_TC 022
AggregateDevice devices

Requirements

SCAW2.2.2Tag SCAWV2.2.2Text
OE0459 The readonly devices attribute shall contain a list of devices that have beenadded to this device or a sequence length of ze ro if the device
has no aggregation relationshipswith other devices.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-74; Section 3.1.3.3.44.1
Page 3-93; Section 3.1.3.6.2
SCA AppendixC: Core Framework DL FINAL/15May 2006,V2.2.2 Page C-5
Test Objective

This test case verifies OE0459. The objective of this test is to verify that the readonly devices attribute will contain a list of devices
that have been added to this device or a sequence length of zero if the device has no aggregation relationships with other devices.

Places to Verify
Aggregate Devices

IDL References

Data

typedef sequence <Device> DeviceSequence;
readonly attribute CF::DeviceSequence devices;
readonly attribute CF::DeviceSequence registeredDevices;

Operations
void addDevice (in CF::Device associatedDevice) raises (CF:InvalidObjectReference);

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Preconditions

e Domain Profile test has passed
e All the Domain Profile files are available
e The source code and XML files for the OE are available.

Test Description

A. Determine the devices, if any, (the number of, names and location of the devices) of the Operating Environment from the DCD file(s) of
the Domain Profile and/or developer documentation. (OE0459)
1. Pass:The DCD file(s) exist and indicates the name(s) of the devices.
2. Fail: If there are devices and there are no DCD files.
For every device, perform the rest of the test case steps
B. Identify all aggregate and non-aggregate devices. (OE0459)
1. Pass: The logic is found in the source code that handles devices and any other devices with an aggregate relationship.
2. Pass: The logic is found in the source code that handles devices which does not have an aggregate relationship.
3. Untested: The logic is NOT found in the source code that handles devices and any other devices with an aggregate relationship.
4. Untested: The logic is NOT found in the source code that handles devices and any other devices without an aggregate relationship.
C. Verify that the devices attribute exist for a parent device in an aggregated relationship and that it is the correct type. (OE0459).
1. Pass: Thereis an attribute whose name is devices and its type is DeviceSequence.
2. Fail: There is not an attribute whose name is devices and its type is DeviceSequence.
D. Verify in the code for the AggregateDevice that the readonly devices attribute contains a list of devices that have been added to this
device. (OE0459).
1. Pass: This parent device has a devices attribute, which contains a list of child devices that have been added to the attribute list.
2. Fail: This parent device does not have a devices attribute, which contains a list of child devices that have been added to the attribute
list.
E. Verify that the devices attribute has a sequence length of zero if the device has no aggregation relationship with other devices. (OE0459).
1. Pass: Code is located where the device attribute has a sequence length of zero if the device has no aggregation relationship with other
devices.
2. Fail: Code is NOT located where the device attribute has a sequence length of zero if the device has no aggregation relationship with
other devices.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 022
Steps | ExpectedResults |  Actual Results | Comments | Test Result

A. Determinethe devices, ifany, (the number of, names andlocation of the devices) of the Operating Environment fromthe DCD file(s) of the Domain
Profileand/or developer documentation. (OE0459)

1. Locate the DCDfile(s) | Pass: The DCDfile(s) NOTE: The fastestway to determine the

and record the name of exist(s) and indicate(s) the names of the devices is to consult with the

each device. name(s) ofthedevices. developerand OE documentation.
(OE0459)

A device’s id and name are usually
specified in the DCD file which could be

Fail: If thereare devices and similar to the following example:

thereare no DCD files.

(OE0459) <componentplacement>
<componentfileref refid="000<x" />
<componentinstantiation

id="DCE:ddd123x0xX">
<usagename>DeviceName</usagename>
</componentinstantiation>
</componentplacement>

<componentfiles>
<componentfile id="DCE:dddddxxx "
type="SPD">
<localfile
name=".../logservice/DeviceFilespd.xml"/
>
</componentfile>
</componentfiles>

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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OE_TC_022

Steps

Expected Results

Actual Results

Comments

TestResult

2. BExamine the DCD file
and locateall occurrences
of SPD declarations.
Recordthe SPD file(s).

Pass: One or more SPD
file exists. (OE0459)

Fail: A SPD file does not
exist. (OE0459)

<componentfiles>

<componentfile id="DCE:dddddxooxx "
type="SPD">

<localfile
name="...hooxxspd.xml"/>
</componentfile>
</componentfiles>

3. Locate the source code
forthe deviceand record
the name of the file.

Pass: The source code of
the devicesis located.
(OE0459)

Untested: Thesource code
ofthe devices is not located.
(OE0459)

The developmentengineer and the
developerdocumentation, if available, is
the bestsource for this information.

An executable file may be identified in the
SPD file and therelated source code file.

Executable declaration may looksimilar to:
<implementationid ="DCE:nnn">

<code type="Executable">

<localfile name="mmm.exe"/>

</code>
<implementation>

For every device, performthe rest of this test case steps,

B. Identifyall aggregate and non-aggregate devices. (OE0459)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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OE_TC 022
Steps Expected Results Actual Results Comments TestResult
4. Lookatthesourcecode | Pass: There islogic toadd A deviceis not required to have an
forthe devices having this deviceasa child device aggregate relationship with any other

aggregate relationshipsand
verify thatthere is logic
related to making this
device partofanaggregate
relationship.

(The next step addresses
the casewhen a device has
no aggregation
relationships.)

to a parentdevice.
(OE0459)

Fail: Thereis nologic to
add this deviceas a child
devicetoa parentdevice.
(OE0459)

device.

5. Lookat thesource code
forthe devices nothaving
aggregate relationshipsand
verify thatthere isnologic
related to making this
device partof anaggregate
relationship. This infowill
be needed for an upcoming
step (in section E).

Pass: Thereisnologicto
add this deviceas a child
devicetoa parentdevice.
(OE0459)

Fail: Thereis logictoadd
this deviceas a child device
to a parentdevice.
(OE0459)

A deviceis not requiredto have an
aggregate relationship with any other
device.

C. Verifythatthe devices attribute exist for a parent device in an aggregated relationshipandthat it is the correct type. (OE0459)

6. Verify that thereisan
attribute whose name is
devicesandits typeis
DeviceSequence, which
would containa listof
devices. (Hint: look for the
word ‘sequence’.)

Pass: Thereis an attribute
whosename is devices and
its type is DeviceSequence.
(OE0459)

Fail: Thereis not an
attribute whose name is
devicesand its typeis
DeviceSequence. (OE0459)

This is fromSection 3.1.3.3.4.4.1, page 3-
74 ofthe SCAv22.2

readonly attribute CF::DeviceSequence
devices;

D. Verifythatthe readonly devices attribute contains a listof child devices that have been addedto this parent device. (OE0459)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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containsa listof devices
thathave been added to this
device.

devicesthat have been
addedtotheattribute list.
(OE0459)

Fail: This parentdevice
does not have a devices
attribute, which containsa
list of child devices that
havebeenaddedtothe
attribute list. (OE0459)

OE_TC 022
Steps Expected Results |  Actual Results Comments | TestResult
7. Verify in thecode forthe | Pass: This parentdevice has
AggregateDevicethatthe | adevicesattribute, which
readonly devicesattribute | containsa listofchild

E Verifythatthe readon

ly devices attribute has asequence length of zero ifthe device has no aggregation relationshipwith other devices. (OE0459)

8. Verify that the devices
attribute hasa sequence
length of zero if the device
has noaggregation
relationship with other
devices.

Pass: Codeis located where
the devicesattributehasa
sequence length of zero if
the devicehasno
aggregation relationship
with other devices.
(OE0459)

Fail: Code isNOT located
where the device attribute
has a sequence length of
zero ifthe devicehasno
aggregation relationship
with other devices.
(OE0459)

End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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TestRecording Log— OE TC 022

DCDfile:
SPDfile(s)
Step 3 Step 4 Step 5 Step 6 Step 7 Step 8 (length ofzero)
(devices and aggregate (aggregate relationship) (no aggregate (DeviceSequence) (list of devices)
devices) relationship)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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Test Summary OE_TC 022
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X). Failure of any associated criteriaresults in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0459

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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B.3.3. OE_TC_023 - AggregateDevice :: addDevice

Test Case Number: OE_TC 023
Device::AggregateDevice::addDevice

Requirements

SCAW.2.2Tag SCAW2.2.2Text
OE0460 The addDevice operation shall add the input associatedDevice parameter to the 4ggregate Device’s devices attribute when the associatedDevice
does not existin the devices attribute.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-75, Section3.1.3.3.4.5.1.3
SCA AppendixC: Core Framework DL FINAL/15May 2006,V?2.2.2 Page C-5
Test Objective

This test case verifies OE0460. The objective of this test is to verify that the addDevice operation will add the input associatedDevice
parameter to the Aggregate Device’s devices attribute when the associatedDevice does not exist in the devices attribute. The purpose of the
addDevice is to provide the mechanism to associate a device with another device.

Places to Verify
Aggregate Devices

IDL References

Exceptions
exception InvalidObjectReference {string msg;};

Operations
void addDevice (in Device associatedDevice) raises
(InvalidObjectReference)
Preconditions
e Domain Profile test has passed
e All the Domain Profile files are available
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e The source code and XML files for the OE are available.

Test Description

A. Determine the devices, if any, of the Operating Environment from the DCD file(s) of the Domain Profile. (OE0460)

1. Pass:The DCD file(s) exist which indicates the name(s) of the devices.

2. Fail: If there are devices and there are no DCD files.

For every device, perform the rest of the test case steps:
B. Identify all aggregate devices.
1. Verify that the AggregateDevice interface exists. (OE0460)
a. Pass: The AggregateDevice interface exists
b. Fail: The AggregateDevice interface does not exist.
2. Verify that the addDevice operation exists. (OE0460)
a. Pass: The addDevice operation exists.
b. Fail: The addDevice operation does not exist.

3. Verify that the addDevice operation adds the input associatedDevice parameter to the AggregateDevice’s devices attribute when the
associatedDevice does not exist in the devices attribute (OE0460) and the associatedDevice is not a nil CORBA object reference.
(OE0460)

a. Pass: The addDevice operation adds the input associatedDevice parameter to the AggregateDevice s devices attribute when
the associatedDevice does not exist in the devices attribute and the associatedDevice is not a nil CORBA object reference.

b. Fail: The addDevice operation does not add the input associatedDevice parameter to the AggregateDevice’s devices attribute
when the associatedDevice does not exist in the devices attribute.

c. Fail: There is no check in the source code to check for a nil object.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.

OE TC 023
Steps | ExpectedResults | Actual Results | Comments | Test Result
A. Determinethe devices, ifany, of the Operating Environment from the DCD file(s) of the Domain Profile. (OE0460)
1. Locate the DCD file(s) Pass: The DCD file(S) NOTE1: The fastestway to determinethe
and record thename of each | exist(s) which indicate(s) names of the devices is to consult withthe
device. the name(s) of the devices. developerand OE documentation.
(OE0460) NOTE2: A single DCD file may include
references to multiple devices.
Fail: Ifthereare devices A device’s id and name areusually specified in
and thereareno DCD files. the DCD file which could be similartothe
(OE0460) following example:
<componentplacement>
<componentfileref refid="x0000X" />
<componentinstantiation

id="DCE:ddd123x0xx">
<usagename>DeviceName</usagename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="DCE:dddddxoxx "
type="SPD">
<localfile
name=".../logservice/DeviceFilespd.xml"/>
</componentfile>
</componentfiles>

2. BExamine the DCDfile(s) | Pass: One ormore SPD <componentfiles>
and locateall occurrencesof | file exists. (OE0460) <componentfile id="DCE:dddddxooxx "
SPD declarations. Record type="SPD">
the SPD file(s) associated Fail: A SPD file does not <localfile
with eachdevice. exist for the device. name="...hoooxxspd.xml"/>
(OE0460) </componentfile>

</componentfiles>

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-20 of B-315



JTNC Testand Evaluation Laboratory

SCAv2.2.2MOESTDv33A APPNDX-B3

OE_TC 023
Steps Expected Results Actual Results Comments TestResult
3. Locate thesource code for | Pass: The source code of The developmentengineer and the developer
the deviceand record the the devicesis located. documentation, if available, are the best source

name of the file.

(OE0460)

Untested: The source code
ofthe devices is not
located. (OE0460)

forthis information.

An executable file may be identified in the SPD
file and the related source codefile.

Executabledeclaration may looksimilar to:
<implementationid ="DCE:nnn">
<code type="Executable">
<localfile name="mmm.exe"/>
</code>

<implementation>

For every device, performthe rest of the test case steps,

B. Identify all aggregate devices. (OE0460)

4. Lookatthesourcecode
forthe devices having
aggregate relationshipsand
verify thatthere is logic
related to making this device
part of anaggregate
relationship.
(Repeatloopfor next device,
if this deviceis notan
aggregate device.)

Pass: Thereis logic toadd
this deviceasa child
devicetoa parentdevice.
(OE0460)

Fail: Thereis nologic to
add this deviceasa child
devicetoa parentdevice.
(OE0460)

A deviceis not required to have an aggregate
relationship with any other device.

May need the help of the software engineer.

1. Verifythatthe AggregateDevice interface exists. (OE0460)
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OE_TC_023

Steps

Expected Results

Actual Results

Comments

TestResult

5. Examine the source code
files and verify thatthe
AggregateDevice interface

exists.

Pass: AggregateDevice
interface exists. (OE0460)

Fail: AggregateDevice
interface doesnotexist.
(OE0460)

Sample code:

interface AggregateDevice {readonly attribute

CF::DeviceSequence devices;
void addDevice (
in CF::DeviceassociatedDevice)
raises (CF::InvalidObjectReference);
void removeDevice (
in CF::DeviceassociatedDevice)
raises (CF::InvalidObjectReference);
j3

2. Verifythatthe add

Device operation exists. (OE0460)

6. Examine the source code
files and verify thatthe
addDevice operation exists.

Pass: TheaddDevice
operation exists. (OE0460)

Fail: The addDevice
operationdoes notexist.
(OE0460)

Sample code:

void addDevice (
in CF::Device
associatedDevice)
raises

(CF:Invalid ObjectReference);

3. Verifythatthe addDevice operation adds the input associatedDevice parameter to the AggregateDevice ’s devices attribute when the associatedDevice
does notexistin the devices attribute (OE0460) andthe associatedDevice is not a nil CORBA object reference. (OE0460)
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OE_TC_023

Steps

Expected Results

Actual Results

Comments

TestResult

7. BExamine the source code
files and verify thatthereis
an existence of some
method/function that
comparesthe input
associatedDevice parameter
with the device’s device
attribute. (Note: for the Pass
condition, ifthe
method/function forthe
associatedDevice does exist
in the device’s devices
attribute, thennoneedtodo
the next steps,#8and9.)

Pass: Anexamination of
the source codefiles
verifies the existence of
some method/function that
comparesthe
associatedDevice
parameter withthe
device’s device attribute.
(OE0460)

Fail: An examination of
the source codefiles
verifies thelack of an
existence of some
method/function that
comparesthe
associatedDevice
parameter with the
device’s device attribute.
(OE0460)

Tests the operation onthe device’s attribute for
the input’s existence within it.

Fromthe SCAv2.2.2 AppendixC, IDL
document, the following shows the attributes
fordevices:

readonly attribute CF::DeviceSequence
devices;

8. BExamine the source code
to determineifthereis an
‘if” conditioncheck ifthe
associatedDevice parameter
is anil CORBA object
reference.

Pass: Thereis a checkin
the source codeto prevent
addinganilobjectintothe
device’s devices attribute.
(OE0460)

Fail: Thereisnocheckin
the source codeto prevent
addinganilobjectintothe

device’s devices attribute.
(OE0460)

Seetestcase OE_TC 027 forOE0462, which
refers tothe nil condition forraisingan
InvalidObjectReference exception. (Note: this
coversthegray areawherea nil object could be
added to the A ggregateDevice’s devices
attribute. So, theassociatedDevice parameter is

there, butit is nil.)
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OE_TC_023

Steps

Expected Results

Actual Results

Comments

TestResult

9. Examine the source code
files to verify thatthe
addDevice operation adds
the inputassociatedDevice
parameter tothe
AggregateDevice’s devices
attribute whenthe
associatedDevice does not

exist in thedevices attribute.

Pass: TheaddDevice
operationadds the input
associatedDevice
parameter. (OE0460)

Fail: The addDevice
operationdoes notadd the
inputassociatedDevice
parameter. (OEQ460)

Fail: Should notproceed
if thereis a non-existent
objectin the device’s
devicesattribute (i.e.,
null/nil). (OE0460)

Endof Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB3, Page B-24 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

TestRecording Log— OE_TC 023
Step 1 Step 2 Step 3 Step 4 Step5 Step 6 Step 7 Step 8
(DCD) (SPD) (Source Code) | (make aggregate | (AggregateDe | (addDevice) | (is/isnot) [ (addsifneeded)
relationship) vice interface)
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Test Summary OE_TC 023
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failure of any associated criteriaresults in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0460

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.4. OE_TC_025 - AggregateDevice :: addDevice FAILURE_ALARM

Test Case Number: OE_TC 025
AggregateDevice::addDevice

Requirements

SCAW.2.2Tag SCAWV2.2.2Text
OE0461 The addDevice operation shall writea FAILURE_ALARM log record, upon unsuccessful adding ofan associatedDevice to the
AggregateDevice’s devices attribute.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-74and 3-75, Section 3.1.3.3.45.1.3
Test Objective

This test case verifies OE0461. The objective of this test case is to verify that the addDevice operation writes a FAILURE_ALARM log
record when an associatedDevice cannot be successfully added to the AggregateDevice’s devices attribute.

Places to Verify
AggregateDevice

IDL References

interface AggregateDevice {
void addDevice ( in CF::Device associatedDevice )
raises (CF:InvalidObjectReference);}

Preconditions
e Source code files with the addDevice operation for the OE under test are available.

Test Description

For each AggregateDevice within the OE under test:
A. Verify that the AggregateDevice interface exists. (OE0461)
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1. Pass: The AggregateDevice interface exists.
2. Untested: The AggregateDevice interface does not exist.
B. Verify that the addDevice operation exists in the source code. (OE0461)
1. Pass: The addDevice operation exists.
2. Fail: The addDevice operation does not exist.
C. Verify that the addDevice operation writes a FAILURE _ALARM log record when an associatedDevice cannot be successfully added to
the AggregateDevice’s devices attribute (OE0461).
1. Pass: The addDevice operation writes a FAILURE_ALARM log record when an associatedDevice cannot be successfully added
to the AggregateDevice s devices attribute
2. Fail: The addDevice operation does not write a FAILURE_ALARM log record when an associatedDevice cannot be
successfully added to the 4ggregateDevice’s devices attribute
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 025
Steps |  ExpectedResults |  Actual Results | Comments |  TestResult

For each AggregateDevice within the OEunder test:
A. Verifythatthe AggregateDevice interface exists. (OE0461)

Pass: AggregateDevice interface
1. BExamine the source codefiles exists. (OE0461) . .
and verify that the _ interface AggregateDevice {
AggregateDevice interface exists _Untested: AggregateDevice }

" | interfacedoesnotexist.

(OE0461)
B. Verifythatthe addDevice operation exists inthe source code. (OE0461)

Pass: The addDevice operation void addDevice (
2. BExamine the sourcecodefiles | exists.(OE0461) in CF::Device
and verify that the addDevice associatedDevice)
operation exists. Fail: The addDevice operation raises

does not exist. (OE0461) (CF::InvalidObjectReference);
C. Verifythatthe addDevice operationwrites a FAILURE ALARM log recordwhen an associatedDevice cannot be successfully addedto the

AggregateDevice’s devices attribute (OE0461).
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OE_TC_025

Steps

Expected Results

Actual Results

Comments

TestResult

4. Bxamine the source codefiles
and verify thatthe addDevice
operation writes a
FAILURE_ALARM logrecord
when an associatedDevice cannat
be successfully added to the
AggregateDevice’s devices
attribute.

Pass: TheaddDevice operation
writes a FAILURE_ALARM log
record when an associatedDevice
cannotbesuccessfully added to
the AggregateDevice’s devices
attribute. (OE0461)

Fail: The addDevice operation
does not writea
FAILURE_ALARM log record
when an associatedDevice cannot
be successfully added tothe

AggregateDevice’s devices
attribute. (OE0461)

End of Test
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TestRecording Log—OE_TC 025
Stepl Step2 Step3
(AggregateDevice interface exists) (addDevice operation exists) (FAILURE ALARM record written)
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Test Summary OE_TC 025
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure of any associated criteriaresults in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0461

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.5. OE_TC_027 - AggregateDevice :: addDevice raises InvalidObjectReference

Test Case Number: OE_TC 027
AggregateDevice::addDevice raises InvalidObjectReference

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0462 The addDevice operation shall raise the CF InvalidObjectReference when the input associatedDevi ce parameter is a nil CORBA object
reference.
References
Document Name Versiorn/Date Location (Pages, Section)
L . . Page 3-75, Section3.1.3.3.4.5.1.5

Software Communication Architecture (SCA) Version2.2.2 15 May 2006 Page 3-93, Section 3.1.3.6.5

SCA AppendixD: Domain Profile Version2.2.2 15May 2006 Pages D-49t0-D-51, Sections D.4.14.1t0D.7.1.4.15
Test Objective

This test case verifies OE0462. The objective of this test case is to verify that the addDevice operation raises the CF InvalidObjectReference
when the input associatedDevice parameter is a nil CORBA object reference.

Places to Verify
AggregateDevice

IDL References
Exceptions

exception InvalidObjectReference {string msg;};
Operations

interface AggregateDevice
void addDevice (
in CF::Device associatedDevice )
raises (CF:InvalidObjectReference);
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Preconditions

o System design documents as they apply to aggregate devices.
o Source code files for the devices that implement the AggregateDevice interface are available.

Test Description

A. Verify what devices implement the AggregateDevice interface. (OE0462)
1. N/A: There are no devices that implement the AggregateDevice interface.
2. Pass: There are device that implement the AggregateDevice interface.
For each Device which implements the AggregateDevice interface
B. Verify that the AggregateDevice interface exists. (OE0462)
1. Fail: The AggregateDevice interface does not exist.
2. Pass: The AggregateDevice interface exists.
C. Verify that the addDevice operation to add an associatedDevice to the AggregateDevice’s devices attribute exists. (OE0462)
1. Fail: The addDevice operation does not exist.
2. Pass: The addDevice operation exists.
D. Verify that the addDevice operation raises the CF InvalidObjectReference exception when the input associatedDevice parameter is a nil
CORBA object reference. Confirm that some message is included in the raised exception.(OE0462).
1. Fail: The addDevice operation does not raise the CF InvalidObjectReference exception when the input associatedDevice
parameter is a nil CORBA object reference.
2. Pass: The addDevice operation raises the CF InvalidObjectReference exception with a message when the input associatedDevice
parameter is a nil CORBA object reference.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.
OE TC 027
Steps | Expected Results | Actual Results | Comments |  TestResult
A. Verifywhat devices implement the AggregateDevice interface. (OE0462)

1. Obtainandrecordthe directory | Pass: The directory is located.
where the Domain Profile (XML) | (OE0462)
files are located.

Untested: The directoryis not
located. (OE0462)

2. Find and identify the Device Theseareoptional files butthere
Configuration Descriptor(DCD) must beoneforevery Device
files. Therewill be oneforeach Manager that exists. The file name
Device Manager. format is like this,

xx.ded.xml

N/A: The DCD files are not
found. (OE0462)

Pass: The DCD files are found.

(OE0462)
3. BExamine the DCD files and N/A: The compositepartofdevice No compositepartofdevice entry
verify thatthere are lines sectionis not in any DCD file. means there are no
containing theword (OE0462) AggregateDevices, because this
compositepartofdevice. componentidentifies a devices
Pass: Atleastone parentdevice.

compositepartofdevice sectionis in
the DCD files. (OE0462)

4. Find and record the devices N/A: There arenodevices listed
listed as compositepartofdevice as compositepartofdevice within
within the DCD file. the DCD files. (OE0462)

Pass: Thereare devices listed as
compaositepartofdevice within the
DCD files. (OE0462)
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OE_TC_027

Steps

| Expected Results

|  Actual Results

Comments

|  TestResult

For each device which implements the Aggregate Device interface:

B. Verifythatthe AggregateDev

ice interface exists. (OE0462)

5. Bxamine the source code files of
the parent device and verify that the
AggregateDevice interface exists.

N/A: The AggregateDevice
interface does notexist. This ends
the test. (OE0462)

Pass: TheAggregateDevice
interface exists. (OE0462)

Sample code:

CF::AggregateDevice...

C. Verifythatthe addDevice ope

ration to addan associatedDevice to the AggregateDevice ’s devices attribute exists. (OE0462)

6. Examine the source code files
and verify that the addDevice
operationtoaddan
associatedDevicetothe
AggregateDevice’s devices
attribute exists.

Pass: TheaddDevice operation
exists. (OE0462)

Fail: The addDevice operation
does not exist. (OE0462)

The following sample code is
merely an example ofwhatthe
codemightlooklike. Thisis not
to be construed as a measure of
passing or failing.

void AggDev::addDevice (
CF::Device_ptr
associatedDevice)

(CF::Invalid ObjectReference);

D. Verifythatthe addDevice operation raises the CF InvalidObjectReference when the input associatedDevice parameter is anil CORBA object reference.

(OED462).

7. BExamine the source codefiles
and verify thatthe addDevice
operation raises the CF
InvalidObjectReference whenthe
inputassociatedDevice parameter
is anil CORBA object reference.

Pass: TheaddDeviceraises the
CF InvalidObjectReference when
the input associatedDevice
parameter is a nil CORBA object
reference.(OE0462)

Fail: The addDevice operation
does not raise the CF
InvalidObjectReference when the
inputassociatedDevice parameter

Somewhere in theaddDevice
implementation there should be a
test (an if statement perhaps) for
valid input parameters. For this
requirement, a test for nil against
the associatedDevice should
resultin raising the CF
InvalidObjectReference
exceptioniftrue.
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OE_TC_027

Steps

Expected Results

Actual Results

Comments

TestResult

is a nil CORBA object reference.

(OE0462)

8. Verify thata messageis
includedinthe
CF::InvalidObjectReference
exceptionupon it being raised

Pass: Theraised
CF::InvalidObjectReference
exception contains a message
string parameter. (OE0462)

Fail: The raised
CF::InvalidObjectReference
exception hasno messagestring
parameter. (OE0462)

End of Test
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TestRecording Log— OE_TC_027

Step 1

(Directory of the Domain

Profile files)

Steps2& 3
(Found DCD
file listing the

parentdevices)
Y/N

Step 4
(List parentdevices)

Step5
(Aggregate
Device
interface
exists)
Y/N

Step 6
(addDevice
operation
exists)
Y/N

Step 7

(raises exceptionifa
nil CORBA object)

Y/N

Step 8
(Messagestring is in
exception)
Y/N
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Test Summary OE_TC 027
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0462

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.6. OE_TC 028 - AggregateDevice :: removeDevice

Test Case Number: OE_TC 028
AggregateDevice:removeDevice

Requirements

SCAW.2.2Tag SCAWV2.2.2Text
OE0463 The removeDevice operation s hall remove the input associatedDevice parameter fromthe A ggregateDevice’s devices attribute.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 2-2,
page 3-75, Section 3.1.3.3.4.5.2.3,
page 3-96, Section 3.3
SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 C-5
Test Objective

This test case verifies OE0463. The objective of this test is to verify that the removeDevice operation provides the mechanism to disassociate
a device from another device. Using the input parameter associated Device, the removeDevice operation will remove devices from the
AggregateDevice device attribute.

Places to Verify
Aggregate Devices

IDL References

Operations
void removeDevice (in CF:Device associatedDevice ) raises (CF:InvalidObjectReference);

Preconditions
e Source code files with the removeDevice operation for the OE under test is available
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Test Description

For each AggregateDevice within the OE under test:
A. Verify that the AggregateDevice interface exists. (OE0463)
1. Pass: The AggregateDevice interface exists.
2. Untested: The AggregateDevice interface does not exist.
B. Verify that the removeDevice operation can be found in the source code. (OE0463)
1. Pass: The removeDevice operation is found in the source code.
2. Fail: The removeDevice operation is not found in the source code.
C. Verify that the removeDevice operation removes the input associatedDevice parameter from the AggregateDevice’s devices attribute.
(OE0463)
1. Pass: The removeDevice operation removes the input associated Device parameter from the AggregateDevice’s devices attribute.
2. Fail: The removeDevice operation does not remove the input associatedDevice parameter from the AggregateDevice’s devices
attribute.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

not exist. (OE0463)

OE TC 028
Steps |  ExpectedResults |  Actual Results | Comments |  TestResult
For each AggregateDevice within the OEunder test:
A. Verifythatthe AggregateDevice interface exists. (OE0463)
1. BExamine the source code Pass: The AggregateDevice May needthehelp of a software
files and verify thatthe interface exists. (OE0463) developerto locate the source code
AggregateDevice interface files.
exists. Untested: The
AggregateDevice interface does interface AggregateDevice {

B. Verifythatthe removeDevice operationcan be foundin the source code. (OE0463)

2. BExamine the source code files | Pass: The removeDevice

and verify thatthe operation exists. (OE0463) void removeDevice (in
removeDevice operation exists. CF::Device associatedDevice )
Fail: The removeDevice raises (CF::InvalidObjectReference);
operation does notexist.
(OE0463)

C. Verifythatthe removeDevice operation remowes the input associatedDevice parameter from the AggregateDevice’s devices attribute. (OF0463)
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OE_TC 028
Steps Expected Results Actual Results Comments TestResult

3. Examine the source code files | Pass: The removeDevice void removeDevice (in CF::Device
and verify thatthe operation removesthe input associatedDevice ) raises
removeDevice operation associatedDevice parameter (CF::InvalidObjectReference);
removes theinput fromthe AggregateDevice’s
associatedDevice parameter deviceattribute. (OE0463)
fromthe A ggregateDevice’s
deviceattribute. Fail: The removeDevice

operation does notremove the

inputassociatedDevice

parameter fromthe

AggregateDevice’s device
attribute. (OE0463)

End of Test
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TestRecording Log— OE_TC 028
Stepl Step2 Step3
(AggregateDevice exists) (removeDevice operation exists) (associateDevice removed)
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Test Summary OE_TC 028
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0463

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.7. OE_TC_029 - AggregateDevice :: removeDevice FAILURE_ALARM

Test Case Number: OE_TC 029
AggregateDevice:removeDevice

Requirements

SCAW.2.2Tag SCAW2.2.2Text
OE0464 The removeDevice operation shall writea FAILURE_ALARM log record, upon unsuccessful removal of the associatedDevice fromthe
AggregateDevice devices attribute.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pg.3-7,Section3.1.3.34.5.2.3
Test Objective

This test case verifies requirement OE0464. The AggregateDevice functionality permits child device(s) to be associated with a parent
device (aggregate) and the removeDevice() operation allows for the disassembly of the aggregate. The objective of this test is to
verify that an AggregateDevice can be properly disassociated, that failure during a removeDevice() operation results in the writing of a
FAILURE_ALARM log record.

Places to Verify
Aggregated Devices

IDL References

void removeDevice ( in CF:Device associatedDevice )
raises (CF:InvalidObjectReference);

Preconditions
e The source code files are available.

Test Description
A. ldentify all aggregate devices. (OE0464)
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1. N/A: Noaggregate devices.

For each aggregate device perform the following steps:

B. Determine the association of parent and children for aggregated Device.

C. Verify the removeDevice method writesa FAILURE_ALARM log record if the specified Device is not successfully removed. (OE0464)
1. Pass: The FAILURE_ALARM log record is written.
2. Fail: The FAILURE_ALARM log record is not written.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.

OE TC 029
Steps |  ExpectedResults |  Actual Results | Comments |  TestResult

A. Identifyall aggregate devices. (OE0464)
1. Determine the association of The systemunder testmay or In an aggregate (system) of
parentand child for aggregated may nothave aggregate devices. devicesthere may be prescribed
Device. restrictions ororders that restrict

The requirement is not applicable howto performthe association

(N/A\) iftherearenoaggregate and disassociation of child

deviceimplementations. devices.

(OE0464)

For each aggregate device performthe following steps
B. Determinethe associationof parentandchildrenfor aggregated Device. (OE0464)

2. Locate thesourcecode file for | Sourcecodelocated. Recordthe
the parent device. Locate thecode | filename and linenumber inthe

for the removeDevice operation, test-recording log.
and locatethe code for the

addDevice operation.

3. Review codecomments in both | Device-specific instructionsfor In an aggregate (system) of

operations and device-specific the parent deviceand each ofthe devicesthere may be prescribed

documentation of the parentand child devices. restrictions ororders that restrict

child devices. howto performthe association
and disassociation of child
devices.

C. Verifythe removeDevice methodwrites a FAILURE _ALARMIog record (OE0464)
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OE_TC 029
Steps Expected Results Actual Results Comments TestResult
4. Verify the removeDevice Pass: The FAILURE_ALARM The SCA does notgive specifics
method writes a log record is written. (OE0464) forthis particular
FAILURE_ALARM logrecord if FAILURE_ALARM logrecord,
the specified Deviceis not Fail: The FAILURE_ALARM but elsewhere the expected
successfully removed. log record is notwritten. format of a similar record is
(OE0464) "installApplication::invalid file is
xxx", where xxx is the input or
referenced filename.
End of Test
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TestRecording Log— OE_TC_029

Stepl
Name ofthe
(parent) Aggregate Device

Step2 ()
Source Code File Name

Step2 ()
Location of removeDevice
operation (line number)

Step3 ()

Special instructions (if any)
forassembling/
disassembling this aggregate
device
(e.g.childorder)

Step4 ()
FAILURE_ALARM logged
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Test Summary—-OE_TC 029
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested,or N/A):

OE0464

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.8. OE_TC_030 - AggregateDevice :: removeDevice raises InvalidObjectReference

Test Case Number: OE_TC 030
Device:removeDevice

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0465 The removeDevice operation s hall raise the CF Invalid ObjectReference when the input associatedDevice parameter is a nil CORBA object
reference or does not existin the Aggregate Device devices attribute.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pg. 3-75, Section 3.1.3.3.45.2.5
Test Objective

This test case verifies requirement OE0465. The objective of this test is to verify that the removeDevice operation raises the CF
InvalidObjectReference when (1) the input associatedDevice parameter is a nil CORBA object reference or (2) the associatedDevice
parameter does not exist in the AggregateDevice devices attribute.

Places to Verify

Aggregated Devices

IDL References

Exceptions
exception InvalidObjectReference { string msg; };

Operations

void removeDevice ( in CF::Device associatedDevice )
raises (CF:InvalidObjectReference);
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Preconditions
e The source code files are available.

Test Description

A. ldentify all aggregate devices. (OE0465)
1. N/A: Noaggregate devices. If there are no aggregate devices, the test ends at this point.
For each aggregate device perform the following steps:
B. Verify the removeDevice method is present. (OE0465)
1. Pass: The removeDevice method is present.
2. Fail: The removeDevice method is not present.
C. Verify the removeDevice method throws an InvalidObjectReference exception if the associated Device is nil. (OE0465)
1. Pass: InvalidObjectReference exception is thrown
2. Fail: InvalidObjectReference exception is not thrown
D. Verify the removeDevice method throws an InvalidObjectReference exception, with the correct message format, if the associated Device
is not currently in the Device sequence. (OE0465)
1. Pass: InvalidObjectReference exception is thrown
2. Fail: InvalidObjectReference exception is not thrown
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Notes: 1. Test Result will include Pass, Falil, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_030

Steps

| Expected Results

Actual Results

Comments

|  TestResult

A. ldentifyall aggregate devices

(OED465).

1. Determine the association of
parentand children for aggregated
Device.Reviewthe Software
Assembly Descriptor (SAD) and
sourcecode. Record the source
codefile names and line numbers.
If thereare noaggregate devices,
the testends atthis point.

The systemunder testmay or may
not have aggregate devices.

The requirement is not applicable
(N/A\) iftherearenoaggregate
deviceimplementations.
(OE0465)

In an aggregate (system) of
devicesthere may be
prescribed restrictions or
orders thatrestrict how to
performtheassociationand
disassociation ofchild

B. Verifythatthe removeDevice

methodis present (OE0465).

2. Verify that the removeDevice
method is present.

Pass: The removeDevice method
is present. (OE0465)

Fail: The removeDevice method
is not present. (OEQ465)

C. Verifythe removeDevice methodthrows an InvalidObjectReference exception ifthe associated Deviceis nil (OE0465).

3. Review the removeDevice coce
in the location where the associated
Device is checked for a nil value.

Fail: The removeDevice operation
doesnot check fora nil value.
(OE0465)

4. Verify the removeDevice
method throws an
InvalidObjectReference exception
if the associated Device is nil.

Pass: InvalidObjectReference
exception is thrown. (OE0465)

Fail: InvalidObjectReference
exception is notthrown.
(OE0465)

D. Verifythe removeDevice methodthrows an InvalidObjectReference exception ifthe associated Device is not currently in the Device sequence (OE0465).
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OE_TC_030

Steps

Expected Results

Actual Results

Comments

TestResult

5. Review the removeDevice code
in the location where the associated
Device is compared to the known
Device sequence.

Fail: The removeDevice operation
does not compare the Device to
the known Device sequence.
(OE0465)

6. Verify theremoveDevice
method throws an
InvalidObjectReference exception
if the associated Device not
currently in the Device sequence.

Pass: InvalidObjectReference
exception is thrown. (OEQ465)

Fail: InvalidObjectReference
exception is notthrown.
(OE0465)

End of Test
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TestRecording Log— OE_TC_030

Step 1 Step 1 Step 1 Step2&3 Step 4 Step 5 Step 6
File and line number Parent Device Assaciated Device(s) Check fornil Invalid Device Invalid Object Reference
reference within Object compared exception thrown
removeDevice Reference | toknown Y/N
method exception device
thrown sequence
Y/N Y/N
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Test Summary-OE_TC 030
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failure of any associated criteriaresults in a failure of a requirement.
Untested: Conditionwhich s nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested,or N/A):

OE0465

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.9. OE_TC_058 - Device operational State

Test Case Number: OE_TC 058
Device operationalState

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0400 The device shall send a StateChangeEvent Type event to the Incoming Domain Management event channel, whenever the operationalS tate
attribute changes.
OE0400-C092 The producerld field is the identifier attribute of the device.
OE0400-C093 The sourceld field is the identifier attribute of the device.
OE0400-C094 The stateChangeCategory field is “OPERATIONAL STATE EVENT”.
OE0400-C095 The stateChangeFrom field is the value of the operationalState attribute before the state change.
OE0400-C096 The stateChangeTo field is the value of the operationalState attribute after the state change.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-61, Section3.1.3.3.1.4.3
Test Objective

This test case verifies OE0400 and the supporting criteria: OE0400-C092, OE0400-C093, OE0400-C094, OE0400-C095, and
OE0400-C096. The objective of this test case is to verify that upon the occurrence of a change of operationalState of the device, a
StateChangeEventType event is sent to the Incoming Domain Management event channel. The StateChangeEventType event must
contain current values for producerld, sourceld, stateChangeCategory, stateChangeFrom and stateChangeTo field.

Places to Verify
Devices

IDL References

Data

OperationalType { ENABLED, DISABLED };
struct StateChangeEventType { string producerld; string sourceld;
StandardEvent::StateChangeCategoryType stateChangeCategory;
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StandardEvent::StateChange Type stateChangeFrom; StandardEvent::StateChange Type stateChangeTo; };

Preconditions

e The Domain Profile files, including the DCD files, are available.
e The Domain Profile requirements have passed.
e The source code files of the Core Framework are available.

Test Description

A. Determine the names of the devices of the Operating Environment and their associated Software Package Descriptor files(SPD) and
source code files. (OE0400, OE0400-C092, OE0400-C093, OE0400-C094, OE0400-C095, OE0400-C096)
1. Pass: If devicesexist for the Operating Environment, they can be determined as well as their associated SPD files and source code
files located.
2. N/A: The devices of the operating environment are not available.
For all devices found in the Operating Environment:
B. Determine that the operational state can change. (OE0400, OE0400-C092, OE0400-C093, OE0400-C094, OE0400-C095, OE0400-
C096)
1. Pass: The operational state changes during any of the device processes.
2. N/A: The operational state does not change during any of the device processes.
NOTE: If the design does not support an operational state change(e.g. always enabled), the requirement does not apply and the test ends.
To getan N/A result, the device source code and documentation should be thoroughly inspected to see that the operational state never
changes.
C. Verify that the device sends a StateChangeEventType event to the Incoming Domain Management Event Channel when the
operationalState changes. (OE0400)
1. Verify that the device sends a StateChangeEventType event to the Incoming Domain Management Event Channel when the
operationalState changes from DISABLED to ENABLED.
a. Fail: The device does not send an event to the Incoming Domain Management Event channel when the operationalState changes
to from DISABLED to ENABLED.
b. Pass: The device sends an event to the Incoming Domain Management Event channel when the operationalState changes from
DISABLED to ENABLED.
c. N/A: A state change from DISABLED to ENABLED does not exist.
2. Verify that the device sends a StateChangeEventType event to the Incoming Domain Management Event Channel when the
operationalState changes from ENABLED to DISABLED.
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C.

Fail: The device does not send an event to the Incoming Domain Management Event channel when the operationalState changes
from ENABLED to DISABLED.

Pass: The device sends an event to the Incoming Domain Management Event channel when the operationalState changes from
ENABLED to DISABLED.

N/A: A state change from ENABLED to DISABLED does not exist.

D. For all state changes, verify that the StateChangeEventType event sent by the device when the operationalState changes, contains current
values for the producerld, sourceld, StateChangeCategory, stateChange From field and stateChangeTo field. (OE0400-C092, OE0400-
C093, OE0400-C094, OE0400-C095, OE0400-C096)

1. Verify that the producerld of the StateChangeEventType stores the identifier attribute of the device. (OE0400-C092)
a. Fail: The producerld of the StateChangeEventType event does not contain the identifier attribute of the device.
b. Pass: The producerld of the StateChangeEventType event contains the identifier attribute of the device.
2. Verify that the sourceld of the StateChangeEventType stores the identifier attribute of the device. (OE0400-C093)
a. Fail: The sourceld of the StateChangeEventType event does not contain the identifier attribute of the device.
b. Pass: The sourceld of the StateChangeEventType event contains the identifier attribute of the device.
3. Verify that the StateChangeCategory field contains the value of OPERATIONAL_STATE_EVENT. (OE0400-C094)
a. Fail: The StateChangeCategory field does not contain the value, OPERATIONAL _STATE_EVENT.
b. Pass: The StateChangeCategory field contains the value, OPERATIONAL STATE_EVENT.
4. Verify that the stateChangeFrom field stores the value of the operationalState attribute before the state change. (OE0400-C095)
a. Fail: The stateChangeFrom field does not store the value of the operationalState attribute before the state change.
b. Pass: The stateChangeFrom field stores the value of the operationalState attribute before the state change.
5. Verify that the stateChangeTo field stores the value of the operationalState attribute after the state change. (OE0400-C096)
a. Fail: The stateChangeTo field does not store the value of the operationalState attribute after the state change.
b. Pass: The stateChangeTo field stores the value of the operationalState attribute after the state change.
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2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.

OE_TC_058

Steps

Expected Results

Actual Results

Comments

| Test Result

A. Determinethe names of the devices of the Operating Environmentandtheir associated Software Package Descriptor files (SPD) andsource codk files.
(OED400, OED400-C092, OEN400-C093, OEN400-C094, OE0400-C095, OE0400-C096)

1. BExamine the DCD file for
each device name and record the
name and SPD file ofeach
device.

Pass: Ifdevices existforthe
Operating Environment, they
can bedetermined as well as
their associated SPD files
and source code files located.
(OE0400, OE0400-C092,
OE0400-C093, OE0400-
C094, OEQ400-C095,
OE0400-C096)

N/A: The devices of the OE
are notavailable.

(OE0400, OE0400-C092,
OE0400-C093, OE0400-
C094, OEQ400-C095,
OE0400-C096)

A device’s id and name are
usually specified in the DCD file
as in thefollowing example:
<componentplacement>
<componentfileref
refid="CDATA”>
<componentinstantiation
id="DCE.ddd123x%0xX"'>

<usagename>DeviceName</usa
gename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="<CDATA>
" type="SPD">
<localfile
name=".../logservice/DeviceFile.
spd.xml”/>
</componentfile>
</componentfiles>
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OE_TC_058
Steps Expected Results Actual Results Comments TestResult
2. Locate thesource code forthe | Pass: Ifdevices exist for the The developmentengineer and
deviceandrecordthe nameof | Operating Environment, they the developer documentation, if
thefile. can bedetermined as wellas available, is the best source for
theirassociated SPD files the location of the source code.

and source code files
located.(OE0400, OE0400-
C092, OEQ400-C093,
OE0400-C094, OE0400-
C095, OE0400-C096)

Untested: Thesource code
ofthe devices is notlocated.
(OE0400, OE0400-C092,
OE0400-C093, OE0400-
C094, OE0400-C095,
OE0400-C096)

B. Determinethatthe operational state canchange. (OE0400, OE0400-C092, OE0400-C093, OE0400-C094, OE0400-C095, OE0400-C09%6)

NOTE: If the design does not support an operational state change(e.g.always enabled), the requirement does not apply andthe testends. Togetan N/A
result, the devicesource code and documentations hould be thoroughly inspectedto see that the operational state never changes.

3. Verify inthesourcecodethat | Pass: TheoperationalState
the device contains the attribute for thedevice
operationState attribute. exists (OE0400)

Fail: TheoperationalState
attribute for the device does
not exist. (OE0400)

4. Verify inthesourcecodethat | N/A: The operational state Note: this may involve

the operational state can change. | does not change duringany inspection of documentation to
ofthe device processes. find situationswherea device
(OE0400, OE0400-C092, changes operationalState.

OE0400-C093, OE0400-
C094, OE0400-C095,
OE0400-C096)
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OE_TC_058

Steps | ExpectedResults |  Actual Results

Comments

| TestResult

(OE0400)
changes from ENABLED to DISABLED. (OE0400)

changes from DISABLED to ENABLED. (OE0400)

C. Verifythatthe devicesends a StateChangeEventType event to the Incoming Domain Management Event Channel when the operationalState changes.
1. Verifythatthe device sends a StateChange EventType event to the Incoming Domain Management Event Channel when the operationalState

2. Verifythatthe devicesends a StateChange EventType event to the Incoming DomainManagement Event Channel when the operationalState

5. Verify in the source codethat | Pass: Device contains source

the device contains logicto codethat sends aneventto
trigger thesending ofaneventto | the incoming event channel.
the Incoming Domain (OE0400, OE0400-C092,

Management Event channel. OE0400-C093, OE0400-
C094, OE0400-C095,
OE0400-C096)

Fail: Devicedoes not
contain source code that
sendsanevent tothe
incoming event channel.
(OE0400, OE0400-C092,
OE0400-C093, OE0400-
C094, OEQ400-C095,
OE0400-C096)

Failure of any of these criteria
OE0400-C092, OE0400-C093,
OE0400-C094, OE0400-C095
or OE0400-C096 means failure
of the requirement OE0400.
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OE_TC_058

Steps

Expected Results

Actual Results

Comments

TestResult

6. Verify in thesource code that
the devicesends aneventtothe
incoming Domain Management
Event Chanrel whenthe
operationalState changes from
DISABLEDto ENABLED.

Pass: Thedevicesendsan
event tothe Incoming
Domain Management Event
channelwhenthe
operationalState changes
fromDISABLED to
ENABLED. (OE0400)

Fail: The device does not
sendaneventtothe
Incoming Domain
Management Event channel
when the operationalState
changes tofromDISABLED
to ENABLED. (OE0400)

N/A: A state change from
DISABLEDto ENABLED
does not exist. (OE0400)

Possibly needtolook atthe
setOperationalState(...) code of
the device.
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OE_TC_058

Steps

Expected Results

Actual Results

Comments

TestResult

7. Verify in thesource code that
the devicesends aneventtothe
incoming Domain Management
Event Chanrel whenthe
operationalState changes from
ENABLED to DISABLED.

Pass: Thedevice sendsan
event tothe Incoming
Domain Management Event
channelwhenthe
operationalState changes
fromENABLED to
DISABLED. (OE0400)

Fail: The device does not
sendaneventtothe
Incoming Domain
Management Event channel
when the operationalState
changes fromENABLED to
DISABLED. (OE0400)

N/A: A statechangefrom
ENABLED to DISABLED
does not exist. (OE0400)

Possibly needtolook atthe
setOperationalState(...) code of
the device.

D. For all state changes, \erify that the StateChangeEventType event sentby the device when the operationalState changes contains current values for the
producerld, sourceld, StateChangeCategory, stateChangeFrom fieldandstateChange Tofield. (OE0400-C092, OE0400-C093, OE0400-C094, OE0400-

C095, OE0400-C096)

1. Verifythat the producerldof the State ChangeEventType stores the identifier attribute of the device. (OE0400-C092)
2. Verifythat the sourceldof the State ChangeEventType stores the identifier attribute of the device. (OE0400-C093)
3. Verifythat the StateChangeCategory field contains the value of OPERATIONAL_STATE EVENT. (OE0400-C094)

4. Verify that the stateChangeFrom fieldstores the value of the operationalState attribute before the state change. (OE0400-C095)
5. Verifythat the stateChangeTo field stores the value of the operationalState attribute after the state change. (OE)400-C096

8. Verify in the source code that
producerld ofthe
StateChangeEventType stores
the identifier attribute of the
device.

Fail: The producerld is not
set totheidentifier attribute
ofthe device. (OE0400-
C092)

Pass: The producerldis set
to theidentifier attribute of
the device. (OE0400-C092)

Failure of this criterion OE0400-

C092 means failure ofthe
requirement OE0400.
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OE_TC_058
Steps Expected Results Actual Results Comments TestResult

9. Verify inthesourcecodethat | Fail: The sourceldisnotset Failure of this criterion OE0400-
the sourceld ofthe to theidentifier attribute of C093 means failure of the
StateChangeEventTypestores | the device. (OE0400-C093) requirement OE0400.
the identifier attribute of the
device. Pass: The sourceldissetto

the identifier attribute of the

device.

(OE0400-C093)
10. Verify in thesource code Fail: The Failure of this criterion OE0400-
thatthe StateChangeCategory | StateChangeCategory field C094 means failure of the
field containsthe value of does not contain the value of requirement OE0400.
OPERATIONAL_STATE EV | OPERATIONAL STATE_
ENT. EVENT.

(OE0400-C094)

Pass: The

StateChangeCategory field

containsthe value of

OPERATIONAL_STATE

EVENT. (OE0400-C094)
11. Verify that the Fail: The stateChangeFrom Failure of this criterion OE0400-
stateChangeFrom field contains | field does notcontainthe C095 means failure ofthe
the value of the operationalState | value of the operationalState requirement OE0400.
attribute before the state change. | attribute before the state

change. (OE0400-C095)

Pass: The stateChangeFrom

field containsthe value of

the operationalState attribute

beforethestate change.

(OE0400-C095)
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OE_TC_058

Steps

Expected Results

Actual Results

Comments

TestResult

12. Verify that the
stateChangeTo field contains the
value of the operationalState
attribute after the state change.

Fail: The stateChangeTo
field does notcontain the
value of the operationalState
attribute after the state
change. (OE0400-C096)

Pass: The stateChangeTo
field containsthe value of
the operationalState attribute
after the state change.
(OE0400-C096)

Failure of this criterion OEQ400-
C096 means failure of the
requirement OE0400.

End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB3, Page B-67 of B-315



JTNC Testand Evaluation Laboratory

SCAv2.2.2 MOESTD v3.3A APPNDX-B3

TestRecording Log— OE_TC_058

Stepl Step2 Step3 Step4 Step5 Step6 Step7 Step8 Step9 Step10 Stepll Stepl1?2
List of List of Device(s) | Device Device Event sent Eventis Producerl | Sourceld | StateCha | StateChang | StateChang
namesof | source contains | operation [ contains forstate sentfor dof of ngeCateg | eFromfield | eTo field
devices. files of | operational | alState logicto change statechange | StateCha | StateCha | ory field contains contains
devices. State can produce from from ngeEvent | ngeEvent of value of value of
attribute. | change. | StateChang | DISABLE | ENABLED Type Type StateCha | operational | operationSt
e Dto to contains | contains | ngeEvent | Statebefore | ateafter
EventType. | ENABLED | DISABLE current | OPERAT Type change. change.
. D. value. IONAL_ | contains
STATE_ | current
EVENT. value.
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Test Summary OE_TC 058
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x) Failure ofany OEQ400 criteria results in a failure of OE0400.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):
OE0400

OE0400-C092

OE0400-C093

OE0400-C094

OE0400-C095

OE0400-C096

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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OE_TC 062 - Base Device Interfaces

Test Case Number: OE_TC 062

Base Device Interfaces

Requirements

SCAv2.2.2MOESTDv33A APPNDX-B3

SCAWV2.2.2Tag SCAW2.2.2Text
OEQ701 Base Device Interfacesshall be implemented using the CF IDL presented in AppendixC.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pages 3-57 through 3-58, Section 3.1.3.3and
313311
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 All
SCA AppendixC: Core FrameworkIDL Attachmentl | Version2.2.2 15May 2006 All

C++ Language Mapping

Version 1.2, OMGDocument Number:
formal/2008-01-10

Page 5, Section4.1

Test Objective

This test case verifies OE0701. The objective of this test is to verify that Base Device Interfaces are implemented using the CF IDL as
presented in Appendix C. The CF IDL implements the CF (Core Framework) module. The Base Device Interfacesand the interfaces

they inherit in the CF module are:

Places to Verify

Interface Table
Interface Interfaces Inherited
Device Resource
LoadableDevice Device
BExecutableDevice LoadableDevice
Resource LifeCycle, TestableObject,
PropertySet, PortSupplier

Developer IDL and source code

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
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IDL References
None.

Preconditions

e The Device source code files are available.
e The developer IDL files are available.

Test Description

Note: This test should be run concurrently with OE_TC_116.
A. Locate the CF IDL used by the developer and verify that it matches the CF IDL from attachment 1 to Appendix C of the SCA. (OE0701)
1. Pass:The CF IDL supplied by the developer matches the CF IDL in attachment 1.
2. Fail: No CF IDL is supplied.
3. Fail: The CF IDL supplied by the developer does not match the CF IDL in attachment 1.
B. Verify that the skeleton code for Base Device Interfaces was generated from the CF IDL. (OE0701)
1. Pass: The skeleton code was generated from the CF IDL.
2. Fail: The skeleton code was not generated from the CF IDL.
C. Verify that the definition of the Device interface in product's CF.IDL and SCA document are identical. (OEQ701)
1. Pass: The product’s CF.IDL is identical to the SCA document version of the IDL.
2. Fail: The product’s CF.IDL is not identical to the SCA document version of the IDL.
D. Verify that the class CF::Device inherits from the class POA_CF::Device, whichis in CF_s.h. (OE0701)
1. Pass: The class CF::Device inherits from the class POA_CF::Device, which is in CF_s.h.
2. Fail: The class CF::Device does not inherit from the class POA_CF::Device, whichis in CF_s.h.
E. Verify that the signatures of all SCA-defined operations of the Device interface are compliant with the IDL file. (OEQ0701)
1. Pass: The signatures of all SCA-defined operations of the Device interface are compliant with the IDL file.
2. Fail: The signatures of all SCA-defined operations of the Device interface are not compliant with the IDL file.
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Manual Test Steps

Notes:

1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.
3. This test should be run concurrently with OE_TC_116.

OE_TC_062
Steps | Expected Results |  Actual Results | Comments |  TestResult

A. Locate the CF IDL usedby the deweloper and\erify thatit matches the CF IDL from attachment 1 to Appendix C of the SCA. (OE0701)

1. Locate the CF IDL suppliedby | Pass: TheCF IDLis located.

the developer and record its (OEQ0701)

location.
Fail: The CF IDL is not located.
(OEQ701)

2. Using a diff tool, comparethe Pass: Thedeveloper supplied CF The attachment 1is the

CF IDL suppliedwiththe SCACF | IDL and the SCA CF IDL match. compilableformofthe CF IDL.

IDL fromattachment 1 of appendix | (OEQ701) White space and comment

C ofthe SCA. differences do not constitutea
Fail: The CF IDL does not match. failure. Rearrangement of the CF
(OEQ0701) IDL also may notconstitutea

failure. Any differences found
needtobeanalyzedto determine
if they may causea functional
difference inthe resulting code.

B. Verifythatthe skeleton code for Base Device Interfaces was generatedfromthe CF IDL. (OE0701)

3. Searchthesupplied sourcecode | Pass: “namespace CF”is found. ForC++amoduleinanIDL
headerfiles for “namespace CF” (OEO0701) translates to a namespace. For
and verify that it exists. Javaor Ada, it wouldbe a
Fail: “namespace CF” is not found. package. Thesearch string will
(OEQ701) havetobemodified
appropriately.

C. Verifythatthe definition of the Deviceinterface in product’s CF.IDL and SCA document are identical. (OE0701)
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OE_TC _062
Steps Expected Results Actual Results Comments TestResult
4. Comparethe Device interfacein | Pass: Thetwo IDLs areidentical.

product’s CF.IDL with that of the (OEQ0701)
SCA documented IDL.

Fail: “namespace CF” is not found.
(OEQ701)

D. Verifythatthe class CF::Deviceinherits fromthe classPOA CF::Device,whichisin CF _s.h. (OE0701)

5. Verify the CF Deviceclass Pass: The CF::Device class inherits
inherits fromthe POA_CF::Device | fromthe POA_CF::Device class.
class, foundin CF_s.h (OEQ701)

Fail: The CF::Deviceclass doesnot
inheritfromthe POA_CF::Device
class. (OE0701)

E Verifythatthe signaturesof all SCA-defined operations of the Device interface are compliantwith the IDL file. (OE0701)

6. Verify that thesignatures of all Pass: Thesignatures ofall SCA

SCA defined operationsofthe defined operations of the Device
Device interfaceare compliantwith | interface are compliantwiththe IDL
the IDL file. file. (OEQ701)

Fail: The signaturesofall SCA
defined operations of the Device
interface are notcompliantwith the
IDL file. (OE0701)

End of Test
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TestRecording Log OE TC 062
Step 1 Step 2 Step 3
(CFidllocation) (matches) (idlmodule maps properly — header file name)
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Test Summary OE_TC 062
Once testing is complete for every component of OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0701

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.11. OE_TC 079 - Device :: usageState

Test Case Number: OE_TC 079
Device:usageState and other attributes

Requirements

SCAV2.2.2Tag SCAV2.2.2Text
OE0345 The readonly usageState attribute s hall contain the device’s usage state (IDLE, ACTIVE, or BUSY).
OEQ381 The deviceshall send a State ChangeEvent Type event to the Incoming Domain Management event channel, whenever the usageState
attribute changes.
OE0381-C082 The producerld field is the identifier attribute of the device.
OE0381-C083 The sourceld field is the identifier attribute of the device.
OEQ0381-C084 The stateChangeCategory field is “USAGE STATE EVENT”.
OE0381-C085 The stateChangeFrom field is the value of the usageState attribute before the state change.
OE0381-C086 The stateChangeTo field is the value of the usageState attribute afterthe state change.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-60, Section3.1.3.3.1.4.1;
Page 3-63 Section3.1.3.3.1.5.2.3
SCA AppendixC: Core FrameworkIDL Version2.2.2 15May 2006 Page C-25
Page C-27
Page C-37
Test Objective

This test case verifies OE0345, OE0381 and its supporting criteria. The objective of this test case is to verify the device’s usageState
attribute. Furthermore, this test case is to verify that a device sends a StateChangeEventType event to the Incoming Domain
Management event channel (IDM_CHANNEL) when the usageState attribute is changed by the allocateCapacity and
deallocateCapacity operations. The test case must also verify the criteria associated with this requirement. The criteria ensure that the
StateChangeEventType event is populated with the producerld, sourceld, stateChangeCategory as USAGE_STATE_EVENT,
stateChangeFrom field and stateChangeTo field.

Places to Verify
Devices
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IDL References

Data

enum UsageType { IDLE, ACTIVE, BUSY };

readonly attribute CF::Device::Usage Type usageState;

struct StateChangeEventType { string producerld;
string sourceld;
StandardEvent::StateChangeCategoryType stateChangeCategory;
StandardEvent::StateChange Type state ChangeFrom;
StandardEvent::StateChange Type stateChangeTo; }

Exceptions

exception InvalidCapacity { string msg; CF::Properties capacities; };
exception InvalidState { string msg; };

Operations

Boolean allocateCapacity ( in CF::Properties capacities ) raises (CF::Device::InvalidCapacity, CF::Device:InvalidState);
void deallocateCapacity ( in CF::Properties capacities ) raises (CF::Device:InvalidCapacity, CF::Device:lInvalidState);

Preconditions

e The Domain Profile Files are available
e The source code files of the Core Framework(CF) are available

Test Description

A. Identify the devices of the Core Framework. (OE0381)
1. Pass: Devices are present in the Core Framework.
2. Fail: Devices are not present in the Core Framework.
3. Untested: The source code of the devices is not available.
For each device implementation found:
B. Verify that the readonly attribute named “usageState” contains the device’s usage state. (OE0345)
1. Pass: The readonly attribute named “usageState” contains the device’s usage state.
2. Fail: The readonly attribute named “usageState” is not of type UsageType.
3. Fail: The readonly attribute named “usageState” does not contain the device’s usage state.
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C. Verify that the allocateCapacity and deallocate Capacity operations exist for the device. (OE0381)
1. Fail: The allocateCapacity operation does not exist for the device.
2. Fail: The deallocateCapacity operation does not exist for the device.
D. Verify that the device sends a StateChangeEventType event to the IDM_CHANNEL when the allocateCapacity operation changes the
usageState attribute. (OE0381)
Note: The possible state changes from the allocateCapacity operation are ACTIVE to BUSY, IDLEto ACTIVE, IDLE to BUSY.
1. Pass: The device sends a StateChangeEventType event to the IDM_CHANNEL when the allocateCapacity operation changes the
usageState attribute.
2. Fail: The device does not send a StateChangeEventType event to the IDM_CHANNEL when the allocateCapacity operation
changes the usageState attribute.
E. For all state changes, verify that the StateChangeEventType event sent by the device contains current values for the producerld, sourceld,
StateChangeCategory, stateChangeFrom field and stateChangeTo field when the allocateCapacity operation changes the usageState.
1. Verify that the producerld of the StateChangeEventType stores the identifier attribute of the device (OE0381-C082).
a. Pass: The producerld of the StateChangeEventType event contains the identifier attribute of the device.
b. Fail: The producerld of the StateChangeEventType event does not contain the identifier attribute of the device.
2. Verify that the sourceld of the StateChangeEventType stores the identifier attribute of the device (OE0381-C083).
a. Pass: The sourceld of the StateChangeEventType event contains the identifier attribute of the device.
b. Fail: The sourceld of the StateChangeEventType event does not contain the identifier attribute of the device.
3. Verify that the StateChangeCategory field contains the value of USAGE_STATE_EVENT (OE0381-C084).
a. Pass: The StateChangeCategory field contains the value, USAGE_STATE_EVENT.
b. Fail: The StateChangeCategory field does not contain the value, USAGE_STATE_EVENT.
4. Verify that the stateChangeFrom field stores the value of the usageState attribute before the state change (OE0381-C085).
a. Pass: The stateChangeFrom field stores the value of the usageState attribute before the state change.
b. Fail: The stateChangeFrom field does not store the value of the usageState attribute before the state change.
5. Verify that the stateChangeTo field stores the value of the usageState attribute after the state change (OE0381-C086).
a. Pass: The stateChangeTo field stores the value of the usageState attribute after the state change.
b. Fail: The stateChangeTo field does not store the value of the usageState attribute after the state change.
F. Verify that the device sends a StateChangeEventType event to the IDM_CHANNEL when the deallocateCapacity operation changes the
usageState. (OE0381)
Note: The possible state changes for the deallocateCapacity operation are: BUSY to IDLE, BUSY to ACTIVE, ACTIVE to IDLE.
1. Pass: The device sendsa StateChangeEventType event to the IDM_CHANNEL when the deallocateCapacity operation changes the
usageState attribute.
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2. Fail:  The device does not send a StateChangeEventType event to the IDM_CHANNEL when the deallocateCapacity operation

changes the usageState attribute.

G. For all state changes, verify that the StateChangeEventType event sent by the device contains current values for the producerld, sourceld,
StateChangeCategory, stateChangeFrom field and stateChangeTo field when the deallocateCapacity operation changes the usageState
(OE0381, OE0381-C082, OE0381-C083, OE0381-C084, OE0381-C085, OE0381-C086)

1

Verify that the producerld of the StateChangeEventType stores the identifier attribute of the device.

a. Pass: The producerld of the StateChangeEventType event contains the identifier attribute of the device.

b. Fail: The producerld of the StateChangeEventType event does not contain the identifier attribute of the device.
Verify that the sourceld of the StateChangeEventType stores the identifier attribute of the device.

a. Pass: The sourceld of the StateChangeEventType event contains the identifier attribute of the device.

b. Fail: The sourceld of the StateChangeEventType event does not contain the identifier attribute of the device.
Verify that the StateChangeCategory field contains the value of USAGE_STATE_EVENT.

a. Pass: The StateChangeCategory field contains the value, USAGE_STATE_EVENT.

b. Fail: The StateChangeCategory field does not contain the value, USAGE_STATE_EVENT.

Verify that the stateChangeFrom field stores the value of the usageState attribute before the state change.

a. Pass: The stateChangeFrom field stores the value of the usageState attribute before the state change.

b. Fail: The stateChangeFrom field does not store the value of the usageState attribute before the state change.
Verify that the stateChangeTo field stores the value of the usageState attribute after the state change.

a. Pass: The stateChangeTo field stores the value of the usageState attribute after the state change.

b. Fail: The stateChangeTo field does not store the value of the usageState attribute after the state change.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.

SCAv2.2.2MOESTDv33A APPNDX-B3

OE_TC_079

Steps

Expected Results

Actual
Results

Comments

TestResult

A. ldentifythe devices of the Core Framework. (OE0345, OE0381)

1. Identify the devices ofthe Core
Framework either through
developerconversions, CF
documentation, or through
examination of the Domain Profile
XML files.

Pass: Devices arepresent inthe CF.
(OEQ345, OE0381)

Fail: Devicesarenotpresent in the
CF. (OE0345, OE0381)

Untested: Devices are provided for the
CF but there source code files arenot
available. (OE0345, OE0381)

May need to consult with the developer for
the location of the devices.

A device’s id and name areusually specified
in the DCD file as in the following examp le:
<componentplacement>
<componentfileref refid="y00x"/>
<componentinstantiation
id="DCExo00-yyyyy-zzzzz'">
<usagename>zzzzz</usagename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="x0oxx " type="SPD">
<localfile name=".../yyyyyspd.xml"/>
</componentfile>
</componentfiles>

Note: Theusagename is usually the name of
the device.

The SCD file of a device component will
havea componenttype elementvalue-
equaling device.

2. Locate the source code for the
logical deviceand record the name
ofthefile.

Untested: Thesource code forthe
devicesis notlocated. (OEQ345,
OEQ381)

Usingtheclueofthe
componentplacementref element (Step 2)
and the information given inside the SPD
file could also give additional information
on howto locate the source code.

For each device implementation foundin step A, performthe following:
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OE_TC_079
Actual
Steps Expected Results Comments TestResult
Results
B. Verify that the readonly attribute named “usageState” contains the device’s usage state. (OE0345)
3. Verify thatthere is a readonly Pass: A read-only UsageType The definition ofUsageTypeis partofthe
attribute named “usageState” thatis | attribute named “usageState” exists. IDL and should be defined as an enumwith
oftype UsageType. (OE0345) the values IDLE, ACTIVEand BUSY only.

Fail: A read-only UsageType attribute
named “usageState’” does not exist.
(OE0345)

4. Verify that the attribute named Pass: A UsageTypeattribute named
“usageState” contains thedevice’s | “usageState” contains the device’s
usagestate. usagestate. (OE0345)

Fail: A UsageTypeattribute named
“usageState” does not contain the
device’s usage state. (OE0345)

C. Verifythatthe allocateCapacity and deallocateCapacity operations exist for the device. (OE0381)

5. Verify inthesourcecodeofthe | Pass: The allocateCapacity and Developer may have one or more device
devicethat the allocateCapacity deallocateCapacity operationsexist for classes with the allocateCapacity operation.
and the deallocateCapacity the device. (OE0381) The devices may inherit this functionality
operations are implemented. fromparentclasses. This is acceptable.

Fail: The allocateCapacity or the
deallocateCapacity operationsdonot
exist for the device. (OE0381)

D. Verifythatthe devicesends aStateChangeEventType eventtothe IDM_CHANNEL when the allocateCapacity operation changes the usageState.

(OED381)
Note: The possiblestate changes fromthe allocateCapacity operationare ACTIVEto BUSY, IDLE to ACTIVE, IDLE to BUSY.
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OE_TC_079
Actual
Steps Expected Results Results Comments TestResult
6. Verify in thesourcecodeofthe | Pass: Thedevicesendsaneventtothe Note the possible state change transitions

devicethata
StateChangeEventType eventis
senttothe IDM_CHANNEL when
the allocateCapacity operation
changes the usageState fromthe
previous state: which could be
either, ACTIVEto BUSY, IDLEto
ACTIVEor IDLEto BUSY.

IDM_CHANNEL whenthe

allocateCapacity operation changesthe

value of the usageState attribute.
(OE0381)

Fail: The devicedoes notsendan
event tothe IDM_CHANNEL when

the allocate Capacity operation changes

the usageStatevalue. (OE0381)

are.

1) ACTIVEto BUSY
2) IDLE to ACTIVE
3) IDLE to BUSY

7. Verify in the source code ofthe
allocateCapacity operationthat the
StateChangeEventType event
mentionedin step5is sent tothe
IDM_CHANNEL using the
CosEventComm::PushConsumer
interface.

Pass: Thedevicesendsaneventtot
IDM_CHANNEL usingthe
CosEventComm::PushConsumer
interface. (OE0381)

Fail: The devicedoes notsendthe
event usingthe
CosEventComm::PushConsumer
interface. (OEQ381)

Fail: The devicedoes notsend the
event tothe IDM_CHANNEL.
(OE0381)

he

The operation call to look forin the source
codewill be similarto:
CosEventComm::PushConsumer::push()

E. Forall state changes, \erify that the State ChangeEventType event sent by the device contains current values for the producer Id, sourceld,
StateChangeCategory, stateChange From fieldandstate ChangeTo fieldwhen the allocateCapacity operationchangesthe usageState. OE0381, OE0381-
C082, OE0381-C083,OE0381-C084, OEN381-C085, OEN381-C086)

1. Verifythatthe producerldof the StateChangeEventType stores theidentifier attribute of the device. (OE0381, OE0381-C082)

Verifythat the sourceldof the StateChangeEventType stores theidentifier attribute of the device. (OE0381, OEN381-C083)

Verify that the stateChangeFrom field stores the value of the usageState attribute before the state change. (OE0381, OE)381-C085)

2.
2. Verifythatthe StateChangeCategory field contains the value of USAGE_STATE EVENT. (OE0381, OE0381-C084)
1
2

Verify that the stateChangeTo field stores the value of the usage State attribute after the state change. (OE0381, OE0381-C086)
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OE_TC_079
Actual
Steps Expected Results Results Comments TestResult
8. Verify in the source code that Pass: Theproducerld of the Failure of this criterion OE0381-C082
the producerld of the StateChangeEventType event contains means failure of the requirement OE0381

StateChangeEventTypeeventis the
identifier attribute of the device
when the allocate Capacity
operation changes the usageState.

the identifier attribute of the device.
(OE0381-C082)

Fail: The producerld ofthe
StateChangeEventType event does not
contain the identifier attribute of the
device. (OE0381-C082)

9. Verify in the source code that
the sourceld ofthe
StateChangeEventTypeeventis the
identifier attribute of the device
when the allocate Capacity
operation changes the usageState

Pass: The sourceld of the
StateChangeEventType event contains
the identifier attribute of the device.
(OE0381-C083)

Fail: The sourceld of the
StateChangeEventType event does not
containthe identifier attribute of the
device. (OE0381-C083)

Failure of this criterion OE0381-C083
means failure of the requirement OE0381

10. Verify in the source code that
the StateChangeCategory field of
the device contains the value of
USAGE_STATE _EVENT device
when the allocate Capacity
operation changes the usageState.

Pass: The StateChangeCategory field
containsthe value,

USAGE STATE EVENT.(OE0381-
C084)

Fail: The StateChangeCategory field
does not contain the value,
USAGE_STATE_EVENT. (OE0381-
C084)

Failure of this criterion OE0381-C084
means failure of the requirement OE0381

11. Verify in the source code that
the stateChangeFrom field stores
the value of the usageState attribute
before the state change device when
the allocateCapacity operation
changes the usageState.

Pass: The stateChangeFrom field
storesthevalue ofthe usageState
attribute before the state change.
(OE0381-C085)

Fail: The stateChangeFrom field does
not store the value of the usage State
attribute before the state change.
(OE0381-C085)

Failure of this criterion OE0381-C085
means failure of the requirement OE0381
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OE_TC_079

Steps

Expected Results

Actual
Results

Comments

TestResult

12. Verify in the source code that
the stateChangeTo field stores the
value of the usageState attribute
after the state change device when
the allocateCapacity operation
changes the usageState.

Pass: The stateChangeTo field stores
the value of the usageState attribute
after the state change. (OE0381-C086)

Fail: The stateChangeTo field does
not store the value of the usageState
attribute after the state change.
(OE0381-C086)

Failure of this criterion OE0381-C086
means failure of the requirement OE0381

(OE0381)

Note: The possible state changes for the deallocateCapacity operation are: BUSYto IDLE, BUSYto ACTIVE, ACTIVE to IDLE

F. Verifythatthe devicesends a StateChangeEventType event to the IDM_CHANNEL when the deallocateCapacity operationchanges the usageState.

13. Verify in the source code that
the devicesendsa
StateChangeEventType eventto the
IDM_CHANNEL whenthe
deallocateCapacity operation
changes the usageState attribute
value fromthe previous value,
which could beeitherBUSY to
IDLE, BUSY to ACTIVE, or
ACTIVEto IDLE.

Pass: The devicesendsanevent tothe
Incoming Domain Management Event
channelwhen the deal locateCapacity
operation changes the value of the
usageState attribute. (OE0381)

Fail: The devicedoes not sendan
event tothe Incoming Domain
Management Event channel when the
deallocate Capacity operation changes
the value of the usageState attribute.
(OE0381)

Note the possible state change transitions
are:

1) BUSYto IDLE

2) BUSYto ACTIVE

3) ACTIVEto IDLE
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OE_TC_079

Steps

Expected Results

Actual
Results

Comments

TestResult

14. Verify in the source code ofthe
deallocateCapacity operation that
the StateChangeEventType event
mentioned in step 12 is senttothe
IDM_CHANNEL usingthe
CosEventComm::PushConsumer
interface.

Pass: Thedevicesendsaneventtothe
IDM_CHANNEL using the
CosEventComm::PushConsumer
interface. (OEQ0381)

Fail: The devicedoes notsendthe
event using the
CosEventComm::PushConsumer
interface. (OE0381)

Fail: The devicedoes notsendthe
eventtothe IDM_CHANNEL.
(OE0381)

The operation call to look forin the source
codewillbe similarto:
CosEventComm::PushConsumer::push()

agrwdE

G. For all state changes, \erify that the StateChangeEventType event sent by the device contains current values for the producerld, sourceld,
StateChangeCategory, stateChange From field and stateChangeTo fieldwhen the deallocateCapacity operationchanges the usageState. (OE0381-C082,
OE0381-C083, OE0381-C084, OE)381-C085, OE0381-C086)

Verifythat the producerld of the State Change EventType contains the identifier attribute of the device. (OE0381-C082)

Verify that the sourceld of the StateChangeBEventType contains the identifier attribute of the device. (OE0381-C083)

Verifythat the StateChangeCategory field contains the value of USAGE _STATE EVENT. (OE0381-C084)

Verify that the stateChangeFromfieldstores the value of the usageState attribute before thestate change. (OE0381-C085)

Verify that the stateChangeTo fieldstoresthe value of the usageState attribute after the state change. (OE0381-C086)

15. Verify in the source code that
the producerld ofthe
StateChangeEventTypeeventis the
identifier attribute of the device
when the deallocate Capacity
operation changes the usageState.

Pass: The producerld ofthe
StateChangeEventType event contains
the identifier attribute of the device.
(OE0381-C082)

Fail: The producerld ofthe
StateChangeEventType event does not
contain the identifier attribute of the
device. (OE0381-C082)

Failure of this criterion OE0381-C082
means failure of the requirement OEQ381
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OE_TC_079

Steps

Expected Results

Actual
Results

Comments

TestResult

16. Verify in the source code that
the sourceld of the
StateChangeEventTypeeventis the
identifier attribute of the device
when the deallocate Capacity
operation changes the usageState.

Pass: The sourceld of the
StateChangeEventType event contains
the identifier attribute of the device.
(OE0381-C083)

Fail: The sourceld ofthe
StateChangeEventType event does not
containthe identifier attribute of the
device. (OE0381-C083)

Failure of this criterion OE0381-C083
means failure of the requirement OE0381

17. Verify in the source code that
the StateChangeCategory field of
the device contains the value of
USAGE_STATE_EVENT device
when the deallocate Capacity
operation changes the usageState.

Pass: The StateChangeCategory field
containsthe value,

USAGE STATE EVENT. (OE0381-
C084)

Fail: The StateChangeCategory field
does not contain the value,
USAGE_STATE_EVENT. (OE0381-
C084)

Failure of this criterion OE0381-C084
means failure of the requirement OE0381

18. Verify in the source code that
the stateChangeFromfield stores
the value of the usageState attribute
before the state change device when
the deallocateCapacity operation
changes the usageState.

Pass: The stateChangeFrom field
storesthe value ofthe usageState
attribute before the state change.
(OE0381-C085)

Fail: The stateChangeFrom field does
not store the value of the usageState
attribute before the state change.
(OE0381-C085)

Failure of this criterion OE0381-C085
means failure of the requirement OE0381

19. Verify in the source code that
the stateChangeTo field storesthe
value of the usageState attribute
after the state change device when
the deallocateCapacity operation

Pass: The stateChangeTo field stores
the value of the usageState attribute
afterthestate change. (OE0381-C086)

Fail: The stateChangeTo field does

Failure of this criterion OE0381-C086
means failure of the requirement OE0381

changes the usageState. not store the value of the usage State
attribute after the state change.
(OE0381-C086)

End of Test
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TestRecording Log— OE_TC 079

Stepl | Nameofdevice
Source Codefile of
S22 device.
Steps | usageStateexistsas read-
3&4 only attribute?
allocateCapacity/
Step5 [ deallocateCapacity
operations exist?
Event sentby Event sentby
SIEHY allocateCapacity op? S deallocateCapacity op?
Step7 | IDM_CHANNEL used? Stepl4 | IDM_CHANNEL used?
Producer ID is device Producer ID is device
SP8 | igentifier? SEPIS | identifier?
SourcelD is device Source D is device
StPY | dentifier? StP16 | jgentifier?
StateChange Category StateChange Category

Stepl0 | containsusageState Stepl7 | containsusageState
Event? Event?

Step11 State@hangel?rom field Step18 State_ChangeI_:rom field
containsprevious value? containsprevious value?
StateChangeTofield StateChangeTo field

SfedZ containsnew value? S containsnew value?
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Test Summary OE_TC 079
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) () Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0345

OEQ381

OEQ0381-C082

OE0381-C083

OE0381-C084

OEQ0381-C085

OE0381-C086

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:

B.3.12. OE_TC 080 - Device :: adminState commanded to be LOCKED

Test Case Number: OE_TC 080
Device::adminState attribute
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Requirements

SCAW2.2.2Tag SCAW2.2.2 Text
OEO0386 The admin State attribute shall contain the device’s admin State value.
OEQ387 The adminState attribute shall only allow the setting of LOCKED and UNLOCKED values, where setting " LOCKED" is only effective

when theadminState attribute value is UNLOCKED, and setting " UNLOCKED" is only effective when the adminState attribute value is
LOCKED or SHUTTING _DOWN.

OEQ388 The admin State attribute, uponbeing commanded to be LOCKED, shall transition fromthe UNLOCKED to the SHUTTING_DOWN state
and setthe admin State to LOCKED for its entire aggregation of devices (if it has any).
OE0389 The admin State shall then transition to the LOCKED state when the device’s usageState is IDLE and its entire aggregation of devices are
LOCKED.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2,15May 2006 Pages 3-60— 3-61, Section3.1.3.3.1.4.2;

Page 3-59, Section 3.1.3.3.1.3.3;
Page 3-62, Section 3.1.3.3.1.4.6;
Page 3-64, Section 3.1.3.3.1.5.3.3;
Page 3-74, Section 3.1.3.3.4.1

SCA AppendixC: Core FrameworkIDL Version2.2.2,15May 2006 Page C-27
SCA AppendixD: Domain Profile Version2.2.2, 15 May 2006 Page D-17, Section D.3.1.4.6
Test Objective

This test case verifies requirements OE0386, OE0387, OE0388 and OE0389. The objective of this test case is to verify:

e that the adminState attribute contains a device’s admin state (OE0386),
e that the adminState attribute may only be set to LOCKED or UNLOCKED, and

e that setting the adminState attribute to its current value (LOCKED or UNLOCKED) does not cause any processing to occur
(OE0387).

This test case also verifies that the adminState attribute (of the device), upon being commanded to be LOCKED, transitions from the
UNLOCKED to the SHUTTING_DOWN state and sets the adminState to LOCKED for all its aggregated (i.e. children) devices
(OE0388). Furthermore, this test case verifies that the adminState of an aggregate (i.e. parent) device transitions to the LO CKED state
only after all of its aggregated devices are LOCKED and its usageState is IDLE (OE0389). If the device is not an aggregate de vice,
then this test case must ensure that the usageState is IDLE before the adminState transitions into the LOCKED state (OE0389).
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Places to Verify
Devices

IDL References

Data

enum AdminType { LOCKED, SHUTTING_DOWN, UNLOCKED }¥;
enum UsageType { IDLE, ACTIVE, BUSY };

attribute CF::Device::AdminType adminState;
readonly attribute CF::Device:UsageType usageState;

Preconditions

e The Domain Profile files are available
e The source code of all Devices is available.

Test Description

A. ldentify and locate the devices of the Operating Environment. (OE0386, OE0387, OE0388, OE0389)
1. N/A: The Operating Environment does not contain devices.
2. Untested: The source code of the devices is not available.
For each device located in the Operating Environment, perform the following steps:
B. Verify that the attribute named “adminState” contains the device’s admin state value. (OE0386)
1. Pass: The attribute named “adminState” contains the device’s admin state value.
2. Fail: The attribute named “adminState” is not of type AdminType.
3. Fail: The attribute named “adminState” does not contain the device’s admin state.
C. Verify that the adminState attribute may only be setto LOCKED or UNLOCKED.
1. When setting the adminState attribute to LOCKED it is only effective when the adminState value is UNLOCKED. (OE0387)
a. Pass: The process of updating the adminState attribute to LOCKED includes a verification that the current adminState attribute
value is UNLOCKED.
b. Fail: The process of updating the adminState attribute to LOCKED does not include a verification that the current adminState
attribute value is UNLOCKED.
2. When setting the adminState attribute to UNLOCKED, it is only effective when the adminState value is LOCKED or
SHUTTING_DOWN. (OE0387)
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3.

a. Pass: The adminState attribute update processing verifies that the current value is LOCKED or SHUTTING_DOWN before
beginning the processing associated with the UNLOCKED value.

b. Fail: The adminState attribute update processing does not verify that the current value is LOCKED or SHUTTING_DOWN
before beginning the processing associated with the UNLOCKED value.

The adminState attribute cannot have its value set to SHUTTING_DOWN. (OE0387)

a. Pass: The adminState attribute update processing has no processing associated with updating the admin state value with the
SHUTTING_DOWN value.

b. Fail: The adminState attribute update processing contains processing associated with updating the admin state with the
SHUTTING_DOWN value.

D. Identify the aggregate (i.e. parent) devices of the Core Framework, in other words, those devices that contain references to aggregated
devices. (OE0388, OE0389)

1.

N/A: Test Descriptions steps E and F (the next two steps) are not applicable for a Core Framework that does not have aggregate (i.e.,
parent) devices. They may be skipped.

For each aggregate (parent) device of the Core Framework, perform the following steps.
E. Verify that when the parent device’s adminState is commanded to be LOCKED, the following conditions occur:

1.

2.

Verify that the parent device’s adminState transitions from the UNLOCKED to the SHUTTING_DOWN state. (OE0388)
a. Pass: The parent device’s adminState transitions from the UNLOCKED to the SHUTTING_DOWN state.

b. Fail: The parent device’s adminState does not transition from the UNLOCKED to the SHUTTING_DOWN state.
Verify that the parent device sets the adminState of all of its child devices to the LOCKED state. (OE0388)

a. Pass: The parent device setsall of its child devices to the LOCKED state.

b. Fail: The parent device does not set all of its child devices to the LOCKED state.

F. Verify that the adminState of the parent device transitions into the LOCKED state only when its usageState is in the IDLE state
and all of its child devices are LOCKED. (OE0389)

1.

4.

Pass: The adminState of the parent device transitions into the LOCKED state only when all of its child devices are LOCKED
and the usageState is in the IDLE state.

Fail: The adminState transitions to the LOCKED state but its usageState is not setto IDLE.

Fail: The adminState transitions to the LOCKED state when one or more of its child-aggregated devices (if they exist) are not
setto LOCKED.

Fail: The adminState does not transition into the LOCKED state when all of its aggregated devices are LOCKED and the
usageState is IDLE.

For each device of the Core Framework that is not a parent device, perform the following steps:

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-92 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

G. Verify that the adminState of the device transitions from the UNLOCKED state to the SHUTTING_DOWN state if its usageState
is not IDLE; If the usageState is already IDLE, it is allowable for the adminState to immediately transition to LOCKED. (OE0388)

1. Pass: The adminState transitions from the UNLOCKED state to the SHUTTING_DOWN state when its usageState is not
IDLE.

2. Fail: The adminState state does not transition to the SHUTTING_DOWN state when the usageState is not IDLE.

H. Verify that the adminState of the device transitions into the LOCKED state only when its usageState is IDLE. (OE0389)
1. Pass: The adminState transitions to the LOCKED state only when its usageState is in the IDLE state.
2. Fail: The adminState transitions to the LOCKED state but its usageState is not setto IDLE.
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Semi-automated Test Steps
After running JTAP’s Device adminState attribute test, perform manual steps 9 through 14.

Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 080
Steps |  ExpectedResults | Actual Results | Comments | TestResult

A. Identifyand locate the devicesof the Operating Environment (OE0386, OE0387, OE0388, and OE0389).

1. Examine the source code
or Domain Profile files of the
Core Framework and identify
the names of thedevicesof
the Core Framework.

N/A: The Core Framework
does not contain devices.
(OE0386, OE0387, OE0388,
OE0389)

The names of the devices may be similar to
the usagename s in the DCD files.
Examination of the Domain Profile to
locate the devices may be done through
usinga semi-automated tool (see

OE_TC 119)

2. Locate the source code for
each deviceand record the
name of the file.

Untested: The source code of
the devicesis not located.
(OE0386, OE0387, OE0388,
OE0389)

Searchthesource code forthe names ofthe
devicesand determinethe source code file
foreachdevice. Onepossiblewaytodo
this is tocheck thatone ormore of the SCA
Device interfaces areimplementedin the
source code of the component (Device,
ExecutableDevice, LoadableDevice)

For each device locatedin the Operating Environment, perform the following steps:

B. Verify that the attribute named “adminState” contains the device’s admin s tate value. (OE0386)

3. Verify that thereisan
attribute named “adminState”
thatis of type AdminType.

Pass: An AdminType
attribute named “adminState”
exists. (OEQ386)

Fail: An AdminType
attribute named

“admin State”” does not exist.
(OE0386)
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found.(OE0386)

Fail: No methods were
foundthat update the
adminState attribute.
(OE0386)

OE_TC_080
Steps Expected Results Actual Results Comments TestResult
4. Locate methods that update | Pass: Methodsfor updating
the adminState attribute. the adminState attribute are

5. Verify that theattribute
named “adminState’” contains
the device’s administration
state.

Pass: Theattributenamed
“admin State” contains the
device’s administration state
value.(OE0386)

Fail: The attribute named
“adminState” does not
containthe device’s
administration state value.
(OE0386)

C. Verifythatthe adminState attribute may only be set to LOCKED or UNLOCKED.

1. Whensetting the adminState attribute to LOCKED itis only effective when the adminState value is UNLOCKED. (OE0387)

6. Locate the processing for
updating the “adminState”
attribute.

Pass: Theprocessing for
updating the “adminState”
attribute is found. (OE0387)

Fail: The processing for
updating the “adminState”
attributeis notfound.

This could be called the setter method for
the “adminState” attribute.

currentadmin state is

(OE0387)
7. Verify that whenthereis an | Pass: Theprocessof
attempttosetthe updating the admin State
“adminState” attribute to attributeto LOCKED
LOCKED, the update includes a verification that the
processing verifies that the currentadmin State attribute

value is UNLOCKED.
(OE0387)
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OE_TC_080
Steps Expected Results Actual Results Comments TestResult
UNLOCKED before
proceeding. Fail: The process of

updating the admin State
attributeto LOCKED does
not includea verification that
the currentadmin State
attribute value is
UNLOCKED. (OE0387)

2. Whensetting thead

minState attribute to UNLOCKED, itis only effective when the adminState value is LOCKED or SHUTTING_DOWN.

(OED387)
8. Verify thatwhenthereis | Pass: Theupdate processing
an attempttosetthe verifies thatthe currentadmin

“admin State” attribute to
LOCKED, the currentstate
may notbe LOCKED or
SHUTTING_DOWN.

stateis LOCKED, before
proceeding with the
processing associated with
setting it to UNLOCKED.
(OE0387)

Fail: The update processing
does not verify that the
currentadmin stateis
LOCKED, before
proceeding withthe
processing associated with
setting it to UNLOCKED.
(OE0387)

3. TheadminState attribute cannot hawe its value set to SHUTTING_DOWN. (OE0387)

9. Verify thatwhenthereis
an attempttosetthe
“admin State” attribute to
SHUTTING_DOWN,no
processing occurs.

Pass: Theupdate processing
does nothing when
attempting to settheadmin
stateto
SHUTTING_DOWN.
(OE0387)

Fail: The update processing
does some processing when
attempting to settheadmin
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OE_TC_080
Steps Expected Results Actual Results Comments TestResult
stateto
SHUTTING_DOWN.
(OE0387)
D. Identifythe aggregate (i.e. parent) devices of the Core Framework, in other words, those devices that contain references to aggregateddevices. (OE0388,
OED389)

10. Identify the aggregate
(i.e., parent) devices ofthe
Core Framework by
examining the source code
and Domain Profile files.

N/A: TestdescriptionsCand
D are notapplicable fora
Core Framework that does
not haveaggregate (i.e.,
parent) devices. (OE0388,
OE0389)

One possible way to find the parent devices

is to look at the Domain Profile

XML(DCD, SCD) and determine ifany of
the provides ports of the device contains
cluesthatthe device has children (i.e. look
forsuch stringsas aggregate, composite,

child...)

The DPD of a parentdevice may also
containreferences to the childhwdevice
element (page D-17, SCA v2.2.2, Appendix
D) orachild device may refer toits parent
device by the compositepartofdevice

elementin the DCD.

Using source code examination methods,
search the device for references to the

Aggregate device interface.
(SCAVv2.2.2,page3-74)

If the composite Device attribute of the
deviceis notnil, thenthis is also good
indication that device has children (SCA

v2.2.2, page 3-62)

For each aggregate (parent) device of the Core Framework, performthesteps CandD.

E Verify that when the parent device’s adminState is commandedto be LOCKED, the following conditions occur: (OE0388)
1. Verify that the parent device’s adminState transitions form the UNLOCKED to the SHUTTING_DOWN state.
2. Verify that the parent device sets the adminState of all of its child devices to the LOCKED state.

11. Identifythe location in
the parent device’s source
codewherethe adminState
attribute is commanded tobe

The locationwherethe
adminState attribute is
commandedtobe LOCKED
is identified.

LOCKED.

The location is mostly likely a
function (i.e. setAdminState) or could

possibly bein oraroundthe

deallocateCapacity or releaseObject

operations.

setter”
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OE_TC_080

Steps

Expected Results

Actual Results

Comments

TestResult

12. Verify in the source code
identified in step 4 thatthe
device’s adminState
transitions fromthe
UNLOCKED to the
SHUTTING_DOWN state.

Pass: The adminState
transitions fromthe
UNLOCKED to the
SHUTTING_DOWN state.
(OE0388)

Fail: The adminState does
not transition fromthe
UNLOCKED to the
SHUTTING_DOWN state.
(OE0388)

13. Verify in the source code
identified in step 4 thatthe
devicesetsall of its child
devicestothe LOCKED state
when the parent device itself
is commandedtobe
LOCKED.

Pass: TheadminState sets
all of its child devices to the
LOCKED state. (OE0388)

Fail: The adminState does
not setone or more of its
child devices tothe
LOCKED state. (OE0388)

F. Verifythat the adminState of the parent device transitions into the LOCKED state onlywhen its usageState is inthe IDLEstate andall of its childdevices

are LOCKED. (OE0389)

14. Verify that logic exists in
the parent device’s source
codetotransitionintothe
LOCKED stateonly whenall
of its aggregated devices are
setto LOCKED andthe
usageStateis IDLE.

Pass: The adminState of the
parent device successfully
transitions into the LOCKED
statewhenall ofits
aggregated devices are
LOCKED and its usageState
is setto IDLE. (OE0389)

Fail: The adminState
transitionsto LOCKED but
one ormore ofits
aggregateddevices are not
LOCKED. (OE0389)
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OE_TC_080
Steps Expected Results Actual Results Comments TestResult
Fail: The adminState
transitions to LOCKED but
the usageState is not
IDLE.(OE0389)

Fail: The adminState does
not transition into the
LOCKED statewhenall of
its aggregated devicesare
LOCKED and the usageState
is IDLE. (OE0389)

For each device of the Core Framework that is not a parent device, perform the following steps.

G. Verifythat the adminState of the device transitions fromthe UNLOCKED state to the SHUTTING_DOWN state if its usageState is not IDLE;

the usageStateis already IDLE, it is allowable for the adminState toimmediately transitionto LOCKED. (OE0388)

If

15. Identify the location in
the device source code where

the adminState attribute is set.

The locationwherethe
adminState attribute is set
LOCKED is identified.

The location is mostly likely a “setter”
function (i.e. setAdminState) or could
possibly bein oraroundthe
deallocateCapacity or releaseObject
operations.

16. Verify in the source code
foundin step 8thatthe
adminState of the device
transitions fromthe
UNLOCKED statetothe
SHUTTING_DOWN state if
its usageState isnot IDLE.

Pass: The adminState
transitions fromthe
UNLOCKED state to the
SHUTTING_DOWN state
if the usageStateis not
IDLE. (OE0388)

Fail: TheadminStatestate
does nottransitionto the
SHUTTING_DOWN state
if the usageStateis not
IDLE. (OE0388)

It is acceptable forthe adminState to
immediately fall through fromthe
SHUTTING_DOWN state to the LOCKED
stateif the usageState is already ensured to
be inthe IDLE state.

H. Verifythat the adminState of the non-parent device t

ransitions intothe LOCKED state only when its usageState is IDLE. (OE0389)

17. Performthis step ifthe
deviceisnota parent. \erify

1. Pass: Thedevice’s
adminState only transitionsto
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OE_TC_080

Steps

Expected Results

Actual Results

Comments

TestResult

IDLE.

in the source code thatthe LOCKED whenits
adminStateis only allowedto | usageStateis IDLE.
transitionto the LOCKED (OE0389)

statewhen its usageState is

2. Fail: The device’s
adminState is allowed to
transitiontothe LOCKED
statewhen its usageState is
notin the IDLE state.
(OE0389)

End of Test
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TestRecording Log— OE_TC_080

Stepl
(device
names)
Step2 Steps 3-5 Steps 6-9 Stepl0 | Performthesestepsonlyifthe deviceisaparent. Non-Parentdevices
) adminState ) Step12 Step13 Step14 Steps 15& 16 Stepl7
(file names) attribute (setting (parent?) | (SHUTTING (setschild (IDLE and (SHUTTING (IDLE before
adminState _DOWN state?) devicesto child devices | _DOW N state if LOCKED?)
with LOCKED?) LOCKED?) not IDLE?)
LOCKED &
UNLOCKED)
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Test Summary OE_TC_080
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) () Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0386

OEO0387

OEO0388

OEO0389

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.13. OE_TC 081 - Device :: allocateCapacity

Test Case Number: OE_TC 081
Device::allocateCapacity

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0405 The allocateCapacity operation shall reduce the current capacities of the device based upon the input capacities parameter, when the
device’s adminStateis UNLOCKED, device’s operationalState is ENABLED, and device’s usageState is not BUSY.

References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2,15May 2006 Page 3-62, Section3.1.3.3.1.5.1.3
SCA, AppendixD: Domain Profile Version2.2.2,15May 2006 Page D-13, SectionD. 2.1.7;
Page D-22, SectionD.4.1.1.6
Test Objective

This test case verifies requirement, OE0405. The objective of this test case is to verify that the allocateCapacity operation reduces the
capacities of the device using the allocation capacities specified in the input parameter. The properties for the allocation capacities
should be defined in the XML. The allocateCapacity operation should always check that the device’s adminState is UNLOCKED, the
device’s operationalState is ENABLED, and the device’s usageState is not BUSY before it reduces the current capacities of the
device.

Places to Verify
Devices

IDL References

Data
enum AdminType {LOCKED, SHUTTING_DOWN, UNLOCKED };

enum OperationalType { ENABLED, DISABLED };
enum UsageType { IDLE, ACTIVE, BUSY };
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Operations
boolean allocateCapacity (in Properties capacities) raises (InvalidCapacity, InvalidState);

Preconditions

e Domain Profile test is passed
e All Domain Profile files are available
e The source code files of the Operating Environment are available.

Test Description
A. ldentify the devices of the OE. (OE0405)

a. Pass: The devices of the OE are identified and their source code and Domain Profile(DCD and SPD) files are located.
b. Untested: The OE contains devices but their source code or Domain Profile files (DCD or SPD) do not exist.
C. N/A: The OE does not contain devices.
B. Identify the capacity model that the device’s allocate Capacity operation uses. (OE0405)
a. Pass: The capacity model of the device’s allocate Capacity operation is identified.
b. N/A: The capacity model of the device’s allocateCapacity operation is not identified.

Note: A capacity model is the usage of allocation capacities for certain device functionality. The allocation properties are defined in the

device’s software profile (XML).

C. Verify that the allocateCapacity operation exists and is only allowed to reduce the capacities of the device when the device’s adminState
is UNLOCKED, the device’s operationalState is ENABLED, and the device’s usageState is not BUSY and these state conditions all
occur simultaneously. (OE0405)

1. Pass: The allocateCapacity operation exists and reduces the capacities of the device only when all three of the following state
conditions occur simultaneously: the device’s AdminState is UNLOCKED, the device’s operationalState is ENABLED, and the
device’s usageState is not BUSY.

2. Fail: The allocateCapacity operation does not exist or if it does, reduces the capacities of the device even though all three of the
following state conditions are not fulfilled at the same time: the device’s AdminState is UNLOCKED, the device’s operationalState is
ENABLED, and the device’s usageState is not BUSY.

D. Verify that the allocateCapacity operation uses the allocation properties defined in its parameter to reduce the capacities of the device.
(OE0405)

1. Pass: The allocateCapacity operation uses the allocation properties defined in its parameter to reduce the capacity of the device when
executed.
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2. Fail: The allocateCapacity operation does not use the allocation properties defined in the parameter to reduce the capacity of the
device when executed.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 081

Actual Results |

Steps |  Expected Results | Comments |  TestResult

A. ldentifythe devices of the Operating Environment (OE0405)

1. Bxamine the DCD file(s)
foreachdevice locatethe
name and SPD file ofeach
device. Recorda listof the
name and SPD file ofeach
device.

Pass: Thenames and SPD
files of the devices are
obtained by the Domain
Profile/DCDfiles. (OE0405)

N/A: The names ofthe
devicesarenotavailable.
(OE0405)

Untested: The OE contains
devicesbuttheir Domain
Profile files (DCD, SPD)
cannotbe located. (OE0405)

A device’s id and name areusually specified in
the DCD file as in the following example:
<componentplacement>
<componentfileref refid="xo0x "/>
<componentinstantiation
id="DCExo00-yyyyy-zzzzz">
<usagename>zzzzz</usagename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="xoxx " type="SPD">
<localfile
name=".../logservicelyyyyy.spd.xml"/>
</componentfile>
</componentfiles>

2. Locate the source code for
the devicesand record the
name of the files in a list.

Pass: Thesource code for
the devicesis located.
(OE0405)

Untested: Thesourcecode
forthe devices is not located.
(OE0405)

Usingtheclue ofthe componentplacementref
and the information found in the SPD file could
also giveadditional information on howto
locate the source code.

profile (XML).

B. Identify the capacity model that the device’s allocateCapacity operation uses. (OE0405)
Note: A capacity model is the usage of allocation capacities for certain device functionality. The allocation properties are definedin the device’s software
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OE_TC_081

Steps

Expected Results

Actual Results

Comments

TestResult

3. Using appropnate source
code, XML and developer
documentation, identify the
device’s allocation
properties, which are
detemmined by the capacity
model. List the allocation
properties.

(OED405)

Note: This may include
detemining the maximum
capacities for each allocation
property ofthe device(s)

Pass: The allocation
properties ofthe deviceare
identified. (OE0405)

N/A: The allocation
properties ofthe deviceare
not identified. (OE0405)

SCAVv2.2.2 pg.3-58
Capacity Operations - In orderto usea
device, certain capacities (e.g., memory,
performance, etc.) are obtained fromthe
device. A device may have multiple
capacities, which needto be allocated,
since each device has its own unique
capacity model, which is describedin the
associated software profile.
The following is a possible example of an
allocation foradevice inside a properties
XML file.
</simplesequence>
<simple id="DCE:xo0x-yyyyy-
2z777" type="ulong" name="XXXXX"
mode="readwrite"><description>Modem
Device has allocation . ... .</description>
<value>xx</value>
<kind kindtype="allocation"/>
<actiontype="xxX'/></simple>

C. Verifythatthe allocateCapacity operationexists andis onlyallowedto reduce the capacities of the device when the device’s adminStateis UNLOCKED,
the device’s operationalStateis ENABLED, and the device’s usageState is not BUS Y and these state conditions all occur simultaneously. (OE0405)

4. Verify that the
allocateCapacity operation
exists.

Pass: TheallocateCapacity
operation exists. (OE0405)

Fail: The allocateCapacity
operation does notexist.
(OE0405)
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OE_TC_081

Steps

Expected Results

Actual Results

Comments

TestResult

5. Verify in thesource code
thatthe allocateCapacity
operation is only allowed to
reducethe capacities of the
devicewhenall threestate
conditions occur
simultaneously: The device’s
operationalState is
ENABLED, the device’s
adminStateis UNLOCKED
and the device’s usageState
is not BUSY.

Pass: TheallocateCapacity
operation reduces the
capacities of the device only
when all three of the
following state conditions
occur simultaneously: the
device’s AdminState is
UNLOCKED, the device’s
operationalState is
ENABLED, and the
device’s usageStateis not
BUSY. (OE0405)

Fail: The allocateCapacity
operation reduces the
capacities of the deviceeven
thoughallthree ofthe
following state conditions
are notfulfilled at the same
time: the device’s
AdminState is
UNLOCKED, the device’s
operationalState is
ENABLED, and the
device’s usageState is not
BUSY. (OE0405)

D. Verifythatthe allocateCapacity operationuses the allocation properties definedin its parameter to reduce the capacitiesof the device. (OE0405)
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OE_TC_081

Steps

Expected Results

Actual Results

Comments

TestResult

6. Verify in thesource code
thatthe allocateCapacity
operation usesthe allocation

Fail: The allocateCapacity
operation does notusethe
allocation properties defined

The following is an example of whatan
allocation property may look like inside ofa
PRFfile.

properties defined in its in the parameter to reduce
parameter to reducethe the capacity of the device <simple id="DCE:xoox-yyyyy-zzzzz"
capacity of thedevice. when executed. (OE0405) type="ulong" name="XXXX"
mode="readwrite">
Pass: TheallocateCapacity <description>Modem Device has allocation
operation usesthe allocation property.</description>
properties defined in its <value>xx</value>
parameter to reducethe <kind kindtype="allocation"/><action
capacity of the device when type="xX'/></simple>
executed. (OE0405)
End of Test
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TestRecording Log- OE_TC 081

Step 1
(Devices(nhumber, names,
etc.) of the Operating
Environmentare
determined.(e.g. through
XML, source)

Step 2
(Source code for
devicesis
located.)

Step 3
List of
allocation

property ids.

Step 4
(allocateCapacity

operation exists.)

Step 5
(Threestates occur
simultaneously: adminState
is UNLOCKED,
operationalState is
ENABLED, usageState is
BUSY, when
allocateCapacity reduces
capacities of device.)

Step 6
(allocateCapacity operation reduces
capacities in device using parameter values)
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Test Summary OE_TC 081
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0405

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.14. OE_TC 082 - Device :: allocateCapacity BUSY

Test Case Number: OE_TC 082
Device::allocateCapacity

Requirements
SCAWV2.2.2Tag SCAW2.2.2Text
OE0406 The allocateCapacity operation shall s et the Device’s usageState attribute to BUSY, when the device determines that it is not possible
to allocate any further capacity.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-58, Section 3.1.3.3.1.5.1.3;page 3-62;
Section 3.1.3.3.1.3.5;Section 3.1.3.3.1.4.1

SCA AppendixD: Domain Profile Version2.2.2, 15 May 2006 Page D-13, Section D 2.1.7.

Test Objective

This test case verifies OE0406. The objective of this test is to verify that the allocateCapacity operation of the device canaccurately
determine when it is not able to allocate any further capacity. Capacities for a device are usually specified by properties referenced in
the DCD and SPD files. The allocateCapacity operation must set the usageState attribute to BUSY when the allocateCapacity
operation determines that no further capacity can be allocated.

Places to Verify
Devices

IDL References

Data
UsageType { IDLE, ACTIVE, BUSY };

Exceptions
boolean allocateCapacity (in Properties capacities) raises (InvalidCapacity, InvalidState);
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Preconditions

e The Domain Profile files, including the DCD file(s), are available.
e The Domain Profile test is passed.
e The source code files of the Core Framework and devices are available.

Test Description

A. ldentify the devices of the Operating Environment. (OE0406)
1. Pass: The devices of the OE are identified.
2. N/A: The OE does not contain devices.
3. Untested: The OE contains devices but their Domain Profile files or source code is not available.
For each device in the Operating Environment:
B. Verify that the allocateCapacity operation exists and the usageState attribute exists for the device. (OE0406)
1. Pass: The allocateCapacity operation exists and the device contains the usageState attribute.
2. Fail: The allocateCapacity operation does not exist.
3. Fail: The device does not contain the usageState attribute.
C. Identify the capacity model that the device’s allocate Capacity operation uses. (OE0406)
1. Pass: The capacity model of the device’s allocateCapacity operation is identified.
2. N/A: The capacity model of the device’s allocateCapacity operation is not identified.
Note: A capacity model is the usage of allocation capacities for certain device functionality; the allocation properties are defined in the
device’s software profile (XML).
D. Verify that the device’s allocateCapacity operation can determine the threshold level at which the maximum capacity of the device has
been met and that it sets the usageState to BUSY when the device reaches this capacity. (OE0406)
1. Verify that the threshold level of capacity for the device can be determined by the allocateCapacity operation.
a. Pass: The threshold level of capacity for the device can be determined by the allocateCapacity operation
b. Fail: The threshold level of capacity for the device cannot be determined by the allocateCapacity operation
2. Verify that the allocateCapacity operation sets the usageState of the device to BUSY when it is determined that it is not possible to
allocate capacity further on the device.
a. Pass: The allocateCapacity operation sets the usageState of the device to BUSY when it is determined that it is not possible to
allocate capacity further on the device.
b. Fail: The allocateCapacity operation does not set the usage State of the device to BUSY when it is determined that it is not
possible to allocate capacity further on the device.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 082
Steps |  ExpectedResults | Actual Results | Comments |  TestResult

A. Identifythe devices of the Operating Environment. (OE0406)

1. Examine the DCD files
to identify the devices
provided by the OEand
record the SPD file
associated with each
device.

Pass: The DCDfile(s)
indicate the names of the

devicesandtheassociated
SPD files. (OE0406)

N/A: The OEdoesnot
containdevices. Thetest
ends. (OE0406)

Untested: The OE contains
devicesbuteitheratleastone
DCD does notexist or the
SPDfiles forany ofthe
devicesdonotexist. Thetest
ends. (OE0406)

A device’s id and name are usually specified in
the DCD file as in the following example:
<componentplacement>
<componentfilerefrefid="CDATA”>
<componentinstantiation
id="DCE:ddd123x00x">
<usagename>aDevice</usagename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="<CDATA>"
type="SPD">
<localfile
name=".../logservice/DeviceFilespd.xml"/>
</componentfile>
</componentfiles>

2. Locate thesource code
forthe devices and record
the names of the files.

Untested: The source code of
the devicesis notlocated. The
testends. (OE0406)

The developmentengineer and the developer
documentation, if available, is the best source
forthe location of the source code.

In some cases, it is possible totrace the location
ofthe source code fromthe executable
declaration in the SPD.

For each device in the Operating Environment:
B. Verifythatthe allocateCapacity operationexists andthe usageState attribute exists for the device. (OE0406)
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OE_TC_082
Steps Expected Results Actual Results Comments TestResult

3. Verify inthesourcecode | Pass: The allocateCapacity Thereis usually an allocateCapacity
thatthe allocateCapacity operation exists. (OE0406) operation foreach device. In some cases,
operation exists for the allocateCapacity might be declaredin other
device. Fail: The allocateCapacity parts ofthe OEand it should be determined

operation does notexist. in these implementations affect the outcome

(OE0406) of the requirementforthe specific device.

4. Verify inthesourcecode | Pass: The device
thatthe device’s usageState | containsthe usageState
attribute exists. attribute. (OE0406)

Fail: The device does not
containthe usageState
attribute. (OE0406)

C. Identify the capacity model that the device’s allocateCapacity operation uses. (OE0406)

Note: A capacity model is the usage of allocationcapacities for certain device functionality; The allocation properties are definedin the device’s s oftware
profile (XML).
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OE_TC_082

Steps

Expected Results

Actual Results

Comments

TestResult

5. Using appropnate source
code, XML and developer
documentation, identify the
capacity model for the
device’s allocate Capacity
operation.

Note: This may include
determining the maximum
capacities for each
allocation property ofthe
device(s).

N/A: The capacity model of
the device’s allocateCapacity
operation is notdetermined.
(OE0406)

SCAVv2.2.2 pg.3-58
Capacity Operations - In orderto usea
device, certain capacities (e.g., memory,
performance, etc.) are obtained fromthe
device. A device may have multiple
capacities, which needto be allocated,
since each device has its own unique
capacity model, which is describedin the
associated software profile.
The following is a possible example of an
allocation fora device inside a properties
XML file.
</simplesequence>
<simple id="DCE:12aaaaa"
type="ulong"name="MDDDT_TX"
mode="readwrite"><description>Modem
Device has allocation .... .</description>
<value>1</value>
<kind kindtype="allocation"/>
<actiontype="ge"/></simple>

D. Verify thatthe device’s allocateCapacity operation can determine the thresholdlevel at whichthe maximum capacity of the device has beenmet andthat it

sets the usageState to BUS Y when the device reaches this capacity. (OE0406)
1. Verifythatthe thresholdlewel of capacity for the device canbe determinedby the allocateCapacity operation.
2. Verifythatthe allocateCapacity operationsets the usageState of the deviceto BUS Ywhen itis determinedthat itis not possible to allocate capacity

further on the device.
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OE_TC_082

Steps

Expected Results

Actual Results

Comments

TestResult

6. Verify in thesource code
thatlogic exists for the
allocateCapacity operation
to determine the threshold
levelat whichit is not
possibletoallocate further
capacity.

Pass: The threshold level of
capacity for the device can be
detemined by the
allocateCapacity operation.
(OE0406)

Fail: The threshold level of
capacity for the device cannot
be determined by the
allocateCapacity operation.
(OE0406)

7. Verify in thesource code
thatthe allocateCapacity
operationsets the
usageStateto BUSYwhen
it detects the threshold
allocation capacity has been
met.

Pass: TheallocateCapacity
operation sets the usage State
ofthe deviceto BUSY when
a detemination is made that it
is not possible toallocate
capacity further on the device.
(OE0406)

Fail: The allocateCapacity
operation does notsetthe
usageState of thedevice to
BUSY when it is determined
thatit is notpossibleto
allocate capacity further on
the device. (OE0406)

End of Test
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TestRecording Log— OE_TC 082

Stepl
(Determinethe
names and SPD files
foreachdevice))

Step2
(Sourcecode
file foreach

device.)

Step3
(allocateCapecity

operation exists.)

Step4
(usageState for
deviceexists)

Step5

(Identify capacity
model of device.)

Step6
(Logic exists to
deteminethreshold
level of device
where it cannot
further allocate

capacity)

Step7
allocateCapacity operation sets
usageStateto busy when device
detects allocation threshold has

beenmet.)
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Test Summary OE_TC 082
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0406

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.15. OE_TC 083 - Device :: allocateCapacity Failure

Test Case Number: OE_TC 083
Device::allocateCapacity

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0408 The allocateCapacity operation shall return TRUE, if the capacitieshave beenallocated, or FALSE, if notallocated.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) \ersion2.2.2 15May 2006 Page 3-62/section3.1.3.31.5.1.4
Test Objective

This test case verifies OE0408. The objective is to determine whether an allocation request has the possibility of failing, if it can, and
if it does, then verify that the requirement to return FALSE is met by the allocateCapacity operation.

NOTE: It is possible that an allocateCapacity operation might have no failure branch, therefore always returning TRUE, never
FALSE. There are also two exception conditions {InvalidCapacity, InvalidState} that may be raised.

Places to Verify
Devices

IDL References

Data
struct DataType {
string id;
any value; };
typedef sequence <DataType> Properties;

Exceptions

exception InvalidCapacity {string msg; Properties capacities;};
exception InvalidState {string msg;};
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Operations

boolean allocateCapacity (in Properties capacities)
raises (InvalidCapacity, InvalidState);

Preconditions
e All the Device Interface source code files are available.

Test Description

A. Determine if the allocateCapacity operation source code has checks to determine if capacity allocations (e.g. memory) are successful

(OE0408).

1. Pass: The allocateCapacity operation has no checks and returns only TRUE.

Note: if this is the case, skip the remaining steps of this test.
B. Verify that an allocation failure will result in a FALSE return value (OE0408).
Note: The allocateCapacity operation probably tests for InvalidCapacity and InvalidState prior to attempting to allocate.

1. Pass: The allocateCapacity returns a FALSE return value.

2. Fail: The allocateCapacity raises an InvalidCapacity exception when an allocation failure occurs, i.e. in a place where it should return
a FALSE return value.

3. Fail: The allocateCapacity raises an InvalidState exception when an allocation failure occurs, i.e. in a place where it should return a
FALSE return value.

4. Fail: The allocateCapacity returnsa TRUE return value when an allocation failure occurs.

C. Verify that if all allocations are successful, the allocate Capacity operation will returna TRUE return value (OE0408).

1. Pass: The allocateCapacity returns a TRUE return value.

2. Fail: The allocateCapacity raises an InvalidCapacity exception when an allocation is successful, i.e.in a place where it should return a
TRUE return value. Fail: The allocateCapacity raises an InvalidState exception when an allocation is successful, i.e.in a place where
it should returna TRUE return value.

3. Fail: The allocateCapacity returns an erroneous FALSE return value when an allocation is successful.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Falil, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 083
Steps |  ExpectedResults | Actual Results | Comments |  TestResult

A. Determineifthe allocateCapacity operationsource code has checksto determine if capacityallocations (e.g. memory)are successful (OE0408).

1. Locate the allocateCapacity Sourcecode located
operation source code
2. Lookfortheimplementationof | Some may be found. Itis also
requested allocations within the possiblethatthereis none.

operation.
3. Determine if it is possible for Pass: TheallocateCapacity
any requested allocations to fail. operation has no checks and

returns only TRUE. (OE0408)
Note: if this is the case, skip the
remaining steps of this test.

B. Verifythatanallocationfailurewill resultin a FALSEreturnvalue (OE0408).

4. ldentify causes of the This exception should bedueto
InvalidCapacity exception errors in the capacities input
parameter, notdue to
unavailability of a valid capacity
request.

Fail: The allocate Capacity raises
an InvalidCapacity exceptionin a
place where it should returna
FALSEretumvalue. (OE0408)
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OE_TC_083

Steps

Expected Results

Actual Results

Comments

TestResult

5. Identify causes of the
InvalidState exception

This exception should be dueto
errors in any OE/Device internal
state, notdueto unavailability of
a valid capacity request.

Fail: The allocate Capacity raises
an InvalidState exceptionin a
place where it should returna
FALSEretumvalue. (OE0408)

6. Verify that the return valueis
usedtoindicate failure to allocate

The failuretoallocate required
capacities will resultin a FALSE
returnvalue.

Fail: The allocateCapacity
returns an emroneous TRUE retum
value under conditions where it
should return FALSE. (OE0408)

Pass: TheallocateCapacity
returns a FALSE return value
under failure conditions.
(OE0408)

C. Verifythatifallallocations are successful, the allocateCapacity operation will return a TRUE returnvalue (OE0408).

7. Verify that the return value of
TRUE s usedtoindicatea
successful allocation.

Pass: TheallocateCapacity
returns a TRUE return value upon
successful allocation of all
required capacities. (OE0408)

End of Test
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TestRecording Log— OE_TC 083

Stepl Step4 Step5 Step6 Step7
allocateCapacity source code InvalidCapacity InvalidState Allocation Failure Allocation Success returns TRUE (Y/N)
exception (Y/N) [ exception (Y/N) returns FALSE (Y/N)
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Test Summary—-OE_TC 083
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x) Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhichis nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested,or N/A):

OE0408

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.16. OE_TC 084 - Device :: deallocateCapacity

Test Case Number: OE_TC 084
Device:deallocateCapacity

Requirements

SCAv2.2.2MOESTDv33A APPNDX-B3

SCAWV2.2.2Tag SCAW2.2.2Text
OE0411 The deallocateCapacity operation shall adjust the current capacities ofthe device based upon the input capacities parameter.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) \ersion2.2.2, 15 May 2006 Page 3-63t03-64, Section 3.1.3.3.15.2.3

Test Objective

This test case verifies requirement OEO0411. The objective is to test that capacities are properly deallocated within the

deallocateCapacity() operation.

Places to Verify
Devices

IDL References

Data
struct DataType {
string id;
any value; };
typedef sequence <DataType> Properties;

Exceptions

exception InvalidCapacity {string msg; Properties capacities;};

exception InvalidState {string msg;};
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Operations

void deallocateCapacity (in Properties capacities)
raises (InvalidCapacity, InvalidState);

Preconditions
e The source code files are available.

Test Description

A. ldentify the devices of the Operating Environment. (OE0411)
For each of the devices in the Operating Environment:
B. Evaluate the allocateCapacity() and deallocateCapacity() operations.

1. Determine if the allocateCapacity() and deallocateCapacity() provide for shared uses of the device. Perform step 2 for capacities that
do not support multiple allocations and perform step 3 for capacities that do support multiple allocations.

2. If the device does not support multiple allocations of any device capacity, then verify that the deallocate Capacity() operation returns
the selected capacity to its respective full capacity. This is descriptive of the simplest form of device, every allocated capacity is either
<allocated / not available> or <not allocated / available>. (OE0411)

a. Pass: The deallocateCapacity() operation restore specified capacities.
b. Fail: The deallocateCapacity() operation fails to restore specified capacities.

3. Ifthe device supports multiple allocations of any capacity, then verify that the allocateCapacity() and deallocateCapacity() keeps
track how much of said capacity is allocated and deallocated in each operational call. Accurate accounting must consider further
complications to capacity adjustment; allocations and deallocations are normally coordinated in pairs; an unpaired deallocation
operation should not create capacity in excess of the actual capacity of the device. (OE0411)

a. Pass: The deallocateCapacity() operation restores specified capacities by their prescribed quantities and to not more than their full
quantity.

b. Fail: The deallocateCapacity() operation fails to restore specified capacities by their prescribed quantities.

c. Fail: The deallocateCapacity() operation allows specified capacities to be restored in excess of their original capacity.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Falil, Untested, or N/A.
2. The Test Recording Log sheet is intended to record data for each step that requires recording of data.
OE TC 084
Steps | Expected Results |  Actual Results | Comments |  TestResult

A. Identifythe devices of the Operating Environment (OE0411)

1. Locate the DCD file foreach device | The names of the devices are obtained
and record the name and SPDfile of by the Domain Profile/DCDfiles.
each device.

NOTE: The bestwayto determinethe
names of the devices is tousethe XML
files. In some cases, though, developer
documentation and conversations with
the developer themselves may bea
faster way to locate the names and SPD
files of the device(s).

2. Locate thesource code forthedevice | The source code for the devices is
and record the name of thefile. located.

For each of the devices in the Operating Environment:
B. Bvaluate the source code of the allocateCapacity() and deallocate Capacity() operations. (OE0411)

3. Locate the deallocate Capacity() Sourcecode located
operation source code; also locatethe
allocateCapacity() operation source
code.

4. Determine if the allocateCapacity() | Foradevicewith multiple capacities,
and deallocateCapacity() providefor | some may be sharable while others
shared uses ofthe device. Performstep | may notbe.

5 for capacities that do not support
multiple allocations and performstep 6
for capacities thatdo support multiple
allocations.
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OE_TC_084

Steps

Expected Results

Actual Results

Comments

TestResult

5. Ifthe device doesnotsupport
multiple allocations of any device
capacity, then verify that the
deallocateCapacity() operation returns
the selected capacity to its respective
full capacity.

Pass: ThedeallocateCapacity()
operation restore specified capacities.
(OE0411)

Fail: The deallocateCapacity()
operation fails to restore specified
capacities. (OE0411)

This is descriptive of the
simplestformof device,
everyallocated capacity is
either <allocated/ not
available>or <not
allocated/ available>.

6. If the device supports multiple
allocations of any capacity, then verify
thatthe allocateCapacity() and
deallocateCapacity() keeps track how
much of said capacity is allocated and
deallocated in each operational call.

Pass: ThedeallocateCapacity()
operation restores specified capacities
by their prescribed quantities and to
not morethan their full quantity.
(OE0411)

Fail: The deallocateCapacity()
operation fails to restore specified
capacities by their prescribed
quantities. (OE0411)

Fail: The deallocateCapacity()
operation allows specified capacities
to be restored in excessof their
original capacity. (OE0411)

Accurate accounting must
consider further
complications; allocations
and deallocations must be
coordinated; an unpaired
deallocation operation
must notallowa back door
to creating capacity for a
futureallocate operation

End of Test
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TestRecording Log— OE_TC 084
Stepl Step2 Step4 Step5 Step6
Device Source CodeFile(s) Shared Device Possible? Capacities Deallocated when Capacities Deallocated when
multiple allocationsarenot | multiple allocations are supported?
supported?

Y/N

Y /N

Y/N

Y/N

Y /N

Y/N

Y /N

Y/N

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-130 0f B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

Test Summary—-OE _TC 084
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) () Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested,or N/A):

OEO0411

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.17. OE_TC _085 - Device :: deallocateCapacity usageState

Test Case Number: OE_TC 085
Device:deallocateCapacity

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0412 The deallocateCapacity operation shall set the usage State attribute to ACTIVE when, after adjusting capacities, any of the device’s
capacities arestill being used.
OE0413 The deallocateCapacity operation shall set the usage State attribute to IDLE when, after adjusting capacities, none of the device’s capacities
are still being used.
OE0414 The deallocateCapacity operation shall set the adminState attribute to LOCKED as specified in 3.1.3.34.4.2.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) \ersion2.2.2, 15 May 2006 Page 89, Section3.1.3.3.1.5.2.3
Test Objective

This test case verifies requirements OE0412, OE0413, and OE0414. The objective is to test that the deallocateCapacity operation
properly sets the usageState and adminState. The usageState definition allows for a device to be Active, but still have additional
capacity available — it is conceivable that an SCA-compliant device could be constructed for which all of its component capacities are
allocated in their entirety, such a device could be BUSY or IDLE, but never ACTIVE. The adminState indicates the permission to use
or prohibition against using the device; it can be setto LOCKED and UNLOCKED values, and transiently holds the value of
SHUTTING_DOWN.

NOTE: The section number in the text of OE0414 is in error. The proper section number is 3.1.3.3.1.4.2.

Places to Verify
Device

IDL References

Data
struct DataType {
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string id;
any value; };
typedef sequence <DataType> Properties;

Exceptions
exception InvalidCapacity {string msg; Properties capacities;};
exception InvalidState {string msg;};

Operations
void deallocateCapacity ( in Properties capacities ) raises (InvalidCapacity, InvalidState);

Preconditions
e The source code files are available.

Test Description

A. ldentify the Devices that implement allocateCapacity and deallocateCapacity operations. (OE0412, OE0413, OE0414)
B. Determine if the allocateCapacity and deallocateCapacity provide support for multiple allocations of any capacities of the device
(OE0412).
1. N/A: If the device does not support multiple allocations of a capacity, then the ACTIVE state is never going to be the result of a
deallocateCapacity operation; a single allocation will result in the BUSY state.
2. Starting from a device state of ACTIVE or BUSY, verify that the deallocateCapacity will set the state to ACTIVE if the capacity is
still in use.
a. Pass: The deallocateCapacity operation sets the usageState attribute to ACTIVE when, after adjusting capacities, any of the
device’s capacities are still being used.
b. Fail: The deallocateCapacity operation sets the usageState attribute to any value other than ACTIVE when, after adjusting
capacities, any of the device’s capacities are still being used.
C. Verify that the usageState gets set to IDLE. (OE0413).
1. Starting from a device state of ACTIVE or BUSY, verify that the deallocate Capacity operation sets the usageState attribute to IDLE
when, after adjusting capacities, none of the device’s capacities are still being used.
a. Pass: The deallocateCapacity operation sets the usageState attribute to IDLE when, after adjusting capacities, none of the
device’s capacities are still being used.
b. Fail: The deallocateCapacity operation sets the usage State attribute to any value other than IDLE when, after adjusting capacities,
none of the device’s capacities are still being used.
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D. Verify that the adminState gets set to LOCKED. (OE0414).

1. Starting from a device state of ACTIVE or BUSY, verify that the deallocateCapacity operation sets the adminState attribute to
LOCKED only when the adminState has previously been setto SHUTTING_DOWN (awaiting the usage State to transition from
ACTIVE or BUSY to IDLE) and all child devices have also been set to locked.

a. Pass: The deallocateCapacity operation sets the adminState attribute to LOCKED.
b. Fail: The deallocateCapacity operation does not set the adminState attribute to LOCKED.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 085
Steps | Expected Results | Actual Results | Comments |  TestResult

A. Identifythe Devices that implement allocateCapacity and deal locateCapacity operations. (OE0412, OE0413, OE0414)

B. Determineifthe allocateCapacity and deallocateCapacity provide for multiple usesof the device (OE0412).

1. Determine if thedevice supports | Untested: If the device does not
multiple uses, if it doesnot, thenan | supportmultipleallocations ofa
ACTIVEstatedoes notnecessarily | capacity, thenthe ACTIVE state

havetoexist. is never goingtobetheresultofa
deallocateCapacity operation.
(OED412)

2. Verify that the Pass: ThedeallocateCapacity

deallocateCapacity operation, operation sets the usage State

when starting froma devicestate | attributeto ACTIVEwhen, after
of ACTIVEor BUSY, will setthe | adjusting capacities, any of the
stateto ACTIVEifthe capacityis | device’s capacities arestill being
stillin use. used.(OE0412)

Fail: The deallocateCapacity
operation sets the usage State
attributeto any value other than
ACTIVEwhen,after adjusting
capacities, any ofthe device’s
capacities arestill being used.
(OED412)

C. Verifythatthe usageState gets setto IDLE (OE0413).
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OE_TC_085

Steps

Expected Results

Actual Results

Comments

TestResult

3. Verify that the
deallocateCapacity operation,
when starting froma device state
of ACTIVEor BUSY, setsthe
usageState attributeto IDLE when,
after adjusting capacities, none of
the device’s capacities are still
beingused.

Pass: ThedeallocateCapacity
operation sets the usage State
attribute to IDLE when, after
adjusting capacities, none of the
device’s capacities are still being
used.(OE0413)

Fail: The deallocateCapacity
operation sets the usage State
attribute toany value other than
IDLE when, after adjusting
capacities, none ofthe device’s
capacities arestill being used.
(OED413)

D. Verifythatthe adminState gets setto LOCKED (OE0414).

4. Verify that the
deallocateCapacity operation,
when starting froma device state
of ACTIVEor BUSY, sets the
admin State attributeto LOCKED
only whentheadminState has
previously been set to
SHUTTING_DOWN (awaiting
the usageState to transition from
ACTIVEorBUSYto IDLE)and
allchild devices havealsobeenset
to locked.

Pass: ThedeallocateCapacity
operation sets the adminState
attributeto LOCKED. (OE0414)

Fail: The deallocateCapacity
operation does notsetthe
adminState attribute to
LOCKED. (OE0414)

End of Test
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TestRecording Log— OE_TC_085

Device Step 1 Step 1 Step 2 Step 3 Step 4
Multiple Allocations Active State Sets to ACTIVE Sets to IDLE Sets to LOCKED
(YIN) Y/N) (YIN) (Y/N) (YIN)
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Test Summary OE_TC 085
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany assaciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested,or N/A):

OE0412

OE0413

OE0414

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.18. OE_TC _086 - Device :: deallocateCapacity raises InvalidCapacity

Test Case Number: OE_TC 086
CF:: Device:deallocateCapacity raises InvalidCapacity

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0415 The deallocateCapacity operation shall raise the InvalidCapacity exception, when the capacity 1D is invalid or the capacity value is the
wrong type.
References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2,15May 2006 Page 3-64, Section 3.1.3.3.1.5.2.5(primary)
Page 3-63through 3-64, Section 3.1.3.3.1.5.2
SCA AppendixC: Core FrameworkIDL FINAL/ 15 May 2006, V2.2.2 Pages C-25, C-27
Test Objective

This test case verifies OE0415. The objective of this test is to verify that the deallocateCapacity operation will raise the InvalidCapacity
exception, when the capacity ID is invalid or the capacity value is the wrong type.

Places to Verify
Device

IDL References
Exceptions

exception InvalidCapacity {
string msg;
CF:Properties capacities;

o
Operations
void deallocateCapacity (
in CF::Properties capacities
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)

raises (CF::Device:InvalidCapacity, CF::Device:InvalidState);

Preconditions
e The OE source code files are available.

Test Description

A. Determine the devices that the OE provides. (OE0415)
1. N/A:Nodevices are provided.
Note: For each device found, perform the following steps.
B. Verify that the source code for the deallocate Capacity operation and InvalidCapacity exception is found. (OE0415)
1. Pass: The source code is found.
2. Failed: The source code is not found.
C. Verify that if a capacity ID is invalid, the InvalidCapacity exception will be raised (OE0415).
1. Pass: The InvalidCapacity exception is raised for an invalid capacity 1D.
2. Fail: The InvalidCapacity exception is not raised for an invalid capacity ID.
D. Verify that if a capacity ID is valid, but the capacity value is of an invalid type, the InvalidCapacity exception will be raised (OE0415).
1. Pass: The InvalidCapacity exception is raised for an invalid capacity 1D type.
2. Fail: The InvalidCapacity exception is not raised for an invalid capacity ID type.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 086
Steps | Expected Results | Actual Results | Comments |  TestResult

A. Determinethe devices that the OEprovides. (OE0415)

1. Examine the DCD file(s) to
deteminethe devices provided by
the OEand record the SPD file
associated with each device.

Pass: Devicesare provided.
(OED415)

N/A: No devices are provided.
(OE0415)

Note thata single DCD file
may include references to
multiple devices.

2. Find the code element in each
SPD and record thelocal
filename.

Fail: No codeelement is present.
(OE0415)

The code elementis required in
the SPD, soits absence means
afailure. If the domain profile
tests have passed, then this
should neveroccur.

Note: For each device found, performthe following steps:

B. Verifythatthe sourcecode for the deallocateCapacity operationand InvalidCapacity exceptionis found.

3. Locate and record the location
ofthe source code file and
directory of the
deallocateCapacity operation.

Pass: File is found. (OE0415)

Fail: File is notfound. (OE0415)

The software developer can
assistin locating the
appropriate source code.
Perhapsthe SPDfile fromthe
previous step can be used.

4. Verify that the
deallocateCapacity operation is
definedtoraisethe
InvalidCapacity exception.

Pass: The deallocateCapacity
operation raises the
InvalidCapacity exception.
(OE0415)

Fail: The deallocateCapacity
operationdoes notraise the
InvalidCapacity exception.
(OE0415)

C. Verifythatifacapacity IDis invalid, the InvalidCapacity exception will be raised. (OE0415)
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OE_TC_086

Steps Expected Results Actual Results Comments TestResult
5. Verify in thecode thatif the Pass: Aninvalid capacity ID
resource’s capacity ID is invalid, | raises the InvalidCapacity

thenthe InvalidCapacity exception. (OE0415)
exceptionwill be raised.
(OE0415) Fail: An invalid capacity ID does

not raise the InvalidCapacity
exception. (OE0415)

D. Verifythatifacapacity IDisvalid, but the capacity value is of an invalidtype, the InvalidCapacity exceptionwill be raised (OE0415).

6. Verify that ifa capacity ID is Pass: A valid capacity ID with the
valid, buttheassociated value is | capacity value of thewrong type
ofthe wrong type, thenthe raises the InvalidCapacity
InvalidCapacity exception willbe | exception. (OE0415)

raised. (OE0415)
Fail: A valid capacity ID with the
capacity value of the wrong type
does not raise the InvalidCapacity
exception. (OE0415)

End of Test
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TestRecording Log— OE_TC_086

DCD file(s):
Step 2 Step 3 Step 4 Step 5 Step 6 Notes
(SPD codeelement) (deallocateCapacity) (InvalidCapacity) (raise exception, invalid (raise exception,

ID) invalid type)
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Test Summary OE_TC_086

Once testing is complete for every component of the OE under test, report the test resultas follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of its requirement.
Untested: Conditionwhichis nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0415

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.19. OE_TC 087 - Device :: releaseObject

Test Case Number: OE_TC 087
CF:: Device:releaseObject

Requirements

SCAW2.2.2Tag SCAWV2.2.2Text
OE0420 The releaseObject operation shall cause the device to be unavailable and released fromthe CORBA environment when the Device
admin State attribute transitionsto LOCKED.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pages 3-64 through 3-67,
Section3.1.3.3.1.5.33
SCA AppendixC: Core FrameworkIDL FINAL/ 15 May 2006, V2.2.2 C-14
SCA AppendixD: Domain Profile FINAL/ 15 May 2006, V2.2.2
Test Objective

This test case verifies OE0420. The objective of this test is to verify that the releaseObject operation will cause the Device to be
unavailable when the Device’s adminState transitions to LOCKED.

Places to Verify
Devices

IDL References

Operations
void releaseObject ()

raises (CF:LifeCycle:ReleaseError);

Preconditions
e The OE source code and XML files are available.
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Test Description

A. Determine the number of, names and location of the devices of the Operating Environment from the DCD file(s) of the Domain Profile
and/or developer documentation. (OE0420)

1. Pass:The DCD file(s) exist and indicates the names of the devices
2. Fail: Ifthere is a DCD file and there are no listed devices.
3. Fail: If there is a listed device, but there are no DCD file(s).
For each device:
B. Verify that the source code containing the releaseObject operation can be found. (OE0420)
1. Pass: The source code containing the releaseObject operation is found
2. Fail: The source code does not contain the releaseObject operation.
C. Verify that, within the releaseObject operation, the Device’s adminState transition from a state that is not a ‘LOCKED’ state to a
‘LOCKED?’ state causes the Device to be unavailable and released from the CORBA environment. (OE0420).
1. Pass: The transition to a LOCKED state triggers the Device to become unavailable and released from the CORBA environment.

2. Fail: The transition to a LOCKED state does not trigger the Device to become unavailable and released from the CORBA
environment.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 087
Steps |  ExpectedResults | Actual Results | Comments |  TestResult

A. Determinethe number of, names andlocation of the devices of the Operating Environment from the DCD file(s) of the Domain Profile and/or developer
documentation. (OE0420)

1. Locate the DCD file(s) Pass: The identified devices in Checkall device managers for all of their
and record thename of each | each Device Manager’s DCD associated Device Configuration Description
device. file are located. Inaddition, (DCD).
each device listed in the Device
Manager’s DCD files is located A device’s id and name are usually specified in
in the source code. (OE0420) the DCD file as in the following example:
<componentplacement>
Fail: No DCD file/source code <componentfileref
match-upsare found. (OE0420) refid=""DCE:dddddooxx"/>
<componentinstantiation

id="DCE.ddd123xxxx"'>
<usagename>DeviceName</usagename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="DCE:dddddxoxx "
type="SPD">
<localfile
name=".../logservice/DeviceFilespd.xml"/>
</componentfile>
</componentfiles>
Note: Using the name of the component
placementrefand information contained in the
SPD file could also give additional information
on howto locate the source code.
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OE_TC_087
Steps Expected Results Actual Results Comments TestResult
2. Locate thesourcecode for | Pass: The source code of the The development engineer and/or the developer
the deviceand record the devicesis located. (OE0420) documentation, if available, is/are the best
name ofthe file(s). source for this information.

Untested: Thesource code of
the devicesis notlocated.
(OE0420)

For each device:

B. Verifythatthe source code containing the releaseObject operationcan be found. (OE0420)

3. Locate the Device-related | Pass: Thesource code For OE, Resource::releaseObjectand
releaseObject operation containing the releaseObject Lifecycle::releaseObject contain the operation
source code. operation is found. (OE0420) behaviors and should be in the source code, but
this test case refers to the Device::releaseObject
Fail: Ifthe sourcecodeis NOT code.
found,thenthe test should fail
sincethe releaseObject Device inherits fromResource, which inherits
operation is required for all fromLifecycle. As such, the Device interface
devices. (OE0420) has additional capabilities and attributes thatare

device-specificthan just LifeCycle-related. So,
a releaseObject mustalso be found withinthe
Device-elated source code.

C. Verify that, within the releaseObject operation, the Device’s adminState transition from a state thatis not a ‘LOCKED’ state to a ‘LOCKED’ s tate causes
the Device to be unavailable and released fromthe CORBAenvironment. (OE0420).

4. Verify that thereislogic | Pass: The LOCKED Values ofadmin States are: LOCKED,

within the releaseObject admin State logic is found. UNLOCKED and SHUTTING_DOWN state.

operationtocheckwhether | (OE0420)

the device's adminState is
LOCKED. Fail: The LOCKED adminState
logic is notfound. (OE0420)
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OE_TC_087
Steps Expected Results Actual Results Comments TestResult
5. Verify forthe Devicethat | Pass: Thetransitiontoa Definition of ‘Unavailable’: “The Device is
when theadminState LOCKED statetriggers the released fromthe CORBA environment, and the

attribute transitionsto
LOCKED, the Device
becomes unavailable.

Device tobecome unavailable.
(OE0420)

Fail: The transitiontoa
LOCKED statedoesnottrigger
the Device to become
unavailable. (OE0420)

logical Device’s process is terminated on the OS
when applicable.”

Some clues for being ‘unavailable’ is that there
is a Device state change (stateChangeFromto
stateChangeTo) ofthe Shutting down status of
the admin State attribute.

6. Verify that the deviceis

Pass: Thedeviceis released.

Some things to check forto verify this release

released fromthe CORBA | (OE0420) fromthe CORBA environment:
environment. o Objectsdeleted
Fail: The device is not released. e Destructors called
(OE0420) e Foreachnew,buffer created for the device
is deleted
e vargo out of scopeand deleted
End of Test
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TestRecording Log— OE TC 087

Step 1 Step 2 Step 3 Step 4 Step 5 Step 6 Notes
(device name(s)) (name of files) (releaseObject) (‘LOCKED’ (LOCKED, (CORBA release)
state change) unavailable
Device)
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Test Summary OE_TC 087
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0420

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.20. OE_TC 088 - Device :: adminState attribute changes

Test Case Number: OE_TC 088
Device::adminState

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OEQ0390 The device shall send a StateChangeEvent Type event to the Incoming Domain Management event channel, whenever the admin State
attribute changes.
OE0390-C087 The producerld field is the identifier attribute of the device.
OE0390-C088 The sourceld field is the identifier attribute of the device.
OEQ0390-C089 The stateChangeCategory field is “ADMINISTRATIVE STATE EVENT”.
OEQ0390-C090 The stateChangeFrom field is the value of the adminState attribute before the state change
OE0390-C091 The stateChangeTo field is the value of the adminState attribute after the state change.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-60, Section3.1.3.3.1.4.2; Page 3-61, Figure 3-
21
SCA AppendixD: Domain Profile FINAL/15May 2006,V 2.2.2
Test Objective

This test case verifies OE0390 and its criteria, OE0390-C087, OE0390-C088, OE0390-C089, OE0390-C090, and OE0390-C091. The
objective of this test is to verify that a state change event is sent to the Incoming Domain Management channel (IDM_CHANNEL)
when a device’s state changes and that all the required fields in the state change event message are set correctly.

Places to Verify
All devices

IDL Interface

Data

struct StateChangeEventType {
string producerld;
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string sourceld,;

StandardEvent::StateChangeCategoryType stateChangeCategory;
StandardEvent::StateChangeType stateChangeFrom;
StandardEvent::StateChange Type stateChangeTo;

3
attribute CF::Device::AdminType adminState;
enum AdminType {

LOCKED,

SHUTTING_DOWN,

UNLOCKED

}

Preconditions

e The DCD and SPD XML files are available.
e The source code files for all devices are available.

Test Description

A. Determine the devices provided by the OE and identify the source code that modifies the adminState. (OE0390)
1. Pass:Devices are provided and the source code can be identified.
2. Fail: No source code to modify the adminState is provided.
3. N/A:No devices are provided.
Note: For each device found, perform the following steps:
B. Verify that when an adminState attribute change occurs, that a StateChangeEventType event is sent. (OE0390)
a. Pass: A StateChangeEventType event is sent.
b. Fail: A StateChangeEventType event is not sent.
C. Verify that the producerld field is the identifier attribute of the device. (OE0390-C087)
a. Pass: The producerld field is the identifier attribute of the device.
b. Fail: The producerld field is not the identifier attribute of the device.
D. Verify that the sourceld field is the identifier attribute of the device. (OE0390-C088)
a. Pass: The sourceld field is the identifier attribute of the device.
b. Fail: The sourceld field is not the identifier attribute of the device.
E. Verify that the stateChangeCategory field is “ADMINISTRATIVE STATE EVENT”. (OE0390-C089)
a. Pass: The stateChangeCategory field is “ADMINISTRATIVE STATE EVENT”.
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b. Fail: The stateChangeCategory ficld is not “ADMINISTRATIVE STATE EVENT”.
F. Verify that the stateChangeFrom field is the value of the adminState attribute before the state change. (OE0390-C090)
a. Pass: The stateChangeFrom field is the value of the adminState attribute before the state change.
b. Fail: The stateChangeFrom field is not the value of the adminState attribute before the state change.
G. Verify that the stateChangeTo field is value of the adminState attribute after the state change. (OE0390-C091)
a. Pass: The stateChangeTo field is the value of the adminState attribute after the state change.
b. Fail: The stateChangeTo field is not the value of the adminState attribute after the state change.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 088
Steps |  ExpectedResults | ActualResults | Comments |

TestResult

A. Determinethe devices provided by the OE and identify the code that modifiesthe adminState. (OE0390)

1. BExamine the DCD files to
determmine the devicesprovided
by the OEandrecordthe SPD

file associated with each device.

Pass: Devicesare provided.
(OE0390)

Untested: No devicesare
provided. (OE0390)

Note thata single DCD
file may include
references to multiple
devices.

2. Find the code elementin the
SPD and record thelocal
filename for each device.

Fail:No codeelement is present.
(OE0390)

The code elementis
requiredin the SPD, so
its absence meansa
failure.

3. Locate the source code that
modifies theadminState and
record the source file name for
each device.

Pass: Thesource code canbe
located. (OE0390)

Fail:No sourcecodefor
modifying the adminState can be
located. (OE0390)

In the absence of an OE
software engineer, the
local filename recorded
instep2isaclueto
where the source codeis
located.

Note: For each device found, performthe following steps:

B. VerifythatwhenanadminState attribute change occurs, that a StateChangeEventType event is sent. (OE0390)

4. Verify that,whenthe
adminState is modified, a
StateChangeEventType eventis
senttothe IDM_channel.

Pass: A StateChangeEventType
event is sent. (OE0390)

Fail: A StateChangeEventType
event is notsent. (OE0390)

C. Verifythatthe producerldfieldis the identifier attribute of the device (OE0390-C087).
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the device.

(OE0390-C087)

Fail: The producerldfieldis not
the identifier attribute of the
device. (OE0390-C087)

OE_TC_088
Steps Expected Results Actual Results Comments TestResult
5. Verify that the producerld Pass: The producerld field is the Failure of criterion
field is theidentifier attribute of | identifier attribute of the device. OEQ390-C087 means

failure of the requirement
OE0390.

D. Verifythatthe sourceldfiel

dis theidentifier attribute of the device (OE0390-C088).

6. Verify that the sourceld field
is the identifierattribute of the
device.

Pass: The sourceld field is the
identifier attribute of the device.
(OE0390-C088)

Fail: The sourceld field is not
the identifier attribute of the
device. (OE0390-C088)

Failure of criterion
OE0390-C088 means
failure of the requirement
OE0390.

E Verifythatthe stateChangeCategory fieldis “ ADMINISTRATIVE_STATE EVENT” (OE0390-C089).

7. Verify that the
stateChangeCategory field is
“ADMINISTRATIVE STATE
EVENT”.

Pass: The stateChangeCategory
field is
“ADMINISTRATIVE STATE
EVENT”. (OE0390-C089)

Fail: The stateChangeCategory
field is not
“ADMINISTRATIVE STATE

EVENT”. (OE0390-C089)

Failure of criterion
OEQ390-C089 means
failure of the requirement
OEQ390.

F. Verifythatthe stateChangeFromfieldis the value of the adminState attribute before the state change (OE0390-C090).
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value of the admin State attribute
before the state change.

adminState attribute before the
state change. (OE0390-C090)

Fail: The stateChangeFrom field
is not the value of the adminState
attribute before the state change.
(OE0390-C090)

OE_TC_088
Steps Expected Results Actual Results Comments TestResult
8. Verify that the Pass: The stateChangeFrom Failure of criterion
stateChangeFrom field is the field is the value of the OE0390-C090 means

failure of the requirement
OE0390.

G. Verifythatthe stateChangeTofieldis the identifier attribute o

f the device (OE0390-C091).

9. Verify that the stateChangeTo
field is the identifier attribute of
the device.

Pass: The stateChangeTo field is
the value of the admin State
attribute after the state change.
(OE0390-C091)

Fail: The stateChangeTofield is
not the value of theadmin State
attribute after the state change.
(OE0390-C091)

Failure of criterion
OE0390-C091 means
failure of the requirement
OE0390.

End of Test
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TestRecording Log— OE_TC 088

Step 1
(SPDFile
name)

Step 2
(Code element
name)

Step 3
(source file
name)

Step 4
(eventsent)

Step 5
(producerld)

Step 6
(sourceld)

Step 7
(state Change
Category)

Step 8
(state Change
From)

Step 9
(state Change
To)
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TestSummary OE_TC 088
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) () Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):
OE0390

OE0390-C087

OE0390-C088

OEQ0390-C089

OEO0390-C090

OE0390-C091

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.21. OE_TC _089 - Device :: releaseObject raises ReleaseError exception

Test Case Number: OE_TC 089
Device:releaseObject raises ReleaseError exception

Requirements

SCAW2.2.2Tag SCAWV2.2.2Text
OE0423 The releaseObject operation shall raise the ReleaseError exception when releaseObject is not successful in releasing a logical device dueto
internal processing errors that occurred within the device being released.

References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-10, Section 3.1.3.1.2.5.2;
Page 3-63, Section 3.1.3.3.1.5.3;
Test Objective

This test case verifies OE0423. The objective of this test is to verify that a releaseObject will raise the ReleaseError exception when
an internal processing error prevents successful release of a logical device.

Places to Verify
Logical devices

IDL References

Exceptions
exception ReleaseError { CF::StringSequence errorMessages; };

Operations
void releaseObject () raises (CF:LifeCycle::ReleaseError);

Preconditions
e The source code files are available.
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Test Description

A. Determine the devices that the OE provides. (OE0423)
1. N/A:Nodevices are provided.
Note: For each device found, perform the following steps.
B. Locate the source code for the releaseObject() operation. (OE0423)
1. Pass:source code can be located.
2. Fail: Nosource code is located.
C. Verify that the ReleaseError exception is raised if the logical device is not released. (OE0423)
1. Pass: The ReleaseError exception is raised when the logical device is not released.
2. Fail: The ReleaseError exception is not raised when the logical device is not released.
3. Fail: The ReleaseError exception is raised when the logical device is released.

SCAv2.2.2MOESTDv33A APPNDX-B3
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE _TC 089
Steps |  Expected Results | Actual Results | Comments | Test Result
A. Determinethe devices that the OEprovides. (OE0423)
1. Bxamine the DCD files to Pass: Devicesare provided. Note thata single DCD file
detemminethedevicesprovided | (OE0423) may include references to
by the OEand record the SPD multiple devices.
file associated with each device. | Untested: No devicesare
provided. (OE0423)
2. Find thecode elementin each | Fail: No codeelement is present. The code element s required
SPDand record thelocal (OE0423) in the SPD, soits absence
filename. means a failure. If thedomain
profile tests have passed, then
this should never occur.

Note: For each device found, performthe following steps:

B. Locate the source code for the releaseObject() operation. (OE0423)

3. Locate the source code for Pass: Thesourcecode canbe In the absence of an OE
releaseObjectand record the located. (OE0423) software engineer, the local
sourcefile name. filename recorded in step2is a
Fail: No source code for clue towherethesource code
releaseObject can be located. is located.
(OE0423)

C. Verifythatthe ReleaseErroris raisedif the logical deviceis not released. (OE0423)
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OE_TC_089
Steps Expected Results Actual Results Comments TestResult
4. Verify that if the logical Pass: TheReleaseErroris raised
deviceisnotreleased thata properly. (OE0423)

ReleaseError is raised.
Fail: The ReleaseErroris not
raised when the logical deviceis
not released. (OE0423)

Fail: The ReleaseErroris raised
when the object is released.
(OE0423)

End of Test
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TestRecording Log— OE_TC_089

Step 1
(SPDfile)

Step 2
(Code element)

Step 3 (releaseObject
found)

Step 4 (ReleaseError)

Notes
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Test Summary OE_TC 089
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0423

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.22. OE_TC 092 - Device :: Logical Device executable parameters

Test Case Number: OE_TC 092
Device::Logical Device

Requirements

SCAV2.2.2Tag SCAV2.2.2Text
OE0618 The executable parameters of a logical device shall accept the standard argv argumentsas used in the POSIX exec family offu nctions [4].
OE0619 A logical device shall accept the executable parameters as specified in section 3.1.3.3.3.5.1.3 (ExecutableDevice::execute).
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-96, Section 3.3;
Page 3-97, Section 3.3.1;
Page 3-72, Section3.1.3.3.5.1.3
SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 Pgs. C-2,C-32, Section C.1
SCA AppendixD: Domain Profile \ersion2.2.2 15May 2006 Page D-9, SectionD.2.1.6.3
ISO/IEC 9945-1 2003 Edition Pages 38, 313
Test Objective

This test case verifies OE0618 and OE0619. The objective of this test is to verify that the logical device which are also executable
devices accept the standard argv arguments as described by the POSIX exec family of functions (OE0618), and also verifies that the
ordering of the argv arguments is in the format that is specified in the SCA v2.2.2, Section 3.1.3.3.3.5.1.3 (OE0619). Executable
devices are logical devices but not all logical devices are executable devices. A logical device inherits from at least one of the following
interfaces: Device, LoadableDevice, ExecutableDevice, and AggregateDevice. For the purposes of this test procedure, the logical devices
under testare also executable devices. The standard argv format accepts an array of character pointers to null terminated strings. The
ordering of arguments, according to argv format, should list argv(0) as the function name. The remaining input parameters, which are
id/value pairs, should follow the same consecutive ordering, with the id as the next entry and the value of the pair as the entry
following the id. The pattern effectively works out to be the ids as the odd numbered entries and the values as the even number
entries, excluding the first entry, which is the function/file name.

Places to Verify
Executable Devices
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IDL References

Data
struct DataType { string id; any value; };
typedef sequence <DataType> Properties;

Preconditions

e The Domain Profile files are available
e The source code files of the Operating Environment are available

Test Description

A. Identify the executable devices of the Operating Environment. (OE0618, OE0619)
1. N/A: The OE does not contain executable devices or does not contain devices at all.
2. Untested: The source code of the executable devices cannot be located.

For each of the executable devices in the Operating Environment, perform the following steps:

B. Verify that the executable device’s entry point arguments, which are id/value string pairs, conform to the standard argv of the POSIX
exec family of functions. (OE0618)

NOTE: The entry point of an executable device is a function that starts the execution of the device.

1. Pass: The executable device’s entry point arguments conform to the standard argv of the POSIX exec family of functions.

2. Fail: The executable device’s entry point arguments do not conform to the standard argv of the POSIX exec family of functions.

C. Verify that the executable device’s entry point arguments conform to the format specified in section 3.1.3.3.3.5.1.3, which places the first
input argument as the file or function name and places the subsequent arguments(id/value string pairs), into an alternating pattern, with
the value entry following each id that it corresponds to. (OE0619)

1. Verify that the first input parameter, argv(0), is mapped to the file or function name. (OE0619)

a. Pass: The first input parameter, argv(0), is mapped to the file or function name.
b. Fail: The first input parameter, argv(0), is not mapped to the file or function name.

2. Verify that the id of the first id/value pair maps to the next argument (argv(1)), the one following the file or function name, and the
value of the first id/value pair maps to the argument following the id(argv(2)). Allremaining id/value pairs should be mapped using
this alternating pattern until all id/value pairs are used. This effectively works out that the ids are the odd numbered entries and the
values are the even numbered entries. (OE0619)

a. Pass: The first id/value pair is mapped to the list of arguments, with the id as argv(1) and the value as argv(2). All of the
following id/value pairs map to this alternating pattern, with ids as odd entries and values as even entries.
b. Fail: The first id/value pair is not mapped with id as argv(1) and value as argv(2).
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c. Fail: Any of the following id/value pairs after the first id/value pairs is not mapped to the alternating pattern.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-168 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 092
Steps | Expected Results | Actual Results | Comments |  TestResult

A. ldentify the executable devices of the Operating Environment. (OE0618, OE0619)

1. Consultwith Findingallthedevicesis NOTE The fastestway to determine the device names is
developerand/or a helpful first stepin to consult with the developer and OE documentation,
examine the DCD filesto | findingtheexecutable although it may benecessary to examine the XML files to
identify the devices devicesin the OE. locatethe names and SPD files ofthe device(s).
provided by the OE.

N/A: Thereareno A device’s id and name are usually specified in the DCD

devicesin the OE. file as in the following example. The following data used

(OE0618, OE0619) is sample data, notactual.

<componentplacement>

<componentfileref refid="yyyyy"/>
<componentinstantiation id="DCE:x0x-xxxx ">
<usagename>DCE:yyyyyyyxooxx — </usagename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="yyyyy" type="SPD">
<localfile name=".../logservice/xoox.spd.xml"/>
</componentfile>
</componentfiles>

2. BExamine the DCD Findingthe SPDfiles is a <componentplacement>

files to determinethe helpful step in finding the <componentfileref refid="yyyyy"/>

SPDfile associated with | executabledevicesin the <componentinstantiation id="DCE:xxooxyyyyy">

each device. OE. <usagename>zzzzz</usagename>
</componentinstantiation>
</componentplacement>

<componentfiles>
<componentfile id="yyyyy" type="SPD">
<localfile name="... /xxxxx.spd.xml"/>
</componentfile>
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OE_TC 092
Steps Expected Results | Actual Results Comments TestResult
3. Bxamine the OE N/A: Thereareno The following is an example of an SPD file that has a code
documentation to executabledevices. The typeofexecutable.
identify the executable testends atthis point.
devicesoridentify the (OE0618, OE0619) <implementation aepcompliance="aep_compliant"
executabledevicesby id="DCE:x00000¢Y Y Y Y -X000Y Y Y Y -XX000000KXK ' >

examining the Domain
Profile files (SPD) and
determineif the code
typeelementis equal to
the string, “Executable”.
It may be helpfulto
record the localfile name
and theentrypointname.

<codetype="Executable">
<localfile name=
<localfile name="EntryPoint.out"/>
<entrypoint>EntryPoint</entrypoint>
</code>
<stacksize>xo</stacksize>
<priority>XX</priority>

<processor name="XXX"/></implementation>

Another possible way to determine the executable devices
are to locate the SCA defined execute or terminate
operations in either the device or the device’s inheritance
hierarchy.

4. Locate the source code
for the executable device
and record the name of
the file.

Untested: Thesource
codefortheexecutable
devicesis not located.
The testends atthis point.
(OE0618, OE0619)

Note: May needto corsultwith the developer for the
location ofthe executable devices. Clues provided by the
XML entries in steps 1-3 may give additional information
on howto locate the source code.

<codetype="Executable">
<localfile name=".../bin/aDevice"/>
<entrypoint>/sampleDevice</entrypoint>
</code>

For each of the executable devices in the Operating Environment, perform the following steps:

B. Verifythatthe executable device’s entry point arguments, which are id/value string pairs, conformto the argvformat of the POSIX exec family
of functions. (OE0618)
NOTE: The entry point of an executable deviceis afunctionthat starts the executionof the device.

5. Locate the entry point
ofthe device. Listthe
entry pointofthedevice.

Untested: The entry
pointofthedeviceis not
found. (OE0618)

The entry pointofthe device is usually, but notalways,
the main function. It may be the same as the entrypoint
name fromthe XML in fromstep 3.
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OE_TC 092
Steps Expected Results | Actual Results Comments TestResult
6. Verify in thesource Pass: The executable The standard definition of theargv format is anarray (or
codethat theexecutable | device’s entry point equivalentdatastructure) of character pointers to strings
device’s entry point argumentsconformtothe endingwitha null pointer.
parameter accepts an standardargv of the
argumentin theargv POSIX exec family of
format. functions. (OE0618)
Fail: The executable
device’s entry point
parameter does notaccept
an argumentin theargv
format. (OE0618)
C. Verifythatthe executable device’s entry point arguments conform to the format specifiedin section3.13.3.3.5.1.3, whichplaces the first input

argument as thefile or functionname and places the s ubsequent arguments(idival ue string pairs), into an alter nating pattern, with the value
entry following each idthat it corresponds to. (OE0619)
1. Verifythatthe firstinput parameter, argv(0), is mappedto the file or function name. (OE0619)
2. Verifythatthe idof the firstid/value pair maps to the next argument(argv(1)), the one following the file or functionname, andthe value
of the firstid/value pair maps to the argument following the id(argv2)). All remaining id/value pairs should be mapped usi ng this
alternating pattern until all id/value pairs are used. This effectively works out that the ids are the oddnumberedentriesandthe values
are the even numberedentries. (OE0619)

7. Verify in thesource
codeoftheexecutable
devicethatthefirst input
argument, argv(0), is
acceptedas thefile or
functionname.

Pass: The firstinput
parameter, argv(0), is the
file or functionname. At
this point, only the step
passes, nottheentiretest.
(OE0619)

Fail: The firstinput
parameter, argv(0), is not
the file or function name.
(OE0619)

It may be useful to look where the entry pointalso is
called to determine the order of the argv arguments,

althoughthe implementation of howthe entry point

handles theargv is the purpose ofthe test.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-171 0f B-315




JTNC Testand Evaluation Laboratory

SCAv2.2.2MOESTDv33A APPNDX-B3

OE_TC 092
Steps Expected Results | Actual Results Comments TestResult
8. Verify in the source Pass: The firstid/value The following is a description fromSCA v2.2.2, page 72,
codeoftheexecutable pair is mapped totheargv and explains the format of the POSIX input parameters.
devicethatthefirst stringwiththe idas
id/valuestring pair is argv(1) andthe valueas “The execute operation shall convert the input parameters
mappedtotheargvstring | argv(2). Atthis point, (id/value string pairs) parameterto the standard argv ofthe

with theid asamgv(1) and
value asargv(2).

only the step passes, not
the entire test. (OE0619)

Fail: The firstid/value
pairis not mappedtothe
argv stringwithid as
argv(l) and valueas
argv(2). (OE0619)

POSIX exec family of functions, whereargv(0) is the
function name. The execute operation shall map the input
parameters parameter toargv starting atindex1as
follows, argv (1) maps to input parameters (0) id and argv
(2) maps toinput parameters (0) value and so forth. The
execute operation passes argv through the operating
system “execute” function.”

9. Verify in thesource
codeoftheexecutable
devicethat the remaining
id/value pairs are mepped
with theids of each pair
beingthe odd entries and
the values of each pair
beingevenentries.

Pass: Allsubsequent
id/valueentries are
mapped as alternating
entries: withids as the
odd placed entries and the
values as even placed
entries. (OE0619)

Fail: Anyofthe
following id/value pairs
afterthefirstid/value
pairs is notmapped to the
alternating pattem.
(OE0619)

Endof Test
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TestRecording Log— OE_TC_092

Stepl
(List of device executable
names)

Step2
(SPDfile of
each device)

Step3
(List of
executable
devices)

Step4
(Source
code
executable
devicefile
name)

Step5
(List
entry point
of
executable
device)

Step6
(accepts
standard

argv?)

(YIN?)

Step7
(argv(0)is
file or
function
name?)

(YIN?)

Step8
(argv(l)is
idand
argv(2)is
value?)

(YIN?)

Step9

(rest of argv maps to

id/value pairs?)

(YIN?)
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Test Summary OE_TC 092
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0618

OE0619

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.23. OE_TC 094 - Device :: Logical Device- CORBA

Test Case Number: OE_TC 094
Logical Device CORBA

Requirements

SCAW.2.2Tag SCAWV2.2.2Text
OE0620 Logical devices shall be limited to using CORBA and CORBA servicesdefined in the referenced minimumCORBA specification
[5].
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Section3.3.2— page 3-97
Minimum CORBA Specification Version1.0 15Aug 2002 (02-08-01) All
SCA AppendixC: Core FrameworkIDL Version2.2.2 15May 2006 PagesC-1, C-5, C-29, C-30
Naming Service Specification Version 1.3 October 2005 (formal/04-10-03) Page 2-1thru2-4
Event Service Specification Version 1.2 October 2005 (formal/04-10-02) Page 1-3, 1-7, Page 2-1thru2-5
Lightweight Log Specification Version 1.1 February 2005 (formal/05-02-02) Page 2-2t02-3
Test Objective

This test case verifies OE0620. This test will verify that a logical device is limited to using CORBA as defined in the minimumCORBA
specification and CORBA services as defined in the SCA specification. The CORBA services defined here are naming service, event service,
and the optional log service. A logical device is a software component that implements one of the Basic Device Interfaces, namely, Device,
LoadableDevice, ExecutableDevice, and Aggregate Device.

Places to Verify
Devices and any other software component implementing the Base Device Interfaces

CORBA References

Operations
Limited setof minimumCORBA specification
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interface LoadableDevice : Device {

interface ExecutableDevice : LoadableDevice {
interface AggregateDevice {

module CF {interface Device;

Limited setof CORBA services

Exceptions

CosNaming::Bindinglterator
CosNaming::NamingContext
CosNaming::Bindinglterator

interface NamingContextExt: NamingContext {
interface LogProducer : LogStatus {
interface LogConsumer : LogStatus {
interface LogAdministrator : LogStatus {
interface LogStatus {

interface PushConsumer {

interface PushSupplier {

interface PullSupplier {

interface PullConsumer {

Limited setof minimumCORBA specification

LoadableDevice
exception InvalidLoadKind {};

exception LoadFail {CF::ErrorNumberType errorNumber; string msg; );

ExecutableDevice

exception InvalidOptions {CF::Properties invalidOpts; };
exception InvalidParameters {CF:Properties invalidParms; };

AggregateDevice, interface device

exception InvalidObjectReference { string msg;};

Limited setof CORBA services

NamingContextExt

exception NotFound { NotFoundReasonwhy; Namerest_of name; };

SCAv2.2.2MOESTDv33A APPNDX-B3
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exception CannotProceed { NamingContextcxt; Namerest_of name; };
exception InvalidName{};

exception AlreadyBound {};

exception NotEmpty{};

exception InvalidAddress {};

LogAdministrator
exception InvalidParam { string details; };

PushConsumer, PushSupplier, PullConsumer, PullSupplier

exception Disconnected{};

Preconditions
e The Core Framework source code files are available.

Test Description

A. ldentify the components that implement the minimumCORBA specification and CORBA services. (OE0620)
1. Untested: There are no components that implement the minimumCORBA specification and/or CORBA services.

For each component identified above, perform the following step(s):
B. Verify that the component implements the limited set of minimumCORBA specification. (OE0620)

a. Pass: Only the minimumCORBA interfaces are implemented by the component.

b. Fail: ORB Helper functions are used.

c. Fail: Components implements a method that is outside of the minimumCORBA specification.
C. Verify that the component implements the limited set of CORBA services. (OE0620)

a. Pass: Only CORBA services are implemented by the component.

b. Fail: Components do not implement a CORBA service method.
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Notes: 1. Test Result will include Pass, Falil, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC 094

Steps

| Expected Results

| Actual Results | Comments |  TestResult

A.

Identify the components of the Core Framework that implement the minimumCORBA specificationand CORBA services. (OE0620)

1. Identify the source code for
the Core Framework. Record
the name of the file(s).

Sourcecodefile(s)are
found.

Untested: Thereareno
componentsthat implement
the minimumCORBA
specification and/or CORBA
services. (OE0620)

Consult the developer or review the developer
documentation to locate the source code.

For each component identified abowve, performthe following step(s):

B. Verifythatthe componentimplements the limitedsetof minimumCORBAS pecification. (OE0620)

2. Identify the components
thatimplements the limited
set of minimumCORBA
specification. Record the
component(s).

Pass: A component that
implements the limited set of
minimumCORBA
specificationis found.
(OE0620)

Fail: ORB Helper functions
are used. (OE0620)

Fail: Components
implements a method thatis
outsideofthe
minimumCORBA
specification. (OE0620)

minimumCORBA
interface LoadableDevice : Device {
interface ExecutableDevice : LoadableDevice {

interface AggregateDevice {
module CF {interface Device;
Examples:

class CF__ExecutableDevice_impl
class CF__LoadableDevice_impl

C. Verifythatthe componentimplements the limitedsetof CORBAservices. (OE0620)
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OE_TC_094

Steps

Expected Results

Actual Results

Comments

TestResult

3. Identify the components
thatimplements the limited
set of CORBA services.
Record the component(s).

Pass: Only CORBA
services areimplemented by
the component. (OE0620)

Fail: Components donot
implementa CORBA
service method. (OE0620)

Search forthese CORBA services:

CosNaming::Bindinglterator
CosNaming::NamingContext
CosNaming::Bindinglterator

interface NamingContextExt: NamingContext {
interface LogProducer : LogStatus{
interface LogConsumer : Log Status{
interface LogAdministrator : LogStatus {
interface LogStatus {

interface PushConsumer {

interface PushSupplier {

interface PullSupplier{

interface PullConsumer{

Example:

CORBA::Object_varobj=orb-
>resolve_initial_references("NameService");
_domainFinder._namingService =
CosNaming::NamingContext:;_narrow(obj);

End of Test
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TestRecording Log— OE_TC _094
Stepl Step2 Step3
(source codefiles) (components implementing minimumCORBA) (components implementing CORBA services)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-180 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

Test Summary OE_TC 094
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) () Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0620

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.24. OE_TC 095 - Device :: Logical Device - CORBA Register

Test Case Number: OE_TC 095
Logical Device CORBA

Requirements

SCAW.2.2Tag SCAWV2.2.2Text
OE0621 A logical device shall register itself with a device manager using the value associated with the DEVICE_MGR_IOR parameter per
3.1.3.2.4.5.
References
Document Name Version/Date Location (Pages, Section)
L . . Page 3-98, Section3.3.3

Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-50 thru 53, Section 3.1.3.2.45

SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 Pages C-33, SectionC.1

SCA AppendixD: Domain Profile \ersion2.2.2 15May 2006 Pages D-48thru49, SectionD.7
Test Objective

This test case verifies OE0621. The test will verify that a logical device will register itself with a device manager using the parameter
DEVICE_MGR_IOR. A logical device is a software component that implements one of the Basic Device Interfaces, namely, Device,
LoadableDevice, ExecutableDevice, and Aggregate Device

Places to Verify
Logical Devices

IDL References
Operations
void registerDevice (in Device registeringDevice) raises (InvalidObjectReference);

Exceptions
CF InvalidObjectReference
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Preconditions

e Domain Profile test is passed
e All the Domain Profile files are available
e The OE source code files having the registerDevice operation are available.

Test Description

A. Locate all the Device Manager’s Device Configuration Descriptor (DCD) files of the OE. (OE0621)
1. Pass: One or more DCD file exists.
2. Untested: A DCDfile is not provided.
B. Examine the DCD file and locate all Software Package Descriptor (SPD) files.
1. Pass: Allthe SPD files mentioned in the DCD files are located.
2. Fail: SPD files referenced in the DCD files are not located.
For each device, perform the following:
C. Examine the SPD file for the source file of the device. (OE0621)
1. Untested: Source file for the device is not found.
D. Locate inthe source file for the parameter DEVICE_MGR_IOR that is used to extract the device’s Device Manager. (OE0621)
1. Pass: The parameter DEVICE_MGR_IORis found.
2. Untested: The parameter DEVICE_MGR_IOR is not found.
E. Verify that each device makes a call to the Device Manager’s registerDevice interface. (OE0621)
1. Pass: Eachdevice calls the registerDevice interface.
2. Fail: The device does not call the registerDevice interface.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE _TC 095
Steps | ExpectedResults | Actual Results | Comments | TestResult

A. Locate all the Device Manager’s Device Configuration Descriptor (DCD) files of the OE

1. Locate all the Device
Manager’s Device
Configuration Descriptor
(DCD) files of the OE. Record
the name of the DCD.

Pass: Oneor more DCD files
exist. (OE0621)

Untested: A DCDfile is not
provided. (OE0621)

A device’s id and name areusually specified in
the DCD file as in the following example:

<componentplacement>
<componentfileref

refid="DCE:d ddddoooK" />
<componentinstantiation
id="DCE.ddd123x00X">
<usagename>DeviceName</usagename>
</componentinstantiation>
</componentplacement>

B. Examine each DCD andlocate the Software Package Descriptor (SPD) files. (OE0621)

2. Examine each DCDfileand | Pass: Allthe SPDfiles <componentfiles>

locateall SPD files. mentioned in the DCD files <componentfile id="DCE:dddddxoox "
are located. (OE0621) type="SPD">

<localfile

Fail: SPD files referencedin name="...xoxxxspd.xml"/>

the DCD files are not located. </componentfile>

(OE0621) </componentfiles>

For each device, performthe following:

C. BExamine the SPD filefor the sourcefile of the device. (OE0621)

3. BExamine the SPD file for Untested: Sourcefile forthe
the sourcefile of the device. deviceis notfound. (OE0621) The deve|0per may beofassistancein |ocat|ng
Recordthesourcefile. the source code.

D. Identify the source code that launches the device.(OE0621)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-184 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

OE_TC_095
Steps Expected Results Actual Results Comments TestResult
4. Verify thatthe Pass: Theparameter Look for statements where CORBA.::_narrow()
DEVICE MGR_IORis usedto | DEVICE MGR_IORis found. is called by usingthe DEVICE_MGR_IORas
identify the DeviceManagerto | (OE0621) the argument. The returned object should be the
which the currentdevice device’s associated DeviceManager.

belongs. Untested: The parameter
DEVICE_MGR_IORis not
found. (OE0621)

E Verify thateach device makes a call to the DeviceManager’s registerDevice interface. (OE0621)

5. Verify thateachdevicecals | Pass: Thedevicecalls A keyword search of “registerDevice” within
registerDevice(). registerDevice(). (OE0621) the source codefile should reveal the statement.

Fail: The devicedoes notcall
registerDevice() (OE0621)

End of Test
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TestRecording Log— OE_TC_095

Stepl
(DCD files)

Step3 Step4 Step5
(source file names) (DEVICE_MGR_IORused (is registerDevice called
Y/N?) Y/N?)
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TestRecording Log— OE_TC_095

Stepl
(DCD files)

Step3 Step4 Step5
(source file names) (DEVICE_MGR_IORused (is registerDevice called
Y/N?) Y/N?)
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Test Summary OE_TC 095
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) () Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0621

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.25. OE_TC 096 - Aggregate Device

Test Case Number: OE_TC 096
Aggregate Device

Requirements

SCAW.2.2Tag SCAW2.2.2Text
OE0622 A child device shall add itself to a parent device using the executable Composite Device IOR parameterper 3.1.3.2.4.5.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-98, Section 3.3.3;
Pages 3-52-3-53.Section 3.1.3.24.5;
Page 3-75, Section 3.1.3.3.4.5.1.3
SCA AppendixD: Domain Profile \ersion2.2.2 15 May 2006 Page D-51;Section D.7.1.4.1.5
Test Objective

This test case verifies OE0622. The objective of this test is to verify that a child device will add itself to a parent device using the
executable Composite Device IOR parameter per SCA 3.1.3.2.4.5. Section 3.1.3.2.4.5 explains how the Composite. DEVICE_IOR is
obtained from the entry point of the device in order for the child device to add itself to the aggregate device of the parent.

Places to Verify
AggregateDevice\child devices

IDL References

Data
interface AggregateDevice { readonly attribute CF::DeviceSequence devices;}

Operations
void addDevice ( in CF:Device associatedDevice ) raises (CF:InvalidObjectReference);

Preconditions
e The Domain Profile files are available.
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e The source code files of the Core Framework (CF) are available.

Test Description
Note: This test should be evaluated in parallel with the test for OE0474, test case OE_TC_034.
A. ldentify the devices of the Core Framework. (OE0622)
1. Untested: Devices are not present in the Core Framework.
B. Identify the child devices of the Core Framework. (OE0622)
1. Untested: The CF does not contain child devices.
For each child device in the Core Framework, perform the following steps:
C. Identify the entry point of the device. (OE0622)
NOTE: The entry point of a device is the operation that starts execution of the device.
1. Untested: The entry point of the device is not identified.
D. Verify that when the device is launched it obtains the executable Composite_ DEVICE_IOR parameter according to Section 3.1.3.2.4.5.
(OE0622)
1. Pass: The device obtains the Composite DEVICE_IOR execute parameter when it is launched.
2. Fail: The device is a child device, but does not obtain the Composite_ DEVICE_IOR execute parameter when it is launched.
E. Verify that the child device adds itself to its parent device using the executable Composite_ DEVICE_IOR parameter. (OE0622)
1. Pass: The child device adds itself to its parent device using the executable Composite_ DEVICE_IOR parameter.
2. Fail: The child device does not add itself to its parent using the Composite_ DEVICE_IOR parameter.
3. Fail: The aggregate device object does not contain the addDevice operation.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2MOESTDv33A APPNDX-B3

OE_TC_096

Steps

| Expected Results

| Actual Results |

Comments

| TestResult

A.

Identify the devices of the CF. (OE0622)

1. Using conversationswith the
developer, CF documentation
and examination of the Domain
Profile files, identify the devices
ofthe CF.

Untested: Devices are not
presentin the OE. (OE0622)

A device’s id and name are usually specified in the
DCDfile as in the following example:
<componentplacement>
<componentfilerefrefid="CDATA”>
<componentinstantiation id="DCE:ddddd-
XOXECYYYyy">
<usagename>aDevice</usagename>
</componentinstantiation>
</componentplacement>
<componentfiles>
<componentfile id="<CDATA>" type="SPD'">
<localfile name="../I/DeviceFile spd.xml"/>
</componentfile>
</componentfiles>

2. Locate the source code for the
devicesand record the names of
the files.

Untested: The source code of
the devicesis not located.
(OE0622)

The developmentengineer and the developer
documentation, if available, is the best source for
the location of the source code.

In some cases, it is possibleto trace the location of
the source code fromthe executable declaration in
the SPD.

B. ldentifythe childdevices. (OE0622)
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OE_TC_09%

Steps

Expected Results

Actual Results

Comments

TestResult

3. Identify the child devices of
the CF devices found in steps 1-2
through appropriate means, such
as source code search or Domain
Profile examination.

Untested: The OEsource code
does not contain child devices.
(OE0622)

One could look in the source code fora CORBA
objecttobe narrowed to the aggregate device
interface.

A child device relationship could be indicated
in the Domain Profile.

See reference for SCA v2.2.2, AppendixD,

If a componentinstantiation elementcontains
the compositepartofdeviceelement, it will be a
child device.

Domain Profile, page D-51:

The compositepartofdevice element is usedwhen
a parent-child relationship exists between
devices toreference the componentinstantiation
element that describes the parent device when
this device’s componentinstantiation element

describes the child device."

For each childdevice of the Operating Environment, performthe following steps:

C. Identifythe entry pointof the device. (OE0622)
NOTE: The entry pointofadevice isthe operationthat starts execution of the device.

4. In the source code, identify the
existence of theentry pointofthe
devicewhere it is launched. List
the operation name that starts the
executionofthe device.

Untested: Theentrypointof
the deviceis notlocated.
(OE0622)

The entry pointof the device is usually, but not
always, the function callmain(.. .)

It may be useful to search for the usagename from
the comments section of Step 1-2 to find the entry
point. Itisthedevice label that the entry point uses

forsome of its arguments.

D. Verifythatwhen the deviceis launchedit obtains the executable Composite DEVICE IOR parameter according to Section 3.1.3.24.5 (OE0622)
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OE_TC_09%

Steps

Expected Results

Actual Results

Comments

TestResult

5. BExamine the source code
where thedevice is launched and
verify thatthe device obtains the
executable

Composite DEVICE_IOR
parameter(an id/value pair) from
the entry pointofthedevice. List
the Composite_ DEVICE _IOR
string/value pair(s).

Pass: The device obtains the
executable

Composite DEVICE_IOR
parameter fromthe entry point
ofthe device. (OE0622)

Fail: The devicedoes not
obtainthe executable
Composite DEVICE_IOR
parameter fromthe entry point
ofthe device. (OE0622)

The device obtains thesevalues from
requirement, OE0474.

The value of the Composite_ DEVICE_IOR
string/value pair is the IOR of the aggregate
device. This IORis howthe device obtainsa
reference to the aggregate device of the parent.

E.Verifythatthe childdevice adds itself to its parent device using the executable Composite DEVICE IOR parameter. (OE)622)

6. Verify thatthe child device
usesthe

Composite DEVICE_IOR
parameter to obtain the object
reference of the aggregate device
ofthe parentand adds itself to
this reference (therefore adding
itself to the parent) using the
addDevice operation.

Pass: The child device uses the
Composite DEVICE_IOR
parameter to obtain the object
reference to the aggregate
device of the parent and adds
itself to this reference using the
addDevice operation (OE0622)

Fail: The childdevice is not
abletousethe
Composite_Device IOR
parameter to obtain the object
reference tothe aggregate
device. (OE0622)

Fail: The child device does not
use theaddDevice operation on
the aggregate devicetoadd
itselfto the parentdevice.
(OE0622)

Fail: The aggregatedevice
objectdoes notcontain the
addDevice operation.
(OE0622)

Searchfor strings,such as
Composite DEVICE_IOR oraddDeviceto find
where the child device addsitself to the parent.

The parentdevice containsa reference tothe
aggregatedevice. Thechild device obtains this
objectreference by resolving the stringified IOR
(value of Composite_ DEVICE_IOR)in the
naming service and thenaddsitself to this
reference.
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OE_TC_096
Steps Expected Results Actual Results Comments TestResult
End of Test
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TestRecording Log— OE_TC_096

Stepl

(Device name)

Step2

(Sourcecode
file of device.)

Step3

(Listthe
child
devices, or
checkmark
ifdevice
fromstep2
isachild)

Step4

(entry point
operation
name)

Step5

(Device obtains
Composite_Dewvi
ce_IORfrom
entry point?)

(YIN/?)

Step5
cont’d

(Listof
stringvalue
pair)

Step6
(childdevice obtains reference to aggregate device from
IOR and adds itself to the parentdevice using the
addDevice operation?)

(YIN/?)
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Test Summary - OE_TC 096
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0622

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.26. OE_TC 097 - Device :: Logical Devices - CF Interfaces

Test Case Number: OE_TC 097
Logical Device - CF Interfaces

Requirements

SCAW.2.2Tag SCAV2.2.2 Text
OE0623 The valuesassociated with the parameters (PROFILE_NAME, COMPOSITE_DEVICE_IOR,DEVICE_ID and DEVICE_LABEL) as
described in 3.1.3.2.4.5shall beused to set the Device’s s oftwareProfile, compositeDevice, identifier,and label attributes, respectivel y

References

Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version?2.2.2 15May 2006 P 3-98, Sec 3.3.3; 3-52,Sec3.1.3.2.4.5

Test Objective

This test case verifies OE0623. The objective of this test is to verify that the values associated with the parameters (PROFILE_NAME,
COMPOSITE_DEVICE_IOR, DEVICE_ID and DEVICE_LABEL) as described in 3.1.3.2.4.5 are used to set the Device’s softwareProfile,
compositeDevice, identifier, and label attributes, respectively. Since these parameters are execute operation parameters, the devices being
tested must be executable devices.

Places to Verify
Executable Devices

IDL References
The parameters passed to an executable device can be considered a sequence of DataTypes. The CF.idl definition for DataType is:

struct DataType

{
string id;
any value;

}

typedef sequence <DataType> Properties;
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Preconditions

e The Domain profile files are available
e The Domain Profile tests have been passed
e The source code files are available.

Test Description

Note: “Parameters” refers to the four parameters in the requirement, PROFILE_ NAME, COMPOSITE DEVICE _IOR, DEVICE_ID and
DEVICE_LABEL.
A. For each DCD file, determine the devices parameters as described in the DCD’s. (OE0623)
1. Pass: Devices and parameter values are found.
2. Untested: No DCD files are located.
3. N/A: Devices and parameter values are not found.
For each device found, perform steps B and C.
B. Locate the source code for the device. (OE0623)
1. Pass: The source code for the device is found.
2. Fail: No source code for the device is found.
C. Verify that the parameters are saved properly. (OE0623)
1. Pass: The parameters are saved properly.
2. Fail: The parameters are not saved properly.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
OE TC 097
Steps | Expected Results | Actual Results |

Comments | Test Result

A. For each DCDfile,determinethe devices parameters as describedin the DCD’s. (OE0623)

1. Locate allfilesending in
“.dcd.xml” and record the name.

Pass: Oneormorefilesare
found. (OE0623)

Untested: No DCD files
are located. (OE0623)

2. Locate each occurrence of the
“usagename” element for a
devicein the DCD files and
record the value of the
usagename.

Pass: “usagename”
elementsarefound.
(OE0623)

Untested: No
“usagename” elements are

found. (OE0623)

Components other than devices may havea
usagename element. \Verify that the element
applies toa device. This will be the value for
the DEVICE_LABEL parameter. An
example ofa usagenameelement is:

<usagename>someDevice</usagename>

3. Recordthevalueofthe
componentinstantiation id
associated with the usagename.

The valueofthe
componentinstantiation id
is recorded.

This will be the value for the DEVICE _ID
parameter. The relation between the
componentinstantiation and the usage name
elementsis:

<componentinstantiation id =
"someDevice InstantiationID>
<usagename>Device</usagename>

</componentinstantiation>

4. Recordthevalueof the
compositepartofdevice, if it is
defined. This elementonly
applies for aggregate/composite
devicessomay notbepresent.

The valueofthe
compaositepartofdevice is
recorded. If notdefined,
record “NONE”.

This will be the value for the
COMPOSITE_DEVICE_IOR parameter.
An example of a compositepartofdevice
elementis:

<compositepartofdevice
refid="DCE:12345678-9200-1000-8000-
123456789abc"/>
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5. Record the componentfileref
refid.

The valueofthe
componentfileref refid is
recorded.

6. Locate the componentfile id
thatthe refid fromstep 5refers
to andrecordthe name of the
localfile.

The componentfileid is
found.

Normally this will be earlier in the file than
the refid. This file shouldbean SPD.

7. Openthe SPDfile recorded in
step 6, and determine if the code
typeis executableand if it has
an entrypoint. Record the
entrypoint.

An entry point is found.

N/A: The codetypeis not
executableor noentrypoint
is found. (OE0623)

If the componentis notexecutable ordoes
not havean entrypoint, thenthe
DeviceManager cannot passthe parameters
toit.

B. (andC) For eachdevice found, performsteps 8 thru 13.Use the second log table for the following steps.

1. Locate the source code for the device (OE0623).

8. Locate the source code for
the deviceand record the file
name.

Pass: The source codeis
located. (OE0623)

Fail: No sourcecode is
found. (OE0623)

The “main” ofthe device is the code we are
locating. The developer’s engineer willbe of
assistance in locating this code.

2. Verify that the parameters are savedproperly (OE0623).

9. Locate the portion of the
initialization code forthe device
that processesthe input
parameters passedtoit by the
o/s.

The initialization code is
located.

In a Unixtypesystem, this would be the code
that processesthe argv argument thatthe
“main” operation receives.

10. Verify that a parameter with
an id of “PROFILE NAME” is
processedand thatthe valueis
saved.

Pass: Thepropervalue is
saved. (OE0623)

Fail: The proper valueis
not saved. (OE0623)

These parameters are id and value pairs,so
when a parameter withan id match is found,
the next parameterin the listshould be saved.

11. Ifthe
COMPOSITE_DEVICE_IOR
is not NONE, verify thata
parameter withanid of

Pass: Thepropervalue is
saved. (OE0623)

These parameters are id and value pairs,so
when a parameter withan id match is found,
the next parameterin the listshould be saved.
This parameter may notbe processed as
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“COMPOSITE DEVICE IOR” | Fail: The proper valueis inputbutbe setatinstantiation time if the
is processed and thatthevalue is | not saved. (OE0623) deviceisnota child device.
saved.
12. Verify that a parameter with | Pass: The propervalue is These parameters are id and value pairs,so
anid of “DEVICE ID”is saved. (OE0623) when a parameter withan id match is found,
processedand thatthe valueis the next parameterin the listshould be saved.
saved. Fail: The proper valueis

not saved.
13. Verify that a parameter with | Pass: The propervalue is These parameters are id and value pairs,so
anid of “DEVICE LABEL”is | saved.(OE0623) when a parameter withan id match is found,
processedand thatthe valueiis the next parameterin the listshould be saved.
saved. Fail: The proper valueis

not saved. (OE0623)
End of Test
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TestRecording Log— OE_TC_097

Step 1: DCD file:

Step 2 Step 3 Step 4 Step 5 (componentfileref Step 6 (localfile) Step 7 (entrypoint)
(usagename) (component instantiation | (compositepartofdevice) refid)
id)
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TestRecording Log— OE_TC_097

Step 8 (source code)

Step 10 (PROFILE_NAME)

Step 11
(COMPOSITE_DEVICE 10)

Step 12

(DEVICE_ID) Step 13
(DEVICE_LABEL)
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Test Summary OE_TC 097
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) () Failure ofany asscciated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0623

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.27. OE_TC 098 - Device :: Logical Device allocation properties

Test Case Number: OE_TC 098
Device::Logical Device

Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OEQ0627 Foreach logical device, allocation properties shall be defined in its referenced SPD’s property file.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) \ersion2.2.2, 15May 2006 Page 3-98, Section 3.3.4
SCA AppendixD: Domain Profile Version2.2.2, 15 May 2006 PagesD.2.1,D-4,D.4.1.1,
D-19,D-20

SCA AppendixC: Core FrameworkIDL Version2.2.2, 15May 2006 Page C-27
DCE UUID standard (OSF all

Distributed Computing Environment, DCE 1.1

Remote Procedure Call).

Test Objective

This test case verifies OE0627. The objective of this test is to verify that a logical device defines all of the allocation properties that it
uses in property descriptor files that are referenced in the device’s SPD file. Anid of an allocation property should be a Distributed
Computing Environment Universal Unique Identifier (DCE UUID). All allocation property ids defined by the logical device in the
property descriptor files referenced by the SPD must be supported by the allocateCapacity and deallocateCapacity operations in the
logical device. The allocateCapacity and deallocateCapacity operations must support additional allocation properties other than those listed
in the device’s Domain Profile files (SPD, PRF).

Places to Verify
Logical Devices

IDL References

Operations
boolean allocateCapacity (in CF::Properties capacities)
raises (CF::Device:InvalidCapacity, CF::Device:InvalidState);
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void deallocateCapacity (in CF::Properties capacities)
raises (CF::Device:InvalidCapacity, CF::Device:InvalidState);

Preconditions

e All The Domain Profile files are available
e The Domain Profile tests are passed.
e The source code files of the Operating Environment are available.

Test Description

A. ldentify the logical devices of the Operating Environment and the location of their SPD files and source code files. (OE0627)

1. Pass: The devices of the Operating Environment are identified and their SPD files and source code files exist.
2. Untested: The Operating Environment provides devices but their SPD files or source code files are not provided.
3. N/A: The Operating Environment does not provide devices.
For each of the logical devices in the Operating Environment:
B. ldentify the allocation properties of the device, which are defined in property descriptor files referenced by Software Package Descriptor
(SPD) files and verify that they are in Distributed Computing Environment Universal Unique Identifier (DCE UUID) format. If there are
no allocation properties referenced by the SPD; then only perform Test Descriptions C and F, the other Test Description steps are non-
appllcable (OE0627)
Identify and list the allocation properties of the device, which are defined in property descriptor files referenced by SPD files.
(OE0627)
a. Pass: The allocation properties are defined in property descriptor files referenced by SPD files.
b. NA: Allocation properties do not exist in the SPD’s referenced property files.

2. Verify that the allocation property ids of the device found in the property descriptor files are Distributed Computing Environment
Universal Unique Identifiers (DCE UUIDs). (OE0627)
a. Pass: The device allocation property ids are DCE UUIDs.
b. Fail: The device allocation property ids are not DCE UUIDs.
c. NA: The property descriptor files do not list allocation properties.

C. Verify that the allocateCapacity and the deallocateCapacity operations exist in the device. (OE0627)

1. Pass: The allocateCapacity and deallocateCapacity operations exist in the device.

2. Fail: The allocateCapacity operation does not exist in the device.

3. Fail: The deallocateCapacity operation does not exist in the device.
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D. Verify that the allocateCapacity operation supports the allocation property ids defined by the device’s property descriptor files.
(OE0627)
1. Pass: The allocateCapacity operation supports the property ids defined in the property descriptor.
2. Fail: The allocateCapacity operation does not support the property ids defined property descriptor files.
3. N/A: There are no allocation property ids defined in the property descriptor files referenced by the device’s SPD.
E. Verify that the deallocateCapacity operation supports the allocation property ids defined in the device’s property descriptor. (OE0627)
1. Pass: The deallocateCapacity operation supports the property ids defined in the property descriptor.
2. Fail: The deallocateCapacity operation does not support the property ids defined in the property descriptor files.
3. N/A: There are no allocation properties listed in the property descriptor files referenced by the device’s SPD.
F. Verify that no other allocation properties other than the ones listed from the Test Description B results are supported in the
allocateCapacity and deallocateCapacity operations of the device. (OE0627)
1. Pass: The allocateCapacity and the deallocate Capacity operation only support property ids that are listed in the property descriptor
file(s) for the device.
2. Fail: Either the allocateCapacity or the deallocateCapacity operation support property ids that are not listed in the property
descriptor file(s) of the device.
3. Fail: Either the allocateCapacity or deallocateCapacity operation supports allocation property ids but no allocation properties are
listed in the SPD’s property descriptor files.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 098
Steps | Expected Results | Actual Results | Comments | TestResult

A. Identifythe logical devices of the Operating Environment and the location of their SPD files andsource code files. (OE0627)
1. Examine the DCDfiles | Pass: Thedevicesofthe May need to consult with the developer forthe location of
to determinethedevices | Operating Environment the logical devices.
providedbythe OEand | are identified and their
recordthe SPD file SPD files and source code A device’s id and name are usually specified in the DCD
associated with each files exist. (OE0627) file as in thefollowing example:
device. <componentplacement>

N/A: Devicesarenot <componentfileref refid="x0xx"'/>

provided forthe OE. <componentinstantiation id="DCE:xxx-yyyyy-

(OE0627) 772777">

<usagename>zzzzz</usagename>

Untested: Devicesare </componentinstantiation>

provided forthe OE but </componentplacement>

their SPD files cannotbe <componentfiles>

located. (OEQ627) <componentfile id="00x " type="SPD">

<localfile name=".../yyyyyspd.xml"/>
</componentfile>
</componentfiles>
Usingthe clue ofthe component placement ref and the
information spd file could also give additional information
on howto locate the source code.

2. Locate the source code
forthe logical deviceand
recordthe name ofthe
file.

Untested: The source code
forthe devicesis not
located. (OEQ627)

For each of the logical devices inthe Operating Environment:

B. Identifythe allocationproperties of the device, which are definedin property descriptor files referencedby S oftware Package Descriptor (SPD) files and
erify that theyare in Universal Unique Identifier (DCEUUID) format. Ifthere are noallocation propertiesreferencedby the SPD, thenonly perform
Test Descriptions C and F; the other testdescription steps are non-applicable. (OE0627)

1. Identifyandlist

the allocation properties of the device, which are definedin property descriptor files referencedby SPD files. (OE0627)
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OE_TC_098

Steps

Expected Results

Actual Results

Comments

TestResult

3. Identify the property
descriptor file reference in

the SPD file of the device.

List the property
descriptor files for the
device.

Pass: Theallocation
properties aredefined in
property descriptor files
referenced by SPD files.
(OE0627)

N/A: The SPD file does
not reference property
descriptor files. (OE0627)

The following is an example of theway a PRF could be

listedin an SPD file.

<propertyfile> <localfile name="zzzzz.prf.xml" />
<[propertyfile>

4. BExamine the property
descriptor files and
identify the allocation
properties ofthe device.
Create a list ofall the
allocation property ids
found.

Pass: The allocation
properties ofthe device
are located in the property
descriptor files. (OE0627)

N/A: Thereareno
allocation properties listed

The following is anexample, but notthe only example, of
an allocation property described in a PRF file.

<simple id="DCE:xo0x-yyyyy-zzzzz" type="ulong"
name="XXXX" mode="readwrite">
<description>Allocation property for the
device</description><value>xwox</value>

in the property descriptor <kind kindtype="allocation"/>
files of the device. <actiontype="XX"/></simple>
(OE0627)

B.2 Verifythatthe allocation property ids of the device foundin the property descriptor filesare Distributed Computing Environment Universal Unique
Identifiers (DCEUUIDs). (OE0627)

5. Verify thatthe
allocation property ids of
the deviceare DCE
UUIDs.

Pass: Theallocation
property ids are DCE
UUIDs. (OE0627)

Fail: The allocation
property idsarenot DCE
UUIDs. (OE0627)

N/A: The property
descriptor files donot
containallocation
properties. (OEQ0627)

The following is a description of the DCEUUID fromthe
SCAv2.2.2, AppendixD, Domain Profile, and page D-4.

“The DCEUUID is as defined by the DCE UUID standard
(adopted by CORBA). The DCE UUID formatstartswith
the characters "DCE:" and is followed by the printable form
ofthe DCEUUID, a colon, and a decimal minor version
number, for example: "DCE:700dc518-0110-11ce-ac8f-
0800090b5d3e:1". The decimal minor version numberis
optional. The version attribute specifies the version of the
component. The nameattribute is a user-friendly label for
the softpkg element.
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OE_TC_098

Steps | ExpectedResults | Actual Results |

Comments

| TestResult

C. Verifythatthe allocateCapacity andthe deallocateCapacity operations existin the device. (OE0627)

6. \erify in the source Pass: The
codeofthedevice thatthe | allocateCapacity operation
allocateCapacity exists.(OE0627)
operation exists.
Fail: The
allocateCapacity operation
does not exist. (OE0627)

7. Verify in the source Pass: The
codeofthedevice thatthe | deallocateCapacity

deallocateCapacity operation exists. (OE0627)
operation exists.
Fail: The
deallocateCapacity
operation does notexist.
(OE0627)

D. Verifythatthe allocateCapacity operationsupports the allocation propertyids defined by the device’s property descriptor files. (OE0627)

8. Verify in the source Pass: The allocation
codeofthedevice thatthe | property ids are supported
allocation property ids by theallocateCapacity
listedfromtheresultsof | operation. (OE0627)

are supported by the
allocateCapacity Fail: The allocation
operation. property idsare not

supported by the
allocateCapacity
operation. (OE0627)

N/A: The property
descriptor files donot
containallocation
properties. (OE0627)
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OE_TC_098

Steps

| Expected Results

| Actual Results |

Comments

| TestResult

E Verifythatthe deallocate Capacity operation supports the allocation property ids defined by the device’s property descriptor files. (OE0627)

9. Verify in the source
codeofthedevice that the
allocation properties ids
found in the previous
step(s) aresupported by
the deallocateCapacity
operation.

Pass: The allocation
property ids are supported
by the deallocateCapacity
operation. (OE0627)

Fail: The allocation
property idsarenot
supported by the
deallocateCapacity
operation. (OEQ627)

N/A: The property
descriptor files donot
containallocation
properties. (OE0627)

F. Verifythat nootherallocation properties other than the ones fromthe Test Description B results are supportedin the allocateCapacity and
deallocateCapacity operations of the device. (OE0627)
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OE_TC_098

Steps

Expected Results

Actual Results

Comments

TestResult

10. Verify thatnoother
allocation property ids
found in the source code
ofthe allocate Capacity
operationare located in
the listof property ids
foundin manual step 5.

Pass: The
allocateCapacity operation
only supports allocation
property ids listed in the
property descriptor files for
the device. (OE0627)

Fail: The
allocateCapacity operation
supports property ids
outside of those listed in
the property descriptor
files for the device.
(OE0627)

Fail: The
allocateCapacity operation
supports allocation
property ids butno
allocation properties are
listed in the SPD’s PRF
files. (OE0627)
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OE_TC_098

Steps Expected Results Actual Results Comments TestResult
11. Verify thatnoother | Pass: The
allocation property ids deallocateCapacity
foundin the sourcecode | operation only supports
ofthe deallocate Capacity | allocation property ids
operationare located in listedin the property
the listof property ids descriptor files for the
foundin manual step 5. device. (OE0627)

Fail: The
deallocateCapacity
operation supports
allocation property ids
outside of those listed in
the property descriptor
files for the device.
(OE0627)

Fail: The
deallocateCapacity
operation supports
allocation property ids but
no allocation properties are
listed in the SPD’s PRF
files. (OE0627)

Endof Test
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TestRecording Log OE_TC 098

Step la Step 2 Step 3 Step 4 Step Step Step Step Step | Step 10 Step 11
(Device SPD (Source (List of (List of 5 6 7 8 9 (Y/N?)
file) codefile for [ PRFfiles allocation (YIN?) | (YIN?) | (Y/IN?) [ (YIN?) | (YIN?) | (Y/N?)

device) fordevice) | propertyids.)
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Test Summary OE_TC 098
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X) Failure ofany associated criteriaresultsin a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0627

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.28. OE_TC _118-Device :: allocateCapacity’s acceptable properties

Test Case Number: OE_TC 118
Device::AllocateCapacity
Requirements

SCAV2.2.2Tag SCAV2.2.2 Text
OE0730 The allocateCapacity operation shall only accept properties for the input capacities parameter which are simple properties whose kindtype is
allocationandwhose action element s external contained in the component’s SPD.
References
Document Name Version/Date Location (Pages, Section)

Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pages 3-62, Section 3.1.3.3.1.5.1.3;

SCA AppendixD: Domain Profile Version2.2.2 15May 2006 Page D-19thruD-23, SectionD.4.1.1
Test Objective

This test case verifies OE0730. The objective of this test is to verify that only properties described in the component’s SPD with a
kindtype of allocation and an action element of external are accepted by the allocateCapacity operation. Note that the properties

described are actually contained in the PRF files to which the SPD points.

Places to Verify
Devices that have properties.

IDL References

Data

struct DataType

{

string id;

any value;

¥ _
typedef sequence <DataType> Properties;
CF::Properties capacities;

Exceptions
exception InvalidCapacity

{

string msg;
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CF:Properties capacities;

}

Operations

boolean allocateCapacity ( in CF:Properties capacities )
raises (CF::Device:InvalidCapacity, CF:Device:InvalidState);

Preconditions
e The ApplicationFactory and device source code files are available.

Test Description

A. Find where the ApplicationFactory’s create operation invokes the device’s allocateCapacity operation. (OE0730)
1. Pass: The allocateCapacity operation is invoked by the ApplicationFactory’s create operation.
2. Fail: The allocateCapacity operation is not invoked by the ApplicationFactory’s create operation.
B. Verify that the properties supplied to the allocateCapacity operation are properties with a kindtype of allocation and whose action
element is external. (OE0730).
1. Pass: The properties supplied to the allocateCapacity operation are properties with a kindtype of allocation and whose action
element is external.
2. Fail: The properties supplied to the allocateCapacity operation are propetrties with a kindtype of allocation and whose action element
is not external.
3. Fail: The properties supplied to the allocateCapacity operation are properties with a kindtype that is not allocation.
C. Verify that the allocateCapacity operation only accepts properties with a kindtype of allocation and whose action element is external.
(OE0730).
1. Pass: The allocateCapacity operation will only accept the properties kindtype is allocation and whose action element is external.
2. Fail: The allocateCapacity operation will not accept the properties kindtype is allocation and whose action element is external.
3. Fail: The allocateCapacity operation will not accept the properties other than the ones whose kindtype is allocation and whose action
element is external.

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-217 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 118
Steps | Expected Results | Actual Results | Comments |  TestResult
A. Find where the ApplicationFactory’s create operationinvok es the device’s all ocateCapacity operation. (OE0730)
1. Searchthe source code for Pass: Invocationsof the
invocationsofthe allocateCapacity operation are

allocateCapacity operationand found.(OEQ730)
record thefile names.
Fail: Invocation ofthe
allocateCapacity operation is not
found.(OEQ730)

2. Determine and record theinput | The input properties parameter is

properties parameter. recorded.
B. Verifythatthe propertiessuppliedto the allocateCapacity operation are properties with a kindtype of allocation andwhose action element is external.
(OED730).
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OE_TC 118
Steps Expected Results Actual Results Comments TestResult
3. Verify that the values for the Pass: Thevalues for the input This willinvolvetracing
input properties parameter are properties parameter are extracted backwards thruthe code to

extracted fromthe xml files and
are properties witha kindtype of
allocation andwhose action
elementis external.

fromthe xmifiles andare
properties witha kindtype of
allocation andwhose action
elementis external. (OEQ730)

Fail: The values forthe input
properties parameter are extracted
fromthe xmlfiles andare
properties witha kindtype of
allocation andwhose action
elementare notexternal
(OE0730)

Fail: The values forthe input
properties parameter are extracted
fromthe xml files and are
properties whose kindtype is not
allocation (OEQ730)

determinewherethe values
originate.

C. Verifythatthe allocateCapacity operationonly accepts properties with a kindtype of allocation andwhose actionelement is external. (OE0730).

4. Locate the allocateCapacity
operation for each device.

The implementation of the
allocateCapacity operation is
found.
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OE_TC 118
Steps Expected Results Actual Results Comments TestResult
5. Verify that the Pass: TheallocateCapacity
allocateCapacity operation will operation will only accept
only accept propertieswhose properties whose kindtype is
kindtype is allocationandwhose | allocationandwhose action
action element is external. elementis external. (OE0730)

Fail: The operation will accept
properties whose kindtype is
allocation andwhose action
elementis notexternal. (OE0730)

Fail: The operation will accept
properties whose kindtype is not
allocation. (OE0730)

End of Test
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TestRecording Log— OE_TC 118
Stepl Step 2 Step3 Step5
(filename) (properties parameter) (valid inputvalues) (inputs verified)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-221 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

TestSummary OE_TC 118
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0730

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.20. OE_TC _130- LoadableDevice :: load raises LoadFail

Test Case Number: OE_TC 130
LoadableDevice::load raises LoadFail

Requirements

SCAV2.2.2Tag SCAV2.2.2Text
OE0432 The load operation shall raise the LoadFail exception when an attempt to load the device is unsuccessful.
OE0424 The error number shall indicate a CF ErrorNumberType.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-69, Section3.1.3.3.2.3.3;
Page 3-69thru 3-70, Section 3.1.3.32.5.1.5
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-3toC-4, C-29, C-30
Test Objective

This test case verifies OE0424 and OE0432. The objective of this test is to verify that the LoadFail exception occurs when a load operation
for a LoadableDevice fails. The LoadFail exception indicates that the load operation failed due to device dependent reasons. The LoadFail
exception indicates that an error occurred during an attempt to load the device. OE0424 verifies that the exception includes an error number
of the type ErrorNumberType.

Places to Verify
Loadable and Executable Devices

IDL References

Data
enum ErrorNumberType {

CF_NOTSET,CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_ EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CE_ENOSYS, CF_ENOTDIR,
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CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE,
CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV },

Exceptions
exception LoadFail {

CF:ErrorNumberType errorNumber;
string msg; };

Operations

void load (in CF:FileSystem fs, in string fileName, in CF::LoadableDevice::LoadType loadKind )
raises (CF:Device::InvalidState, CF:LoadableDevice::InvalidLoadKind, CF:InvalidFileName, CF:LoadableDevice::LoadFail);

Preconditions

e Testcase OE_TC 119 has been completed successfully.
e The LoadableDevice and ExecutableDevice source code files are available.

Test Description

A. Getthe list of devices generated by test case OE_TC_119. (OE0424, OE0432)
1. Untested: There are no devices.
B. Foreachdevice, locate the source code file for the load operation. (OE0432, OE0424)
For each source file found in step B, perform the following steps:
C. Verify that the LoadFail exception is raised when a load fails. (OE0432)
1. Pass: The LoadFail exception is raised when a load fails.
2. Fail: The LoadFail exception is not raised when a load fails.
D. Verify that there is a valid error number with the exception. (OE0424)
1. Pass: The error number is valid.
2. Fail: The error number is not valid.
3. Fail: There is no error number with the exception.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_130

Steps

| Expected Results

| Actual Results

Comments

|  TestResult

A. Getthelistofdevices generatedby Test Case OE_ TC 119.(OE0424, OE0432)

1. Locate the results of
OE_TC_119andgetthedevice

list.

Untested: Therearenodevices.
(OE0424, OE0432)

End of Test.

B. Foreachdevice locatethesource code file for the load operation

:(OE0424, OE0432)

2. Locate all declarations of the
load operation for this device.

Declarationsof load operations
are found.

3. Determine where the load
operation is implemented for this
device. Record the source code
file name.

Implementationsof load
operations are found.

The intentof these two stepsis
to ensure wefindthe
implementation of the load
operation for every deviceand
to minimize the next stepsby
havingtolookatbaseclass
implementations of the load

operationonly once.

For each sourcefilefoundin stepB, performsteps C thruE

C. Verifythatthe LoadFail exceptionis raisedwhen the load of a device fails. (OE0432)

4. Determinethat LoadFail
exceptionis raised whenthe
device cannotbe loaded.

Pass: Theload operation raises
the LoadFail exception whenthe
devicecannotbe loaded.
(OE0432)

Fail: The load operation does not
raise the LoadFail exception when
the device cannotbe loaded.
(OE0432)

D. Verifythatthereisavaliderror numberwith the exception.(OE0424)
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OE_TC_130
Steps Expected Results Actual Results Comments TestResult
5. Determineifthe exception Pass: Theexceptionincludesan
includes anerror number error number (errorNumber) of
(errorNumber) of the type ErrorNumberType. (OE0424)
ErrorNumberType.

Fail: The exceptiondoes not
include anemor number
(errorNumber) of
ErrorNumberType. (OE0424)

End of Test
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TestRecording Log— OE_TC 130

Step 1 (Devicesfound)

Step 4 Step 5

Step 2 (source codefiles) (exceptionraised -Y/N?) (erroris an ErrorNumberType-Y/N?)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-227 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

Test Summary OE_TC 130
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0432

OE0424

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.30. OE_TC _133-LoadableDevice :: load raises InvalidFileName

Test Case Number: OE_TC 133
LoadableDevice:load raises InvalidFileName
Requirements

SCAV2.2.2Tag SCAV2.2.2 Text

OE0431 The load operation shall raise the CF InvalidFileName exception when thefile designated by the input filename parameter cannot be found.

OE0599 The error number shall indicate a CF ErrorNumberType value.
References

Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-70, Section 3.1.3.3.2.5.1.5
Page 3-93, Section 3.1.3.6.4

SCA AppendixC: Core FrameworkIDL Version2.2.2 15May 2006 Pages C-3to C-4, C-30

Test Objective

This test case verifies OE0431 and OE0599. The objective of this test is to verify that the LoadableDevice load operation raises the
InvalidFileName exception when the file designated by the input filename parameter cannot be found. Furthermore, verify the exception
contains an error number of the type CF::ErrorNumberType.

Places to Verify
LoadableDevice and ExecutableDevice

IDL References

Data
enum ErrorNumberType {

CF_NOTSET,CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_ EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST,CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE,
CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV };

Exceptions
exception InvalidFileName {

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-229 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

CF:ErrorNumberType errorNumber;
string msg; };
exception InvalidState { string msg; };
exception InvalidLoadKind{ };
exception LoadFail { ErrorNumberType errorNumber; string msg; };
Operations
void load ( in CF::FileSystem fs,
in string fileName,
in CF::LoadableDevice::LoadType loadKind )
raises (CF::Device:InvalidState, CF::LoadableDevice::InvalidLoadKind, CF:InvalidFileName, CF:LoadableDevice:LoadFalil);

Preconditions
e The LoadableDevice and ExecutableDevice source code files are available.

Test Description

A. ldentify the source code files that implement the LoadableDevice and ExecutableDevice load operation. (OE0431, OE0599)
1. Untested: The LoadableDevice and ExecutableDevice load operation source code files are not available.

For each LoadableDevice and ExecutableDevice load operation found within the OE under test do the following steps

B. Verify that the load operation raises the CF:InvalidFileName when the file designated by the input filename parameter cannot be found.
(OE0431).

1. Pass: The load operation raises the InvalidFileName exception when the file designated by the input filename parameter cannot be
found.

2. Fail: The load operation does not raise the InvalidFileName exception when the file designated by the input filkname parameter
cannot be found.

C. Verify that the error number that accompanies the exception is a CF::ErrorNumberType value. (OE0599)
1. Pass: The InvalidFileName exception provides an error number with a CF::ErrorNumberType value for the error condition.
2. Fail: The InvalidFileName exception does not provide an error number with a CF::ErrorNumberType value for the error condition.
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.
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OE_TC_133

Steps

| Expected Results

Actual Results

| Test Result

A. Identifythe source code files that implement the Loadable Device and ExecutableDevice load operation. (OE0431, OE0599)

1. Performa search for load
operations onall Loadable Device
and ExecutableDevice source
code provided by the developer.

The devices and directories are
recorded.

Untested: No results fromsearch.
There is noimplementation of the
load operation found. (OE0431,
OE0599)

May needthehelpofthe
software engineer to locate the
source codefiles directories.

2. BExamine the source codefiles
returned in Step 1andsearch for
load operation implementations.
Record thefile names.

The load operation for each
implementation is identified and
recorded.

For each LoadableDevice and ExecutableDevice load operation foundwithin the OEunder testdo the following steps

B. Verifythatthe load operation raisesthe CF::InvalidFileName when the file designated by the input filename parameter cannot be found. (OE0431)

3. Searchwithinthe load
operation for where the
CF::InvalidFileName exceptionis
mentioned.

Identified the source code where
load operation raises the
CF::InvalidFileName.

4. Determinethat
CF::InvalidFileNameis raised
when the file designated by the
inputfilename parameter cannot
be found.

Pass: Theload operation raises
the CF::InvalidFileName.
(OED431)

Fail: The load operation does not
raise the CF:: InvalidFileName.
(OE0431)
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OE_TC_133
Actual Results |

Steps | Expected Results | Test Result

Comments |

C. Verifythatthe error number that accompanies the exceptionis a CF::Error Number Type value. (OE0599)

5. Determinethat the exception
includes an error number
(errorNumber) of the type

Pass: Theexceptionincludesan
error number (errorNumber) of
ErrorNumberType. (OE0599)

ErrorNumberType.
Fail: The exceptiondoes not
include anemor number
(errorNumber) of
ErrorNumberType. (OE0599)
End of Test
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TestRecording Log— OE_TC 133

Step 1 Step 2 Step 4 Step 5 Notes
(Deviceand directory name (Sourece file name) (Exception raised) (Correcterror number type)
location) Y/N
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Test Summary OE_TC 133
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0431

OE0599

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.31. OE_TC 134 - LoadableDevice :: unload raises InvalidFileName

Test Case Number: OE_TC 134
LoadableDevice:unload raises InvalidFileName

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0436 The unload operation s hall raise the CF InvalidFileName exception when the file designated by the input filename parameter cannot be
found.

OE0599 The error number shall indicate a CF ErrorNumberType value.

References
Document Name Versiorn/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-70, Section 3.1.3.3.2.5.2.5
Page 3-93, Section 3.1.3.6.4

SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-3toC-4,C-30

Test Objective

This test case verifies OE0436 and OE0599. The objective of this test is to verify that the LoadableDevice unload operation raises the
InvalidFileName exception when the file designated by the input filkname parameter cannot be found. Furthermore, verify the exception
contains an error number of the type CF::ErrorNumberType.

Places to Verify
LoadableDevice and ExecutableDevice

IDL References

Data
enum ErrorNumberType {

CF_NOTSET,CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
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CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS, CF_ESPIPE,
CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV },

Exceptions

exception InvalidFileName {
CF::ErrorNumberType errorNumber;
string msg; };

exception InvalidState { string msg; };

Operations

void unload (' in string fileName )

raises (CF::Device:InvalidState, CF:InvalidFileName );

Preconditions
e The LoadableDevice and ExecutableDevice source code files are available.

Test Description
Note: ExecutableDevice inherits from LoadableDevice. So even though this test case talks about the LoadableDevice unload operation, it
may be found in the ExecutableDevice source code.
A. ldentify the source code files that implement the LoadableDevice unload operation. (OE0436, OE0599)
1. Untested: The LoadableDevice unload operation source code files are not available.
For each LoadableDevice unload operation found in the LoadableDevice and ExecutableDevice components within the OE under test do the
following steps
B. Verify that the LoadableDevice unload operation raises the InvalidFileName when the file designated by the input filename parameter
cannot be found. (OE0436).

1. Pass: The unload operation raises the InvalidFileName exception when the file designated by the input filename parameter cannot be
found.

2. Fail: The unload operation does not raise the InvalidFileName exception when the file designated by the input filename parameter
cannot be found.

C. Verify that the error number that accompanies the exception is a CF::ErrorNumberType value. (OE0599)
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1. Pass: The InvalidFileName exception provides an error number with a CF::ErrorNumberType value for the error condition.
2. Fail: The InvalidFileName exception does not provide an error number with a CF::ErrorNumberType value for the error condition.
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2. The Test Recording Log is intended to record data for each step that requires recording of data.

unload operationonall

OE TC 134
Steps | Expected Results Actual Results Comments |  TestResult
A. ldentifythe source code files that implement the LoadableDevice unloadoperation. (OE0436, OE0599)
1. Performa keywordsearchfor | The directories arerecorded. May needthe help ofthe

software engineer to locate the
LoadableDevice and Untested: No results fromkeyword source codefiles directories.
ExecutableDevice source code search. Thereis noimplementation of
provided by the developer the unload operation found. (OE0436,

OE0599)

2. BExamine the sourcecodefiles | The unload operation implementation
returned in Step Landsearchfor | foreach LoadableDeviceand

unload operation implementation. | ExecutableDevice s identified and
Recordthe file name. recorded.

For each LoadableDevice unload operation foundwithinthe OEunder testdo the following steps

(OED436)

B. Verifythatthe LoadableDevice unload operation raises the InvalidrileName when the file designated by the input filename parameter cannat be found.

ExecutableDevicetothe Device it
is related to.

3. Map theimplementingsource | Device is mapped to its respective
codeforthe LoadableDeviceor | implementation.

Something like the following:

LoadableDevl
Dev lunload.cpp
LoadableDev2
Dev2unload.cpp

4. Search within the unload Identify the source code where the
operation for where the input unload operation verifies the input
fileName parameter is verified. fileName parameter.
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OE_TC_134

Steps

Expected Results

Actual Results

Comments

TestResult

5. Determinethat
InvalidFileName is raised when
the file designated by the input
filename parameter cannotbe
found.

Pass: Theunload operation raises the
InvalidFileName exception when the
file designated by the input fileName
parameter cannot be found.(OE0436)

Fail: The unload operation does not
raise the InvalidrileName exception
when the file designated by the input
filename parameter cannot be found.
(OE0436)

Fail: The unload operation raises the
InvalidFileName exceptioneven
thoughthefile designated by the input
fileName parameter is found.
(OED436)

C. Verifythatthe error number that accompanies the exceptionis a CF::ErrorNumber Type value. (OE0599)

6. Determineiftheexception
includes an error number
(errorNumber) of the type

Pass: Theexception includes anerror
number (errorNumber) of
ErrorNumberType. (OE0599)

ErrorNumberType.
Fail: The exceptiondoes notinclude
an error number (errorNumber) of
ErrorNumberType. (OE0599)

End of Test
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TestRecording Log— OE TC 134

Step 1 Step 2 Step 4 Step 6 Notes
(Directory name location) (Source file name) (Exceptionraised) (Correct
Y/N error number type)
Y/N
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TestSummary OE_TC 134
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0436

OE0599

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.32. OE_TC 135 - ExecutableDevice :: execute raises InvalidFileName

Test Case Number: OE_TC 135
ExecutableDevice::execute

Requirements

SCAW2.2.2Tag SCAW2.2.2 Text
OE0452 The execute operation shall raise the CF InvalidFileName exception when the file name indicated by the input name parameterdoes not exist
forthe device.
OE0599 The CF InvalidFileName exception indicates an invalid file name was passed to a file service operation. The error number shall indicate a CF
ErrorNumberTypevalue.
References
Document Name Version/Date Location (Pages, Section)

Software Communication Architecture (SCA)

Version2.2.2 15May 2006

Page 3-73, Section3.1.3.3.3.5.1.5

SCA AppendixC: Core FrameworkIDL

Version2.2.2 15May 2006

Pages C-3,C-4,C-32

Test Objective

This test case verifies OE0452 and OE0599. The objective of this test is to (1) verify that the execute operation raises the
InvalidFileName exception when the file name indicated by the input name parameter does not exist for the device, (2) verify that the
error number in the exception is of the type CF::ErrorNumberType.

Places to Verify
ExecutableDevices

IDL References

Data
enum ErrorNumberType {

CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
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CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS,
CF_ESPIPE,CF_ESRCH,CF_ETIMEDOUT, CF_EXDEV};

Exceptions

exception InvalidFileName {
CF:ErrorNumberType errorNumber;
string msg;

}

Operations

CF::ExecutableDevice:ProcessID_Type execute (
in string name,
in CF::Properties options,
in CF::Properties parameters
)
raises (CF::Device:InvalidState, CF::ExecutableDevice::InvalidFunction, CF:ExecutableDevice:InvalidParameters,
CF::ExecutableDevice::InvalidOptions, CF:InvalidFileName, CF::ExecutableDevice:ExecuteFail);

Preconditions
e All source code for all of the ExecutableDevices in the OE is available.

Test Description

A. ldentify the source code files that implement the execute operation. (OE0452)
1. Untested: The source code files of the execute operation are not available.
For each execute operation found within the OE under test, perform the following steps:
B. Verify that the execute operation raises the CF::InvalidFileName when the file name indicated by the input name parameter does not exist
for the device. (OE0452)
1. Pass: The execute operation raises CF::InvalidFileName.
2. Fail: The execute operation does not raise CF::InvalidFileName.
C. Verify that the error number that accompanies the exception is a CF::ErrorNumberType value. (OE0599)
1. Pass: The exception includes an error number (errorNumber) of ErrorNumberType.
2. Fail: The exception does not include an error number (errorNumber) of ErrorNumberType.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 135
Steps | Expected Results | Actual Results | Comments |  TestResult
A. Identifythe source code files that implement the execute operation. (OE0452)
1. Performakeywordsearchfor | Untested: The sourcecodefiles May needthehelp of the
execute operationonall ofthe execute operationarenot software engineer to locate the
ExecutableDevice source code available. (OE0452) source codefiles.
provided by the developer.

2. Bamine the sourcecodefiles | The execute operation for each
returnedin Step 1andsearchfor | implementationis identified and
the execute operation recorded.

implementation. Record thefile
name.

B. Verifythatthe execute operation raises the CF:: InvalidFileName when the file name indicated by the input name parameter does not exist for the device.

(OB0452)

3. Search withinthe execute Identified the execute operation

operation for where the source code where the execute

CF::InvalidrileName exceptionis | operation raises the

mentioned. CF::InvalidFileName.

4. Determinethat Pass: The execute operation raises The actual requirementsays

CF::InvalidrileName s raised the CF::InvalidFileName. ‘when thefile name .. ..does

when the file name indicated by (OE0452) not exist for thedevice’, but

the input name parameter doesnot the implicationwould be

exist for the device. Fail: The execute operation does ‘when the file name ... does
not raisethe not existwithin the file
CF::InvalidFileName. (OE0452) system’.

C. Verifythatthe error number that accompanies the exceptionis a CF::ErrorNumberType value. (OE0599)
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OE_TC _135
Steps Expected Results Actual Results Comments TestResult
5. Determineif the exception Pass: Theexceptionincludesan
includes anerror number error number (errorNumber) of
(errorNumber) of the type ErrorNumberType. (OE0599)
ErrorNumberType.

Fail: The exception does not
include anemor number
(errorNumber) of
ErrorNumberType. (OE0599)

End of Test
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TestRecording Log— OE TC 135
Step2 Step4 Step5 Notes
(source file name) (exceptionraised— Y/N) (error number —Y/N)
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Test Summary OE_TC 135
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0452

OE0599

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.33. OE_TC_145 - ExecutableDevice :: terminate raises InvalidProcess

Test Case Number: OE_TC 145
ExecutableDevice:terminate raises InvalidProcess

Requirements

SCAV2.2.2Tag SCAV2.2.2Text

OE0458 The terminate operation shall raise the InvalidProcess exception when the process Id doesnot exist for the device.

OE0438 The errorNumber parameter shall indicate a CF ErrorNumberType value.
References

Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 3-71, Section 3.1.3.3.3.3.1
Page 3-73, Section3.1.3.3.3.5.2.5

SCA AppendixC: Core FrameworkIDL Version2.2.2 15May 2006 PagesC-3andC-4; C-31

Test Objective

This test case verifies OE0458 and OE0438. The objective of this test is to (1) verify that the terminate operation raises the
InvalidProcess exception when the process Id does not exist for the device. (2) verify that the error number in the exception is of the type
CF:ErrorNumberType.

Places to Verify
Core Framework ExecutableDevices

IDL References

Data

enum ErrorNumberType {
CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO,CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
CF_ENOTEMPTY, CF_ENOTSUP, CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE, CF_ERANGE, CF_EROFS,
CF_ESPIPE,CF_ESRCH, CF_ETIMEDOUT, CF_EXDEV};
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Exceptions
exception InvalidProcess {
ErrorNumberType errorNumber; string msg; };

Operations

void terminate (
in CF::ExecutableDevice::ProcessID_Type processid
)
raises (CF::ExecutableDevice:InvalidProcess,
CF::Device:InvalidState);

Preconditions
e The source code for all instances of the ExecutableDevice interface is available.

Test Description

A. Identify all of the ExecutableDevices’ source code files that implement the terminate operation. (OE0458)
1. Untested: The ExecutableDevices’ source code files containing the terminate operation are not available.
For the terminate operation found in each ExecutableDevice of the OE under test, perform the following steps:
B. Verify that the terminate operation raises the CF::InvalidProcess exception when the process Id does not exist for the device. (OE0458)
1. Pass: The terminate operation raises the CF::InvalidProcess exception when the process Id does not exist for the device.
2. Fail: The terminate operation does not raise the CF::InvalidProcess exception when the process Id does not exist for the device.
C. Verify that the error number that accompanies the exception is a CF::ErrorNumberType value. (OE0438)
3. Pass: The exception includes an error number (errorNumber) of ErrorNumberType.
4. Fail: The exception does not include an error number (errorNumber) of ErrorNumberType.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 145
Steps | Expected Results | Actual Results | Comments |  TestResult
A. Identify all of the ExecutableDevices’ source code files thatimplement the terminate operation. (OE0458)
1. Performa keyword searchfor | Untested: The source codefiles May needthe help of the
the terminate operation onall ofthe terminate operation are not software engineer to locate the
source code provided by the available. (OE0458) source codefiles.
developer.

2. BExamine the sourcecodefiles | The terminate operation for each
returned in Step Landsearchfor | implementation is identified and
the implementation of the recorded.

ExecutableDevices’ terminate
operations. Record thefile name.

For the terminate operation foundin each ExecutableDevice of the OEunder test, perform the following steps:

B. Verifythatthe terminate operationraises the CF::InvalidProcess exceptionwhen the process Iddoes notexist for the device. (OE0458)

3. Search withinthe terminate
operation for where the processid
is verified. The nonexistent
processld should lead to the
raising ofthe InvalidProcess.

Identified the source code where
the CF::InvalidProcess exception
is mentioned.
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OE_TC_145

Steps

Expected Results

Actual Results

Comments

TestResult

4. Determinethat the
CF::InvalidProcess exception is
raised when the processld does
not existfor thedevice.

Pass: The terminate operation
raises the CF::InvalidProcess
exceptionwhenthe processid
does not exist for the device.
(OE0458)

Fail: The terminate operation
does not raisethe
CF::InvalidProcess exception
when the processld doesnotexist
for the device. (OE0458)

C. Verifythatthe error numbe

r that accompanies the exceptionis

a CF::ErrorNumberType value. (OE0438)

5. Determineif the exception
includes anerror number
(errorNumber) of the type

Pass: Theexceptionincludesan
error number (errorNumber) of
ErrorNumberType. (OE0438)

ErrorNumberType.
Fail: The exceptiondoes not
include anemor number
(errorNumber) of
ErrorNumberType. (OE0438)
End of Test
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TestRecording Log— OE TC 145
Step2 Step4 Step5 Notes
(source file name) (exceptionraised— Y/N) (error number —Y/N)
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Test Summary OE_TC 145
Once testing is complete for every component of the OE under test, report the test result as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):
OE0458

OE0438

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.34. OE_TC _153- LoadableDevice :: load

Test Case Number: OE_TC 153
CF::LoadableDevice::load

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OEQ731 Multiple loadsof the samefile as indicated by the input fileName parameter shall not resultin an exception.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pages 3-69, Section3.1.3.3.2.5.1.3
Pages 3-69, Section3.1.3.3.2.5.1
Pages 3-70, Section3.1.3.3.2.5.2
Test Objective

This test case verifies OEQ731. The objective of this test is to verify that the result of multiple loads of the same input fileName
parameter does not raise an exception.

Places to Verify
Source Code Files with the LoadableDevice load operation

IDL References

Operations

void load (in FileSystem fs, in string fileName, in LoadType loadKind)
raises (InvalidState, InvalidLoadKind, InvalidFileName, LoadFail);

Preconditions
e The source code files for components implementing the LoadableDevice and Executable interfaces are available.
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AppendixB3, Page B-254 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

Test Description

A. Locate the source code for the load operation. (OE0731)
1. Untested: The source code for the load operations is not found.
B. Verify that an exception is not raised because of multiple load requests for the same file as indicated by the input fileName parameter.
(OE0731)
1. Pass: There are no exceptions for multiple loads of the same file.
2. Fail: There are exceptions for multiple loads of the same file.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 153
Steps |  Expected Results | Actual Results | Comments |  TestResult

A. Locate the source code for the load operation. (OE0731)

1. Locate all instances ofthe load | Source code forthe load
operation and record thefile operation is found.
name.
Untested: Thesourcecode for
the load operations is not found.
(OEQ731)

B. Verifythatan exceptionis not raised because of multiple load requests for the same file as indicated by the input fileName parameter. (OE0731)

2. Find wherethe fileName Pass: fileName validation is
parameter is being validated. found.(OEQ731)

Fail: fileName validation is not
found.(OEQ731)

3. Determine if anexception is Pass: There is noexception
raisedwhentheinputfileName | raisedformultipleloads of the
parameter is shown to already same file. (OEQ731)

havebeen loaded. Itis likely no
testofthefileName valuewillbe | Fail: Thereisanexceptionraised
performed for prior loading. formultiple loadsof the same
file. (OEQ731)

End of Test
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TestRecording Log— OE_TC 153

Step 1 Step 2 Notes
(load operation file(s)) (no exceptions for multiple
loads)
Y/N
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Test Summary OE_TC 153
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0731

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.35. OE_TC 218 - Device Attributes

Test Case Number: OE_TC 218
Device attributes

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0395 The readonly operationalState attribute s hall contain the device’s operational s tate (ENA BLED or DISABLED).
OE0401 The readonly softwareProfile attribute shall contain a profile element (Profile Descriptor) with a file referenceto the SPD file.
OE0403 The readonly label attribute shall contain the device’s label.
OE0404 The readonly compositeDevice attribute shall contain the object reference of the aggregate device when this device is a parentdevice.
OEQ0729 The readonly compositeDevice attribute shall contain a nil CORBA object reference when this device is nota parentdevice.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Page 1-2, Section1.3.1.1
Pages 3-61thru 3-62, Section 3.1.3.3.1.4.3 thru
3133146
SCA AppendixC: Core Framework DL \ersion2.2.2 15May 2006 Pages C-25and C-26
Test Objective

This test case verifies OE0395, OE0401, OE0403, OE0404, and OE0729. The objective of this test is to verify a device’s operationalState,
softwareProfile, label, and composite Device read-only attributes. With regard to requirement OE0401, a discussion of absolute and relative
pathnames may be found in the SCA section 1.3.1.1 on page 1-2.

Places to Verify
The source code for all of the SCA Devices within the OE under test.

IDL References

Data
enum OperationalType { ENABLED, DISABLED };

readonly attribute CF::Device::OperationalType operationalState;
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readonly attribute string softwareProfile;
readonly attribute string label;
readonly attribute CF::AggregateDevice compositeDevice;

Preconditions
e The source code for all of the SCA Devices and their attributes is available.

Test Description

A. Locate all implementations of the Devices interface in the source code. (OE0395, OE0401, OE0403, OE0404, OEQ0729)
1. Untested: Implementation of devices is not found.
For each implementation of Device found in step A, perform the following:
B. Verify that the readonly attribute named “operationalState” contains the device’s operational state. (OE0395)
1. Pass: The readonly attribute named “operationalState” contains the device’s operational state.
2. Fail: The readonly attribute named “operationalState” is not of type OperationalType.
3. Fail: The readonly attribute named “operationalState” does not contain the device’s operational state.
C. Verify that the readonly attribute named “softwareProfile” is a path name for the application’s SPD file. (OE0401)
1. Pass: The readonly attribute named “softwareProfile” is a path name for the application’s SPD file.
2. Fail: The readonly attribute named “softwareProfile” is not a string.
3. Fail: The readonly attribute named “softwareProfile” does not contain a file reference to the SPD file for this device.
4. Fail: The name of the SPD file is not stored in the readonly attribute named “softwareProfile”.
D. Verify that the readonly attribute named “label” contains the device’s label. (OE0403)
1. Pass: The readonly attribute named “label” contains the device’s label.
2. Fail: The readonly attribute named “label” is not a string.
3. Fail: The readonly attribute named “label” does not contain the device’s label.
E. Verify that the readonly attribute named “compositeDevice” only contains the object reference of an aggregate device. (OE0404,
OE0729)
1. Pass: Ifthis device is a parent device, then the readonly attribute named “compositeDevice” contains the object reference of an
aggregate device.
2. Pass: If this device is not a parent device, then the readonly attribute named “compositeDevice” contains a nil CORBA object
reference.
3. Fail: The readonly attribute named “compositeDevice” is not a string.
4. Fail: The readonly attribute named “compositeDevice” does not exist.
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5. Fail: If this device is a parent device, and the readonly attribute named “compositeDevice” does not contain the object reference of
the aggregate device.

6. Fail: If this device is not a parent device, and the readonly attribute named “‘compositeDevice” does not contain a nil CORBA object
reference.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2MOESTDv33A APPNDX-B3

OE_TC_218

Steps

| Expected Results | Actual Results | Comments

| Test Result

A. Locate all implementations of the Devicesinterface in the source code. (OE0395, OE0401, OE0403 OE0404, OE0729)

1. Locate allimplementationsof
the Devices interfacein the
sourcecode.

Untested: Implementation of
devicesis notfound. (OE0395,
OE0401, OE0403, OE0404,

OE0729)

For each implementation of Device foundin step A, perform the following:

B. Verify that the readonly attribute named “operationalState” contains the device’s operational s tate. (OE0395)

2. Verify thatthere isareadonly | Pass: A readonly The mostlikely placeto find
attribute named Operational Type variable named attribute definitions is in the
“operationalState” thatis an “operationalState” exists. “private” portion of the
Operational Type variable. (OE0395) software coce or the
declaration ofa class.
Fail: An Operational Type The definition of
variable named OperationalTypeis part of the
“operationalState” does not exist. IDL and should bedefined as
(OE0395) an enumwiththevalues
ENABLEand DISABLE only.
Fail: An Operational Type
variable named
“operationalState’ is not
readonly. (OE0395)
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“operationalState” attribute.

attribute. (OE0395)

Fail: No routinesare found that

use the “operationalState”
attribute (OE0395)

OE_TC 218
Steps Expected Results Actual Results Comments TestResult
3. Find routines in the Device Pass: Routines are found that
interfacethatusesthe use the “operationalState”

4. Verify that thetype ofthe
“operationalState” attribute used
in the found routines is
Operational Type.

Pass: Thetypeofthe
“operationalState” attributeused
in the found routines is
Operational Type. (OE0395)

Fail: The typeofthe
“operationalState” attribute used
in the found routines is not
Operational Type. (OE0395)

This confirms the type of the

attribute.

5. Verify, based on the found
routines’ names and functions,
thatthe attribute named
“operationalState” contains the
device’s operational state.

Pass: Based onthe found
routines’ names and functions,
the Operational Type variable
named “operationalState”
containsthe device’s operational
state. (OE0395)

Fail: Based onthefound
routines’ names and functions,
the Operational Type variable
named “operationalState” does
not contain the device’s
operational state. (OE0395)

C. Verifythatthe readonly attribute named “softwareProfile” is a path name for the application’s SPD file. (OE0401)
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OE_TC_218

Steps

Expected Results

Actual Results

Comments

TestResult

6. Verify that there is a readonly
attribute named “softwareProfile”
thatis a string variable.

Pass: A readonly string variable

named “softwareProfile” exists.
(OE0401)

Fail: A string variable named
“softwareProfile” doesnotexist.
(OE0401)

Fail: A string variable named
“softwareProfile” is not readonly.
(OE0401)

Inaclassthe valueofa
readonly attribute is stored and
can beretrieved, butis usually
only setatthetime ofthe class
construction.

7. Find routines in the Device
interfacethatusesthe
“softwareProfile” attribute.

Pass: Routines are found that
use the “softwareProfile”
attribute. (OE0401)

Fail: No routinesare found that
use the “softwareProfile”
attribute (OE0401)

8. Verify that the type ofthe
“softwareProfile” attribute used
in the found routines is string.

Pass: Thetypeofthe
“softwareProfile” attribute used
in the found routines is string.
(OE0401)

Fail: The typeofthe
“operationalState” attribute used
in the found routines is not string.
(OE0401)

This confirms thetype of the
attribute.
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OE_TC_218

Steps

Expected Results

Actual Results

Comments

TestResult

9. Verify, based onthe found
routines’ names and functions,
thatthe attribute named
“softwareProfile” contains a file
reference tothe SPD file for this
device.

Pass: Based onthe found
routines’ names and functions,
the string variable named
“softwareProfile” contains a file
reference tothe SPD file for this
device. (OE0401)

Fail: Based onthefound
routines’ names and functions,
the string variable named
“softwareProfile” doesnot
containa file referencetothe
SPD file for this device.
(OE0401)

D. Verify that the readonly attribute named “label” contains the device’s label. (OE0403)

10. Verify thatthereisa
readonly attribute named “label”
thatis a string variable.

Pass: A readonly string variable
named “label” exists. (OE0403)

Fail: A string variable named
“label” does not exist. (OE0403)

Fail: A string variable named
“label”is not readonly. (OE0403)

11. Find routines in the Device
interface thatusesthe “label”
attribute.

Pass: Routines are found that use
the “label” attribute. (OE0403)

Fail: No routinesare found that
use the “label” attribute
(OE0403)

12. Verify that the type ofthe
“label” attribute used in the found
routines is string.

Pass: The type of the “label”
attribute used in the found
routines is string. (OE0403)

Fail: The type ofthe “label”
attribute used in the found
routines is notstring. (OE0403)

This confirms the type of the

attribute.
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OE_TC_218

Steps

Expected Results

Actual Results

Comments

TestResult

13. Verify, based on the found

routines’ names and functions,

thatthe attribute named “label”
containsthedevice’s label.

Pass: Based onthe found
routines’ names and functions,
the string variablenamed “label”
containsthe device’s label.
(OE0403)

Fail: Based onthefound
routines’ names and functions,
string variable named “label”

does not contain the device’s
label. (OE0403)

E Verify that the readonly attribute nam

“compositeDevice” only contains the object reference

of an aggregate device. (OE0404, OE0729)

14. Verify thatthereis a readonly
attribute named
“compositeDevice” thatis an
objectreference variable.

Pass: A readonly object
reference variable named
“compositeDevice” exists.

(OE0404)

Fail: An objectreference variable
named “compositeDevice” does
not exist. (OE0404)

Fail: An objectreference variable

named “compositeDevice” is not
readonly. (OE0404)

15. Find routines in the Device
interfacethatusesthe
“compositeDevice” attribute.

Pass: Routines are found that use

the “compositeDevice” attribute.
(OE0404)

Fail: No routinesare found that

use the “compositeDevice”
attribute (OE0404)
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OE_TC_218

Steps

Expected Results

Actual Results

Comments

TestResult

16. Verify that the type ofthe
“compositeDevice” attribute used
in the found routines is an object
reference variable.

Pass: The type of the
“compositeDevice” attribute used
in the found routines is an object
reference variable. (OE0404)

Fail: The typeofthe
“compositeDevice” attribute used
in the found routines is not an
objectreference variable.
(OE0404)

This confirms the type of the

attribute.

17. Verify, based on the found
routines’ names and functions,
thatthe attribute named
“compositeDevice” contains the
objectreference of theaggregate
deviceif this device is the parent
device.

If this device isaparent device:
Pass: Based onthe found
routines’ names and functions, an
objectreference variable named
“compositeDevice” contains the
objectreference of theaggregate
device. (OE0404)

Fail: Based onthefound
routines’ names and functions, an
objectreference variable named
“compositeDevice” does not
containthe object reference of the
aggregate device. (OE0404)
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OE_TC_218

Steps

Expected Results

Actual Results

Comments

TestResult

18. Verify, based onthefound
routines’ names and functions,
thatthe attribute named
“compositeDevice” contains a nil
CORBA objectreferenceifthis
deviceis notthe parentdevice.

If this isnotaparent device:
Pass: Based onthe found
routines’ names and functions, an
objectreference variable named
“compositeDevice” contains a nil
CORBA objectreference
(OE0729)

Fail: Based onthefound
routines’ names and functions, an
objectreference variable named
“compositeDevice’” does not
containa nil CORBA object
reference.(OEQ729)

End of Test
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TestRecording Log— OE_TC 218

Stepl
(Device
implementations)

Step2 &5
(readonly
Operational Type
attribute named
“operationalState”)

Step6to8
(readonly string
attribute named

“softwareProfile”)

Step9
(attribute
“softwareProfile” is
file refto SPD file)

Stepll & 14
(readonly string
attribute named

“label”that isthe
device’s)

Stepl5& 18
(non-nil readonly obj
ref attribute named
“compositeDevice”,
if device is a parent
device)

Step19
(attribute “compositeDevice” is nil, if
deviceis nota parentdevice)
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Test Summary OE_TC 218
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (X). Failure of any associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0395

OE0401

OE0403

OE0404

OEQ0729

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.36. OE_TC_ 221 - ExecutableDevice Types

Test Case Number: OE_TC 221

ExecutableDevice Types

Requirements

SCAv2.2.2MOESTDv33A APPNDX-B3

SCAWV2.2.2Tag SCAW2.2.2Text
OE0442 The value for a stack size shall be an unsigned long.
OE0443 The value for a priority shall be an unsigned long.
References
Document Name Version/Date Location (Pages, Section)

Software Communication Architecture (SCA)

Version2.2.2 15May 2006

Pages 3-72, Section 3.1.3.3.3.36,3.1.3.3.3.3.7

SCA AppendixC: Core Framework DL

Version2.2.2 15May 2006

Page C-31and C-32

Test Objective

This test verifies requirements OE0442 and OE0443. The objective of this test case is to confirm that the execute method of the
ExecutableDevice interface enforces the types of the STACK SIZE and PRIORITY contained in the “options” parameter.

Places to Verify
ExecutableDevices

IDL References
Data

constant string STACK_SIZE ID=“STACK SIZE”;
constant string PRIORITY ID =“PRIORITY™;

Operation

CF:ExecutableDevice:ProcessID_Type execute (in string name, in CF::Properties options, in CF::Properties parameters)
raises ( CF::Device:InvalidState, CF::ExecutableDevice::InvalidFunction, CF:ExecutableDevice::InvalidParameters,
CF:ExecutableDevice::InvalidOptions, CF:InvalidFileName, CF::ExecutableDevice:ExecuteFail);
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Preconditions
e The ExecutableDevice source code files are available.

Test Description

A. Locate all implementations of the execute operation for the ExecutableDevice interface. (OE0442, OE0443)
1. Fail: There is no implementation of the execute operation for ExecutableDevice.
For each occurrence of the execute operation perform the following:
B. Verify the value for a stack size is an unsigned long. (OE0442)
1. Pass: When an options parameter has an id that is “STACK _SIZE” the value is an unsigned long.
2. Fail: When an options parameter has an id that is “STACK _SIZE” the value is not an unsigned long
C. Verify the value for a priority is an unsigned long. (OE0443)
1. Pass: When an options parameter has an id that is “PRIORITY the value is an unsigned long.
2. Fail: When an options parameter has an id that is “PRIORITY” the value is not an unsigned long.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 221
Steps | Expected Results | Actual Results | Comments | TestResult
A. Locate all implementations of the execute operationfor the ExecutableDevice interface. (OE0442, OE0443)
1. Recordthenames of the Fail: Thereis noimplementation
implementation files. of the execute operation for
BxecutableDevice. (OE0442,
OE0443)

For each occurrence of the execute operation performthe follomng:

B. Verifythe valuefor astack sizeis an unsignedlong. (OE0442)

2. Verify theoptions parameter Pass: Theoptions parameter has The “STACK_SIZE’is an

has anid thatis “STACK _SIZE” | anid thatis “STACK SIZE” the optional parameter, but it must
thenthevalueis anunsigned value isan unsigned long. be properly handled whenit is
long. (OE0442) specified as a parameter tothe

execute method. (See OE0448)
Fail: The optionsparameter has
an id thatis “STACK SIZE” the
value isnotanunsigned long.
(OE0442)

C. Verifythevaluefor apriorityisan unsignedlong.(OE0443)
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OE_TC 221

Steps

Expected Results

Actual Results

Comments

TestResult

3. Verify the options parameter
has anid thatis “PRIORITY” and
the value isan unsigned long.

Pass: Theoptions parameter has
an id thatis “PRIORITY” the
value is an unsigned
long.(OE0443)

Fail: The optionsparameter has
anid thatis “PRIORITY” the
value isnotanunsigned long.
(OED443)

The “PRIORITY” is an optional
parameter, butit mustbe
properly handledwhenit is
specified as a parameter to the
execute method. (See OE0448)

End of Test
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TestRecording Log— OE_TC 221

Step 1
(file name)

Step 2
(stack size type)

Step 3
(priority type)
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TestSummary OE_TC 221
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0442

OE0443

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.37. OE_TC 222 - ExecutableDevice :: execute raises exceptions

Test Case Number: OE_TC 222
ExecutableDevice::execute raises exceptions

Requirements

SCAV2.2.2Tag SCAW2.2.2 Text
OE0450 The execute operation shall raise the Invalid State exception if upon entry the device's adminState attribute is either LOCKED or
SHUTTING DOWN or its operationalState attribute is DISABLED.
OE0451 The execute operation shall raise the Invalid Function exception when the function indicated by the input name parameter does notexistfor
the device.
OE0453 The execute operation shall raise the Invalid Parameters exception when the input parameter ID or value attributes are not valid strings.
OE0454 The execute operation shall raise the Invalid Optionsexception when the input options parameter does not comply with sections 3.1.3.3.3.3.6
STACK SIZE IDand3.1.3.3.33.7PRIORITY _ID.
OE0455 The execute operation shall raise the ExecuteFail exception when the operating system " execute™ function for the device is not successful.
OE0444 The error number shall indicate a CF ErrorNumberType value.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pages3-71and3-72, Section3.1.3.3.3.3,
Pages 3-73,Section3.1.3.3.3.5.1.5
SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-24,and C-30to C-32
Test Objective

This test case verifies OE0450, OE0451, OE0453, OE0454, OE0455 and OE0444. The objective of this test is to verify that the
Executable Device execute operation raises various exceptions based on the circumstances of a failed execution. It raises the
InvalidState exception when at the beginning of the execution, the device’s adminState attribute is LOCKED or SHUTTING DOWN or
its operationalState attribute is DISABLED. It raises the InvalidParameters exception when the input parameter ID or value attributes are
not valid strings. It raises the InvalidOptions exception when the input options parameter does not comply with sections that describe
STACK_ SIZE ID and PRIORITY _ID. It raises the InvalidFunction exception when the function indicated by the input name parameter
does not exist for the device. Finally, it raises the ExecuteFail exception when the operating system “execute” function for the device is not
successful. Furthermore, the test case verifies that the ExecuteFail exception contains an error number of the type
CF:ErrorNumberType.
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Places to Verify
ExecutableDevices

IDL References
Data
enum ErrorNumberType {

CF_NOTSET, CF_E2BIG, CF_EACCES, CF_EAGAIN, CF_EBADF, CF_EBADMSG, CF_EBUSY, CF_ECANCELED,
CF_ECHILD, CF_EDEADLK, CF_EDOM, CF_EEXIST, CF_EFAULT, CF_EFBIG, CF_EINPROGRESS, CF_EINTR,
CF_EINVAL, CF_EIO, CF_EISDIR, CF_EMFILE, CF_EMLINK, CF_EMSGSIZE, CF_ENAMETOOLONG, CF_ENFILE,
CF_ENODEV, CF_ENOENT, CF_ENOEXEC, CF_ENOLCK, CF_ENOMEM, CF_ENOSPC, CF_ENOSYS, CF_ENOTDIR,
CF_ENOTEMPTY, CF_ENOTSUP CF_ENOTTY, CF_ENXIO, CF_EPERM, CF_EPIPE,CF_ERANGE , CF_EROFS,
CF_ESPIPE, CF_ESRCH, CF_ETIMEDOUT ,CF_EXDEV };

const string STACK_SIZE_ID ="STACK_SIZE";
const string PRIORITY_ID ="PRIORITY";

Exceptions
exception InvalidState { string msg; };

exception InvalidFunction{};

exception InvalidParameters { Properties invalidParms; };

exception InvalidOptions { Properties invalidOpts; };

exception ExecuteFail { ErrorNumberType errorNumber; string msg; };

Operations
ProcessID_Type execute (in string name, in Properties options, in Properties parameters)

raises (InvalidState, InvalidFunction, InvalidParameters, InvalidOptions, InvalidFileName, ExecuteFail);

Preconditions
e The ExecutableDevice source code files are available.
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Test Description

A. Locate all implementations of the execute operation of the ExecutableDevice interface. (OE0450, OE0451, OE0453, OE0454, OE0455,
OE0444)
1. Untested: There is no source code for the execute operation.
2. Pass: Source code for the execute operation is found
For each implementations of the execute operation of the ExecutableDevice interface found, perform the following:
B. When at the beginning of execution, the device’s adminState attribute is LOCKED or SHUTTING DOWN or its operationalState
attribute is DISABLED, verify that the InvalidState exception is raised. (OE0450)
1. Pass: The InvalidState exception is raised when the device’s adminState attribute is LOCKED or SHUTTING _DOWN or its
operationalState attribute is DISABLED.
2. Fail: The InvalidState exception is not raised when the device’s adminState attribute is LOCKED or SHUTTING DOWN or its
operationalState attribute is DISABLED.
C. Under the condition when the input parameter ID or value attributes are not valid strings, verify the InvalidParameters exception is raised
and it contains a list of invalid parameters. (OE0453)
1. Pass: The InvalidParameters exception is raised when the input parameter name or the input parameters contents is not a valid string.
2. Fail: The InvalidParameters exception is not raised when the input parameter name or the input parameters contents is not a valid
string.
D. When the input options parameter does not comply with section 3.1.3.3.3.3.6 and 3.1.3.3.3.3.7 for the stack size and priority parameters,
verify that the InvalidOptions exception is raised containing a list of invalid options. (OE0454)
1. Pass: The InvalidOptions exception is raised when the input options named “STACK _SIZE” or “PRIORITY” are not unsigned long.
2. Fail: The InvalidOptions exception is not raised when, the input options named “STACK_SIZE” or “PRIORITY” are invalid and are
not unsigned longs.
E. When the function indicated by the input name parameter does not exist for the device, verify that the InvalidFunction exception is raised.
(OE0451)
1. Pass: The InvalidFunction exception is raised when the function name does not exist for the device.
2. Fail: The InvalidFunction exception is not raised when the function name does not exist for the device.
F. Verify that if the OS “execution” command is not successful, then the ExecuteFail exception is raised and it contains a proper error
number.
1. Verify that if the OS “execution” command is not successful the ExecuteFail exception is raised. (OE0455)
a. Pass: The ExecuteFail exception is raised properly.
b. Fail: The OS “execute” operation fails and the ExecuteFail exception is not raised.
c. Fail: The OS “execute” operation succeeds and the ExecuteFail exception is raised.

2. Verify that the error number that accompanies the exception is a CF::ErrorNumberType value. (OE0444)

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011
AppendixB3, Page B-279 of B-315



JTNC Testand Evaluation Laboratory SCAv2.2.2 MOESTD v3.3A APPNDX-B3

a. Pass: The ExecuteFail exception provides an error number with a CF::ErrorNumberType value for the error condition.
b. Fail: The ExecuteFail exception does not provide an error number with a CF::ErrorNumberType value for the error condition.
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Manual Test Steps

Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
2. The Test Recording Log is intended to record data for each step that requires recording of data.

SCAv2.2.2MOESTDv33A APPNDX-B3

OE_TC_222

Examine the source codefiles
returned and search forexecute
operation implementation.
Record file names of the source
codewhere execute operation

Steps | Expected Results Actual Results Comments |  TestResult
A. Locate all implementations of the execute operation of the ExecutableDevice interface. (OE0450, OE0451, OE0453, OE0454, OE0455, OED444)
1. Performakeywordsearchfor | The directories and files are May need the help of the
execute operationonall recorded. software engineer to locate the
BExecutableDevice source code source codefiles directories.
provided by the developer. Untested: No resultsfrom

keywordsearch. Thereis no
implementation of the
ExecutableDevice execute
operation found. (OE0450,
OE0451, OE0452, OE0454,

implementations were found.

OE0455, OE0444)

For each implementations of the execute operation of the ExecutableDevice interface found, performthe following:

B. When at the beginning of execution, the device’s adminState attributeis LOCKED or SHUTTING_DOWN or its operationalState attr ibuteis
DISABLED, the InvalidState exception is raised. (OE0450)

2. Identify within the execute
operation where the device’s
adminState and operationalState
attributesare validated for the
execute operation.

Pass: Validation of the
adminStateand the
operationalState attributeswas
found. (OE0450)

Fail: No validation of the
adminStateandthe
operationalState attributescan be

found. (OE0450)
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OE_TC_222

Steps

Expected Results

Actual Results

Comments

TestResult

3. Whenthedevice’s admin State
is LOCKED or
SHUTTING_DOWN, verify that
the InvalidState exceptionis
raised.

Pass: The InvalidState exception
is raised when the device’s
adminStateis LOCKED or
SHUTTING_DOWN. (OE0450)

Fail: The InvalidState exception
is not raised when the device’s
adminState is LOCKED or
SHUTTING_DOWN. (OE0450)

4. Whenthedevice’s
operationalState is DISABLED,
verify thatthe InvalidState
exceptionis raised.

Pass: The InvalidState exception
is raised whenthe device’s
operationalState is DISABLED.
(OE0450)

Fail: The InvalidState exception
is not raised when the device’s
operationalState is DISABLED.
(OE0450)

parameters. (OE0453)

C. Verifythatwhen the input parameter ID or value attributes are not validstrings, the InvalidParameters exception is raisedandit contains alist of invalid

5. ldentify wherethe input
attributesname and parameters
are validated for the device.

Pass: Validation of the input
parameters was found. (OE0453)

Fail: No validation of the input
parameters can be found.
(OE0453)
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OE_TC_222

Steps

Expected Results

Actual Results

Comments

TestResult

6. Whenthe input parameter
name (ID) is nota valid string,
verify thatthe InvalidParameters
exceptionis raised.

Pass: The InvalidParameters
exceptionis raised when the input
parameter nameis nota valid
string. (OE0453)

Fail: The InvalidParameters
exceptionis notraised when the
inputparameter name isnota
valid string. (OE0453)

7. Whenthe input parameters
contents are notvalid strings,
verify thatthe InvalidParameters
exceptionis raised.

Pass: The InvalidParameters
exceptionis raised when the input
parameters contents are not valid
strings. (OE0453)

Fail: The InvalidParameters
exceptionis notraised when the
input parameters contents are not
valid strings. (OE0453)

D. Whenthe input options parameter does not comply with section 3.1.3.3.3.3.6 and 3.1.3.3.3.3.7 for thestacksizeandpriority parameters, \erify that the
InvalidOptions exceptionis raised containing a list of invalid options. (OE0454)

8. ldentify wherethe inputoption
parameters are validated for the
device.

Pass: Validation of the input
option parameters was found.
(OE0454)

Fail: No validation of the input
option parameters can be found.
(OE0454)
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OE_TC_222

Steps

Expected Results

Actual Results

Comments

TestResult

9. Whenthe input option named
“STACK SIZE”isnotan
unsigned long, verify that the
InvalidOptions exception is
raised.

Pass: The InvalidOptions
exceptionis raised when the input
optionnamed “STACK SIZE”is
not an unsigned long. (OE0454)

Fail: The InvalidOptions
exceptionis notraised when the
inputoption named

“STACK SIZE” isnotan
unsigned long. (OE0454)

10. Whentheinput option named
“PRIORITY” is notan unsigned
long, verify thatthe
InvalidOptions exception is
raised.

Pass: The InvalidOptions
exception s raised when the input
optionnamed “PRIORITY” is not
an unsigned long. (OE0454)

Fail: The InvalidOptions
exceptionis notraised when the
inputoptionnamed “PRIORITY”
is not an unsigned long. (OE04%4)

E  Whenthe function indicated by the input name parameter does not exist for the device, \erify that the InvalidFunction exception is raised. (OE0451)

11. Identify where the function
name (input name parameter) is
validated forthe device.

Pass: Validation of the function
name was found. (OE0451)

Fail: No validation of the
function name canbefound.
(OE0451)
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OE_TC_222

Steps

Expected Results

Actual Results

Comments

TestResult

12. Whenthe function name does
not exist for the device, verify that
the InvalidFunction exception is
raised.

Pass: The InvalidFunction
exceptionis raised whenthe
function name does notexist for
the device. (OE0451)

Fail: The InvalidFunction
exceptionis notraised when the
function name does notexistfor
the device. (OE0451)

F. Verify thatifthe OS “execution” commandis not s uccessful, then the ExecuteFail exceptionis raisedandit contains a proper error number.

1. Verify thatif the OS “execution” commandis not s uccessful, the ExecuteFail exception is raised. (OE0455)

13. Identify wherethe
“execution” command is not
successful for the execute
operation.

Pass: The placewherethe
command failed to execute was
found. (OE0455)

Fail: No place,whereit
“executes” the command canbe
found. (OE0455)

14. Ifthe OS “execution”
command is not successful, verify
thatthe ExecuteFail exceptionis
raised.

Pass: The ExecuteFail exception
is raised if the OS “execution”
command is notsuccessful.
(OE0455)

Fail: The ExecuteFail exception
is not raised if the OS ““execution”
command is notsuccessful.
(OE0455)

Fail: The ExecuteFail exception
is raised if the OS “execution”
command is successful.
(OE0455)
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OE_TC_222

Steps

|  Expected Results |  Actual Results

| Comments

|  TestResult

2. Verifythat the error number that accompanies the exception is a CF: :ErrorNumberType value. (OE0444)

15. Determineiftheexception
includes anerror number
(errorNumber) of the type

Pass: Theexceptionincludesan
error number (errorNumber) of
ErrorNumberType. (OE0444)

ErrorNumberType.
Fail: The exception does not
include anermor number
(errorNumber) of
ErrorNumberType. (OE0444)
End of Test

DISTRIBUTION STATEMENT A.. Approved for public release. Distribution is unlimited (13 April 2022). JTNC 2022-1011

AppendixB3, Page B-286 of B-315



JTNC Testand Evaluation Laboratory

SCAv2.2.2MOESTDv33A APPNDX-B3

TestRecording Log— OE_TC 222

Stepl

(file &directory for

execute operation

implementation)

Step2-4 Step5-7 Step8-10 Stepl1-12 Step13-14 Stepl5
(InvalidState (InvalidParameters | (InvalidOptionswhen (InvalidFunction (ExecuteFail when (Error number is ErrorNumberType)
forexecutable device) when nameand optionsareinvalid) | when function name executionis not
parameters are not is bad) successful)
strings)
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Test Summary OE_TC 222
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0450

OEO0451

OE0453

OE0454

OE0455

OE0444

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.38. OE_TC 227 - ExecutableDevice :: execute

Test Case Number: OE_TC 227
ExecutableDevice::execute

Requirements

SCAW.2.2Tag SCAW2.2.2 Text

OE0445 The execute operation shall execute the function or file identified by the input name parameter using the input parameters and options
parameters.

OE0446 The execute operation shall convert the input parameters (id/value string pairs) parameter to the standard argv of the POSIX exec family of
functions, where argv(0) is the function name.

OE0447 The execute operation shall map the input parameters parameter to argv starting at index1 as follows, argv (1) maps to input parameters (0)
id and argv (2) maps to input parameters (0) value and so forth.

OE0448 The execute operation shall use these options, when specified, to set the operating system’s process/thread stack size and priority, for the
executableimage of the given inputname parameter.

References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pages 3-72 through 3-73, Section 3.1.3.3.3.5.1.3
SCA AppendixC: Core FrameworkIDL Version2.2.2 15May 2006 Page C-2
Pages C-31and C-32

IEEE Standard for Information Technology —
Standardized Application Environment Profile (AEP)
—POSIX® Realtime and Embedded Application
Support, IEEE Std 1003.13-2003.

10 September 2004 All

Test Objective

This test case verifies OE0445, OE0446, OE0447 and OE0448. The objective of this test is to verify that the Executable Device
execute operation executes the entity identified by the id parameter using the given parameters and options parameters. This test is to
verify the proper parsing of its parameters parameter and its options parameter. Italso will verify that should the options parameters
include STACK_SIZE 1D and PRIORITY ID, they will be used to setthe OS’ process/thread stack size and priority.

Places to Verify
Executable Devices source code
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IDL References

Data
const string STACK_SIZE_ID ="STACK_SIZE",

const string PRIORITY _ID ="PRIORITY";
struct DataType {

string id;

any value; };
typedef sequence <DataType> Properties;
typedef long ProcessID_Type;

Operations
CF::ExecutableDevice ::ProcessID_Type execute (

in string name,
in CF::Properties options,

in CF::Properties parameters)

SCAv2.2.2MOESTDv33A APPNDX-B3

raises ( CF::Device:InvalidState, CF:ExecutableDevice::InvalidFunction, CF:ExecutableDevice::InvalidParameters,

CF:ExecutableDevice ::InvalidOptions, CF:InvalidFileName, CF:ExecutableDevice::ExecuteFail);

Preconditions

e The ExecutableDevice interface source code files are available.

Test Description

A. Locate all implementations of the ExecutableDevice interface. (OE0445, OE0446, OE0447, OE0448)

1. N/A:There are no implementations of the ExecutableDevice interface.

For each implementation of the ExecutableDevice interface, locate the code that implements the execute operation of a device and perform

the following:

B. Verify that the input parameters are converted to the standard argv of the POSIX family of functions. (OE0445, OE0446)
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1. Pass: The input parameters are converted to the standard argv of the POSIX family of functions.

2. Fail: argv (0) is not the function name.

3. Fail: The input parameters are not converted to the standards argv family of arguments.

C. Verify that the input parameters are mapped to argv starting at index 1 as follows: input parameters (0) id maps to argv (1) and input
parameters (0) value maps to argv (2) and so forth. (OE0445, OE0447)

Note: A fuller mapping of parameters are parameters(0) id/value pair are mapped to argv(1) & (2) respectively,
parameters(1) id/value pair are mapped to argv(3) & (4) respectively,
parameters(2) id/value pair are mapped to argv(5) & (6) respectively, and so on.

1. Pass: The device input parameters are mapped to argv as stated above.

2. Fail: The parameters’ id is not mapped to an odd argv parameter, starting with argv (1).

3. Fail: The parameters’ value does not map to an even argv parameter, starting with argv (2).

D. Verify that the options, when specified, are used to set stack size and priority properly. (OE0445, OE0448)

1. Pass: The stack size and priority are set properly by corresponding options values.

2. Fail: The stack size is not set in accordance with the input options.

3. Fail: The priority is not set in accordance with the input options.

E. Verify that the ExecutableDevice executes the function or file identified by the input name parameter. (OE0445)

1. Pass: The named function or file is executed.

2. Fail: The named function or file is not executed.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 227
Steps | Expected Results | Actual Results | Comments |  TestResult

A. Locate all implementations of the ExecutableDevice interface. (OE0445, OE0446, OE0447, OE0448)

1. Locate allimplementationsof | N/A: No ExecutableDevice
the ExecutableDeviceinterfacein | source code found. (OE0445,
the source code. OE0446, OE0447, OE0448)

Pass: ExecutableDevice source
codeis found. (OE0445, OE0446,
OEQ447, OE0448)

For each implementation of the Executable Device interface, locate the code that implements the execute operation of a device and performthe following:

B. Verifythatthe input parameters are convertedto the standardargvof the POSIX family of functions. (OE0445, OE0446)

2. Vferify thatthe input Pass: Theinput parameters are Allofthe steps arerequired to
parameters are converted to the converted tothe standard argv of verify OE0445. That
standard argv of the POSIX the POSIX family of functions. requirementis about the execute
family of functions. (OE0445, OE0446) operation being successful. If
any of the other requirements
Fail: The input parameters are not failthenit can be assumed that
convertedtothe standard argv of the execute operation cannot be
the POSIX family of functions. ( performed successfully.
OE0445, OE0446)
3. Verify that theargv(0) Pass: Theargv(0) parameter is not
parameter is not used as part ofan | usedas partofanid/valuestring
id/valuestring pairs. pairs. (OE0445, OE0446)
Fail: The argv(0) parameteris
usedas partofanid/valuestring
pairs. (OE0445, OE0446)
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OE_TC_227
Steps |  Expected Results | Actual Results | Comments | TestResult

C. Verifythatthe input parameters are mappedtoargvstartingatindex 1 as follows: input parameters (0) idmaps toargv(1) andinput parameters (0) value
maps to argv(2) andso forth. (OE0445 OE0447)

4. Starting with parameters(Q) and | Pass: The parametersid ofan The argvindexforthe
continuing with id fields of the id/value pair is always mapped to parameters id of the id/value
id/value pair, verifythattheyare | the odd numbered argv items. pairshould be
always mappedtoodd numbered | (OE0445, OE0457) (parameter_index*2) +1.
argv items. Forexample
Fail: The parameters id of an parameters
id/value pair is mappedtoaneven indexid - argv
numbered argv items. (OE0445, 0 (0*2)+1=1
OE0457) 1 (1*2)+1=3
2 (2*2)+1=5
3 (3*2)+1=7
5. Starting with parameters(0) and | Pass: The parametersvalue ofan The argvindexforthe
continuing with valuefields ofthe | id/value pair is always mapped to parameters value of theid/value
id/valuepair, verify thattheyare | the evennumbered argv items. pairshould be
always mappedtoevennumbered | (OE0445, OE0457) (parameter_index*2) +2.
argv items. Forexample
Fail: The parameters valueofan parameters
id/value pair is mapped toanodd indexvalue - argv
numbered argv items. (OE0445, 0 (0*2)+2=2
OEO0457) 1 (1*2)+2=4
2 (2*2)+2=6
3 (3*2)+2=8
D. Verifythatthe options, when specified, are usedtoset stack sizeand priority properly. (OE0445, OE0448)
6. Locate where the options Pass: Options parameter
parameters are being validated. validation is found (OE0445,
OE0448)
Fail: A validation processdoes
not existsfor the options
parameter (OE0445, OE0448)
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OE_TC_227

Steps

Expected Results

Actual Results

Comments

TestResult

7. Verify that when an options
parameter hasanid of
STACK_SIZE_ID, thenthat
options 'valueis used tosetthe
operating system’s process/thread
stacksize.

Pass: Whenan optionsparameter
has anid equal to
STACK_SIZE ID, thenthat
options 'valueis used tosetthe
operating s ystem’s process/thread
stack size. (OE0445, OE0448)

Fail: Whenan options parameter
has anid equal to
STACK_SIZE D, thenthat
options” valueis not used to set
the operating system’s
processithread stack size.
(OE0445, OE0448)

8. Verify that whenan options
parameter hasanid of
PRIORITY_ID, thenthat options’
value isusedtosetthe operating
system’s process/thread priority.

Pass: Whenan optionsparameter
has anid equaltoPRIORITY_ID,
thenthat option’s valueis used to
set the operating system’s
process/thread priority. (OE0445,
OE0448)

Fail: Whenan options parameter
has anid equaltoPRIORITY_ID,
then that option’s valueis not
usedto setthe operating system’s
process/thread priority. (OE0445,
OE0448)

E Verifythatthe ExecutableDevice executes the function or fileidentified by the input name parameter. (OE0445)
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OE_TC 227
Steps Expected Results Actual Results Comments TestResult
9. Verify that the Pass: The ExecutableDevice
ExecutableDevice executes the executes the function or file
function or file identified by the identified by the input name
inputname parameter. parameter. (OE0445)

Fail: The ExecutableDevice does
not execute the function or file
identified by the input name
parameter. (OE0445)

End of Test
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TestRecording Log— OE_TC 227

Stepl
(Locate ExecutableDevice interface)

Step2 &3
(parameters
convertedto

argv() type)

Step4 &5
(parameters are
managedas
id/value pairs)

Step7
(stacksize
options properly
processed)

Step8
(priority options
properly
processed)

Step9
(named file orfunctionis executed)
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Test Summary OE_TC 227
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0445

OEO0446

OE0447

OE0448

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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B.3.39. OE_TC 229 - Device :: allocateCapacity raisesexceptions

Test Case Number: OE_TC 229
Device::allocateCapacity raises exceptions

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0409 The allocateCapacity operation shall raise the InvalidCapacity exception, when the input capacities parameter contains invalid properties or
when attributes of those CF Properties contain an unknown id or a value of the wrongdatatype.
OE0410 The allocateCapacity operation shall raise the InvalidState exception, when the Device’s admin State is not UNLOCKED or operationalState
is DISABLED.
References
Document Name Version/Date Location (Pages, Section)
Software Communication Architecture (SCA) \ersion2.2.2 15May 2006 Pages 3-62 through 3-63, Section 3.1.3.3.1.5.1.5
SCA AppendixC: Core FrameworkIDL \ersion2.2.2 15May 2006 Pages C-2, C-24thru C-25, C-27
Test Objective

This test case verifies OE0409 and OE0410. The objective of this test case is to verify that the allocateCapacity operation shall raise
the InvalidCapacity exception, when the input capacities parameter contains invalid properties or when attributes of those
CF:Properties contain an unknown id or a value of the wrong data type. Furthermore, the objective of this test case is to verify that the
allocateCapacity operation shall raise the InvalidState exception, when the Device’s adminState is not UNLOCKED or
operationalState is DISABLED.

Places to Verify
All implementations of the Device interface for the operating environment under test.

IDL References

Data

typedef sequence <DataType> Properties;
struct DataType {string id; any value;};
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Exceptions

exception InvalidCapacity {string msg; CF::Properties capacities;};
exception InvalidState {string msg;};

Operations
boolean allocateCapacity (in CF::Properties capacities) raises (CF::Device::InvalidCapacity, CF::Device:InvalidState);

Preconditions
e The Device interface source code files are available.

Test Description

For each implementation of the Device interface, locate the code that implements the allocateCapacity operation for a device and perform the
following:
A. Verify the allocateCapacity operation shall raise the InvalidCapacity exception, when the input capacities parameter contains invalid
properties or when attributes of those CF::Properties contain an unknown id or a value of the wrong data type. (OE0409)
1. Pass: The InvalidCapacity exception is raised, when the input capacities parameter contains invalid properties or when attributes of
those CF::Properties contain an unknown id or a value of the wrong data type.
N/A: There are no implementations of the Device interface allocateCapacity operation.
Fail: The InvalidCapacity exception is not raised when one or more input capacity parameter is invalid.
Fail: The InvalidCapacity exception is not raised when an id is not known.
Fail: The InvalidCapacity exception is not raised when a value is not the correct type.
B. Venfy that the InvalidState exception is raised when the device’s adminState is not UNLOCKED or the operationalState is DISABLED.
(OE0410)
1. Pass: The InvalidState exception is raised when the device’s adminState is not UNLOCKED or the operationalState is DISABLED.
2. Fail: The InvalidState exception is not raised when the adminState is not UNLOCKED.
3. Fail: The InvalidState exception is not raised when the operationalState is DISABLED.

AW
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Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.
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2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE_TC_229

Steps | Expected Results | Actual Results

| Comments

|  TestResult

For each implementation of the Device interface do the following:

A. Verifythe allocateCapacity operation shall raise the InvalidCapacity exception, when the input capacities parameter contain invalid property or when

attributes of those CF::Properties contain an unknown idor avalue of the wrong data type. (OE0409)

1. Locate theimplementation of
the allocateCapacity operation
and record the implementation
file name.

N/A: Thereareno implementations
ofthe Deviceinterface
allocateCapacity operation.
(OE0409)

2. Confirmthatthe
allocateCapacity operation shall
raise the InvalidCapacity
exceptionwhenthe input
capacities parameter contains
invalid property.

Pass: The Invalid Capacity
exception s raised when one or
more input capacity parameter is
invalid. (OE0409)

Fail: The InvalidCapacity
exception is notraised when oneor
more input capacity parameter is
invalid. (OE0409)

The allocateCapacity operation
will contain codeto validate
the parameters. If aninvalid
property is contained it should
raise an InvalidCapacity
exception.

3. Confirmthatthe
allocateCapacity operation shall
raise the InvalidCapacity
exceptionwhenattributes of
those CF::Properties contain an
unknownid ora valueofthe
wrong datatype.

Pass: The Invalid Capacity
exceptionis raisedwhenanid is
not knownor a value of thewrong
data type. (OE0409)

Fail: The InvalidCapacity
exceptionis notraisedwhenanid
is not known. (OE0409)

Fail: The InvalidCapacity
exceptionis notraisedwhena
value is notthe correct type.
(OE0409)

The allocateCapacity operation
will contain codeto validate
the parameters. If an unknown
id ora value of thewrong type
is contained it should raise an
InvalidCapacity exception.
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OE_TC_229

Steps | Expected Results |  Actual Results

Comments

|  TestResult

B. Verify that the InvalidState exception is raised when the device’s adminState is not UNLOCKED or the operati onalState is DISABLED. (OE0410)

4. Verify the InvalidState Pass: The Invalid State exception is
exceptionis raised whenthe raised when thedevice’s

device’s adminState is not adminState is not UNLOCKED or
UNLOCKED orthe the operationalState is DISABLED.

operationalStateis DISABLED. | (OE0410)

Fail: The InvalidState exception is
not raised when the adminState is
not UNLOCKED. (OE0410)

Fail: The InvalidState exception is
not raised when the
operationalState is DISABLED.
(OE0410)

End of Test
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TestRecording Log— OE_TC 229
Stepl Steps 2-3 Step4 Notes
(file name) (InvalidCapacity exception) (InvalidState exception)
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Test Summary OE_TC 229
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is not testable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OE0409

OEO0410

Failed Items (Section/Step Number):

Test Engineer:

Date Tested:

Witness:
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B.3.40. OE_TC 230 - Device :: deallocateCapacity raises InvalidState

Test Case Number: OE_TC 230
Device:deallocateCapacity raises InvalidState

Requirements

SCAWV2.2.2Tag SCAW2.2.2Text
OE0417 The deallocateCapacity operation shall raise the InvalidState exception, when the device’s adminState is LOCKED or operationa IState is
DISABLED.
References
Document Name Versiorn/Date Location (Pages, Section)

Software Communication Architecture (SCA) Version2.2.2 15May 2006 Pages 3-64, Section3.1.3.3.1.52.5

SCA AppendixC: Core Framework DL Version2.2.2 15May 2006 Pages C-2, C-24,C-27
Test Objective

This test case verifies OE0417. The objective of this test case is to verify that the deallocateCapacity operation raises the InvalidState
exception, when the device’s adminState is LOCKED or operationalState is DISABLED.

Places to Verify
All implementations of the Device interface operation deallocateCapacity.

IDL References

Data
typedef sequence <DataType> Properties;

Exceptions
exception InvalidState {string msg;};

Operations
void deallocateCapacity (in CF::Properties capacities) raises (CF::Device::InvalidCapacity, CF::Device::InvalidState);
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Preconditions
e The Device interface source code files are available.

Test Description

A. Locate all implementations of the Device interface. (OE0417)
1. Fail: There are no implementations of the Device interface.
B. For each implementation of the Device interface operation deallocateCapacity, verify that the InvalidState exception is raised when the
device’s adminState is LOCKED or the operationalState is DISABLED. (OE0417)
a. Pass: The InvalidState exception is raised when the device’s adminState is LOCKED or the operationalState is DISABLED.
b. Fail: The InvalidState exception is not raised when the adminState is LOCKED.
c. Fail: The InvalidState exception is not raised when the operationalState is DISABLED.
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Manual Test Steps
Notes: 1. Test Result will include Pass, Fail, Untested, or N/A.

2. The Test Recording Log is intended to record data for each step that requires recording of data.

OE TC 230
Steps |  Expected Results | Actual Results | Comments |  TestResult

A. Locate all implementations of the Device interface. (OE0417)

1. Recordthefile names forall of | Fail: Thereareno

the files thatimplementthe implementations of the Device
Device deallocateCapacity interface.

operation.

B. For each implementation of the Device interface operation deallocateCapacity, verify that the InvalidS tate exception is raised when the device’s
adminState is LOCKED or the operationalState is DISABLED. (OE0417)

2. Verify that the InvalidState Pass: The Invalid State exception

exceptionis raised, by the is raised when the device’s
deallocate operation, whenthe adminState is LOCKED.
device’s admin State is LOCKED.

Fail: The InvalidState exception
is not raised when thedevice’s
adminState is LOCKED.

3. Verify that the InvalidState Pass: The Invalid State exception
exceptionis raised, by the is raised whenthe

deallocate operation, when the operationalState is DISABLED.
device’s operationalState is
DISABLED. Fail: The InvalidState exception
is not raised whenthe
operationalState is DISABLED

End of Test
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TestRecording Log— OE_TC 230

Stepl
(implementation files)

Step2
(adminState)

Step3
(operationalState)
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Test Summary OE_TC 230
Once testing is complete for every component of the OE under test, report the testresult as follows:

Pass: No failures detected

Fail: Failure(s)detected in Step(s) (x). Failureofany associated criteria results in a failure of a requirement.
Untested: Conditionwhich is nottestable

N/A: Not Applicable

Owerall Test Result (Pass, Fail, Untested, or N/A):

OEO0417

Failed Items (Section/Step Number):

TestEngineer:

Date Tested:

Witness:
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Index of Test Case Titles for Manual Tests

: App B Section Test Case
UESECESE T Volﬂsne # Page Number Number

AEP Applications have no abnormal termination 5 31 B.5.4. OE TC 021
AEP file mode creation masks 5 37 B.5.5. OE TC 044
AEP mandatory functions 5 142 B.5.18. OE TC 131
Aggregate Device 3 191 B.3.25. OE_TC_096
AggregateDevice devices 3 12 B.3.2. OE _TC 022
AggregateDevice ::addDevice 3 20 B.3.3. OE _TC 023
AggregateDevice ::addDevice FAILURE _ALARM 3 29 B.3.4. OE_TC_025
AggregateDevice ::addDeviceraises InvalidObjectReference 3 35 B.3.5. OE _TC_ 027
AggregateDevice :: removeDevice 3 42 B.3.6. OE TC 028
AggregateDevice :: removeDevice FAILURE_ALARM 3 48 B.3.7. OE _TC 029
AggregateDevice :: removeDevice raises InvalidObjectReference 3 54 B.3.8. OE _TC 030
Application:: releaseObjectreleases allobjects 2 96 B.2.16. OE TC 108
Application Attributes 2 258 B.2.39. OE TC 233
Application Delegates Implementation of Resource operations 2 237 B.2.38. OE TC 189
ApplicationFactory :: create 2 84 B.2.14. OE TC 074
ApplicationFactory :: create deallocates capacity ondevices 2 201 B.2.32. OE_TC_162
ApplicationFactory :: create defines an order for initialization 2 212 B.2.34. OE TC 165
ApplicationFactory :: create does property comparisons 2 119 B.2.20. OE TC 121
ApplicationFactory :: create establishes connections for named applications 2 207 B.2.33. OE TC 164
ApplicationFactory :: create raises Create ApplicationError 2 138 B.2.23. OE_TC_125
ApplicationFactory Attributes 2 258 B.2.41. OE _TC 236
Base Application Interfaces 1 263 B.1.35. OE_TC_102
Base Device Interfaces 3 71 B.3.10. OE TC 062
ComponentIdentifier’s execute parameter 5 200 B.5.22, OE_TC_161
CORBA :: CosEventComm 5 52 B.5.8. OE _TC 063
CORBA :: Log Producer 5 15 B.5.2. OE _TC 002
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Test Case Title volume # | P9 | Number |  Number
CORBA :: NamingService 5 5 B.5.1. OE TC 001
Device :: adminState attribute changes 3 154 B.3.20. OE _TC 088
Device :: adminState commandedto be LOCKED 3 91 B.3.12. OE TC 080
Device :: allocateCapacity 3 6 B.3.1. OE _TC 004
Device :: allocateCapacity 3 105 B.3.13. OE_TC 081
Device :: allocateCapacity BUSY 3 114 B.3.14. OE TC 082
Device :: allocateCapacity Failure 3 122 B.3.15. OE_TC 083
Device :: allocateCapacity raises exceptions 3 299 B.3.39. OE TC 229
Device :: allocateCapacity’s acceptable properties 3 217 B.3.28. OE_TC 118
Device :: deallocateCapacity 3 128 B.3.16. OE _TC 084
Device :: deallocateCapacity raises InvalidCapacity 3 141 B.3.18. OE _TC 086
Device :: deallocateCapacity raises InvalidState 3 305 B.3.40. OE _TC 230
Device :: deallocateCapacity usageState 3 134 B.3.17. OE _TC 085
Device :: Logical Device - CORBA 3 177 B.3.23. OE TC 094
Device :: Logical Device - CORBA Register 3 184 B.3.24. OE TC 095
Device :: Logical Device allocation properties 3 206 B.3.27. OE _TC 098
Device :: Logical Device executable parameters 3 168 B.3.22. OE_TC 092
Device :: Logical Devices - CF Interfaces 3 198 B.3.26. OE TC 097
Device :: releaseObject 3 147 B.3.19. OE TC 087
Device :: releaseObject raises ReleaseError exception 3 162 B.3.21. OE_TC 089
Device :: usageState 3 77 B.3.11. OE TC 079
Device Attributes 3 261 B.3.35. OE TC 218
Device operationalState 3 60 B.3.9. OE_TC 058
DeviceManager :: getComponentimplementationld 2 89 B.2.15. OE_TC 090
DeviceManager Attributes 2 247 B.2.40. OE TC 224
DeviceManager Register 2 17 B.2.3. OE TC 033
DeviceManager Registerand the DCD file 2 23 B.2.4. OE _TC 034
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: App B Section Test Case
Uestibase T Volﬂlrone # PR Number Number

DeviceManager startup process 2 277 B.2.42. OE_TC 285
DeviceManager’s execparamproperties 2 101 B.2.17. OE_TC 112
Domain Manager logs defined in DM D file 2 49 B.2.8. OE TC 054
Domain Manager services defined in DMD file 2 61 B.2.10. OE_TC 056
Domain Profile 5 58 B.5.9. OE _TC 070
Domain Profile files 5 114 B.5.17. OE TC 119
DomainManager :: installApplication raises ApplicationAlreadylnstalled 2 11 B.2.2. OE _TC 026
DomainManager :: installApplication raises ApplicationlnstallationError 2 67 B.2.11. OE TC 057
DomainManager :: installApplication raises InvalidFileName 2 172 B.2.28. OE TC 132
DomainManager :: registerDevice 2 107 B.2.18. OE TC 113
DomainManager :: registerDevice raises RegisterError 2 132 B.2.22. OE TC 124
DomainManager :: registerDevice registers if device doesn't exist 2 230 B.2.37. OE TC 168
DomainManager :: registerDevice returns without error if device exists 2 224 B.2.36. OE TC 167
DomainManager :: registerDevice verifies input parameters 2 218 B.2.35. OE _TC 166
DomainManager :: registerDeviceManager 2 6 B.2.1. OE TC 024
DomainManager :: registerDeviceManager establishes connections 2 188 B.2.30. OE TC 157
DomainManager :: registerDeviceManager raises RegisterError 2 146 B.2.24. OE TC 126
DomainManager :: registerDeviceManager sends eventto ODM 2 180 B.2.29. OE TC 154
DomainManager :: registerService 2 73 B.2.12. OE_TC_065
DomainManager :: registerService 2 79 B.2.13. OE TC 073
DomainManager :: registerService raises RegisterError 2 153 B.2.25. OE TC 127
DomainManager :: uninstallApplication raises ApplicationUninstallationError 2 125 B.2.21. OE TC 122
DomainManager :: unregisterDevice raises UnregisterError 2 166 B.2.27. OE TC 129
DomainManager :: unregisterDeviceManager 2 43 B.2.7. OE_TC_053
DomainManager :: unregisterDeviceManager 2 194 B.2.31. OE TC 158
DomainManager :: unregisterDeviceManager raises UnregisterError 2 159 B.2.26. OE TC 128
DomainManager :: unregisterService 2 32 B.2.5. OE TC 051
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: App B Section Test Case
Uestibase T VoIE?ne # PR Number Number

DomainManager :: unregisterService client-side 2 38 B.2.6. OE TC 052
DomainManager :: unregisterServiceraises UnregisterError 2 55 B.2.9. OE_TC 055
DTD files 5 108 B.5.16. OE_TC 117
Event Service 5 23 B.5.3. OE _TC 003
Exceptions fromthe Mounted FileSystem 4 18 B.4.2. OE TC 040
ExecutableDevice :: execute 3 290 B.3.38. OE TC 227
ExecutableDevice :: execute raises exceptions 3 278 B.3.37. OE TC 222
BExecutableDevice :: execute raises InvalidFileName 3 244 B.3.32. OE TC 135
ExecutableDevice :: terminate raises InvalidProcess 3 250 B.3.33. OE TC 145
ExecutableDevice Types 3 272 B.3.36. OE TC 221
File :: close 4 55 B.4.5. OE _TC 067
File :: close raises FileException 4 60 B.4.6. OE_TC 068
File :: read raises IOException 4 49 B.4.4. OE_TC 066
File :: setFilePointer raises FileException 4 66 B.4.7. OE_TC 069
File :: sizeOf raises FileException 4 215 B.4.29. OE TC 147
File :: write raises IOException 4 208 B.4.28. OE TC 146
File Attributes 4 262 B.4.36. OE TC 265
FileManager :: list 4 6 B.4.1. OE TC 031
FileManager ::mount 4 278 B.4.38. OE TC 276
FileManager :: mount raises InvalidFileName 4 194 B.4.26. OE TC 143
FileSystem:: copy 4 99 B.4.12. OE _TC 106
FileSystem:: copy raises InvalidFileName wheninputs are invalid 4 148 B.4.20. OE_TC 137
FileSystem:: copy raises InvalidFileName when inputs are the same 4 202 B.4.27. OE TC 144
FileSystem:: create 4 106 B.4.13. OE TC 107
FileSystem:: create raises FileException 4 227 B.4.31. OE TC 149
FileSystem:: create raises InvalidFileName 4 165 B.4.22. OE TC 139
FileSystem:: exists 4 159 B.4.21. OE TC 138
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Test Case Title volume # | P9 | Number |  Number
FileSystem:: exists raises InvalidFileName 4 254 B.4.35. OE TC 159
FileSystem:: list raises FileException 4 87 B.4.10. OE TC 104
FileSystem:: list raises InvalidFileName 4 78 B.4.9. OE TC 103
FileSystem:: mkdir 4 129 B.4.17. OE TC 114
FileSystem:: mkdir raises FileException 4 241 B.4.33. OE TC 151
FileSystem:: mkdir raises InvalidFileName 4 179 B.4.24. OE TC 141
FileSystem:: open raises FileException 4 233 B.4.32. OE_TC 150
FileSystem:: open raises InvalidFileName 4 172 B.4.23. OE TC 140
FileSystem:: query Input Parameter 4 269 B.4.37. OE TC 275
FileSystem:: remove raises FileException 4 93 B.4.11. OE _TC 105
FileSystem:: remove raises InvalidFileName 4 141 B.4.19. OE TC 136
FileSystem:: rmdir 4 135 B.4.18. OE TC 115
FileSystem:: rmdir raises FileException 4 247 B.4.34. OE TC 152
FileSystem:: rmdir raises InvalidFileName 4 187 B.4.25. OE TC 142
FileSystemcreate Responsibilities 4 286 B.4.39. OE TC 283
FileSystemFilename Lengths 4 38 B.4.3. OE _TC 060
FileSystem::copy raises FileException 4 221 B.4.30. OE TC 148
FileSystem’s CREATED TIME ID property 4 111 B.4.14. OE_TC 109
FileSystem’s LAST ACCESS TIME ID property 4 123 B.4.16. OE TC 111
FileSystem’s MODIFIED TIME ID property 4 117 B.4.15. OE TC 110
Framework Control Interfaces 2 112 B.2.19. OE TC 116
Framework Services Interfaces 4 72 B.4.8. OE TC 091
General Rules : Higher Order Language 5 90 B.5.13. OE _TC 099
Hardware Critical Interfaces 5 103 B.5.15. OE TC 101
Legacy Software interfaces 5 95 B.5.14. OE TC 100
LifeCycle :: initialize raises Initialize Error 1 168 B.1.19. OE TC 037
LifeCycle :: releaseObject 1 173 B.1.20. OE _TC 038
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Uestibase T VoIEEne # PR Number Number

LifeCycle :: releaseObject raises ReleaseError 1 179 B.1.21. OE TC 039
LoadableDevice ::load 3 256 B.3.34. OE TC 153
LoadableDevice :: load raises InvalidFileName 3 230 B.3.30. OE TC 133
LoadableDevice :: load raises LoadFail 3 224 B.3.29. OE TC 130
LoadableDevice :: unload raises InvalidFileName 3 237 B.3.3L. OE TC 134
Mandatory interfaces ofthe AEP 5 43 B.5.6. OE TC 059
Minimum CORBA 5 47 B.5.7. OE_TC 061
Name Binding’s execute parameter 5 194 B.5.21. OE _TC_160
Naming Context creation 5 186 B.5.20. OE _TC 156
Naming Context’s execute parameter 5 180 B.5.19. OE_TC_155
Networking AEP 5 208 B.5.23. OE_TC_290
OMG Lightweight Log Service :: administrative_state 1 37 B.15. OE_TC_009
OMG Lightweight Log Service :: clear_log 1 131 B.1.14. OE TC 018
OMG Lightweight Log Service :: destroy 1 139 B.1.15. OE _TC 019
OMG Lightweight Log Service :: get_availability status 1 31 B.1.4. OE TC 008
OMG Lightweight Log Service::get n_records 1 20 B.1.2. OE _TC 006
OMG Lightweight Log Service :: get_operational_state 1 45 B.1.6. OE _TC 010
OMG Lightweight Log Service :: get record_id_from_time 1 51 B.1.7. OE TC 011
OMG Lightweight Log Service :: LogFullAction 1 25 B.1.3. OE_TC_007
OMG Lightweight Log Service :: LogStatus 1 8 B.1.1. OE _TC _005
OMG Lightweight Log Service :: retrieve_records 1 56 B.1.8. OE TC 012
OMG Lightweight Log Service :: retrieve_records_by level 1 67 B.19. OE TC 013
OMG Lightweight Log Service :: retrieve_records_by producer_id 1 78 B.1.10. OE TC 014
OMG Lightweight Log Service :: retrieve_records_by producer_name 1 91 B.1.11. OE _TC 015
OMG Lightweight Log Service :: write_record 1 117 B.1.13. OE TC 017
OMG Lightweight Log Service :: write_records 1 103 B.1.12. OE _TC 016
Port :: connectPort 1 147 B.1.16. OE _TC 020
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Port :: connectPort raises OccupiedPort 1 155 B.1.17. OE TC 032
Port :: disconnectPort 1 161 B.1.18. OE _TC 035
PropentySet :: configure 1 212 B.1.27. OE TC 047
PropertySet :: configure property minimums 1 218 B.1.28. OE TC 048
PropertySet :: configure raises PartialConfiguration 1 225 B.1.29. OE_TC 049
Provided interfaces describedas provides ports 5 67 B.5.10. OE TC 075
Required interfaces described as uses ports 5 73 B.5.11. OE TC 076
Resource :: startraises StartError 1 231 B.1.30. OE _TC_050
Resource :: stop 1 241 B.1.32. OE _TC 071
Resource :: stop raises StopError 1 236 B.1.31. OE_TC_064
SCA APIs and non-IDL interfaces 5 79 B.5.12. OE_TC_077
TestableObject :: runTestexception parameter 1 257 B.1.34. OE TC 093
TestableObject :: runTest parameters 1 246 B.1.33. OE TC 072
TestableObject :: runTest returns results 1 195 B.1.24. OE TC 043
TestableObject :: runTest usestestld parameter 1 184 B.1.22. OE TC 041
TestableObject :: runTest usestestValues parameter 1 189 B.1.23. OE TC 042
TestableObject :: runTest validates parameters 1 206 B.1.26. OE _TC 046
TestableObject :: runTest validates test\alues parameter 1 201 B.1.25. OE TC 045

End of Table
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